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Configuring the Bridging-Type ONT

About This Chapter

This topic describes the configuration of bridging-type ONTs and their web pages. Bridging-
type ONTs only support Layer 2 features.

1.1 FTTH Networking and Configuration Scenarios
1.2 Principle of FTTH Data Plan

1.3 Configuring the Service by Using the NMS

1.4 Configuration by Using OLT Commands

1.5 Configuring FTTH IPv6 Services in Bridging-type ONT Scenario (Dual Stack/DS-Lite)

1.1 FTTH Networking and Configuration Scenarios

Typical FITH Networking

Figure 1-1 shows the typical FTTH networking.
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Figure 1-1 Typical FTTH networking diagram
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_[E

Internet

Networking | Description
Scenario
Bridging The HGW integrating an IAD provides Internet, voice over Internet
ONT + HGW | Protocol (VoIP), and Internet Protocol television (IPTV) services to users.
Netw01'rk Services are implemented on the HGW, and the bridging ONT works with
Scenario the OLT to provide Layer 2 channels.
Bridging The ONT integrating an integrated access device (IAD) provides Internet,
+Voice ONT | VoIP, and IPTV services to users.
Network The bridging+voice ONT provides Layer 2 data and voice services. This
Scenario scenario provides transparent transmission channels and requires simple
service configuration, so this scenario applies to Layer 2 networking.
® For data services, a PC directly performs dial-up. Then, the upper-
layer broadband remote access server (BRAS) device authenticates and
accesses the PC. The PC can also access the Internet using the
Dynamic Host Configuration Protocol (DHCP) or static IP address.
® The ONT with a built-in voice module encapsulates voice service
packets, and the OLT transmits them to the upstream next generation
network (NGN) or IP multimedia subsystem (IMS).
Gateway The ONT integrating an IAD provides Internet, VoIP, and IPTV services
ONT Network | to users.
Scenario

The HGW ONT facilitates interconnection of home devices by providing
Layer 3 services, such as Point-to-Point Protocol over Ethernet (PPPoE)/
DHCP dial-up, network address translation (NAT), and Internet Group
Management Protocol (IGMP) snooping. This scenario provides fine-
grained management channels and service control, and applies to Layer 3
networking.
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FITTH Deployment Schemes

FTTH service application includes the deployment process and service provisioning process.
The FTTH deployment process includes OLT deployment (configuration) and configuration
of basic data. No deployment, however, is required on the ONT and the ONT is plug and play
once services are provisioned.

Table 1-1 lists the FTTH deployment schemes and service provisioning methods.

Table 1-1 FTTH deployment schemes

- Scheme Parameter
Pre-configuration ® On the NMS: Profiles ® DBA profile
can be issued in batches. | @ [ine profile
® Using commands on the | ¢ gervice profile
OLT: Configuration
scripts containing ® IP traffic profile
commands can be ® Service level profile
imported to the OLT. ® Global OLT
configurations (rather
than FTTH user
configurations) such as
multicast VLAN,

multicast mode, and
policy of forwarding
unknown packets

® FTTH user service
VLAN configurations
including adding
VLAN:s, setting the
attributes of VLANSs, and
adding upstream ports
for VLANSs

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 3
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Scheme

Parameter

Service Provisioning

® Using the OSS: This
method is recommended
and it can implement
automatic service
provisioning, and
eliminate problems
caused by manual
service provisioning,
such as large workload,
low efficiency, and
difficult management.

® Using OSS+ITMS: This
method is recommended
if the multiple private
nodes are customized for
carriers. Using a TR069
server, new gateways
and value-added voice

services can be simply
added.

- Layer 2 configuration
data is issued on the
NMS or OLT.

= Other configuration
data such as voice,
Layer 3, and Wi-Fi
data is issued using
the ITMS.

® On the NMS: It applies
to the scenario when no
OSS is available and
services need to be

provisioned manually on
the NMS.

® On the ONT web page:
When it is not feasible to
provision services on the
OSS or NMS, you can
log in to the ONT web
page and configure or
modify parameters to
provision services.

See Table 1-2.

ONT service provisioning
parameters are classified
into common parameters
and customized parameters:

® Customized parameters
are usually issued by the
upper-layer system
during service
provisioning.

® Common parameters are
usually configured at

delivery or during data
pre-configuration
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Table 1-2 Parameters required for ONT service provisioning

Parameter Type

Layer 2

Voice

Above Layer 2
(Layer 3, Wi-Fi,
and User
Security)

Customized
parameters

Parameters for
adding ONTs,
adding service
flows, activating
ports, configuring
port rate limitation,
and adding multicast
users

® Registration
information: IP
address and port
number of the
local end and the

proxy
® User data: SIP

user name and H.

248 TID

Login user name and
password
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Parameter Type Layer 2 Voice Above Layer 2
(Layer 3, Wi-Fi,
and User
Security)

Common parameters | Various pre- ® Digitmap: ® WAN port

configured profile includes the configurations
data digitmap timer (routes, bridge

and digitmap WANSs, and
character strings. VLANS)

® Time ® [ AN/WAN
configuration: binding
includes ® IGMP mode
registration
heartbeat and ® URL for the
protocol timers. ITMS

® Encoding and ® NTP server
decoding: ® Default Wi-Fi
includes voice configurations
encoding and ® [Local login IP
decoding address
priorities and
packetization
period, G.711/G.
729/G.722.

® Fax/Modem.

® Service

permission and
service data.

® VAG:
implements
multiple virtual
AG devices on
one physical
device.

® Configurations
for the
interconnection
between IMSs of
softswitches of
different
specifications.

ONT type

® Bridging ONTs

(SFUs)

® Bridging+voice

ONTs

® Gateway-type
ONTs (HGUs)

® Bridging+voice
ONTs.

® (Gateway-type
ONTs.

Gateway-type ONTs
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The following describes the involved configuration scenarios:

®  Service configuration on the NMS: Pre-configurations and service provisioning are
implemented on the NMS. The ONT software version V300R018C00 is used as an
example to describe how to provision the services on the NMS.

® Service configuration using commands: Pre-configurations are implemented using
commands, and service provisioning is implemented on the ONT web pages.

® Service provisioning on the ITMS: Pre-configurations are implemented on the NMS or
using commands, and Layer 3 and voice services are provisioned on the ITMS. Huawei
U2560 is used as an example to describe how to provision the services on the ITMS.

Recommended tool: FTTx Script Generation Tool

This tool can generate configuration scripts through the configuration wizard for you
efficiently or instantly transform any configuration page into a command script, making your
configuration easy and improving your configuration efficiency.

Click to experience (for Carrier) : FTTx Script Generation Tool.

Click to experience (for Enterprise) : FTTx Script Generation Tool.

1.2 Principle of FI'TH Data Plan

1.2.1 Data Plan Principles for IP Addresses

This section describes how to obtain an IP address in various scenarios.

Terminal Service Recommended Solution
Type
Bridging Internet A PC obtains an IP address through PPPoE dialup. The
+Voice ONT | access ONT transparently transmits the packets.
VoIP The ONT functions as a DHCP client and obtains an IP

address from the DHCP server, or the NMS issues a static
IP address to the ONT using the configuration file. Voice
signaling and media streams at multiple POTS ports share
one IP address. Media streams are distinguished by port.

IPTV The set top box (STB) obtains an IP address from the
DHCEP server for ordering programs. The ONT
transparently transmits the packets.

Bridging Internet The HGW functions as a PPPoE client and obtains an IP
ONT+HGW access address through PPPoE dialup. At the same time, the HGW
functions as a DHCP server and allocates IP addresses to
PCs through the network cable and wireless fidelity (Wi-Fi)
access. The ONT transparently transmits the packets.
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Terminal Service Recommended Solution
Type

VoIP The HGW functions as a DHCP client and obtains an IP
address from the DHCP server, or the application control
server (ACS) issues a static IP address to the HGW using
TRO69. Voice signaling and media streams at multiple
POTS ports share one IP address. Media streams are
distinguished by port. The ONT transparently transmits the
packets.

IPTV The HGW is configured with a bridging WAN port. The
STB obtains an IP address from the DHCP server. The
HGW transparently transmits packets. The ONT also
transparently transmits the packets.

Gateway Internet The HGW functions as a PPPoE client and obtains an [P
ONT access address through PPPoE dialup. The ONT functions as a
DHCP server and allocates IP addresses to PCs through the
network cable.

Wi-Fi ® [ayer 3 bridge Wi-Fi access service: A mobile

access equipment (ME) searches the SSID. After the ME is
authenticated, the DHCP server assigns this ME the IP
address by IPoE.

® Layer 3 route Wi-Fi access service: An ME searches the
SSID. After the ME is authenticated, the DHCP address
pool of an ONT assigns this ME the IP address and then
PPPoE dialup is automatically performed on the ONT.

VoIP The ONT functions as a DHCP client and obtains an IP
address from the DHCP server, or the NMS issues a static
IP address to the ONT using the configuration file. Voice
signaling and media streams at multiple POTS ports share
one [P address. Media streams are distinguished by port.

IPTV The ONT functions as a DHCP client and obtains an IP
address from the DHCP server. At the same time, the ONT
functions as a DHCP server and allocates IP addresses to
STBs.

1.2.2 Principle of QoS Planning

The QoS planning is an E2E planning, and it can be divided into following policies: traffic
classification, marking, and scheduling policy; and traffic monitoring and DBA policy.

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 8
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Traffic Classification, Marking, and Scheduling Policy

Service 802.1p Queue OLT ONT Queue.ID
Type Priority Scheduling | Queue ID
Method (8 Queues) When When Four
Eight Queues
Queues Are
Are Supported
Supported
Management | 6 PQ 6 6 3
service
VoIP service | 5 PQ 5 5 2
IPTV 4 PQ 4 4 2
service
Wi-Fi access | 1 PQ 1 1 1
service
Internet 0 PQ 0 0 0
access
service
[(LnoTe

The greater the priority value, the higher the priority. The service priorities in this table are the recommended
values. The service priorities are arranged according to the operators's actual plan.

Traffic Monitoring and DBA Policy

Items Manageme | Internet Wi-Fi VoIP IPTV
nt service access access service service
service service
GEM port 11 [Remark | 14 15 12 13
1]
TCONT Select a DBA type based on service types. For example, select Typel for

the management service, Type4 for the Internet access service, and Type2
for the VoIP and IPTV services.

DBA type Type 3 (DBA profile: assured bandwidth + maximum bandwidth. Users are
allowed to preempt the bandwidth on condition that the users' assured
bandwidth is guaranteed. However, the total bandwidth cannot exceed the
maximum bandwidth.)

DBA Configure the DBA bandwidth according to the user's bandwidth package.
bandwidth

" The assured bandwidth is the maximum bandwidth required by
planning

management packets, VoIP, and IPTV upstream packets. The maximum
bandwidth is larger than or equal to the maximum bandwidth that users

apply.
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Items Manageme | Internet Wi-Fi VoIP IPTV
nt service access access service service
service service
Rate limit on | No rate limit | Configure Configure No rate limit | No rate limit
OLT rate limit by | rate limit by
downstream a traffic a traffic
profile as profile as
required. required.
[Remark 2] [Remark 2]

Rate limit on
ONU
upstream
port

No rate restriction

Rate limit on
ONU
downstream
port

No rate restriction

Remark 1: GEM port value depends on the planning of the service provider, but in principle,
use different GEM ports for different services.

Remark 2: Table 1-3 shows the reference service bandwidth of each service for each user.

Table 1-3 Reference service bandwidth of each service for each user

Service | Upstrea | Downstream Bandwidth Description
Type m Bandwidth
Bandwi
dth
Internet | Determi | Determined based | Available bandwidth of Internet access service
access ned on the service or Wi—Fi access service = Committed
service/ | based on | tariff package. bandwidth of the service tariff package - VoIP
Wi—Fi | the bandwidth - IPTV bandwidth
access service
service tariff
package.
VoIP 200 200 kbit/s The upstream bandwidth and the downstream
service kbit/s bandwidth of VoIP service are symmetrical.
The actual bandwidth is related to the coding
format. This bandwidth is calculated for two
POTS ports.
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Service | Upstrea | Downstream Bandwidth Description
Type m Bandwidth
Bandwi
dth
IPTV N/A 2.5 Mbit/s per IPTV service mainly occupies the downstream
service channel bandwidth. The actual bandwidth depends on
(standar the coding format, the picture in picture
d information, 10% bandwidth burst traffic, and
definitio the number of programs that can be
n concurrently watched by one user (in the case
program of multiple STBs). The upstream bandwidth is
) mainly used for transmitting IGMP packets,
- which requires little bandwidth. Therefore, the
IPTV N/A 9.7 Mbit/s per bandwidth occupied by IGMP packets can be
service channel neglected.
(high
definitio
n
program
)
(Cnote

® The rate restriction on the BRAS or SR is recommended. OLTs and ONTSs do not restrict the rate for
service streams.

® [f BRAS does not support rate restriction, OLTs can restrict the rate for service streams through the traffic

profile.

® Different service packets on the ONT are distinguished by different VLAN IDs. The service packets are
mapped to GEM ports based on VLAN IDs so that different service packets are transmitted to different
GEM ports. Each GEM port (each service) corresponds to a T-CONT or all GEM ports share a T-CONT.

® The sum of the assured bandwidth of all ONTs connected to a PON port and the fixed bandwidth of
OMCI management channel is less than the GPON upstream bandwidth. Some bandwidth must be
reserved for the future service expansion.

1.2.3 Principles of Internet and Wi-Fi Access Services Data

Planning

This topic describes the principles of data planning for Internet and Wi-Fi access services and
will focus on the VLAN planning and VLAN translation policy planning in different network

scenarios.
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Table 1-4 Planning of VLANs and VLAN translation policies for Internet access service

Application
Scenario

VLAN Plan

VLAN Translation Policy

Bridging+Voice
ONT

Double-tagged VLAN

ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

OLT: The OLT performs VLAN
translation: C<->S+C'". The C'-VLAN
of every ONT differs from each other.

Bridging ONT +
HGW

Double-tagged VLAN

ONT: The upstream packets sent from
the HGW carry user-VLANs and the
ONT transparently transmits them.

OLT: The OLT translates the U-VLAN
to S-VLAN+C-VLAN.

Gateway ONT

Double-tagged VLAN

ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

OLT: The OLT performs VLAN
translation: C<->S+C'". The C'-VLAN
of every ONT differs from each other.

Table 1-5 Planning of VLANs and VLAN translation policies for Wi-Fi access service

Application
Scenario

VLAN Plan

VLAN Translation Policy

Gateway ONT

Single-tagged VLAN

ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

OLT: The OLT performs VLAN
translation: C<->S.

Note:

® User VLAN: VLAN carried by packets going upstream from user-side devices (such as a
home gateway), U-VLAN for short.

® (C-VLAN: VLAN added based on the ONT/ONU port. For details, see the description of
the Double-tagged VLAN S+C.

® Double-tagged VLAN S+C: C indicates the inner VLAN (C-VLAN) and S indicates the
outer VLAN (S-VLAN).

® Double-tagged VLAN S+C': C' indicates the translated inner VLAN (C'-VLAN) and S
indicates the outer VLAN (S-VLAN).

® Single-tagged S-VLAN: Single-tagged VLAN marked or translated by the OLT. It is
generally used in a single-tagged VLAN translation scenario.
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® (C<->S+(C" Bidirectional VLAN translation: translates the C-VLAN and then adds an S-

VLAN.

® (C<->S+C: Bidirectional VLAN translation: maintains the C-VLAN and adds an S-
VLAN.

MnoTe

® To ensure traceability of users and finer-grained QoS control and management of users and services, plan
per user per service per VLAN (PUPSPV) for the Internet access service. Considering OLT capacity and
VLAN scalability, use dual VLANSs (S-VLAN+C-VLAN) on the OLT to differentiate users for the
Internet access service.

® The outer VLAN (S-VLAN), which identifies services and physical location, can be allocated based on
the OLT, PON board, or PON port. The inner VLAN (C-VLAN) identifies users. C-VLANs must be
unique in one S-VLAN.

® ]t is recommended that you use stacking VLANs as S-VLANS so that security features, such as PPPoE+/
option82, and anti-MAC attacks and anti-MAC spoofing, can be easily deployed.

® The 802.1q in 802.1q (QinQ) VLAN is used in the enterprise private line scenario, such as transparent
LAN service (TLS), in which the device transparently transmits packets. It is not recommended that you
use QinQ VLANSs as S-VLAN:S for the triple play services of residential users.

1.2.4 Principle of Voice Service Data Plan

The voice service plan mainly includes the plan of the VLAN and VLAN translation policy in
different network scenarios, and the plan of voice protocol.

VLAN and VLAN Translation Policy

Application VLAN Plan VLAN Translation Policy

Scenario

Bridging+voice Single-tagged ONT: VLANS are configured for the ONTs on
ONT VLAN the same network in a unified manner, and the

(recommended)

ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: transparently transmits the VLAN.

Double-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: adds an S-VLAN tag to the packets (C-
VLAN <-> S-VLAN+C-VLAN).

Double-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have different C-VLANs. The ONT adds
a C-VLAN tag to packets.

OLT: adds an S-VLAN tag to the packets (C-
VLAN <-> S-VLAN+C-VLAN).
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Application
Scenario

VLAN Plan

VLAN Translation Policy

Bridging ONT
+HGW

Single-tagged
VLAN
(recommended)

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
transparently transmits the user VLAN.

OLT: translates the VLAN tag (user VLAN <->
S-VLAN).

Single-tagged
VLAN

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
translates the user VLAN (user VLAN <-> S-
VLAN). All the ONTs connected to the same
OLT have the same voice service S-VLAN;
ONTs connected to different OLTs may have
different voice service S-VLANS.

OLT: transparently transmits the VLAN.

Double-tagged
VLAN

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
transparently transmits the user VLAN.

OLT: translates the VLAN tag (user VLAN <->
S-VLAN+C-VLAN).

Double-tagged
VLAN

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
translates the user VLAN (user VLAN <-> C-
VLAN). The C-VLAN is an inner VLAN tag
that differentiates users.

OLT: adds an S-VLAN tag to the packets (C-
VLAN <-> S-VLAN+C-VLAN).

Gateway ONT

Single-tagged
VLAN
(recommended)

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: translates the VLAN tag (C-VLAN <->
S-VLAN).

Single-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: transparently transmits the VLAN.

Double-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: translates the VLAN tag (C-VLAN <->
S-VLAN+C-VLAN").
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Note:

User VLAN: VLAN carried by packets going upstream from user-side devices (such as a
home gateway), U-VLAN for short.

® C-VLAN: VLAN added based on the ONT/ONU port. For details, see the description of
the Double-tagged VLAN S+C.
® Double-tagged VLAN S+C: C indicates the inner VLAN (C-VLAN) and S indicates the
outer VLAN (S-VLAN).
® Double-tagged VLAN S+C': C' indicates the translated inner VLAN (C'-VLAN) and S
indicates the outer VLAN (S-VLAN).
®  Single-tagged S-VLAN: Single-tagged VLAN marked or translated by the OLT. It is
generally used in a single-tagged VLAN translation scenario.
® (C<->S+C': Bidirectional VLAN translation: translates the C-VLAN and then adds an S-
VLAN.
® (C<->S+C: Bidirectional VLAN translation: maintains the C-VLAN and adds an S-
VLAN.
(Onote
® The voice service is a closed service operated by carriers. The single-tagged S-VLAN is the mainstream
application and is recommended.
® When the planned VLAN is single-tagged VLAN, the S-VLANSs can be allocated based on the OLT
device, PON board or PON port. The S-VLANS identify services and physical locations. It is
recommended that you set different voice VLANS for the OLTs connected to one voice SR to avoid an
excessively large broadcast domain of the SR and convergence switch.
® When the planned VLAN is S-VLAN+C-VLAN (that is, double-tagged VLAN), the outer S-VLANS can

be allocated based on the OLT device, PON board or PON port. The S-+VLANSs identify services and
physical locations. It is recommended to allocate S-VLANs based on PON board or PON port. The inner
C-VLAN is used to identify services (a fixed value) or users.

Voice Data Plan Based on H.248 or SIP

Item Description
MG Media Media and Upstream VLANS of the voice service
interface/SI | and signaling
P interface | signalin | upstream VLANs
data g i . .
NOTE paramet Medla. and Upstream ports of the voice service
must be ers signaling
consistent upstream port
with the
data on the Media IP Supports separating media from signaling.
MGC/IMS addresses and
core signaling IP
network addresses
devices.
Default gateway The next hop IP address from an
IP address. ONU/HGW to an MGC/IMS.
MG interface/SIP interface ID | N/A
Signaling port ID Choose the transmission mode according to
the requirement of the MGC/IMS side.
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Item

Description

IP address of active MGC (H.
248)/1P address of active IMS
device (SIP)

Port ID of active MGC
(H248)/port ID of active IMS
device (SIP)

If the dual homing is not configured, only
one MGC parameter needs to be
configured. If the dual homing is
configured, the IP address and port ID of
the standby MGC need to be configured.

Coding

Choose the coding method according to the
requirement on the MGC/IMS side.
Generally, the text coding method is
adopted.

Transmission mode

Choose the transmission mode according to
the requirement on the MGC/IMS side.
Generally, the UDP transmission mode is
adopted.

Home domain (SIP)

N/A

Profile index

N/A

The version of H248 protocol
that MG starts to negotiate

V1, V2 or V3 (by default). The interface
may fail to be registered because some
softswitches do not support V3.

Voice user
configuratio
n data

Phone number

For H248 protocol: The phone numbers
allocated by the MGC need to be
determined, and the paging numbers for
users' emergency standalone need to be
planned if the emergency standalone
function is provided.

For SIP protocol: The phone number that
the IMS core network device allocates to
the user must be configured.

Terminal ID (H248)

If the TID template with which the POTS
user is bound does not support terminal
layering, this parameter needs to be
configured.

User priority

According to the service requirements, user
priorities must be specified. The user
priorities include the following:

® catl: governmentl (category 1
government users)

® cat2: government? (category 2
government users)

® cat3: common (common users)
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Item

Description

User type

According to the service requirements, user
type needs to be specified. The user type
includes the following:

® DEL.: direct exchange lines (default)
® ECPBX: earth calling PBX

® [ CPBX: loop calling PBX

® PayPhone: pay phone

Common
parameter

system parameter

The system parameters including the
overseas version flag and message waiting
indication (MWI) mode need to be
configured according to the local standard
to ensure that the response of the user
terminal complies with the local standard.

Overseas parameters

The attributes such as the upper and lower
thresholds of the flash-hooking duration
need to be configured according to the local
standards to ensure that the response of the
user terminal complies with the local
standards.

POTS port attributes

If the POTS port needs to support the
polarity reversal accounting, the POTS port
needs to be configured to support the
polarity reversal pulse. Other attributes
need not be modified if there is no special
requirement.

Ringing current attributes

When the attributes of ring current are
changed, ring volume is changed
accordingly. Generally, no adjustment is
required for the ringing tone volume. You
need to modify the parameters of the
ringing current attributes according to the
local standard only when the default
ringing current attributes do not comply
with the local standard.

1.2.5 Principle of IPTV Service Data Plan

The IPTV service data plan mainly include the plan of VLAN and VLAN translation policy in
different network scenario, and the plan of IPTV service.

IPTV services include multicast service and video on demand (VoD) service. These two
services are relevant but independent in VLAN planning.
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Applicatio | Service VLAN Plan | VLAN Translation Policy
n Scenario | Type
Bridging Multicast Single- ONTs replicate multicast packets based on
+Voice service tagged user ports and multicast VLANs (M-VLANS)
ONT VLAN are removed downstream.
The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
VoD Single- ONTs add S-VLAN tags to iTV service
tagged packets.
VLAN The OLT transparently transmits packets with
S-VLANES.
Double- All ONTs add the same C-VLAN tag to
tagged packets.
VLAN The OLT implements VLAN translation: C-
>S+C.
Bridging Multicast Single- ONTs transparently transmit upstream packets
ONT + service tagged with M-VLANSs sent from HGW. Multicast
HGW VLAN packets are replicated downstream with M-
VLAN unchanged.
The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
Single- ONTs translate the upstream VLANSs sent
tagged from HGW to M-VLANSs.
VLAN The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
VoD Single- ONTs transparently transmit the upstream U-
tagged VLANS sent from HGW.
VLAN The OLT implements VLAN translation: U-
>S.
Double- ONTs transparently transmit the upstream U-
tagged VLANS sent from HGW.
VLAN The OLT implements VLAN translation: U-
>S+C.
Gateway Multicast Single- ONTs replicate packets based on user ports
ONT service tagged and M-VLANSs are removed in downstream
VLAN direction.
The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
VoD Single- ONTs add C-VLAN tags to packets. Untagged
tagged VLANES are translated to C-VLANS.
VLAN The OLT implements VLAN translation: C ->
S.
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Note:

User VLAN: VLAN carried by packets going upstream from user-side devices (such as a
home gateway), U-VLAN for short.

® C-VLAN: VLAN added based on the ONT/ONU port. For details, see the description of
the Double-tagged VLAN S+C.
® Double-tagged VLAN S+C: C indicates the inner VLAN (C-VLAN) and S indicates the
outer VLAN (S-VLAN).
® Double-tagged VLAN S+C': C' indicates the translated inner VLAN (C'-VLAN) and S
indicates the outer VLAN (S-VLAN).
® Single-tagged S-VLAN: Single-tagged VLAN marked or translated by the OLT. It is
generally used in a single-tagged VLAN translation scenario.
® (C<->S+C" Bidirectional VLAN translation: translates the C-VLAN and then adds an S-
VLAN.
® (C<->S+C: Bidirectional VLAN translation: maintains the C-VLAN and adds an S-
VLAN.
(Lnote
® [PTV service is a closed service self-operated by carriers, and single-tagged S-VLAN is recommended.
® The same S-VLAN or different S-VLANs can be used as the M-VLAN and VoD VLAN. It is
recommended that you use different S-VLANs as M-VLAN and VoD VLAN so that the upper-level
device easily differentiates between the BTV service and VoD service.
® S-VLANSs of VoD service can identify services and physical locations based on an entire network or an

OLT. It is recommended that you set different VoIP VLANSs for the OLTs connected to one VoIP SR to
avoid an excessively large broadcast domain of the VoIP SR and convergence switch.

1.2.6 Principle of Security Data Plan

The security plan involves system security plan, user security plan, and service security plan.
Security policy ensures service security from different aspects.

MnoTe

The device provides complete security measures, but not all security measures need to be deployed. Only the
security measures that meet the following requirements need to be deployed:

® The security measures can be used on the live network.
® The security measures are easy to deploy.
® The security measures are effective.
System Security
Security Solution Description and Usage
Vulnerability Suggestion
DoS attack Enable the anti-DoS-attack | After the anti-DoS-attack function is

function for OLT. enabled, control packets are
monitored and those exceeding the
number threshold are discarded.

Use this solution for new site
deployment.
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Security
Vulnerability

Solution

Description and Usage
Suggestion

IP attack

Enable the anti-IP-attack
function for OLT.

After the anti-IP-attack function is
enabled, a device discards the IP
packets received from the user side
whose destination IP address is the
IP address of the device, and
therefore the system is protected.

Use this solution for new site
deployment.

User Security

Security
Vulnerability

Solution

Description and Usage
Suggestion

MAC spoofing

Enable the anti-MAC-
duplicate function for OLT.

After anti-MAC-duplicate is
enabled, the system records the first
MAC address learned from the port
and binds the MAC address to the
port and VLAN. If receiving packets
sent from the host that has the same
MAC address with the port, the
system discards the packets directly.
In this case, it can prevent users from
forging MAC addresses to perform
malicious attacks.

Use this solution for new site
deployment.

MAC attack

Enable the anti-MAC
spoofing function for OLT.

After anti-MAC spoofing is enabled,
the system can prevent users from
forging MAC addresses to perform
malicious attacks.

Use this solution for new site
deployment.

IP spoofing

Enable the anti-IP spoofing
function for OLT.

After anti-IP spoofing is enabled, the
system can prevent users from
forging IP addresses to perform
malicious attacks.

Use this solution for new site
deployment.
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Service Security

Security
Vulnerability

Solution

Description and Usage
Suggestion

Unauthorized

small enterprises
(IPoE)

broadband access of

DHCEP option 82 is enabled
on OLT, and the BRAS
implements user
authentication based on the
RAIO information.

In the DHCP option 82 mode, user's
physical location is added to the
option 82 field carried in the DHCP
request packet initiated by a user.
The physical location, used for user
authentication on the upper-layer
authentication server, can help
implement the following functions:

® The DHCP relay forwards DHCP
response packets to devices with
specified CID and RID.

® Prevents DHCP address
exhaustion.

® Achieves static allocation of
DHCP addresses.

® Implements anti-IP spoofing.

® Implements anti-user ID
spoofing.
® Implements anti-MAC spoofing.

Use this solution for the DHCP
Internet access service.

residential users
(PPPoE), user
account theft/
borrowing

Broadband access of

PPPoE+ (PITP) is enabled
on OLT, and the BRAS
implements user
authentication based on
binding of the RAIO
information to the user
account.

The BRAS responds to request
packets of users with specified CID
and RID. In this way, the following
functions are implemented:

® Prevents IP address exhaustion.
® Implements anti-IP spoofing.

® Implements anti-user ID
spoofing.
® Implements anti-MAC spoofing.

Use this solution for the PPPoE
Internet access service.

1.3 Configuring the Service by Using the NMS

This topic describes how to configure Internet access service, VoIP service and IPTV service

by using the NMS.

1.3.1 Configuring FTTH Services (GPON Access)

This topic describes how to configure the Internet service, voice service, and multicast service
in GPON access mode in the FTTH network scenario using the U2000.
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1.3.1.1 Configuring the GPON FITH Layer 2 Internet Access Service on the NMS

Services can be configured for an ONT only after the ONT is successfully added to an OLT.

Networking
® The PC gains access to the Internet in PPPoE dialup mode.
® The ONT is connected to the GPBC card of the OLT through an optical fiber.
® The broadband remote access server (BRAS) provides broadband user access and
functions of authentication and accounting.
Figure 1-2 Configuring the GPON FTTH Internet service
B
PC ONT EI
5 - H . BRAS
i OLT LAN Swith -
B '
FC ONT U2000
Data Plan

Table 1-6 Data plan

Item Data

DBA profile Name: ftth_dba

DBA Type: Assured Bandwidth/Maximum Bandwidth
Assured bandwidth: 8 Mbit/s

Maximum bandwidth: 20 Mbit/s

ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for Internet access services: 14

ONT service Profile name: ftth

profile ONT port capability set:

® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive

Network Upstream port: 0/19/0
topology data | poN port: 0/1/0
ONT ID: 1

ID of the port on the ONT that is connected to the PC: 1
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Item Data

VLAN plan Double-tagged VLAN

® S-VLANID: 100

® S-VLAN type: Smart

® S-VLAN attribute: Stacking
® C-VLAN ID: 1001

[

C'VLANID: 1010

NOTE
VLAN translation policy:

® ONT: ONTs configure the VLAN and add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

® OLT: The OLT performs VLAN translation: C<->S+C'. The C'-VLAN of
every ONT differs from each other.

Procedure

® Implement pre-configurations.
(Lnote

After all profiles are configured, perform the following steps to issue them to the device:
® In the information list, right-click the record and choose Download to NE from the shortcut menu.

® In the dialog box that is displayed, select the required NE(s), and click OK.
1. Configure a DBA profile.

~ MPLS TC Field Mapping Profile
— SNMP Profile

- System Parameter Profile

~— ETH Alarm Profile

— QoS Policy Profile

- QoS Profile
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| Assured BanawigthMaximum Bandwigth |

2. Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM port,
different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is implemented
through VLANSs, and the service streams of each service are mapped to GEM port 14. In
addition, different GEM connections are set up for the management VLAN and the
VLAN:S for the Internet, voice, and multicast services.

T s rome a0

~— IGMP Profile
~ Profile Set
~— Senvce Provisioning Profile

— ACL Profile

— RAIO Profile

~— MPLS TC Field Mapping Profile
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Configure a service profile.

Set the port capability set to adaptive. Then, the system adapts the port capability set of
an online ONT to its actual capability. Then, in the ONT service profile, configure a
VLAN translation policy to translate C-VLAN 1001 to VLAN 100.

_n:css Profile Management X
= GPON Line Pro
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4. Configure an MEF IP traffic profile.

The profile name is ftth_hsi, CIR is 4 Mbit/s, and the priority is 0. Traffic is scheduled
based on the priority specified in the profile.
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o e .

5.  Configure a service VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

A service VLAN is the VLAN used for the Internet service.

(T NE Properties

s (£ NE Profils Managsment
' & Board Binding Pair

- g ETHPo

3 P2P Device Preceployment
5 9 DSL

5 C EPON

+ [ GPON

-9 EUT1

5 [ ASL

A [ VPN

+- [ Connection

[ Voica Gateway
al

[ Mutticast
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® Provision services.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

a. Add an ONT.

The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.

(SRR s Pl Moot R SR NGrIGGH| 0157 2231110167220 | — |
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(MnoTe

HG8010H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&V500R019C00) for the SIP
protocol and H.248 protocol.

b. Configure an ETH port of the GPON ONU.

orazanoioserzaa o | |

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 30



EchoLife ONT Configuration Guide 1 Configuring the Bridging-Type ONT

c. Add a service virtual port on the OLT side.

@ [ [ ]
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Result

Check whether the user successfully gains access to the Internet through dialup on the PC.

1.  The LANI port of the ONT is connected to the Ethernet port of the PC properly.
2. Dial up on the PC using the PPPoE dialup software.

3. The user gains access to the Internet on the PC after the dialup is successful.

1.3.1.2 Configuring the GPON FTITH Layer 2 Multicast Service on the NMS

This topic describes how to configure the multicast service when an ONT is connected to an
OLT through a GPON port.

Networking

The ONT is connected to the OLT in Layer 2 mode.
The OLT uses IGMP proxy, which is a Layer 2 multicast protocol.
The IGMP version of the multicast VLAN is IGMPv2.

The multicast programs are obtained in the dynamic mode.

Figure 1-3 Configuring the GPON FTTH multicast service

TV STB HGW ONT ng
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Data Plan

Procedure

Table 1-7 Data plan

service data

Item Data
DBA profile Name: ftth _dba
DBA Type: Assured Bandwidth/Maximum Bandwidth
Assured bandwidth: 8 Mbit/s
Maximum bandwidth: 20 Mbit/s
ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for video services: 13
ONT service Profile name: ftth
profile ONT port capability set:
® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive
Network Upstream port: 0/19/0
topology data | poN port: 0/1/0
ONT ID: 1
ID of the port on the ONT that is connected to the PC: 2
Multicast Multicast protocol: IGMP proxy

Multicast version: IGMPv2

Multicast program: dynamic obtaining mode

VLAN Plan

® S-VLANID: 1000
® MVLAN ID: 1000
® VLAN type: Smart

® VLAN attribute: Common
NOTE
VLAN translation policy:

® ONT: transparently transmits the MVLAN of the HGW. Multicast packets are
duplicated downstream with MVLAN unchanged.

® OLT: duplicates multicast packets based on PON ports with MVLAN
unchanged.

® Implement pre-configurations.
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(MnoTe

After all profiles are configured, perform the following steps to issue them to the device:
® In the information list, right-click the record and choose Download to NE from the shortcut menu.

® In the dialog box that is displayed, select the required NE(s), and click OK.

Configure a DBA profile.

= GPOM Line P 3PON Service Pro DEA Fro " GPON ONT acity Frofile GPOM Alarm P DU SNMP P

| Assured BandwidthMaxdmum Bandwidth -

Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM port,
different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is implemented
through VLANSs, and the service streams of each service are mapped to GEM port 13. In
addition, different GEM connections are set up for the management VLAN and the
VLAN:S for the Internet, voice, and multicast services.
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DSL Profile
PON Profile

[EPON Profile
Optical Alarm Profile
ONT VAS Profile
ONU Senice Level Profile
PQ Mapping Profile
Power Shedding Profile
Voice Profile
VLAN Profile
EOC Profile
- D-CMTS Profile
— IPDR Server Profile
— EQAM Profile
— Traffic Profile
—WRED Profile
-~ COS Group Profile
~ IGMP Profile
— Profile Set
— Senvice Provisioning Profile
—ACL Profile
— RAID Profile
— MPLS TC Field Mapping Profile

ISR oo arsemer |
G GPON Line Pros POM Senvice Profile 24 Profile PON ONT Cap Profile p Jarrn Profile DL SNMP Pro
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3. Configure a service profile.

Configure a VLAN translation policy for the ONT ETH port. Assume that the ONT
connects to the HGW through ETH port 2. Configure a VLAN translation policy to make
the ONT transparently transmit the MVLAN of the HGW in the upstream direction, and
replicate multicast packets with the MVLAN unchanged in the downstream direction.
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5 DSL Profile L] =

- PON Profile

EPON Profile
Optical Alarm Profile

ONTVAS Profils = Configuration
ONU Senvice Level Profile t_e
PQ Mapping Profile UNIPort

F SR mber ol VDSL2 Ports o

Voice Profle
i mber of ETH Ports [Agaptie )

#+ EOC Profile mber of TOM Ports(0-8) O
- D-CMTS Profile Por Type E1
- IPDR Server Profile E Type of TOM Port
- EQAM Profile

- Traffic Profile 4 =
- WRED Profile

i~ COS Group Profile

mber of Pols Porls plive

- Profile Sat

- Senvice Provisioning Profile
- ACL Profile ultipls Vian Close
[~ RAIO Prosie forward VLAN(1-4095)
- MPLS TC Field Mapping Profile
- SNIWP Profile

' System Parameter Profile

- ETH Alarm Profle IGMP packetforward VLAN 1(0-4...
| QoS Policy Profile
" Qos Profile OK Cancel Apply
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4. Configure an MEF IP traffic profile.

The profile name is ftth_iptv, CIR is off, priority is 4, and priority-based scheduling
policy is Local-Setting. Traffic is scheduled based on the priority specified in the profile.

Actess Profle Management X
= EF IP Traffic Pro P Traffic Pri Priority CAR Thie Pro = S
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5. Configure an S-VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

The S-VLAN is used for the multicast service.

@ vEra T
"I [] NE Properties = ®aasic info

*}- [ ME Profile Management =

&% Board Binding Pair

— @ ETHPort

¢l P2P Device Predeployment
) (O3 DSL

- (3 EPON

- GPON

(9 EATY
9 ASL.
-3 VPN

€& Protection Group Management
¢ Monitor Link Group

G5 ETHOAM

¢k Loopbacknterface

-] QoS

- (£ Protocal

[ Security

® Provision services.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

a. Add an ONT.
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The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.

(MnoTe

HG8010H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&V500R019C00) for the SIP
protocol and H.248 protocol.

Configure Ethernet port attributes and service channels of a GPON ONU.
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Auto-Full Duplex -
Auto-negotiation 100 -

Close

c. Add a service virtual port on the OLT side.
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10.167.223.11_11(10.167.223.11) X £

ooz
_1nno Q

d. Add a multicast VLAN on the OLT side.
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(MnoTe

Program match mode can be set when IGMP Work Mode is tv_off. The values of
Program match mode are as follows:

® Enable: Multicast programs are configured statically. Dynamic program generation is not
supported.

® Disable: Multicast programs are dynamically generated. Static program configuration is
not supported.

After Configuration, IGMP Work Mode should be set to Proxy again, otherwise IGMP
work abnormally.

e. Add a virtual multicast upstream port on the OLT side.
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f.

- (i NE Panel
- [ NE Properlies

Board Binding Pair

1 £ Voice Gateway
v
- [ Muticast
€ Mulicast User o
el vpine or
g Cascading Port
(G Multicast VLAN
&% Protection Group Management.
- & Monitor Link Group
6% ETH OAM
- & Loopback Interface
- £ QoS
- [ Protocol

Configure a multicast user on the OLT side.
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[ ok o )| cancet |[ amew |

Result

The user can watch programs on TV.

1.4 Configuration by Using OLT Commands

This topic describes how to configure the Internet access service, VoIP service and IPTV
service by using OLT commands.

1.4.1 Bridging ONT + HGW Network Scenario (GPON and 10G
GPON Access)

This topic describes how to configure Internet access service, voice service, BTV service and
VoD service when bridging ONTs + HGWs are used to build an FTTH network.

The FTTH GPON and 10G GPON access have the same configuration procedure. ONT web
pages for configuring them have differences; however, they have the same configuration
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parameters. The following uses GPON ONT configuration as an example. For differences on
web pages, see the related ONT manuals.

1.4.1.1 Service Requirements and Application Scenario

Service Requirements
Optical fibers are connected to user homes and triple play services are required. The following
provides detailed service requirements:
® [nternet access of multiple PCs in a home is supported.
®  Access of multiple telephones in a home is supported.
® [PTV programs can be previewed and watched using STBs.
® Service extension is supported and different services do not affect each other.
®  Proper service security is ensured.

- Internet access services are protected against unauthorized access, user account
theft or borrowing, MAC/IP spoofing, and malicious attacks.

- Voice and IPTV services are protected against MAC/IP spoofing, malicious attack,
and traffic flooding attacks.

® Service faults are easy to locate and services are easy to maintain.

Application Scenario

As shown in Figure 1-4, the HGW integrating an IAD provides Internet, voice over Internet
Protocol (VoIP), and Internet Protocol television (IPTV) services to users.

Services are mainly implemented on the HGW, and the bridging ONT works with the OLT to
provide Layer 2 channels.

Figure 1-4 Bridging ONT + HGW

PC .LJ

NGN/IMS

OLT

UPE

< &y e
- ~ headend

Optical { _

spitter upg = Internet

1.4.1.2 Configuration Process

Figure 1-5 shows the configuration roadmap in fiber to the home (FTTH) networking using a
bridging optical network terminal (ONT)+home gateway (HGW).
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Figure 1-5 Configuration roadmap in FTTH networking using a bridging ONT+HGW

Configuration on OLT
(through the CLI):

&) Add an ONU to an OLT.

Configuration on ONT (through
a web page or the U2000):

@Ccnfigura the VDSL2 user port,
® Configure the HS| service.

g Configure the HSI sarvice, =-—

4] Configure the VolP service.
@ Configure the BTV service.

&) Configure the VolP service. =

@) Configure the BTV servica.
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headend
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® Uplink port

o Dawnlink port
= = =. HB3Il sarvice flow
=== VolP service flow
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The following table describes the configuration steps.

Item Step Description
Optical | Adding an ONT to an OLT Services can be configured for an ONT
line only after the ONT is successfully added
termina to an OLT.
1 (OLT)
OLT Configuring the Internet Access ® An ONT provides only Layer 2 service
HGW Service channels, Which do not re.quire.
- - - configuration. An HGW is equipped
Configuring the Voice Service with an integrated access device (IAD)
Configure the Configuring the provides the In;ernet access, VoIP, and
IPTV service. BTV Service IPTV services for users.
: ® [PTV services include the BTV and
Conﬁgurlpg the VoD services that are different in
VoD Service configuration procedures and need to
be configured separately.
OLT Configuring Link Aggregation, The global configuration of link
Congestion Control, and Security aggregation and queue scheduling based
Policies on priorities ensures service reliability. The
global configuration of security policies
ensures service security.
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Item Step

Description

OLT Verifying Services The OLT provides remote verification

methods including ONT PPPoE/DHCP
dialup emulation and call emulation for
configuration and commissioning
engineers to verify services remotely after
service configuration, avoiding a second
on-site operation.

1.4.1.3 Adding an ONT to an OLT

Services can be configured for an ONT only after the ONT is successfully added to an OLT.

Data Plan

Item

Data

DBA profile

Profile name: ftth_dba mngt

® Profile type: Typel

® Fixed bandwidth: 1 Mbit/s
Profile name: ftth_dba_hsi

® Profile type: Type4

® Maximum bandwidth: 32 Mbit/s
Profile name: ftth_dba_voip

® Profile type: Type2

® Assured bandwidth: 1 Mbit/s
Profile name: ftth_dba_iptv

® Profile type: Type2

® Assured bandwidth: 1 Mbit/s

ONT line profile

Profile name: ftth

T-CONT ID for management services: 4
T-CONT ID for voice services: 5
T-CONT ID for video services: 6
T-CONT ID for Internet access services: 7
GEM port ID for management services: 11
GEM port ID for voice services: 12

GEM port ID for video services: 13

GEM port ID for Internet access services: 14

ONT service
profile

Profile name: ftth
ONT port capability set: adaptive
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Item Data

Network PON port: 0/1/0
topology data | ONT [Ds: 1 and 2

Procedure

Step1 Configure GPON ONT profiles.

GPON ONT profiles include the DBA profile, line profile, service profile, and alarm profile.
® DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT is

bound to a DBA profile for dynamic bandwidth allocation, improving upstream
bandwidth utilization.

® Line profile: A line profile describes the binding between the T-CONT and the DBA

profile, the QoS mode of the traffic stream, and the mapping between the GEM port and
the ONT-side service.

® Service profile: A service profile provides the service configuration channel for the ONT

that is managed by using optical network terminal management and control interface
(OMCI).

® Alarm profile: An alarm profile contains a series of alarm thresholds to measure and

monitor the performance of activated ONT lines. When a statistical value reaches the
threshold, the host is notified and an alarm is reported to the log host and the NMS.

Configure a DBA profile.

Run the display dba-profile command to query the existing DBA profiles in the system.
If the existing DBA profiles in the system cannot meet the requirements, run the dba-
profile add command to add a DBA profile.

huawei
huawei
huawei
huawei

MnoTe

Select a DBA profile of the proper bandwidth type and configure proper bandwidth according to the
service types and total user count of the ONT. Note that the sum of the fixed bandwidth and the assured
bandwidth must not be greater than the total bandwidth of the PON port.

config) #dba-profile add profile-name ftth dba mngt typel fix 1024
config) #dba-profile add profile-name ftth dba voip type2 assure 1024
config) #dba-profile add profile-name ftth dba_ iptv type2 assure 1024
config) #dba-profile add profile-name ftth dba hsi type4 max 32768

Configure an ONT line profile.
Create a GPON ONT line profile, named ftth, and bind it to the DBA profile.

huawei (config) #ont-lineprofile gpon profile-name ftth

huawei (config-gpon-lineprofile-1) #tcont 4 dba-profile-name ftth dba mngt
huawei (config-gpon-lineprofile-1) #tcont 5 dba-profile-name ftth dba voip
huawei (config-gpon-lineprofile-1) #tcont 6 dba-profile-name ftth dba iptv
huawei (config-gpon-lineprofile-1) #tcont 7 dba-profile-name ftth dba hsi

Create different GEM ports according to different service types, in which
- GEM port 11 is used to carry management services.

- GEM port 12 is used to carry voice services.

- GEM port 13 is used to carry video services.

- GEM port 14 is used to carry Internet access services.
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huawei (config-gpon-lineprofile-1

( #gem add 11 eth tcont 4
huawei (config-gpon-lineprofile-1

(

(

#gem add 12 eth tcont 5
#gem add 13 eth tcont 6
#gem add 14 eth tcont 7

huawei (config-gpon-lineprofile-1
huawei (config-gpon-lineprofile-1

MnoTe

1. To change the default QoS mode, run the qos-mode command to set the QoS mode to gem-car or
flow-car, and run the gem add command to set the index of the traffic profile bound to the GEM
port.

2. When the QoS mode is priority-queue (PQ), the default queue priority is 0; when the QoS mode is
flow-car or gem-car, traffic profile 6 is bound to the GEM port by default (no rate limitation).

After the configurations are complete, run the commit command to apply the parameters

settings.

huawei (config-gpon-lineprofile-1) #commit

huawei (config-gpon-lineprofile-1) #quit

3. Configure an ONT service profile.

Create a GPON ONT service profile, named ftth. Configure the capability set of the
ETH port and POTS port to adaptive. Then the system automatically adapts to the ONT
according to the actual capability of the online ONT.

huawei (config) #ont-srvprofile gpon profile-name ftth
huawei (config-gpon-srvprofile-1) #ont-port eth adaptive pots adaptive

After the configurations are complete, run the commit command to apply the parameters
setting.

huawei (config-gpon-srvprofile-1) #commit
huawei (config-gpon-srvprofile-1) #quit

4. (Optional) Add an alarm profile.

- The default GPON alarm profile 1 is used. The alarm thresholds for the default
alarm profile are 0, which indicates that no alarm is generated.

- In this example, the default alarm profile is used, and therefore the configuration of
the alarm profile is not required.

- Run the gpon alarm-profile add command to configure a GPON alarm profile,
which is used for monitoring the performance of an activated ONT line.

Step2 Addan ONT.

The procedures for configuring GPON, XG-PON, and XGS-PON services are the same. The
difference lies in this step. Here, the GPON service is used as an example. When configuring
XG-PON and XGS-PON services, you need to configure the ONT network-side interface type
parameter (ont-type) in the ont add and ont confirm commands. Select a value based on the
actual ONT capability or service data plan, for example, 10g/2.5g.

Connect two ONTs to GPON port 0/1/0. Set the ONT IDs to 1 and 2, SNs to
3230313126595540 and 6877687714852901, passwords to 0100000001 and 0100000002,
discovery mode for password authentication to once-on, and management mode to OMCL.
Bind the two ONTs to ONT line profile ftth and ONT service profile ftth.

There are two methods of adding an ONT: add an ONT offline and confirm an automatically
discovered ONT.

® Add ONTs offline.
If the password of an ONT is known, run the ont add command to add an ONT offline.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) font add 0 1 password-auth 0100000001 once-on no-
aging omci ont-lineprofile-name
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ftth ont-srvprofile-name ftth
huawei (config-if-gpon-0/1) #ont add 0 2 password-auth 0100000002 once-on no-
aging omci ont-lineprofile-name

ftth ont-srvprofile-name ftth

Confirm automatically discovered ONTs.

If the password or SN of an ONT is unknown, run the port portid ont-auto-find
command in GPON mode to enable the ONT auto-discovery function of the GPON port.
Then, run the ont confirm command to confirm the ONT.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 0 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 0
//After this command is executed, the information about all ONTs connected
to the GPON port through optical splitters is displayed.

huawei (config-if-gpon-0/1) #ont confirm 0 ontid 1 sn-auth 3230313126595540
omci ont-lineprofile-name

ftth ont-srvprofile-name ftth
huawei (config-if-gpon-0/1) #ont confirm 0 ontid 2 sn-auth 6877687714852901
omci ont-lineprofile-name

ftth ont-srvprofile-name ftth

(LnoTe

If multiple ONTs of the same type bound to the same line profile or service profile are connected to the
same port, you can bulk add ONTs by bulk confirming automatically discovered ONTs to make
configuration easier and more efficient. To do so, the preceding command can be modified as follows:

huawei (config-if-gpon-0/1) font confirm 0 all sn-auth omci ont-lineprofile-
name ftth
ont-srvprofile-name ftth

(Optional) Bind the alarm profile to the ONT.

The default profile 1 is used in this example.

huawei (config-if-gpon-0/1) #ont alarm-profile 0 1 profile-id 1
huawei (config-if-gpon-0/1) font alarm-profile 0 2 profile-id 1

Step 3 Check ONT status.

After an ONT is added, run the display ont info command to query the current status of the
ONT. Ensure that Config flag of the ONT is active, Run State is online, Config state is
normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 0 1

F/S/P : 0/1/0

ONT-ID g 1

Control flag : active //Indicates that the ONT is
activated.

Run state : online //Indicates that the ONT goes online
successfully.

Config state : normal //Indicates that the configuration state of

the ONT is normal.

Match state : match //Indicates that the capability profile bound

to the ONT is consistent with the actual capability of the ONT.
...//The rest of the response information is omitted.

When Config state is failed, Run state is offline, or Match state is mismatch:

If Control flag is deactivated, run the ont activate command in GPON mode to activate
the ONU.

If Run state is offline, a physical line may be broken or the optical module may be
damaged. Check the line and the optical module.

If Config state is failed, the configured ONU capability exceeds the actual ONU
capability. In this case, run the display ont failed-configuration command in the
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diagnose mode to check the failed configuration item and the failure cause. Then, rectify
the fault accordingly.

—End

1.4.1.4 Configuring the Internet Access Service

The OLT is connected to the remote ONT through a GPON port to provide users with high-
speed Internet access services.

Prerequisites
® The OLT is connected to the BRAS.
® Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configuration, see the
configuration guide.
® The ONT has been added to the OLT. For details, see 1.4.1.3 Adding an ONT to an
OLT.
® The VLAN of the LAN switch port connected to the OLT is consistent with the upstream
VLAN of the OLT.
® Residential users generally access the Internet in Point-to-Point Protocol over Ethernet
(PPPoE) dial-up mode. PPPoE dial-up can be performed on personal computers (PCs) or
HGWs.
® The configuration processes on HGWs of different models or in different appearances
are similar. This topic describes how to configure the Internet access service on an
HG239 that is connected to an ONT upstream through a LAN.
Data Plan
Item Data
ONT line profile Profile name: ftth

GEM port ID for Internet access service: 14

Network topology data Upstream port: 0/9/0

PON port: 0/1/0

ONT IDs: 1 and 2

ID of the port on the HGW that is connected to the PC: 1
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Item

Data

VLAN Plan

Double-tagged VLAN:

® S-VLANID: 100

® S-VLAN type: smart

® S-VLAN attribute: stacking
® C-VLANID: 1001-1002

® U-VLAN ID: 45

VLAN translation policy:

® ONT: The upstream packets sent from the HGW carry
user-VLANSs and the ONT transparently transmits
them.

® OLT: The OLT translates the U-VLAN to S-VLAN+C-
VLAN.

Procedure

® Configure the OLT.

a. Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in
the system. If the traffic profiles existing in the system do not meet the
requirements, you need to run the traffic table ip command to add a traffic profile.

Set the profile ID to ftth hsi, the CIR to 4 Mbit/s, and the priority to 0. In addition,
configure the scheduling mode so that packets are scheduled according to their

priorities.

huawel (config) #traffic table ip name ftth_hsi cir 4096 priority 0
priority-policy local-setting

b. Configure the mapping between a GEM port and a VLAN.

The service flow of user-side VLAN 45 is mapped to GEM port 14 in the ONT line

profile.
(LnoTe

Here, the user-side VLAN is the VLAN carried by packets sent from HGW to ONT, namely, U-

VLAN.

huawei
huawei
huawei

huawei

config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 14 0 vlan 45
config-gpon-lineprofile-1) #fcommit
config-gpon-lineprofile-1) #quit

c. Configure the VLAN of the Ethernet port on the ONT.

Add Ethernet port 1 to VLAN 45 in the ONT service profile.

huawei (config) #font-srvprofile gpon profile-name ftth
huaweil (config-gpon-srvprofile-1) #port vlan eth 1 45
huaweil (config-gpon-srvprofile-1) #commit

d. Create an Internet access service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 100.
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huawei (config) #vlan 100 smart
huaweil (config) #vlan attrib 100 stacking
huawei (config) #port vlan 100 0/9 O

Create Internet access service flows.

Set S-VLAN ID to 100 and GEM port ID to 14. Use traffic profile ftth_hsi.

huawei (config) #service-port vlan 100 gpon 0/1/0 ont 1 gemport 14 multi-
service user-vlan 45 tag-transform translate-and-add

inner-vlan 1001 inbound traffic-table name ftth hsi outbound traffic-
table name ftth hsi

huawei (config) #service-port vlan 100 gpon 0/1/0 ont 2 gemport 14 multi-
service user-vlan 45 tag-transform translate-and-add

inner-vlan 1002 inbound traffic-table name ftth hsi outbound traffic-
table name ftth hsi

Save the data.

huawei (config) #save

® Configure the HGW.

Log in to the web configuration window.

i.  Enter the default IP address in the address bar of the browser, and then press
Enter.

ii.  In the login window, enter the user name and password (the default value is
provided by ISP) of the administrator and click OK.

Set parameters for the Internet access service.

i.  Choose Internet access service configuration from the navigation tree.

ii.  Set parameters for the Internet access service.

Parameter Value

Bearing Internet

service

VLAN Enabled: VLAN tags are added to upstream packets.
enabling NOTE

(Set this When Internet access service flows are created on the OLT, if the

value of uservlan is untagged, set this parameter to Disabled,;

arameter . .
p otherwise, set it to Enabled.

when the
HGW uses
the LAN or
VDSL2 for
upstream
transmission)

VLANID[1-4 [ The internet VLAN ID on the HGW. In this example, set
094] this parameter to 45.

(Set this
parameter
when the
HGW uses
the LAN or
VDSL2 for
upstream
transmission)
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Parameter Value

VPI/VCI Set the VPI/VCI to be the same as that configured on the
(Set this devices at the central office. In this example, set this
parameter parameter to 0/35.

when the

HGW uses

ADSL2+ for

upstream

transmission)

Mode PPPoE

iii. Submit the configuration.

——-End

1.4.1.5 Configuring the Voice Service

The OLT is connected to the remote ONT through a GPON port to provide users with the IP-
based high-quality and low-cost VoIP service.

Prerequisites
® The SIP interface data and POTS user configuration data corresponding to the MG
interface have been configured on the SIP server.
® The connection between the OLT and the SIP server is set up. The OLT can ping the IP
address of the SIP server successfully.
® The ONT has been added to the OLT. For details, see 1.4.1.3 Adding an ONT to an
OLT.
® HGWs have different models and appearance and therefore, their configuration
processes are not the same. This topic describes how to configure the voice service on an
HGW. The actual configuration varies depending on different HGWs.
®  The built-in integrated access device (IAD) of the HGW uses SIP as the voice protocol.
Data Plan
Item Data
ONT line profile Profile name: ftth

GEM port ID: 12
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Item

Data

VLAN plan Single VLAN tag:

® VLAN ID: 300

® VLAN type: smart

® VLAN attribute: common
® UVLAN ID: 47

VLAN translation policy:

® ONT: Packets that are sent upstream by the HGW
are tagged with a user VLAN. The ONT
transparently transmits the user VLAN.

® OLT: translates the VLAN tag (user VLAN <-> S-
VLAN).

Voice parameter IP address of the SIP server: 10.10.100.10/24

Port ID of the SIP server: 5060
User phone number: 77730010

Procedure

® Configure the OLT.

a

Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in
the system. If the existing traffic profiles in the system do not meet the
requirements, run the traffic table ip command to add a traffic profile.

Set the profile name to ftth_voip and do not limit the upstream and downstream
rates. Set the priority to 5 and packets are scheduled according to the priority
carried.

huawei (config) #traffic table ip name ftth voip cir off priority 5
priority-policy
local-setting

Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 47 is mapped to GEM port 12 in the ONT line
profile.

(LnoTe
The user VLAN is the VLAN in the packets sent from the HGW to the ONT, that is, the UVLAN.

huawei
huawei
huawei
huawei

Configure the VLAN of the Ethernet port on the ONT.

config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1)#gem mapping 12 2 vlan 47
config-gpon-lineprofile-1) #commit
config-gpon-lineprofile-1) #quit

If the ONT is connected to the HGW through Ethernet port 1, add Ethernet port 1 to
VLAN 47 in the ONT service profile.

huawei (config) #ont-srvprofile gpon profile-name ftth
huawei (config-gpon-srvprofile-1) #port vlan eth 1 47
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huawei (config-gpon-srvprofile-1) #commit
huawei (config-gpon-srvprofile-1) #quit

d. Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 300.

huawei (config) #vlan 300 smart
huawei (config) #port vlan 300 0/9 0

e. Create service flows.

Set the service VLAN to 300, GEM port ID to 12, and user VLAN to 47, and use

traffic profile ftth_voip.

huawei (config) #service-port vlan 300 gpon 0/1/0 ont 1 gemport 12 multi-

service

user-vlan 47 inbound traffic-table name ftth voip outbound traffic-table
name ftth voip

huawei (config) #service-port vlan 300 gpon 0/1/0 ont 2 gemport 12 multi-

service

user-vlan 47 inbound traffic-table name ftth voip outbound traffic-table
name ftth voip

f.  Enable the ARP proxy function.

Voice media streams for different users of the same SVLAN fail to interchange
because the service ports of the smart VLAN are isolated from each other.
Therefore, the ARP proxy function needs to be enabled on the OLT.

huawei (config) #arp proxy enable

huawei (config) #interface vlanif 300

huawei (config-if-v1anif300) #arp proxy enable
huaweil (config-if-v1anif300) #quit

g.  Save the data.

huawei (config) #save
® Configure the HGW.

a. Log in to the web configuration window.

i.  Enter the default IP address in the address bar of the browser, and then press
Enter.

ii.  In the login window, enter the user name and password (the default value is
provided by ISP) of the administrator and click OK.

b.  Set parameters of the voice service.

i.  Choose the voice service configuration from the navigation tree.

ii.  Set parameters of the voice service.

Parameter Value
Bearing VoIP
service

Enabling Enabled
status
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iil.

Parameter

Value

VLAN
enabling

(Set this
parameter
when the
HGW uses
the LAN or
VDSL2 for
upstream
transmission)

Enabled: VLAN tags are added to upstream packets.

NOTE
When voice service flows are created on the OLT, if the value of
uservlan is untagged, set this parameter to Disabled; otherwise,
set it to Enabled.

VLANID[1-4
094]

(Set this
parameter
when the
HGW uses
the LAN or
VDSL2 for
upstream
transmission)

The voice VLAN ID on the HGW. In this example, set this
parameter to 47.

VPI/VCI

(Set this
parameter
when the
HGW uses
ADSL2+ for
upstream
transmission)

Set the VPI/VCI to be the same as that configured on the
devices at the central office. In this example, set this
parameter to 0/35.

802.1p

Enabled

Mode

Route: Route mode

DHCP

Enabled

Choose the voice telephone number configuration from the navigation tree. Set
the parameters as follows:

Parameter Value

Address Preferred IP address of the proxy server: 10.10.100.10
Port ID Preferred signaling port ID of the proxy server: 5060
Enabled Enabled

User number

To use the VoIP account, you can set the account to the
user telephone number. In this example, set the user
telephone number to 77730010.
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Parameter Value

User -
password

iv.  Submit the configuration.

—End

1.4.1.6 Configuring the BTV Service

The OLT is connected to the remote bridging ONT through a GPON port to provide users
with the multicast service.

Prerequisites
® The OLT is connected to the BRAS and the multicast source.
® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.
® The ONT has been added to the OLT. For details, see 1.4.1.3 Adding an ONT to an
OLT.
® HGWs have different models and appearance and therefore, their configuration
processes are not the same. This topic describes how to configure the Internet access
service on an HGW generally. The actual configuration varies depending on different
HGWs.
Data Plan
Item Data
ONT line profile Profile name: ftth
GEM port ID: 13
Traffic profile ID: 8

802.1p priority: 4
CIR: off (unlimited)
Priority-based scheduling policy: local-setting
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Item

Data

VLAN Plan Single VLAN tag:

® SVLAN ID: 1000

® HGW VLAN: 43

® MVLAN ID: 1000

® VLAN type: smart

® VLAN attribute: common
VLAN translation policy:

® ONT: translates the upstream VLAN of the HGW to an
MVLAN.

® OLT: duplicates multicast packets based on PON ports
with MVLAN unchanged.

Multicast service data Multicast protocol: IGMP proxy

Multicast version: IGMPv2

Multicast program: dynamic obtaining mode

Procedure

® Configure the OLT.

a

Configure a traffic profile.

Set the profile name to ftth_iptv. Set the CIR to off (unlimited), priority to 4, and
priority-based scheduling policy to local-setting (that is, queues are scheduled based
on the priority specified in the profile).

MnoTe

Run the display traffic table ip command to query the existing traffic profiles in the system. If
the existing traffic profiles in the system do not meet the requirements, run the traffic table ip
command to add a traffic profile.

huawei (config) #traffic table ip name ftth iptv cir off priority 4
priority-policy local-setting

Configure the mapping relationship between a GEM port and a VLAN.

If the ONT is connected to the HGW through Ethernet port 2, map the service flow
of Ethernet port 2 to GEM port 13 in the ONT line profile.

huawei
huawei
huawei
huawei

config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 13 2 vlan 1000
config-gpon-lineprofile-1) #commit
config-gpon-lineprofile-1) #quit

Configure a VLAN translation policy for the Ethernet port on the ONT.

If the ONT is connected to the HGW through Ethernet port 2, VLAN 43 of the
HGW is translated to VLAN 1000 and the MVLAN of the ONT is translated to
VLAN 1000.

huawei (config) #ont-srvprofile gpon profile-name ftth

huawei (config-gpon-srvprofile-1) #port vlan eth 2 translation 1000 user-
vlan 43

huawei (config-gpon-srvprofile-1) #multicast-forward tag translation 43

Issue 02 (2019-07-05)

Copyright © Huawei Technologies Co., Ltd. 60



EchoLife ONT Configuration Guide 1 Configuring the Bridging-Type ONT

huawei (config-gpon-srvprofile-1) #commit
huawei (config-gpon-srvprofile-1) #quit

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 1000.

huawei (config) #vlan 1000 smart
huawei (config) #port vlan 1000 0/9 0

Create service flows.

Set the service VLAN to 1000, GEM port ID to 13, and user VLAN to 1000, and
use traffic profile ftth_iptv.

huawei (config) #service-port 1 vlan 1000 gpon 0/1/0 ont 1 gemport 13
multi-service

user-vlan 1000 inbound traffic-table name ftth_iptv outbound traffic-
table name ftth iptv

huawei (config) #service-port 2 vlan 1000 gpon 0/1/0 ont 2 gemport 13
multi-service

user-vlan 1000 inbound traffic-table name ftth_iptv outbound traffic-
table name ftth iptv

Create an MVLAN and configure the IGMP version.
Set the IGMP version for the MVLAN to IGMPv2.

huawei (config) #multicast-vlan 1000
huawei (config-mv1lanl000) #igmp version v2
This operation will delete all IPv4 programs with source IP addresses
in the
current multicast VLAN
Are you sure to change current IGMP version? (y/n)[n]:y
Command is being executed. Please wait...
Command has been executed successfully

Configure a program library.

Set the mode for obtaining multicast programs to dynamic.
(Onote

You can set the mode for obtaining multicast programs to dynamic only when the IGMP mode is
off.

huawei (config-mv1anl000) #igmp mode off
Are you sure to close IGMP? (y/n) [n]:y
Command is being executed. Please wait...
Command has been executed successfully

huawei (config-mv1anl000) #igmp match mode disable
Command has been executed successfully

(Optional) Set the address range for the dynamic programs. If you need to limit the
address range of dynamic programs, perform this operation. For example, set the
address range of dynamic programs to 224.1.1.1-224.1.1.100.

huawei (config-mv1anl000) #igmp match group ip 224.1.1.1 to-ip 224.1.1.100

Set the IGMP mode.

Select the IGMP proxy mode.

huawei (config-mv1anl000) #igmp mode proxy
Are you sure to change IGMP mode? (y/n) [n]:y
Command is being executed. Please wait...
Command has been executed successfully

(Optional) Configure the IGMP upstream port.

In this example, the IGMP upstream port uses default value default.
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Run the display igmp config global command to query the IGMP upstream port
mode. If this mode does not meet the requirement, run the igmp uplink-port-mode
command to configure it.

Configure multicast users.

Add service ports 1 and 2 as multicast users.

huawei (config-mv1anl000) #btwv

huaweil (config-btv) #igmp user add service-port 1

huaweil (config-btv) #igmp user add service-port 2

huawei (config-btv) #multicast-vlan 1000

huawei (config-mv1anl000) #igmp multicast-vlan member service-port 1
huawei (config-mv1anl000) #igmp multicast-vlan member service-port 2
huawei (config-mv1lanl000) #quit

Save the data.

huawei (config) #save

® Configure the HGW.

Log in to the web configuration window.

i.  Enter the default IP address in the address bar of the browser, and then press
Enter.

ii.  In the login window, enter the user name and password (the default value is
provided by ISP) of the administrator and click OK.

Set parameters for the BTV service.

i.  Choose BTV service configuration from the navigation tree.

ii.  Set parameters for the BTV service.

Parameter Value

Bearing OTHER: It is used for the BTV service.

service

VLAN Enabled: VLAN tags are added to upstream packets.

enabling NOTE

(Set this When BTV service flows are configured on the OLT, if the value

parameter of userylan is .untagged, set this parameter to Disabled;
otherwise, set it to Enabled.

when the

HGW uses

the LAN or

VDSL2 for

upstream

transmission)

VLANID[1-4 | The BTV VLAN ID on the HGW. In this example, set this
094] parameter to 43.

(Set this
parameter
when the
HGW uses
the LAN or
VDSL2 for
upstream
transmission)
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Parameter Value

VPI/VCI Set the VPI/VCI to be the same as that configured on the
(Set this devices at the central office. In this example, set this

parameter parameter to 0/35.

when the
HGW uses
ADSL2+ for
upstream
transmission)

Binding item | LAN3 (Example: LAN3 interface serves as the BTV

interface)
Mode Bridge
DHCP Enabled
transparent
transmission

iii. Submit the configuration.

—End

1.4.1.7 Configuring the VoD Service

The OLT is connected to the remote bridging ONT through a GPON port to provide users
with the VoD service.

Prerequisites
® The OLT is connected to the BRAS and the program source.
® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.
® The ONT has been added to the OLT. For details, see 1.4.1.3 Adding an ONT to an
OLT.
® HGWs have different models and appearance and therefore, their configuration
processes are not the same. This topic describes how to configure the Internet access
service on an HGW generally. The actual configuration varies depending on different
HGWs.
Data Plan
Item Data
ONT line profile Profile name: ftth

T-CONT ID: 4
GEM port ID: 13
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Item Data
Traffic profile ID: 8

802.1p priority: 4

CIR: off (unlimited)

Priority-based scheduling policy: local-setting
VLAN Plan Single VLAN tag:

® SVLAN ID: 1000

® VLAN type: smart

® VLAN attribute: common

® UVLAN (upstream VLAN of the HGW): 41
® CVLAN=UVLAN

VLAN translation policy:

® ONT: transparently transmits the UVLAN of the
HGW.

® OLT: implements VLAN translation: U<->S.

Procedure

Step1 Configure the OLT.

1.

Configure a traffic profile.

Set the profile name to ftth_iptv. Set the CIR to off (unlimited), priority to 4, and
priority-based scheduling policy to local-setting (that is, queues are scheduled based on
the priority specified in the profile).

WnoTe

Run the display traffic table ip command to query the existing traffic profiles in the system. If the
existing traffic profiles in the system do not meet the requirements, run the traffic table ip command to
add a traffic profile.

huawei (config) #traffic table ip name ftth iptv cir off priority 4 priority-
policy local-setting

Configure the mapping relationship between a GEM port and a VLAN.
The service flow of user VLAN 41 is mapped to GEM port 13 in the ONT line profile.

huawei (config) #ont-lineprofile gpon profile-name ftth
huawei (config-gpon-lineprofile-1) #gem mapping 13 4 vlan 41
huawei (config-gpon-lineprofile-1) #commit

huawei (config-gpon-lineprofile-1) #quit

Configure the VLAN of the Ethernet port on the ONT.

If the ONT is connected to the HGW through Ethernet port 2, add Ethernet port 2 to
VLAN 41.

huawei (config) #ont-srvprofile gpon profile-name ftth
huawei (config-gpon-srvprofile-1) #port vlan eth 2 41
huawei (config-gpon-srvprofile-1) #commit

huawei (config-gpon-srvprofile-1) #quit

Create a service VLAN and add an upstream port to it.
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Add upstream port 0/9/0 to VLAN 1000.

huawei (config) #vlan 1000 smart
huawei (config) #port vlan 1000 0/9 O

5. Create service flows.

Set the service VLAN to 1000, GEM port ID to 13, and user VLAN to 41, and use traffic
profile ftth_iptv.

huawei (config) #service-port vlan 1000 gpon 0/1/0 ont 1 gemport 13 multi-
service user-vlan 41 inbound traffic-table name ftth_iptv

outbound traffic-table name ftth iptv

huawei (config) #service-port vlan 1000 gpon 0/1/0 ont 2 gemport 13 multi-
service user-vlan 41 inbound traffic-table name ftth_iptv

outbound traffic-table name ftth iptv

6. Save the data.
huawei (config) #save
Step 2 Configure the HGW.

1. Log in to the web configuration window.

a.  Enter the default IP address in the address bar of the browser, and then press Enter.

b. In the login window, enter the user name and password (the default value is
provided by ISP) of the administrator and click OK.

2. Set parameters for the VoD service.

a.  Choose VoD service configuration from the navigation tree.

b.  Set parameters for the VoD service.

Parameter Value

Bearing OTHER: It is used for the VoD service.

service

VLAN Enabled: VLAN tags are added to upstream packets.

enabling NOTE

(Set this WheanO]? service ﬂ((l)ws ar}? configured on t]})le O;iT;lif tl‘;le value of
uservlan is untagged, set this parameter to Disabled; otherwise, set it

parameter o Enabled. ’

when the '

HGW uses the

LAN or

VDSL2 for

upstream

transmission)

VLANID[1-40 | The VoD VLAN ID on the HGW. In this example, set this
94] parameter to 41.

(Set this
parameter
when the
HGW uses the
LAN or
VDSL2 for
upstream
transmission)
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Parameter Value

VPI/VCI Set the VPI/VCI to be the same as that configured on the
(Set this devices at the central office. In this example, set this parameter

parameter to 0/35.

when the
HGW uses
ADSL2+ for
upstream
transmission)

Binding item LAN4 (Example: LAN4 interface serves as the VoD interface)

Mode Bridge
DHCP Enabled
transparent

transmission

c.  Submit the configuration.

—End

1.4.1.8 Configuring Link Aggregation, Congestion Control, and Security Policies

Context

Procedure

The global configuration of link aggregation and queue scheduling based on priorities ensures
service reliability. The global configuration of security policies ensures service security.

Link aggregation provides a higher bandwidth and uplink reliability for optical line terminals
(OLTs) by aggregating multiple uplink Ethernet ports to one link aggregation group (LAG).

Congestion control places the packets to be sent from a port into multiple queues that are
marked with different priorities. Then, the packets are sent based on queue priorities.

Security policies ensure system, user, and service security.

MnoTe

Enable a service security function based on the service type. For details, see 1.2.6 Principle of Security Data
Plan.

® Configure link aggregation.
The following configurations are used as an example to configure link aggregation:
- Uplink ports 0/9/0 and 0/9/1 are added to a LAG.
- The two ports send packets upstream based on the packets' source MAC addresses.

- The LAG works in Link Aggregation Control Protocol (LACP) static aggregation
mode.

huawei (config) #link-aggregation 0/9 0-1 ingress workmode lacp-static

® Configure queue scheduling.
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According to quality of service (QoS) planning principles, all packets are scheduled in
strict priority (SP) mode and mapped to queues according to the packets' priorities. For
details about QoS planning principles, see 1.2.2 Principle of QoS Planning.

huawei (config) #queue-scheduler strict-priority
huawei (config) #cos-queue-map cos0 0 cos4 4 cos5 5 cos6 6

® Configure system security.
- Enable deny of service (DoS) anti-attack on the OLT.

i.  Run the security anti-dos enable command to globally enable DoS anti-
attack.

ii.  Run the security anti-dos control-packet policy command to configure a
protocol packet processing policy that will be used when a DoS attack occurs.

iii. Run the security anti-dos control-packet rate command to configure the
threshold for the rate of sending protocol packets to the CPU.

- Enable IP address anti-attack on the OLT.
Run the security anti-ipattack enable command to enable IP address anti-attack.
® Configure user security.
- Enable MAC address anti-flapping on the OLT.

Run the security anti-macduplicate enable command to enable MAC address anti-
flapping.
- Enable MAC address anti-spoofing on the OLT.

i.  In global config mode, run the security anti-macspoofing enable command to
globally enable MAC address anti-spoofing.

ii. Enable MAC address anti-spoofing at VLAN level in global config mode or
service profile mode:
1) In global config mode, run the security anti-macspoofing vlan

command to enable MAC address anti-spoofing.

2) In global config mode, run the vlan service-profile command to create a
VLAN service profile.

3) Perform the following operations to enable MAC address anti-spoofing in
VLAN service profile mode:
1) Run the security anti-macspoofing enable command to enable
MAC address anti-spoofing at VLAN level.

2) Run the commit command to make the profile configuration take
effect.

3) Run the quit command to quit the VLAN service profile mode.

4)  Run the vlan bind service-profile command to bind the created
VLAN service profile to a VLAN.

iii. (Optional) Run the security anti-macspoofing max-mac-count command to
set the maximum number of MAC addresses that can be bound to a service
flow.

iv.  (Optional) Run the security anti-macspoofing exclude command to configure
the types of packets for which MAC address anti-spoofing does not take effect,
such as Internet Group Management Protocol (IGMP) packets.

- Enable IP address anti-spoofing on the OLT.

IP address anti-spoofing can be enabled or disabled at three levels: global, VLAN,
and service port levels. This function takes effect only after it is enabled at the three
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levels. Among the three levels, IP address anti-spoofing is disabled only at the
global level by default.

i.  In global config mode, run the security anti-ipspoofing enable command to
enable IP address anti-spoofing at the global level.

ii. In VLAN service profile mode, run the security anti-ipspoofing enable
command to enable IP address anti-spoofing at the VLAN level.

iii. Run the security anti-ipspoofing service-port serviceport-id enable
command to enable IP address anti-spoofing at the service port level.

® Configure service security.

- Enable Dynamic Host Configuration Protocol (DHCP) Option 82 on the OLT. This
configuration is recommended for the DHCP-based Internet access service.

i.  Enable DHCP Option 82 on the OLT.

DHCP Option 82 can be enabled or disabled at four levels: global, port,
VLAN, and service port levels. This function takes effect only after it is
enabled at the four levels. Among the four levels, DHCP Option 82 is disabled
only at the global level by default.

O  The global level: In global config mode, run the dhcp option82
command to enable DHCP Option 82 at the global level.

When you run this command, select the enable, forward, or rebuild
parameter based on site requirements. The three parameters can all enable
DHCP Option 82 but provide different packet processing policies on the
OLT. For details, see the dhcp option82 command.

O  The port level: In global config mode, run the dhcp option82 port or
dhcp option82 board command to enable DHCP Option 82 at the port
level.

O The VLAN level:
1) In global config mode, run the vlan service-profile command to
create a VLAN service profile.

2) Run the dhep option82 enable command to enable DHCP Option
82 at the VLAN level.

3) Run the commit command to make the profile configuration take
effect.

4)  Run the quit command to quit the VLAN service profile mode.

5) Run the vlan bind service-profile command to bind the created
VLAN service profile to a VLAN.

O  The service port level: In global config mode, run the dhcp option82
service-port command to enable DHCP Option 82 at the service port
level.

ii.  On the OLT, run the dhcp-option82 permit-forwarding service-port
command with the enable parameter selected, to allow ONT DHCP packets to
carry Option 82 information.

- Enable Policy Information Transfer Protocol (PITP) on the OLT. This configuration
is recommended for the PPPoE-based Internet access service.

i.  Enable PITP on the OLT.

PITP can be enabled or disabled at four levels: global, port, VLAN, and
service port levels. This function takes effect only after it is enabled at the four
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levels. Among the four levels, PITP is disabled only at the global level by
default.

O  The global level: In global config mode, run the pitp enable pmode, pitp
forward pmode, or pitp rebuild pmode command to enable PITP at the
global level.

In the preceding commands, the enable, forward, and rebuild
parameters can all enable PITP but provide different packet processing
policies on the OLT. Select one of them based on site requirements. For
details, see the pitp command.

O  The port level: In global config mode, run the pitp port or pitp board
command to enable PITP at the port level.

O The VLAN level:

1) In global config mode, run the vlan service-profile command to
create a VLAN service profile.

2) Run the pitp enable command to enable PITP at the VLAN level.

3) Run the commit command to make the profile configuration take
effect.

4) Run the quit command to quit the VLAN service profile mode.

5) Run the vlan bind service-profile command to bind the created
VLAN service profile to a VLAN.

O  The service port level: In global config mode, run the pitp service-port
command to enable PITP at the service port level.

ii.  On the OLT, run the pitp permit-forwarding service-port command with the
enable parameter selected, to allow ONT PPPoE packets to carry a vendor tag.

—End

1.4.1.9 Verifying Services

In the FTTH scenario, ONTs are installed in users' houses which are far away from the central
equipment room. ONTs provide remote service verification methods including PPPoE dialup
emulation, call emulation, and multicast emulation to facilitate configuration and
commissioning engineers to verify services remotely after service configuration.

Prerequisites

ONTs and upper-layer devices have been connected properly. The BRAS and MGC/IMS have
been configured.
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Background

Remote
Service
Verificati
on
Method

Function

Description

PPPoE
dialup
emulation

An ONT simulates a PPPoE user
terminal software to perform
dialup and interact with the
BRAS to verify the connectivity
between the ONT and BRAS.

® PPPoE dialup emulation requires a
service flow which does not belong to
a QinQ VLAN.

® A user name, password, and
authentication mode must be

configured on the BRAS for the
PPPoE dialup emulation.

® An ONT supports a maximum of a
PPPoE dialup emulation.

Call
Emulation

An ONT simulates a voice user
to make a call to check whether
the voice service data is
correctly configured. You can
also use the call emulation
function to locate a fault when
the voice service is faulty.

® An ONT can simulate a caller or
callee to communicate with a phone
in a call. In this case, only a
functional phone is required in the
central office where the acceptance
personnel is.

® An ONT supports a maximum of a
call emulation.

Multicast
emulation

This function enables you to
simulate a multicast user going
online and lead the program
stream to an ONT. You can
check whether the multicast
service is normal by checking
the real-time traffic of the
multicast program.

Multicast services configured in the
dynamic controllable multicast mode do
not support this function.

Data plan

Item

Data

Remarks

PPPoE
dialup
emulation
parameters

PPPOE user name: test@huawei
Password: test1234

The user name, password, and
authentication mode for the emulation
test must be configured on the BRAS.
The entered user name, password, and
authentication mode must be consistent
with those configured on the BRAS.

Call
emulation
parameters

ONT POTS ID: 1

The default values are used. You can run
the display pots emulational
configuration command to check the
parameter values.
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Item

Data Remarks

Multicast Multicast service flow ID: 1 -

emulation MVLAN: 1000
parameters

IP address of the multicast
program: 224.1.1.10

Procedure

®  Verify the Internet access service using PPPoE dialup emulation.

a

In the xPON board mode, run the pppoe simulate start command to start a PPPoE
dialup emulation test. The following test uses GPON as an example:

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #pppoe simulate start
{ portid<U><0,7> }:0

ontid<U><0,127> }:1
eth<K>|untagged<K>|vlanid<U><0,4095> }:eth
ont-portid<U><1,8> }:4
untagged<K>|vlanid<U><0,4095> }:100
priority<U><0, 7>|user-name<K> }:user-name
username<S><Length 1-64> }:test@huawei
user-password<K> }:user-password
password<S><Length 1-64> }:testl234
authentication-mode<K> }:authentication-mode
protocol<E><chap,pap> }:chap

N N N Uy Ul g I PN

Command:
pppoe simulate start 0 1 eth 4 100 user-name test@huawei user-
password
test authentication-mode chap

huawei (config-if-gpon-0/1) #

F/S/P 0/1/0

ONT-ID g 1

ONT ETH Port ID H

ONT Vlan ID : 100

Vlan Priority I

Emluator result : Success

Session ID : 18814

User IP : 192.168.100.101
Gateway IP : 192.168.100.1

® Troubleshooting methods for the Internet access service

a

b.

Check whether configurations are complete on the OLT.

m  Run the display ont info command to query the ONT status to check whether
the ONT is registered successfully.

m  Run the display service-port command to check whether the Internet access
service flow is configured and whether the inner VLAN ID of the service flow
is consistent with that in the data plan.

m  Ifanative VLAN is configured for the Ethernet port on the ONT, run the
display ont port attribute command in the xPON board mode to check
whether the native VLAN is correct.

Check the upstream and downstream ports by checking the MAC address learning
status.
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1. Run the display mac-address vlan command to check the MAC address
learning status of the Internet service VLAN.

O  If'the upstream port does not learn a MAC address, check the network
connections between the upstream port and upper-layer devices and check
the configurations of upper-layer devices.

O  If the downstream port does not learn a MAC address, check whether the
ONT is activated, whether the PC is connected to the right port on the
ONT, and whether the PC is working properly.

ii.  Run the display ont-learned-mac command to check whether the ONT
connecting to the PON port learned any MAC addresses.

If not, check whether the ONT properly connects to the PC or home gateway
(HGW).

®  Verify the voice service using call emulation.

a

Run the ont emulational call command to configure a call emulation test.

huawei (config) #test

huawei (config-test) font emulational call caller-port 0/1/0 1 1 telno
77730020

{ <cr>|caller-stop-time<K> }:

Command :

ont emulational call caller-port 0/1/0 1 1 telno 77730020

The ONT outputs the call emulation result after the test is complete.

huawei (config-test) #

F/S/P 0/1/0

ONT-ID : 0

ONT-POTSID g 1

Test type : caller emulational call test
Detected number : 77730020

Reported number : 77730020

Current status : test end

Test Result : success

® Troubleshooting methods for the voice service.

a

Check whether configurations are complete on the OLT.

m  Run the display ont info command to query the ONT status to check whether
the ONT is registered successfully.

m  Run the display service-port command to check whether the voice service
flow is configured and whether the inner VLAN ID of the service flow is
consistent with that in the data plan.

Check the upstream and downstream ports by checking the MAC address learning
status.

Run the display mac-address vlan command to check the MAC address learning
status of the voice service VLAN.

m  If the upstream port does not learn a MAC address, check the network
connections between the upstream port and upper-layer devices and check the
configurations of upper-layer devices.

m  Ifthe downstream port does not learn a MAC address, check whether the ONT
is activated and whether physical links are normal.

m  If both the upstream and downstream ports can learn the MAC address, record
the MAC address of the ONT and log in to the service router (SR) to check
whether an IP address is allocated to the MAC address.
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C

Check the registration status of the voice service.

m  You can run the display ont port state command on the OLT to query the call
connection status on the POTS port. If Call State is RegisterFail or
Connecting for a long time, check whether the voice configuration on the
MGC/SIP server is consistent with that on the ONT.

m  Ifthe ONT uses the H.248 protocol, you can run the display ont mg status
command on the OLT to query the registration status of the MG interface that
connects to the ONT. If MG Status is UnRegistered or Registering for a long
time, check whether the voice configuration on the MGC/SIP server is
consistent with that on the ONT.

m  You can query the registration status of the voice service on the ONT web
page. If the query result shows that the registration fails or the voice service is
in the registering state for a long time, check whether the voice configuration
on the MGC/SIP server is consistent with that on the ONT.

®  Verify the multicast service using multicast emulation.

a. Run the igmp static-join command to simulate a multicast user to order a multicast
program.
huawei (config) #btv
huaweil (config-btv) #igmp static-join service-port 1 ip 224.1.1.10 vlan
1000
[(noTe
If the multicast program is obtained dynamically, igmp static-join can be executed successfully
only when the range for obtaining the dynamic program is set.
b.  Run the display igmp user command to query the status of the multicast user.
huawei (config-btv) #display igmp user service-port 1
User : 0/1/0/1
State : online
Authentication : no-auth
Quick leave : MAC-based
IGMP flow ID 1
Video flow ID g 1
Log switch : enable
Bind profiles -
IGMP version : IGMP v3
Current version : IGMP v3
Current IGMP IPv6 version : IGMP IPv6 v2
Available programs : 8
Global leave : disable
User max bandwidth : no-limit
Used bandwidth (kbps) s 0
Used bandwidth
to max bandwidth (%) —
Total video bandwidth =
Mcast video bandwidth =
Active program list
Program name VLAN IP/MAC State Start time
PROGRAM-5 1000 224.1.1.10 watching 2011-10-29
16:33:41+08:00
Total: 1
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c.  Run the display multicast flow-statistic command to query the real-time traffic of
the multicast program.

huaweil (config-btv) #display multicast flow-statistic wvlan 1000 ip
224.1.1.10
{ <cr>|sourceip<Kk> }:

Command :

display multicast flow-statistic vlan 1000 ip 224.1.1.10
Command is being executed. Please wait...
Multicast flow statistic result: 8736 (kbps)

—End

1.5 Configuring FTTH IPv6 Services in Bridging-type
ONT Scenario (Dual Stack/DS-Lite)

This topic describes how to configure FTTH IPv6 services when the ONT is a bridging-type
ONT and the dual stack or DS-Lite solution is used.

Dual Stack Application Scenario

Networking description:

®  All NEs must support both IPv4 and IPvé6.

® The BRAS directly assigns IPv4 and IPv6 addresses to PCs, and the ONT transparently
transmits IPv4 and IPv6 packets.

® PCs use IPv4 and IPv6 addresses to access the IPv4 Internet and IPv6 Internet
respectively.

® Both the OLT and ONT implements Layer 2 forwarding. Only IPv6 service flows need
to be added.

Device reconstruction: All NEs on the network need to be upgraded to support [IPv4 and IPv6
dual stacks.

Figure 1-6 shows the dual-stack networking diagram.

Figure 1-6 Dual-stack networking diagram
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DS-Lite Application Scenario

Networking description:
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Procedure

® Devices below the DS-Lite CGN must support the IPv6 single stack.

® The BRAS directly assigns IPv6 address prefixes (without [IPv4 address) to PCs, and the
ONT transparently transmits IPv6 packets.

® [Pv4 addresses are encapsulated into IPv6 packets for forwarding, decapsulated on the
DS-Lite CGN, and forwarded to the IPv4 Internet after NAT44 translation. IPv6
addresses are directly forwarded to the IPv6 Internet through IPv6 devices.

® Both the OLT and ONT implements Layer 2 forwarding. Only IPv6 service flows need
to be added.

Device reconstruction:

A special software needs to be installed on the PC to support DS-Lite.
The CGN needs to be upgraded to support DS-Lite.

Devices between the CGN and PC need to be upgraded to support I[Pv6.
The DS-Lite CGN device needs to be added.

Figure 1-7 shows the DS-Lite networking diagram.

Figure 1-7 DS-Lite networking diagram
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®  Configuration using the U2000
(Cnote

In the dual stack and DS-Lite scenarios, both the OLT and ONT implement Layer 2 transparent
transmission. Configurations in the FTTH scenario are the same as those for [Pv4.

When the access mode of IPv6 users is IPoE and the BRAS uses the binding authentication
mode, users do not need to enter user names or passwords for authentication because the
BRAS performs authentication based on users' physical information. In this case, DHCPv6
Option18 needs to be configured on the OLT. For the mapping relationship between DHCPv6
Option and the BRAS, see Table 1-8.

Table 1-8 DHCPv6 Option mapping

DHCPv6 Option OLT BRAS

Optionl7 N/A Optional
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DHCPv6 Option OLT BRAS

Optionl18 Mandatory Mandatory

Option37 Optional Optional
(Onote

6.

By default, the global DHCPv6 Option configuration is disable, the VLAN-level DHCPv6 Option
configuration is enable, and the upstream/cascaded port-level DHCPv6 Option configuration is enable.
Therefore, you only need to enable DHCPv6 Option globally.

After DHCPv6 Option is enabled, the OLT inserts Option18 and Option37 into DHCPv6 packets for
authentication by the BRAS.

In the Main Topology, double-click the required OLT in the Physical Root navigation
tree; or right-click the required OLT and choose NE Explorer from the shortcut menu.

Choose GPON > GPON Management from the navigation tree.
On the GPON ONU tab page, set the filter criteria or clic to display the GPON
ONUs.

Right-click a required ONT and choose Configure DHCPv6—Option Permit-
Forwarding.

In the dialog box that is displayed, select Enable.

« Configure DHCPYE-Option Permit-F orwarding x

DHCPvE-Option Permit-Forwarding
®) Enable

ok |

i Disable

Cancel H Apply

Click OK.

® Configuration using OLT commands

MnoTe

In the dual stack and DS-Lite scenarios, both the OLT and ONT implement Layer 2 transparent
transmission. Configurations in the FTTH scenario are the same as those for IPv4.

When the access mode of IPv6 users is IPoE and the BRAS uses the binding authentication
mode, users do not need to enter user names or passwords for authentication because the
BRAS performs authentication based on users' physical information. In this case, DHCPv6
Option18 needs to be configured on the OLT. Table 1-9 describes the mapping between the
BRAS, OLT, and DHCPv6 Option.

Table 1-9 DHCPv6 Option mapping

DHCPv6 Option OLT BRAS
Option17 N/A Optional
Option18 Mandatory Mandatory
Option37 Optional Optional
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MnoTe

By default, the global DHCPv6 Option configuration is disable, the VLAN-level DHCPv6 Option
configuration is enable, and the upstream/cascaded port-level DHCPv6 Option configuration is enable.
Therefore, you only need to enable DHCPv6 Option globally.

After DHCPv6 Option is enabled, the OLT inserts Option18 and Option37 into DHCPv6 packets for
authentication by the BRAS.

huawei (config) #raio-mode common dhcpvé-option

huawei (config) #dhcpvé option enable

® The ONT implements Layer 2 transparent transmission. Therefore, no configuration
needs to be performed on the ONT Web page.
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Configuring the Bridging+Voice ONT

About This Chapter

This topic describes the configuration of bridging+voice ONTs and their web pages. Bridging
+voice ONTs only support Layer 2 and voice features.

2.1 FTTH Networking and Configuration Scenarios

2.2 Principle of FTTH Data Plan

2.3 Configuring the Service by Using the NMS

2.4 Configuration by Using OLT Commands

2.5 Configuration by U2560

2.6 Configuring FTTH IPv6 Services in Bridging-type ONT Scenario (Dual Stack/DS-Lite)

2.1 FTTH Networking and Configuration Scenarios

Typical FITH Networking

Figure 2-1 shows the typical FTTH networking.
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Figure 2-1 Typical FTTH networking diagram
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Networking | Description
Scenario
Bridging The HGW integrating an IAD provides Internet, voice over Internet
ONT + HGW | Protocol (VoIP), and Internet Protocol television (IPTV) services to users.
Netw01'rk Services are implemented on the HGW, and the bridging ONT works with
Scenario the OLT to provide Layer 2 channels.
Bridging The ONT integrating an integrated access device (IAD) provides Internet,
+Voice ONT | VoIP, and IPTV services to users.
Network The bridging+voice ONT provides Layer 2 data and voice services. This
Scenario scenario provides transparent transmission channels and requires simple
service configuration, so this scenario applies to Layer 2 networking.
® For data services, a PC directly performs dial-up. Then, the upper-
layer broadband remote access server (BRAS) device authenticates and
accesses the PC. The PC can also access the Internet using the
Dynamic Host Configuration Protocol (DHCP) or static IP address.
® The ONT with a built-in voice module encapsulates voice service
packets, and the OLT transmits them to the upstream next generation
network (NGN) or IP multimedia subsystem (IMS).
Gateway The ONT integrating an IAD provides Internet, VoIP, and IPTV services
ONT Network | to users.
Scenario

The HGW ONT facilitates interconnection of home devices by providing
Layer 3 services, such as Point-to-Point Protocol over Ethernet (PPPoE)/
DHCP dial-up, network address translation (NAT), and Internet Group
Management Protocol (IGMP) snooping. This scenario provides fine-
grained management channels and service control, and applies to Layer 3
networking.
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FITTH Deployment Schemes

FTTH service application includes the deployment process and service provisioning process.
The FTTH deployment process includes OLT deployment (configuration) and configuration
of basic data. No deployment, however, is required on the ONT and the ONT is plug and play
once services are provisioned.

Table 2-1lists the FTTH deployment schemes and service provisioning methods.

Table 2-1 FTTH deployment schemes

- Scheme Parameter
Pre- ® On the NMS: Profiles can be | ® DBA profile
configuration issued in batches. ® Line profile
® Using commands on the ® Service profile

OLT: Configuration scripts

containing commands can be ® IP traffic profile

imported to the OLT. ® Service level profile

® Global OLT configurations

(rather than FTTH user
configurations) such as
multicast VLAN, multicast
mode, and policy of forwarding
unknown packets

FTTH user service VLAN
configurations including adding
VLAN:E, setting the attributes of
VLAN:Ss, and adding upstream
ports for VLANs
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Scheme

Parameter

Service
Provisioning

® Using the OSS: This method
is recommended and it can
implement automatic service
provisioning, and eliminate
problems caused by manual
service provisioning, such as
large workload, low
efficiency, and difficult
management.

® Using OSS+ITMS: This
method is recommended if
the multiple private nodes are
customized for carriers. Using
a TR0O69 server, new
gateways and value-added
voice services can be simply
added.

- Layer 2 configuration data
is issued on the NMS or
OLT.

- Other configuration data
such as voice, Layer 3,
and Wi-Fi data is issued
using the ITMS.

® On the NMS: It applies to the
scenario when no OSS is
available and services need to
be provisioned manually on
the NMS.

® On the ONT web page:
When it is not feasible to
provision services on the OSS
or NMS, you can log in to the
ONT web page and configure
or modify parameters to
provision services.

See Table 2-2.

ONT service provisioning
parameters are classified into
common parameters and
customized parameters:

® Customized parameters are
usually issued by the upper-
layer system during service
provisioning.

® Common parameters are usually
configured at delivery
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Table 2-2 Parameters required for ONT service provisioning

Paramet | Layer 2 Voice Above Layer 2
er Type (Layer 3, Wi-Fi, and
User Security)
Customi | Parameters for adding Registration Login user name and
zed ONTs, adding service information: IP address | password
paramete | flows, activating ports, and port number of the
1S configuring port rate local end and the proxy
11m1t?1t1on, and adding User data: SIP user
multicast users name and H.248 TID
Common | Various pre- Digitmap: includes the | ® WAN port
paramete | configured profile data digitmap timer and configurations
1S digitmap character (routes, bridge
strings. WANS, and
Time configuration: VLANs)
includes registration ® [LAN/WAN binding
heartbeat and protocol ® IGMP mode
timers.
® URL for the ITMS
Encoding and
decoding: includes ® NTP server
voice encoding and ® Default Wi-Fi
decoding priorities and configurations
packetization period, G. | @ [ ocal login IP
711/G.729/G.722. address
Fax/Modem.
Service permission and
service data.
VAG: implements
multiple virtual AG
devices on one physical
device.
Configurations for the
interconnection between
IMSs of softswitches of
different specifications.
ONT ® Bridging ONTs Bridging+voice ONTs. Gateway-type ONTs
type (SFUs)

® Bridging+voice
ONTs

® Gateway-type
ONTs (HGUs)

Gateway-type ONTs.

The following describes the involved configuration scenarios:
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® Service configuration on the NMS: Pre-configurations and service provisioning are
implemented on the NMS. The ONT software version V300R018C00 is used as an
example to describe how to provision the services on the NMS.

® Service configuration using commands: Pre-configurations are implemented using
commands, and service provisioning is implemented on the ONT web pages.

® Service provisioning on the ITMS: Pre-configurations are implemented on the NMS or
using commands, and Layer 3 and voice services are provisioned on the ITMS. Huawei
U2560 is used as an example to describe how to provision the services on the ITMS.

Recommended tool: FTTx Script Generation Tool

This tool can generate configuration scripts through the configuration wizard for you
efficiently or instantly transform any configuration page into a command script, making your
configuration easy and improving your configuration efficiency.

Click to experience (for Carrier) : FTTx Script Generation Tool.

Click to experience (for Enterprise) : FTTx Script Generation Tool.

2.2 Principle of FTTH Data Plan

2.2.1 Data Plan Principles for IP Addresses

This section describes how to obtain an IP address in various scenarios.

Terminal Service Recommended Solution
Type
Bridging Internet A PC obtains an IP address through PPPoE dialup. The
+Voice ONT | access ONT transparently transmits the packets.
VoIP The ONT functions as a DHCP client and obtains an IP

address from the DHCP server, or the NMS issues a static
IP address to the ONT using the configuration file. Voice
signaling and media streams at multiple POTS ports share
one IP address. Media streams are distinguished by port.

IPTV The set top box (STB) obtains an IP address from the
DHCEP server for ordering programs. The ONT
transparently transmits the packets.

Bridging Internet The HGW functions as a PPPoE client and obtains an IP
ONT+HGW access address through PPPoE dialup. At the same time, the HGW
functions as a DHCP server and allocates IP addresses to
PCs through the network cable and wireless fidelity (Wi-Fi)
access. The ONT transparently transmits the packets.
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Terminal Service Recommended Solution
Type

VoIP The HGW functions as a DHCP client and obtains an IP
address from the DHCP server, or the application control
server (ACS) issues a static IP address to the HGW using
TRO69. Voice signaling and media streams at multiple
POTS ports share one IP address. Media streams are
distinguished by port. The ONT transparently transmits the
packets.

IPTV The HGW is configured with a bridging WAN port. The
STB obtains an IP address from the DHCP server. The
HGW transparently transmits packets. The ONT also
transparently transmits the packets.

Gateway Internet The HGW functions as a PPPoE client and obtains an [P
ONT access address through PPPoE dialup. The ONT functions as a
DHCP server and allocates IP addresses to PCs through the
network cable.

Wi-Fi ® [ayer 3 bridge Wi-Fi access service: A mobile

access equipment (ME) searches the SSID. After the ME is
authenticated, the DHCP server assigns this ME the IP
address by IPoE.

® Layer 3 route Wi-Fi access service: An ME searches the
SSID. After the ME is authenticated, the DHCP address
pool of an ONT assigns this ME the IP address and then
PPPoE dialup is automatically performed on the ONT.

VoIP The ONT functions as a DHCP client and obtains an IP
address from the DHCP server, or the NMS issues a static
IP address to the ONT using the configuration file. Voice
signaling and media streams at multiple POTS ports share
one [P address. Media streams are distinguished by port.

IPTV The ONT functions as a DHCP client and obtains an IP
address from the DHCP server. At the same time, the ONT
functions as a DHCP server and allocates IP addresses to
STBs.

2.2.2 Principle of QoS Planning

The QoS planning is an E2E planning, and it can be divided into following policies: traffic
classification, marking, and scheduling policy; and traffic monitoring and DBA policy.
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Traffic Classification, Marking, and Scheduling Policy

Service 802.1p Queue OLT ONT Queue.ID
Type Priority Scheduling | Queue ID
Method (8 Queues) When When Four
Eight Queues
Queues Are
Are Supported
Supported
Management | 6 PQ 6 6 3
service
VoIP service | 5 PQ 5 5 2
IPTV 4 PQ 4 4 2
service
Wi-Fi access | 1 PQ 1 1 1
service
Internet 0 PQ 0 0 0
access
service
[(LnoTe

The greater the priority value, the higher the priority. The service priorities in this table are the recommended
values. The service priorities are arranged according to the operators's actual plan.

Traffic Monitoring and DBA Policy

Items Manageme | Internet Wi-Fi VoIP IPTV
nt service access access service service
service service
GEM port 11 [Remark | 14 15 12 13
1]
TCONT Select a DBA type based on service types. For example, select Typel for

the management service, Type4 for the Internet access service, and Type2
for the VoIP and IPTV services.

DBA type Type 3 (DBA profile: assured bandwidth + maximum bandwidth. Users are
allowed to preempt the bandwidth on condition that the users' assured
bandwidth is guaranteed. However, the total bandwidth cannot exceed the
maximum bandwidth.)

DBA Configure the DBA bandwidth according to the user's bandwidth package.
bandwidth

" The assured bandwidth is the maximum bandwidth required by
planning

management packets, VoIP, and IPTV upstream packets. The maximum
bandwidth is larger than or equal to the maximum bandwidth that users

apply.
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Items Manageme | Internet Wi-Fi VoIP IPTV
nt service access access service service
service service
Rate limit on | No rate limit | Configure Configure No rate limit | No rate limit
OLT rate limit by | rate limit by
downstream a traffic a traffic
profile as profile as
required. required.
[Remark 2] [Remark 2]

Rate limit on
ONU
upstream
port

No rate restriction

Rate limit on
ONU
downstream
port

No rate restriction

Remark 1: GEM port value depends on the planning of the service provider, but in principle,
use different GEM ports for different services.

Remark 2: Table 2-3 shows the reference service bandwidth of each service for each user.

Table 2-3 Reference service bandwidth of each service for each user

Service | Upstrea | Downstream Bandwidth Description
Type m Bandwidth
Bandwi
dth
Internet | Determi | Determined based | Available bandwidth of Internet access service
access ned on the service or Wi—Fi access service = Committed
service/ | based on | tariff package. bandwidth of the service tariff package - VoIP
Wi—Fi | the bandwidth - IPTV bandwidth
access service
service tariff
package.
VoIP 200 200 kbit/s The upstream bandwidth and the downstream
service kbit/s bandwidth of VoIP service are symmetrical.
The actual bandwidth is related to the coding
format. This bandwidth is calculated for two
POTS ports.
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Service | Upstrea | Downstream Bandwidth Description
Type m Bandwidth
Bandwi
dth
IPTV N/A 2.5 Mbit/s per IPTV service mainly occupies the downstream
service channel bandwidth. The actual bandwidth depends on
(standar the coding format, the picture in picture
d information, 10% bandwidth burst traffic, and
definitio the number of programs that can be
n concurrently watched by one user (in the case
program of multiple STBs). The upstream bandwidth is
) mainly used for transmitting IGMP packets,
- which requires little bandwidth. Therefore, the
IPTV N/A 9.7 Mbit/s per bandwidth occupied by IGMP packets can be
service channel neglected.
(high
definitio
n
program
)
(Cnote

® The rate restriction on the BRAS or SR is recommended. OLTs and ONTSs do not restrict the rate for
service streams.

® [f BRAS does not support rate restriction, OLTs can restrict the rate for service streams through the traffic

profile.

® Different service packets on the ONT are distinguished by different VLAN IDs. The service packets are
mapped to GEM ports based on VLAN IDs so that different service packets are transmitted to different
GEM ports. Each GEM port (each service) corresponds to a T-CONT or all GEM ports share a T-CONT.

® The sum of the assured bandwidth of all ONTs connected to a PON port and the fixed bandwidth of
OMCI management channel is less than the GPON upstream bandwidth. Some bandwidth must be
reserved for the future service expansion.

2.2.3 Principles of Internet and Wi-Fi Access Services Data

Planning

This topic describes the principles of data planning for Internet and Wi-Fi access services and
will focus on the VLAN planning and VLAN translation policy planning in different network

scenarios.
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Table 2-4 Planning of VLANs and VLAN translation policies for Internet access service

Application
Scenario

VLAN Plan

VLAN Translation Policy

Bridging+Voice
ONT

Double-tagged VLAN

ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

OLT: The OLT performs VLAN
translation: C<->S+C'". The C'-VLAN
of every ONT differs from each other.

Bridging ONT +
HGW

Double-tagged VLAN

ONT: The upstream packets sent from
the HGW carry user-VLANs and the
ONT transparently transmits them.

OLT: The OLT translates the U-VLAN
to S-VLAN+C-VLAN.

Gateway ONT

Double-tagged VLAN

ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

OLT: The OLT performs VLAN
translation: C<->S+C'". The C'-VLAN
of every ONT differs from each other.

Table 2-5 Planning of VLANs and VLAN translation policies for Wi-Fi access service

Application
Scenario

VLAN Plan

VLAN Translation Policy

Gateway ONT

Single-tagged VLAN

ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

OLT: The OLT performs VLAN
translation: C<->S.

Note:

® User VLAN: VLAN carried by packets going upstream from user-side devices (such as a
home gateway), U-VLAN for short.

® (C-VLAN: VLAN added based on the ONT/ONU port. For details, see the description of
the Double-tagged VLAN S+C.

® Double-tagged VLAN S+C: C indicates the inner VLAN (C-VLAN) and S indicates the
outer VLAN (S-VLAN).

® Double-tagged VLAN S+C': C' indicates the translated inner VLAN (C'-VLAN) and S
indicates the outer VLAN (S-VLAN).

® Single-tagged S-VLAN: Single-tagged VLAN marked or translated by the OLT. It is
generally used in a single-tagged VLAN translation scenario.
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® (C<->S+(C" Bidirectional VLAN translation: translates the C-VLAN and then adds an S-

VLAN.

® (C<->S+C: Bidirectional VLAN translation: maintains the C-VLAN and adds an S-
VLAN.

MnoTe

® To ensure traceability of users and finer-grained QoS control and management of users and services, plan
per user per service per VLAN (PUPSPV) for the Internet access service. Considering OLT capacity and
VLAN scalability, use dual VLANSs (S-VLAN+C-VLAN) on the OLT to differentiate users for the
Internet access service.

® The outer VLAN (S-VLAN), which identifies services and physical location, can be allocated based on
the OLT, PON board, or PON port. The inner VLAN (C-VLAN) identifies users. C-VLANs must be
unique in one S-VLAN.

® ]t is recommended that you use stacking VLANs as S-VLANS so that security features, such as PPPoE+/
option82, and anti-MAC attacks and anti-MAC spoofing, can be easily deployed.

® The 802.1q in 802.1q (QinQ) VLAN is used in the enterprise private line scenario, such as transparent
LAN service (TLS), in which the device transparently transmits packets. It is not recommended that you
use QinQ VLANSs as S-VLAN:S for the triple play services of residential users.

2.2.4 Principle of Voice Service Data Plan

The voice service plan mainly includes the plan of the VLAN and VLAN translation policy in
different network scenarios, and the plan of voice protocol.

VLAN and VLAN Translation Policy

Application VLAN Plan VLAN Translation Policy

Scenario

Bridging+voice Single-tagged ONT: VLANS are configured for the ONTs on
ONT VLAN the same network in a unified manner, and the

(recommended)

ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: transparently transmits the VLAN.

Double-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: adds an S-VLAN tag to the packets (C-
VLAN <-> S-VLAN+C-VLAN).

Double-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have different C-VLANs. The ONT adds
a C-VLAN tag to packets.

OLT: adds an S-VLAN tag to the packets (C-
VLAN <-> S-VLAN+C-VLAN).

Issue 02 (2019-07-05)

Copyright © Huawei Technologies Co., Ltd. 89



EchoLife ONT Configuration Guide

2 Configuring the Bridging+Voice ONT

Application
Scenario

VLAN Plan

VLAN Translation Policy

Bridging ONT
+HGW

Single-tagged
VLAN
(recommended)

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
transparently transmits the user VLAN.

OLT: translates the VLAN tag (user VLAN <->
S-VLAN).

Single-tagged
VLAN

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
translates the user VLAN (user VLAN <-> S-
VLAN). All the ONTs connected to the same
OLT have the same voice service S-VLAN;
ONTs connected to different OLTs may have
different voice service S-VLANS.

OLT: transparently transmits the VLAN.

Double-tagged
VLAN

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
transparently transmits the user VLAN.

OLT: translates the VLAN tag (user VLAN <->
S-VLAN+C-VLAN).

Double-tagged
VLAN

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
translates the user VLAN (user VLAN <-> C-
VLAN). The C-VLAN is an inner VLAN tag
that differentiates users.

OLT: adds an S-VLAN tag to the packets (C-
VLAN <-> S-VLAN+C-VLAN).

Gateway ONT

Single-tagged
VLAN
(recommended)

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: translates the VLAN tag (C-VLAN <->
S-VLAN).

Single-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: transparently transmits the VLAN.

Double-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: translates the VLAN tag (C-VLAN <->
S-VLAN+C-VLAN").
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Note:

User VLAN: VLAN carried by packets going upstream from user-side devices (such as a
home gateway), U-VLAN for short.

® C-VLAN: VLAN added based on the ONT/ONU port. For details, see the description of
the Double-tagged VLAN S+C.
® Double-tagged VLAN S+C: C indicates the inner VLAN (C-VLAN) and S indicates the
outer VLAN (S-VLAN).
® Double-tagged VLAN S+C': C' indicates the translated inner VLAN (C'-VLAN) and S
indicates the outer VLAN (S-VLAN).
®  Single-tagged S-VLAN: Single-tagged VLAN marked or translated by the OLT. It is
generally used in a single-tagged VLAN translation scenario.
® (C<->S+C': Bidirectional VLAN translation: translates the C-VLAN and then adds an S-
VLAN.
® (C<->S+C: Bidirectional VLAN translation: maintains the C-VLAN and adds an S-
VLAN.
(Onote
® The voice service is a closed service operated by carriers. The single-tagged S-VLAN is the mainstream
application and is recommended.
® When the planned VLAN is single-tagged VLAN, the S-VLANSs can be allocated based on the OLT
device, PON board or PON port. The S-VLANS identify services and physical locations. It is
recommended that you set different voice VLANS for the OLTs connected to one voice SR to avoid an
excessively large broadcast domain of the SR and convergence switch.
® When the planned VLAN is S-VLAN+C-VLAN (that is, double-tagged VLAN), the outer S-VLANS can

be allocated based on the OLT device, PON board or PON port. The S-+VLANSs identify services and
physical locations. It is recommended to allocate S-VLANs based on PON board or PON port. The inner
C-VLAN is used to identify services (a fixed value) or users.

Voice Data Plan Based on H.248 or SIP

Item Description
MG Media Media and Upstream VLANS of the voice service
interface/SI | and signaling
P interface | signalin | upstream VLANs
data g i . .
NOTE paramet Medla. and Upstream ports of the voice service
must be ers signaling
consistent upstream port
with the
data on the Media IP Supports separating media from signaling.
MGC/IMS addresses and
core signaling IP
network addresses
devices.
Default gateway The next hop IP address from an
IP address. ONU/HGW to an MGC/IMS.
MG interface/SIP interface ID | N/A
Signaling port ID Choose the transmission mode according to
the requirement of the MGC/IMS side.
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Item

Description

IP address of active MGC (H.
248)/1P address of active IMS
device (SIP)

Port ID of active MGC
(H248)/port ID of active IMS
device (SIP)

If the dual homing is not configured, only
one MGC parameter needs to be
configured. If the dual homing is
configured, the IP address and port ID of
the standby MGC need to be configured.

Coding

Choose the coding method according to the
requirement on the MGC/IMS side.
Generally, the text coding method is
adopted.

Transmission mode

Choose the transmission mode according to
the requirement on the MGC/IMS side.
Generally, the UDP transmission mode is
adopted.

Home domain (SIP)

N/A

Profile index

N/A

The version of H248 protocol
that MG starts to negotiate

V1, V2 or V3 (by default). The interface
may fail to be registered because some
softswitches do not support V3.

Voice user
configuratio
n data

Phone number

For H248 protocol: The phone numbers
allocated by the MGC need to be
determined, and the paging numbers for
users' emergency standalone need to be
planned if the emergency standalone
function is provided.

For SIP protocol: The phone number that
the IMS core network device allocates to
the user must be configured.

Terminal ID (H248) If the TID template with which the POTS
user is bound does not support terminal
layering, this parameter needs to be
configured.

User priority According to the service requirements, user

priorities must be specified. The user
priorities include the following:

® catl: governmentl (category 1
government users)

® cat2: government? (category 2
government users)

® cat3: common (common users)
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Item

Description

User type

According to the service requirements, user
type needs to be specified. The user type
includes the following:

® DEL.: direct exchange lines (default)
® ECPBX: earth calling PBX

® [ CPBX: loop calling PBX

® PayPhone: pay phone

Common
parameter

system parameter

The system parameters including the
overseas version flag and message waiting
indication (MWI) mode need to be
configured according to the local standard
to ensure that the response of the user
terminal complies with the local standard.

Overseas parameters

The attributes such as the upper and lower
thresholds of the flash-hooking duration
need to be configured according to the local
standards to ensure that the response of the
user terminal complies with the local
standards.

POTS port attributes

If the POTS port needs to support the
polarity reversal accounting, the POTS port
needs to be configured to support the
polarity reversal pulse. Other attributes
need not be modified if there is no special
requirement.

Ringing current attributes

When the attributes of ring current are
changed, ring volume is changed
accordingly. Generally, no adjustment is
required for the ringing tone volume. You
need to modify the parameters of the
ringing current attributes according to the
local standard only when the default
ringing current attributes do not comply
with the local standard.

2.2.5 Principle of IPTV Service Data Plan

The IPTV service data plan mainly include the plan of VLAN and VLAN translation policy in
different network scenario, and the plan of IPTV service.

IPTV services include multicast service and video on demand (VoD) service. These two
services are relevant but independent in VLAN planning.
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Applicatio | Service VLAN Plan | VLAN Translation Policy
n Scenario | Type
Bridging Multicast Single- ONTs replicate multicast packets based on
+Voice service tagged user ports and multicast VLANs (M-VLANS)
ONT VLAN are removed downstream.
The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
VoD Single- ONTs add S-VLAN tags to iTV service
tagged packets.
VLAN The OLT transparently transmits packets with
S-VLANES.
Double- All ONTs add the same C-VLAN tag to
tagged packets.
VLAN The OLT implements VLAN translation: C-
>S+C.
Bridging Multicast Single- ONTs transparently transmit upstream packets
ONT + service tagged with M-VLANSs sent from HGW. Multicast
HGW VLAN packets are replicated downstream with M-
VLAN unchanged.
The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
Single- ONTs translate the upstream VLANSs sent
tagged from HGW to M-VLANSs.
VLAN The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
VoD Single- ONTs transparently transmit the upstream U-
tagged VLANS sent from HGW.
VLAN The OLT implements VLAN translation: U-
>S.
Double- ONTs transparently transmit the upstream U-
tagged VLANS sent from HGW.
VLAN The OLT implements VLAN translation: U-
>S+C.
Gateway Multicast Single- ONTs replicate packets based on user ports
ONT service tagged and M-VLANSs are removed in downstream
VLAN direction.
The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
VoD Single- ONTs add C-VLAN tags to packets. Untagged
tagged VLANES are translated to C-VLANS.
VLAN The OLT implements VLAN translation: C ->
S.
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Note:

User VLAN: VLAN carried by packets going upstream from user-side devices (such as a
home gateway), U-VLAN for short.

® C-VLAN: VLAN added based on the ONT/ONU port. For details, see the description of
the Double-tagged VLAN S+C.
® Double-tagged VLAN S+C: C indicates the inner VLAN (C-VLAN) and S indicates the
outer VLAN (S-VLAN).
® Double-tagged VLAN S+C': C' indicates the translated inner VLAN (C'-VLAN) and S
indicates the outer VLAN (S-VLAN).
® Single-tagged S-VLAN: Single-tagged VLAN marked or translated by the OLT. It is
generally used in a single-tagged VLAN translation scenario.
® (C<->S+C" Bidirectional VLAN translation: translates the C-VLAN and then adds an S-
VLAN.
® (C<->S+C: Bidirectional VLAN translation: maintains the C-VLAN and adds an S-
VLAN.
(Lnote
® [PTV service is a closed service self-operated by carriers, and single-tagged S-VLAN is recommended.
® The same S-VLAN or different S-VLANs can be used as the M-VLAN and VoD VLAN. It is
recommended that you use different S-VLANs as M-VLAN and VoD VLAN so that the upper-level
device easily differentiates between the BTV service and VoD service.
® S-VLANSs of VoD service can identify services and physical locations based on an entire network or an

OLT. It is recommended that you set different VoIP VLANSs for the OLTs connected to one VoIP SR to
avoid an excessively large broadcast domain of the VoIP SR and convergence switch.

2.2.6 Principle of Security Data Plan

The security plan involves system security plan, user security plan, and service security plan.
Security policy ensures service security from different aspects.

MnoTe

The device provides complete security measures, but not all security measures need to be deployed. Only the
security measures that meet the following requirements need to be deployed:

® The security measures can be used on the live network.
® The security measures are easy to deploy.
® The security measures are effective.
System Security
Security Solution Description and Usage
Vulnerability Suggestion
DoS attack Enable the anti-DoS-attack | After the anti-DoS-attack function is

function for OLT. enabled, control packets are
monitored and those exceeding the
number threshold are discarded.

Use this solution for new site
deployment.
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Security
Vulnerability

Solution

Description and Usage
Suggestion

IP attack

Enable the anti-IP-attack
function for OLT.

After the anti-IP-attack function is
enabled, a device discards the IP
packets received from the user side
whose destination IP address is the
IP address of the device, and
therefore the system is protected.

Use this solution for new site
deployment.

User Security

Security
Vulnerability

Solution

Description and Usage
Suggestion

MAC spoofing

Enable the anti-MAC-
duplicate function for OLT.

After anti-MAC-duplicate is
enabled, the system records the first
MAC address learned from the port
and binds the MAC address to the
port and VLAN. If receiving packets
sent from the host that has the same
MAC address with the port, the
system discards the packets directly.
In this case, it can prevent users from
forging MAC addresses to perform
malicious attacks.

Use this solution for new site
deployment.

MAC attack

Enable the anti-MAC
spoofing function for OLT.

After anti-MAC spoofing is enabled,
the system can prevent users from
forging MAC addresses to perform
malicious attacks.

Use this solution for new site
deployment.

IP spoofing

Enable the anti-IP spoofing
function for OLT.

After anti-IP spoofing is enabled, the
system can prevent users from
forging IP addresses to perform
malicious attacks.

Use this solution for new site
deployment.
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Service Security

Security
Vulnerability

Solution

Description and Usage
Suggestion

Unauthorized

small enterprises
(IPoE)

broadband access of

DHCEP option 82 is enabled
on OLT, and the BRAS
implements user
authentication based on the
RAIO information.

In the DHCP option 82 mode, user's
physical location is added to the
option 82 field carried in the DHCP
request packet initiated by a user.
The physical location, used for user
authentication on the upper-layer
authentication server, can help
implement the following functions:

® The DHCP relay forwards DHCP
response packets to devices with
specified CID and RID.

® Prevents DHCP address
exhaustion.

® Achieves static allocation of
DHCP addresses.

® Implements anti-IP spoofing.

® Implements anti-user ID
spoofing.
® Implements anti-MAC spoofing.

Use this solution for the DHCP
Internet access service.

residential users
(PPPoE), user
account theft/
borrowing

Broadband access of

PPPoE+ (PITP) is enabled
on OLT, and the BRAS
implements user
authentication based on
binding of the RAIO
information to the user
account.

The BRAS responds to request
packets of users with specified CID
and RID. In this way, the following
functions are implemented:

® Prevents IP address exhaustion.
® Implements anti-IP spoofing.

® Implements anti-user ID
spoofing.
® Implements anti-MAC spoofing.

Use this solution for the PPPoE
Internet access service.

2.3 Configuring the Service by Using the NMS

This topic describes how to configure Internet access service, VoIP service and IPTV service

by using the NMS.

2.3.1 Configuring FTTH Services (GPON Access)

This topic describes how to configure the Internet service, voice service, and multicast service
in GPON access mode in the FTTH network scenario using the U2000.
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2.3.1.1 Configuring the GPON FITH Layer 2 Internet Access Service on the NMS

Services can be configured for an ONT only after the ONT is successfully added to an OLT.

Networking
® The PC gains access to the Internet in PPPoE dialup mode.
® The ONT is connected to the GPBC card of the OLT through an optical fiber.
® The broadband remote access server (BRAS) provides broadband user access and
functions of authentication and accounting.
Figure 2-2 Configuring the GPON FTTH Internet service
B
PC ONT EI
5 - H . BRAS
i OLT LAN Swith -
B '
FC ONT U2000
Data Plan

Table 2-6 Data plan

Item Data

DBA profile Name: ftth_dba

DBA Type: Assured Bandwidth/Maximum Bandwidth
Assured bandwidth: 8 Mbit/s

Maximum bandwidth: 20 Mbit/s

ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for Internet access services: 14

ONT service Profile name: ftth

profile ONT port capability set:

® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive

Network Upstream port: 0/19/0
topology data | poN port: 0/1/0
ONT ID: 1

ID of the port on the ONT that is connected to the PC: 1
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Item Data

VLAN plan Double-tagged VLAN

® S-VLANID: 100

® S-VLAN type: Smart

® S-VLAN attribute: Stacking
® C-VLAN ID: 1001

[

C'VLANID: 1010

NOTE
VLAN translation policy:

® ONT: ONTs configure the VLAN and add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

® OLT: The OLT performs VLAN translation: C<->S+C'. The C'-VLAN of
every ONT differs from each other.

Procedure

® Implement pre-configurations.
(Lnote

After all profiles are configured, perform the following steps to issue them to the device:
® In the information list, right-click the record and choose Download to NE from the shortcut menu.

® In the dialog box that is displayed, select the required NE(s), and click OK.
1. Configure a DBA profile.

~ MPLS TC Field Mapping Profile
— SNMP Profile

- System Parameter Profile

~— ETH Alarm Profile

— QoS Policy Profile

- QoS Profile
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| Assured BandwigthMaximum Bandwigth |

2. Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM port,
different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is implemented
through VLANSs, and the service streams of each service are mapped to GEM port 14. In
addition, different GEM connections are set up for the management VLAN and the
VLAN:S for the Internet, voice, and multicast services.

T s rome a0
G GPOM Ling Pramy GPON Senvice Pro BAP GPON OMT Capacity Profile GPON Alarm Profile U SMMP Profile

~ IGMP Protile
- Profile Set
 Senice Provisioning Profile

— ACL Profile

- RAIOProfile

- MPLS TC Field Mapping Profile
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3. Configure a service profile.

Set the port capability set to adaptive. Then, the system adapts the port capability set of
an online ONT to its actual capability. Then, in the ONT service profile, configure a
VLAN translation policy to translate C-VLAN 1001 to VLAN 100.

_n:css Profile Management X
= GPON Line Pro
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4. Configure an MEF IP traffic profile.

The profile name is ftth_hsi, CIR is 4 Mbit/s, and the priority is 0. Traffic is scheduled
based on the priority specified in the profile.
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o e .

5.  Configure a service VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

A service VLAN is the VLAN used for the Internet service.

(T NE Properties

s (£ NE Profils Managsment
' & Board Binding Pair

- g ETHPo

3 P2P Device Preceployment
5 9 DSL

5 C EPON

+ [ GPON

-9 EUT1

5 [ ASL

A [ VPN

+- [ Connection

[ Voica Gateway
al

[ Mutticast
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® Configure the Internet access service.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

a. Add an ONT.

The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.

>
[_p |
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(MnoTe

HGR8240H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&V500R019C00) for the SIP
protocol and H.248 protocol.

b. Configure an ETH port of the GPON ONU.
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Auto-Full Duplex

Auto-negoliation 100 -

CKGB

c. Add a service virtual port on the OLT side.

- [T 1~
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Result

Check whether the user successfully gains access to the Internet through dialup on the PC.

1. The LANI port of the ONT is connected to the Ethernet port of the PC properly.
2. Dial up on the PC using the PPPoE dialup software.
3. The user gains access to the Internet on the PC after the dialup is successful.

2.3.1.2 Configuring the GPON FTTH Voice Service (H.248 Protocol) on the NMS

Networking

This topic describes how to configure the voice service when an ONT is connected to an OLT
through a GPON port.

®  The phones connected to different ONTs can communicate with each other.
® The ONT obtains an IP address in Dynamic Host Configuration Protocol (DHCP) mode.

Figure 2-3 Configuring the GPON FTTH voice service (H.248 protocol)

(=) Optical LAN Switch -
spltior oLT wilc a9 1
Phone2 ONT u2000
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Data Plan

Table 2-7 Data plan

Item

Data

ONT line
profile

Profile name: ftth
T-CONT ID: 4
GEM port ID for voice services: 12

ONT service
profile

Profile name: ftth

ONT port capability set:

® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive

Network
topology data

Upstream port: 0/19/0
PON port: 0/1/0
ONT ID: 1

VLAN plan

Single VLAN tag

® S-VLANID: 300

® S-VLAN type: Smart

® S-VLAN attribute: Common
® C-VLAN=S-VLAN

NOTE
VLAN translation policy:

® ONT: uses the same VLAN configurations and adds C-VLAN tags to packets.

All ONTs use the same C-VLAN.

® OLT: transparently transmits VLAN (C-VLAN is the same as the planned S-

VLAN).

ONT value-
added services

Profile Name: ONT-VoIP
WAN VLAN ID: 300
Service Type: VoIP
Connection Type: Routed
Priority: 5

Signaling Protocol: H.248

IP address of the MGC server: 10.10.100.10/24

Port ID of the MGC server: 2944
MID Format: Domain name

MG Domain name: 0100000001
TID: A0 and A1
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Procedure
® Implement pre-configurations.

a. Configure a DBA profile.

SRR = ot e « |

b. Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is
implemented through VLANS, and the service streams of each service are mapped
to GEM port 12. In addition, different GEM connections are set up for the
management VLAN and the VLANS for the Internet, voice, and multicast services.
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e
G GPON Line Pres PON Service Profile A Profile PON ON P Profile P Jarm Profile MDL) SNMP Pro

DSL Profile ""
PON Profile |
hy

Optical Alarm Profile
ONT VAS Profile
'ONU Service Level Frofile

~ ETH Alarm Profile
~ QoS Policy Profile

FQ Mapping Profie E'mp |
Power Shedding Profile ; lupstre:
Voice Profile Line
%mmn =
EOC Profile e
- D-CMTS Profile
~ IPDR Server Profile —=
— EQAM Profile 1
- Traflic Profile
~ WRED Profile
- COS Group Profile
- IGMP Profile
 Profile Set
- Senice Provisioning Profile
— ACL Profile
— RAID Profile
- MPLS TC Field Mapping Profile
© SNMP Profile
 Gystem Parameter Profile
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c.  Configure a service profile.

Set the port capability set to adaptive. Then, the system adapts the port capability
set of an online ONT to its actual capability.
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71 DSL Profile
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Optical Alarm Profile
ONT VAS Profile
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Power Shedding Profile

# Voice Profile

- VLAN Profile

< EOC Profile

- D-CHTS Profile.

-~ IPDR Senver Profile

- EQAM Profile

~ Traffic Profile

|- WRED Profile

- COS Group Profile

- IGMP Profile

- Profile Set

- Senvce Provisioning Profile.

- ACL Prafile

~ RAIO Profil

- MPLS TC Field Mapping Profile

~ SNMP Profile

- System Parameter Profile

— ETH Alarm Profile

- QoS Policy Profile

- QoS Profile

Configure an MEF IP traffic profile.

The profile name is ftth_voip, upstream/downstream traffic rate is not limited, and
the priority is 5. Traffic is scheduled based on the priority specified in the profile.

|Access Profile Management X e

Configure an S-VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to
the NE Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as
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follows: In the Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from the
shortcut menu.

The S-VLAN is used for the voice service.

5 (T NE Profile Management

- 3 Board Binaing Pair

- @ ETHPo

- ¢l P2P Device Predeployment
s £ DSL

5 EPON

5 £ GPON

= CENTY

&3 Protection Group Management
¢ Monitor Link Group

® Provision services.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

a. Add an ONT.

The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.
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HGR8240H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&V500R019C00) for the SIP
protocol and H.248 protocol.

b. Add a service port on the OLT side.

10167 22391 _11(10.167.223.11) X
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c. Configure and bind a general value-added service (VAS) profile for the ONT.
[t | s Frtie wanagement [ .

|~ Profile Sat

-~ Senvice Provisioning Profile.

i~ ACL Profile

-~ RAIO Profile

~MPLS TC Field Mapping Profile
-~ SNMP Profile

- System Parameter Profile

| ETH Alarm Profile

" QoS Policy Profile

"~ QoS Profile
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If the upper-layer network requires isolation of media streams from signaling streams, create
different traffic streams for the media streams and signaling streams on the OLT. When the
packet is forwarded from two WAN ports, the configured VLAN is carried by default. Create
a WAN port named WAN-RTP on the ONT, and set this WAN port to a media WAN port.
Specifically, choose Interface 1 > RTP and set Associate WAN Interface to WAN2.

d. Bind a general VAS profile.
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e. Configure the ONT VAS service.
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Result

Domain Name is ONT's domain name registered with the MGC. It is globally unique. MG Domain
Name in this example is ONT's password.

Pay attention to the RTP TID configuration when the ONT is interconnected with a softswitch of other
vendors. The terminal IDs A0 and A1 must be consistent with the corresponding configuration on the
MGC.

Do not configure Directory Number.

Check whether the telephone functions properly. Connect two common telephones phone 1
and phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2.
In normal cases:

The caller hears the dial tone after taking the phone off the hook.

When the caller dials the telephone number of the callee, the phone of the callee rings
successfully, and the caller hears the ring back tone.

The caller and the callee communicate with each other successfully.

After the callee hangs up, the caller hears the busy tone.

2.3.1.3 Configuring the GPON FITH Voice Service (SIP Protocol) on the NMS

This topic describes how to configure the voice service when an ONT is connected to an OLT
through a GPON port.

Networking
°
°

The phones connected to different ONTs can communicate with each other.
The ONT obtains an IP address in Dynamic Host Configuration Protocol (DHCP) mode.

Figure 2-4 Configuring the GPON FTTH voice service (SIP protocol)
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Phone1 ONT
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Data Plan

Table 2-8 Data plan

Item Data
ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for voice services: 12
ONT service Profile name: ftth
profile ONT port capability set:
® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive
Network Upstream port: 0/19/0
topology data | pON port: 0/1/0
ONT ID: 1
VLAN Plan Single VLAN tag
® S-VLANID: 300
® S-VLAN type: Smart
® S-VLAN attribute: Common
® C-VLAN=S-VLAN
NOTE
VLAN translation policy:
® ONT: uses the same VLAN configurations and adds C-VLAN tags to packets.
All ONTs use the same C-VLAN.
® OLT: transparently transmits VLAN (C-VLAN is the same as the planned S-
VLAN).
ONT value- Profile Name: ONT-VoIP
added services | wAN VLAN ID: 300
Service Type: VoIP
Connection Type: Routed
Priority: 5
IP address of the SIP server: 10.10.100.10/24
Port ID of the SIP server: 5060
Home domain name: huawei.com
User phone number 1: 77730010; Auth User Name is
+8675577730010@huawei.com; Auth Password is iadtest1
User phone number 2: 77730020; Auth User Name is
+8675577730020@huawei.com; Auth Password is iadtest2
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Procedure
® Implement pre-configurations.

a. Configure a DBA profile.

SRR = ot e « |

b. Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is
implemented through VLANS, and the service streams of each service are mapped
to GEM port 12. In addition, different GEM connections are set up for the
management VLAN and the VLANS for the Internet, voice, and multicast services.
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c.  Configure a service profile.

Set the port capability set to adaptive. Then, the system adapts the port capability
set of an online ONT to its actual capability.
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Configure an MEF IP traffic profile.

The profile name is ftth_voip, upstream/downstream traffic rate is not limited, and
the priority is 5. Traffic is scheduled based on the priority specified in the profile.

|Access Profile Management X e

Configure an S-VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to
the NE Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as
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follows: In the Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from the
shortcut menu.

The S-VLAN is used for the voice service.

5 (T NE Profile Management

- 3 Board Binaing Pair

- @ ETHPo

- ¢l P2P Device Predeployment
s £ DSL

5 EPON

5 £ GPON

= CENTY

&3 Protection Group Management
¢ Monitor Link Group

® Provision services.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

a. Add an ONT.

The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.
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HGR8240H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&V500R019C00) for the SIP
protocol and H.248 protocol.

b. Add a service port on the OLT side.

10.167.223.11_11(10.167.223.11) X
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c. Configure a general VAS profile for the ONT.

'~ MPLS TC Field Mapping Profile
-~ SNMP Profile

- System Parameter Profile

I~ ETH Alarm Profile
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Physical Interface
WAN Device
LAN Device
Customer sendce info
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Properties for Domain Name Sendce (D)
Access Management

ALG Ability

Security

Layer 3 Forwarding

Power Management Palicy

ARF Ping
ETH GAM

d. Bind a general VAS profile.
|6 Workench | Access Profe Management X | 5 Main Tonology % | 10.167.223.11_11410.167.223.11) X
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e. Configure the ONT VAS service.

+BBTSSTTTI00 D@ huawe com _\
T

(MnoTe

The parameters of the SIP-based voice user must be consistent with the corresponding configuration on
the softswitch.
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Result

Check whether the telephone functions properly. Connect two common telephones phone 1
and phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2.
In normal cases:

®  The caller hears the dial tone after taking the phone off the hook.

®  When the caller dials the telephone number of the callee, the phone of the callee rings
successfully, and the caller hears the ring back tone.

® The caller and the callee communicate with each other successfully.

®  After the callee hangs up, the caller hears the busy tone.

2.3.1.4 Configuring the GPON FTTH Layer 2 Multicast Service on the NMS

This topic describes how to configure the multicast service when an ONT is connected to an

OLT through a GPON port.
Networking
® The ONT is connected to the OLT in Layer 2 mode.
® The OLT uses IGMP proxy, which is a Layer 2 multicast protocol.
® The IGMP version of the multicast VLAN is IGMPv2.
® The multicast programs are obtained in the dynamic mode.
Figure 2-5 Configuring the GPON FTTH multicast service
>
T STE  HGW ONT
- A —N
Optical
splittar OLT  LAN Switch
[ |3 < u)
T STB HGW ONT
U2000
Data Plan
Table 2-9 Data plan
Item Data

DBA profile Name: ftth_dba

DBA Type: Assured Bandwidth/Maximum Bandwidth
Assured bandwidth: 8 Mbit/s

Maximum bandwidth: 20 Mbit/s

ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for video services: 13

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 134



EchoLife ONT Configuration Guide

2 Configuring the Bridging+Voice ONT

Item

Data

ONT service
profile

Profile name: ftth

ONT port capability set:

® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive

Network
topology data

Upstream port: 0/19/0

PON port: 0/1/0

ONT ID: 1

ID of the port on the ONT that is connected to the PC: 2

Multicast
service data

Multicast protocol: IGMP proxy
Multicast version: IGMPv2

Multicast program: dynamic obtaining mode

VLAN Plan

® S-VLANID: 1000
® MVLAN ID: 1000
® VLAN type: Smart

® VLAN attribute: Common
NOTE
VLAN translation policy:

® ONT: transparently transmits the MVLAN of the HGW. Multicast packets are
duplicated downstream with MVLAN unchanged.

® OLT: duplicates multicast packets based on PON ports with MVLAN
unchanged.

Procedure

® Implement pre-configurations.

MnoTe

After all profiles are configured, perform the following steps to issue them to the device:

® In the information list, right-click the record and choose Download to NE from the shortcut menu.

® In the dialog box that is displayed, select the required NE(s), and click OK.

1.  Configure a DBA profile.

Issue 02 (2019-07-05)

Copyright © Huawei Technologies Co., Ltd. 135



EchoLife ONT Configuration Guide 2 Configuring the Bridging+Voice ONT

 MPLS TC Field Mapping Profile
— SNWP Profile

- System Parameer Profile

- ETH Alarm Profile

QoS Policy Profile

QoS Profile

Assured Bandwidth/Maximum Bandwidth -

|

Il

H
|
%

Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM port,
different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is implemented
through VLANS, and the service streams of each service are mapped to GEM port 13. In
addition, different GEM connections are set up for the management VLAN and the
VLANESs for the Internet, voice, and multicast services.
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DSL Profile
PON Profile

[EPON Profile
Optical Alarm Profile
ONT VAS Profile
ONU Senice Level Profile
PQ Mapping Profile
Power Shedding Profile
Voice Profile
VLAN Profile
EOC Profile
- D-CMTS Profile
— IPDR Server Profile
— EQAM Profile
— Traffic Profile
—WRED Profile
-~ COS Group Profile
~ IGMP Profile
— Profile Set
— Senvice Provisioning Profile
—ACL Profile
— RAID Profile
— MPLS TC Field Mapping Profile

ISR oo arsemer |
G GPON Line Pros POM Senvice Profile 24 Profile PON ONT Cap Profile p Jarrn Profile DL SNMP Pro
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3. Configure a service profile.

Configure a VLAN translation policy for the ONT ETH port. Assume that the ONT
connects to the HGW through ETH port 2. Configure a VLAN translation policy to make
the ONT transparently transmit the MVLAN of the HGW in the upstream direction, and
replicate multicast packets with the MVLAN unchanged in the downstream direction.
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5 DSL Profile L] =

- PON Profile

EPON Profile
Optical Alarm Profile

ONTVAS Profils = Configuration
ONU Senvice Level Profile t_e
PQ Mapping Profile UNIPort

F SR mber ol VDSL2 Ports o

Voice Profle
i mber of ETH Ports [Agaptie )

#+ EOC Profile mber of TOM Ports(0-8) O
- D-CMTS Profile Por Type E1
- IPDR Server Profile E Type of TOM Port
- EQAM Profile

- Traffic Profile 4 =
- WRED Profile

i~ COS Group Profile

mber of Pols Porls plive

- Profile Sat

- Senvice Provisioning Profile
- ACL Profile ultipls Vian Close
[~ RAIO Prosie forward VLAN(1-4095)
- MPLS TC Field Mapping Profile
- SNIWP Profile

' System Parameter Profile

- ETH Alarm Profle IGMP packetforward VLAN 1(0-4...
| QoS Policy Profile
" Qos Profile OK Cancel Apply
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4. Configure an MEF IP traffic profile.

The profile name is ftth_iptv, CIR is off, priority is 4, and priority-based scheduling
policy is Local-Setting. Traffic is scheduled based on the priority specified in the profile.

Actess Profle Management X
= EF IP Traffic Pro P Traffic Pri Priority CAR Thie Pro = S
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5. Configure an S-VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

The S-VLAN is used for the multicast service.

@ T
- (- NE Properties A S|easicinto

/- (9 NE Profile Management
¢ Board Binding Pair

— @ ETHPort

¢l P2P Device Predeployment
) (O3 DSL

- (3 EPON

- (9 GPON

(£ ENT1

(£ ASL

-2 VPN

€& Protection Group Management
¢ Monitor Link Group

G5 ETHOAM

¢k Loopbacknterface

-] QoS

- (£ Protocal

[ Security

® Provision services.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

a. Add an ONT.
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The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.

10467, 22311 1 (10.167.223.41) X

(Password |
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HG8240H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&VS00R019C00) for the SIP
protocol and H.248 protocol.

b. Configure Ethernet port attributes and service channels of a GPON ONU.
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Auto-Full Duplex -
Auto-negotiation 100 -

Close

c. Add a service virtual port on the OLT side.
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10.167.223.11_11(10.167.223.11) X £
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_1nno Q

d. Add a multicast VLAN on the OLT side.
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(MnoTe

Program match mode can be set when IGMP Work Mode is tv_off. The values of
Program match mode are as follows:

® Enable: Multicast programs are configured statically. Dynamic program generation is not
supported.

® Disable: Multicast programs are dynamically generated. Static program configuration is
not supported.

After Configuration, IGMP Work Mode should be set to Proxy again, otherwise IGMP
work abnormally.

e. Add a virtual multicast upstream port on the OLT side.
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f.

- (i NE Panel
- [ NE Properlies

Board Binding Pair

1 £ Voice Gateway
v
- [ Muticast
€ Mulicast User o
el vpine or
g Cascading Port
(G Multicast VLAN
&% Protection Group Management.
- & Monitor Link Group
6% ETH OAM
- & Loopback Interface
- £ QoS
- [ Protocol

Configure a multicast user on the OLT side.
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[ ok o )| cancet |[ amew |

Result

The user can watch programs on TV.

2.4 Configuration by Using OLT Commands

This topic describes how to configure the Internet access service, VoIP service and IPTV
service by using OLT commands.

2.4.1 Bridging + Voice ONT Network Scenario (GPON and 10G
GPON Access)

This topic describes how to configure Internet access service, voice service, BTV service and
VoD service when bridging + voice ONTs are used to build an FTTH network.

The FTTH GPON and 10G GPON access have the same configuration procedure. ONT web
pages for configuring them have differences; however, they have the same configuration
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parameters. The following uses GPON ONT configuration as an example. For differences on
web pages, see the related ONT manuals.

2.4.1.1 Service Requirements and Application Scenario

Service Requirements

Optical fibers are connected to users' home and triple play services are required. The
following provides detailed service requirements:

Internet access of multiple PCs in a home is supported.

Access of multiple telephones in a home is supported.

IPTV programs can be previewed and watched using STBs.

Service expansibility is supported and different services do not affect each other.
Proper service security is ensured.

- Internet access services are protected against unauthorized access, user account
theft or borrowing, MAC/IP spoofing, and malicious attacks.

- Voice and IPTV services are protected against MAC/IP spoofing, malicious attack,
and traffic flooding attacks.

Service faults are easy to locate and services are easy to maintain.

Application Scenario

As shown in Figure 2-6, the ONT integrating an integrated access device (IAD) provides
Internet, VoIP, and IPTV services to users.

The bridging+voice ONT provides Layer 2 data (Internet and IPTV services) and VoIP
services. This scenario provides transparent transmission channels and requires simple service
configuration, so this scenario applies to Layer 2 networking.

For Internet services, a PC directly performs dial-up. Then, the upper-layer broadband
remote access server (BRAS) device authenticates and accesses the PC. The PC can also
access the Internet using the Dynamic Host Configuration Protocol (DHCP) or static IP
address.

For VoIP services, the ONT with a built-in voice module encapsulates voice service
packets, and the OLT transmits them to the upstream next generation network (NGN) or
IP multimedia subsystem (IMS).

For IPTV services, the set top box (STB) obtains an IP address from the DHCP server
for ordering programs. The ONT transparently transmits the packets.
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Figure 2-6 Bridging+Voice ONT
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2.4.1.2 Configuration Process

Figure 2-7 shows the configuration roadmap in fiber to the home (FTTH) networking using a
bridging+voice optical network terminal (ONT).

Figure 2-7 Configuration roadmap in FTTH networking using a bridging+voice ONT

Configuration on OLT side
(through the CLI):

@) Add an ONT to an OLT
9 Configure HS| service

Configuration on ONT side (on — @ Configure VolP service

a web page or the U2000): 'ﬂ Configura BTV sarvica
© Configure VoIP service =———
~— &) Configure VoD service

@ Configure link aggregation,
congestion control, and
securty policies

Metro
network .~
*F )

D

PTV
headend

_______ —d == -

e

NGM/IMS

In step ﬂ if'the voice service data
of the ONT Issued through CLI, you

® Upstream interface do not need to log in to the weab
o Downstream interface page of the ONT or L2000 for
= == HSI service-port configuration.
- == VolP service-port
BTV service-part

Yol service-paort

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 149



EchoLife ONT Configuration Guide

2 Configuring the Bridging+Voice ONT

The following table describes the configuration steps.

Item Step Description

Optical | Adding an ONT to an OLT Services can be configured for an ONT

line only after the ONT is successfully added

termina to an OLT.

1 (OLT)

OLT Configuring the Internet Access None

Service
OLT Configure the Configuring the | NOTE
ONT VoIP service. H.248-based ® The H.248 and Session Initiation Protocol
Voice Service (SIP) protocols are mutually exclusive for
U2000 (on a Web Page the VoIP service. Either of them is
or the U2000) configured at a time.
® The voice service can be configured
Configuring the through command line interface (CLI) on
H.248-based an OLT, web page, or U2000. Select a
Voice Service configuration mode based on site
(Through the requirements.
CLD ® OLT CLI: This mode can be used for
site deployment or the U2000 has not
Configuring the been deployed.
SIP-based Voice ® Web page: This mode can be used to
Service (on a configure voice parameters after the
Web Page or the service channel has been configured
U2000) through the OLT CLI. It can be used for
site deployment.
Configuring the ® U2000: This mode can be used to
SIP-based Voice configure voice parameters after the
Service service channel has been configured
(Through the through the OLT CLI. It can be used for
CLI) service provisioning in batches.
OLT Configure the Configuring the | IPTV services include the BTV and VoD
IPTV service. BTV Service services that are different in configuration
- procedures and need to be configured
Configuring the separately.
VoD Service
OLT Configuring Link Aggregation, The global configuration of link
Congestion Control, and Security | aggregation and queue scheduling based
Policies on priorities ensures service reliability. The
global configuration of security policies
ensures service security.

OLT Verifying Services The OLT provides remote verification
methods including ONT PPPoE/DHCP
dialup emulation and call emulation for
configuration and commissioning
engineers to verify services remotely after
service configuration, avoiding a second
on-site operation.
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2.4.1.3 Adding an ONT to an OLT

Services can be configured for an ONT only after the ONT is successfully added to an OLT.

Data Plan

Item Data

DBA profile Profile name: ftth dba_mngt

® Profile type: Typel

® Fixed bandwidth: 1 Mbit/s
Profile name: ftth dba hsi

® Profile type: Type4

® Maximum bandwidth: 32 Mbit/s
Profile name: ftth_dba_voip

® Profile type: Type2

® Assured bandwidth: 1 Mbit/s
Profile name: ftth_dba_iptv

® Profile type: Type2

® Assured bandwidth: 1 Mbit/s

ONT line profile | Profile name: ftth

T-CONT ID for management services: 4
T-CONT ID for voice services: 5

T-CONT ID for video services: 6

T-CONT ID for Internet access services: 7
GEM port ID for management services: 11
GEM port ID for voice services: 12

GEM port ID for video services: 13

GEM port ID for Internet access services: 14

ONT service Profile name: ftth

profile ONT port capability set: adaptive

Network PON port: 0/1/0
topology data | ONT IDs: 1 and 2

Procedure

Step1 Configure GPON ONT profiles.

GPON ONT profiles include the DBA profile, line profile, service profile, and alarm profile.
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DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT is
bound to a DBA profile for dynamic bandwidth allocation, improving upstream
bandwidth utilization.

Line profile: A line profile describes the binding between the T-CONT and the DBA
profile, the QoS mode of the traffic stream, and the mapping between the GEM port and
the ONT-side service.

Service profile: A service profile provides the service configuration channel for the ONT
that is managed by using optical network terminal management and control interface
(OMCI).

Alarm profile: An alarm profile contains a series of alarm thresholds to measure and
monitor the performance of activated ONT lines. When a statistical value reaches the
threshold, the host is notified and an alarm is reported to the log host and the NMS.

Configure a DBA profile.

Run the display dba-profile command to query the existing DBA profiles in the system.
If the existing DBA profiles in the system cannot meet the requirements, run the dba-
profile add command to add a DBA profile.

huawei (config) #dba-profile add profile-name ftth dba mngt typel fix 1024

huawei (config) #dba-profile add profile-name ftth dba voip type2 assure 1024
huawei (config) #dba-profile add profile-name ftth dba iptv type2 assure 1024
)

config) #dba-profile add profile-name ftth_dba hsi type4 max 32768
(Onote

Select a DBA profile of the proper bandwidth type and configure proper bandwidth according to the
service types and total user count of the ONT. Note that the sum of the fixed bandwidth and the assured
bandwidth must not be greater than the total bandwidth of the PON port.

huawei

Configure an ONT line profile.

Create a GPON ONT line profile, named ftth, and bind it to the DBA profile.

huawei (config) #ont-lineprofile gpon profile-name ftth

huawei (config-gpon-lineprofile-1) #tcont 4 dba-profile-name ftth dba mngt
huawei (config-gpon-lineprofile-1) #tcont 5 dba-profile-name ftth dba voip
huawei (config-gpon-lineprofile-1) #tcont 6 dba-profile-name ftth dba iptv
huawei (config-gpon-lineprofile-1) #tcont 7 dba-profile-name ftth dba hsi

Create different GEM ports according to different service types, in which
- GEM port 11 is used to carry management services.

- GEM port 12 is used to carry voice services.

- GEM port 13 is used to carry video services.

- GEM port 14 is used to carry Internet access services.

huawei
huawei
huawei
huawei

config-gpon-lineprofile-1)#gem add 11 eth tcont 4
config-gpon-lineprofile-1)#gem add 12 eth tcont 5
config-gpon-lineprofile-1)#gem add 13 eth tcont 6
config-gpon-lineprofile-1)#gem add 14 eth tcont 7

(MnoTe

1. To change the default QoS mode, run the qos-mode command to set the QoS mode to gem-car or
flow-car, and run the gem add command to set the index of the traffic profile bound to the GEM
port.

2. When the QoS mode is priority-queue (PQ), the default queue priority is 0; when the QoS mode is
flow-car or gem-car, traffic profile 6 is bound to the GEM port by default (no rate limitation).

After the configurations are complete, run the commit command to apply the parameters
settings.
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huawei (config-gpon-lineprofile-1) #commit
huawei (config-gpon-lineprofile-1) #quit

3. Configure an ONT service profile.

Create a GPON ONT service profile, named ftth. Configure the capability set of the
ETH port and POTS port to adaptive. Then the system automatically adapts to the ONT
according to the actual capability of the online ONT.

huawei (config) #ont-srvprofile gpon profile-name ftth
huawei (config-gpon-srvprofile-1) #ont-port eth adaptive pots adaptive
After the configurations are complete, run the commit command to apply the parameters
setting.
huawei (config-gpon-srvprofile-1) #commit
huawei (config-gpon-srvprofile-1) #quit
4. (Optional) Add an alarm profile.

- The default GPON alarm profile 1 is used. The alarm thresholds for the default
alarm profile are 0, which indicates that no alarm is generated.

- In this example, the default alarm profile is used, and therefore the configuration of
the alarm profile is not required.

- Run the gpon alarm-profile add command to configure a GPON alarm profile,
which is used for monitoring the performance of an activated ONT line.

Step 2 Add an ONT.

The procedures for configuring GPON, XG-PON, and XGS-PON services are the same. The
difference lies in this step. Here, the GPON service is used as an example. When configuring
XG-PON and XGS-PON services, you need to configure the ONT network-side interface type
parameter (ont-type) in the ont add and ont confirm commands. Select a value based on the
actual ONT capability or service data plan, for example, 10g/2.5g.

Connect two ONTs to GPON port 0/1/0. Set the ONT IDs to 1 and 2, SNs to
3230313126595540 and 6877687714852901, passwords to 0100000001 and 0100000002,
discovery mode for password authentication to once-on, and management mode to OMCI.
Bind the two ONTs to ONT line profile ftth and ONT service profile ftth.

There are two methods of adding an ONT: add an ONT offline and confirm an automatically
discovered ONT.

® Add ONTs offline.
If the password of an ONT is known, run the ont add command to add an ONT offline.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #ont add 0 1 password-auth 0100000001 once-on no-
aging omci ont-lineprofile-name

ftth ont-srvprofile-name ftth
huawei (config-if-gpon-0/1) #ont add 0 2 password-auth 0100000002 once-on no-
aging omci ont-lineprofile-name

ftth ont-srvprofile-name ftth

® Confirm automatically discovered ONTs.

If the password or SN of an ONT is unknown, run the port portid ont-auto-find
command in GPON mode to enable the ONT auto-discovery function of the GPON port.
Then, run the ont confirm command to confirm the ONT.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 0 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 0
//After this command is executed, the information about all ONTs connected
to the GPON port through optical splitters is displayed.
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huawei (config-if-gpon-0/1) #ont confirm 0 ontid 1 sn-auth 3230313126595540
omci ont-lineprofile-name

ftth ont-srvprofile-name ftth
huawei (config-if-gpon-0/1) #ont confirm 0 ontid 2 sn-auth 6877687714852901
omci ont-lineprofile-name

ftth ont-srvprofile-name ftth

MnoTe

If multiple ONTs of the same type bound to the same line profile or service profile are connected to the
same port, you can bulk add ONTs by bulk confirming automatically discovered ONTs to make
configuration easier and more efficient. To do so, the preceding command can be modified as follows:

huawei (config-if-gpon-0/1) #ont confirm 0 all sn-auth omci ont-lineprofile-
name ftth
ont-srvprofile-name ftth

(Optional) Bind the alarm profile to the ONT.

The default profile 1 is used in this example.

huawei (config-if-gpon-0/1) font alarm-profile 0 1 profile-id 1
huawei (config-if-gpon-0/1) #ont alarm-profile 0 2 profile-id 1

Step 3 Check ONT status.

After an ONT is added, run the display ont info command to query the current status of the
ONT. Ensure that Config flag of the ONT is active, Run State is online, Config state is
normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 0 1

F/S/P : 0/1/0

ONT-ID g 1

Control flag : active //Indicates that the ONT is
activated.

Run state : online //Indicates that the ONT goes online
successfully.

Config state : normal //Indicates that the configuration state of

the ONT is normal.

Match state : match //Indicates that the capability profile bound

to the ONT is consistent with the actual capability of the ONT.
...//The rest of the response information is omitted.

When Config state is failed, Run state is offline, or Match state is mismatch:

If Control flag is deactivated, run the ont activate command in GPON mode to activate
the ONU.

If Run state is offline, a physical line may be broken or the optical module may be
damaged. Check the line and the optical module.

If Config state is failed, the configured ONU capability exceeds the actual ONU
capability. In this case, run the display ont failed-configuration command in the
diagnose mode to check the failed configuration item and the failure cause. Then, rectify
the fault accordingly.

——-End

2.4.1.4 Configuring the Internet Access Service

The OLT is connected to the remote ONT through a GPON port to provide users with high-
speed Internet access services.
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Prerequisites
® The OLT is connected to the BRAS.
® Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configuration, see the
configuration guide.
® The ONT has been added to the OLT. For details, see 2.4.1.3 Adding an ONT to an
OLT.
® The VLAN of the LAN switch port connected to the OLT is consistent with the upstream
VLAN of the OLT.
Data Plan
Item Data
ONT line profile Profile name: ftth
GEM port ID for Internet access services: 14
Network topology data Upstream port: 0/9/0
PON port: 0/1/0
ONT IDs: 1 and 2
ID of the port on the ONT that is connected to the PC: 1
VLAN Plan Double-tagged VLAN:
® S-VLANID: 100
® S-VLAN type: smart
® S-VLAN attribute: stacking
® CVLANID: 1001
® C'-VLANID: 1010-1011
VLAN Translation Policy:
® ONT: ONTs configure the VLAN and add the same C-
VLAN tag to packets. All ONTs are in the same C-
VLAN.
® OLT: The OLT performs VLAN translation: C<->S
+C'. The C'-VLAN of every ONT differs from each
other.
Procedure

® Configure the OLT.

a. Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in
the system. If the traffic profiles existing in the system do not meet the
requirements, you need to run the traffic table ip command to add a traffic profile.

Set the profile ID to ftth_hsi, the CIR to 4 Mbit/s, and the priority to 0. In addition,
configure the scheduling mode so that packets are scheduled according to their

priorities.
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huawei (config) #traffic table ip name ftth hsi cir 4096 priority 0
priority-policy local-setting

b. Configure the mapping between a GEM port and a VLAN.

The service flow of C-VLAN 1001 is mapped to GEM port 14 in the ONT line
profile.

huaweil (config) #ont-lineprofile gpon profile-name ftth

huawei (config-gpon-lineprofile-1) #gem mapping 14 0 vlan 1001
huawei (config-gpon-lineprofile-1) #commit

huawei (config-gpon-lineprofile-1) #quit

c. Configure the VLAN of the Ethernet port on the ONT.

If the ONT is connected to the PC through Ethernet port 1, add Ethernet port 1 to
VLAN 1001 in the ONT service profile.

huawei (config) #ont-srvprofile gpon profile-name ftth
huawei (config-gpon-srvprofile-1) #port vlan eth 1 1001
huawei (config-gpon-srvprofile-1) #commit

huawei (config-gpon-srvprofile-1) #quit

d. Configure the native VLAN of the ONT port.

Set the native VLAN ID of Ethernet port 1 to 1001.

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #ont port native-vlan 0 1 eth 1 vlan 1001
huawei (config-if-gpon-0/1) #ont port native-vlan 0 2 eth 1 vlan 1001
huawei (config-if-gpon-0/1) #quit

e. Create an Internet access service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 100.

huawei (config) #vlan 100 smart
huawei (config) #vlan attrib 100 stacking
huawei (config) #port vlan 100 0/9 0

f.  Create service flows.

Set the service VLAN to 100, GEM port ID to 14, and user VLAN to 1001. Use
traffic profile ftth hsi.

huawei (config) #service-port vlan 100 gpon 0/1/0 ont 1 gemport 14 multi-
service

user-vlan 1001 tag-transform translate-and-add inner-vlan 1010 inbound
traffic-table name

ftth_hsi outbound traffic-table name ftth hsi

huawei (config) #service-port vlan 100 gpon 0/1/0 ont 2 gemport 14 multi-
service

user-vlan 1001 tag-transform translate-and-add inner-vlan 1011 inbound
traffic-table name

ftth_hsi outbound traffic-table name ftth hsi

g.  Save the data.

huawei (config) #save

® The ONT does not need to be configured.

——-End

2.4.1.5 Configuring the H.248-based Voice Service (on a Web Page or the U2000)

The OLT is connected to the remote ONT through a GPON port to provide users with the IP-
based high-quality and low-cost VoIP service.
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Prerequisites
® The interface data and POTS user configuration data corresponding to the MG interface
have been configured on the MGC.
® The OLT has been connected to the MGC. The OLT can ping the IP address of the MGC
server successfully.
® The ONT has been added to the OLT. For details, see 2.4.1.3 Adding an ONT to an
OLT.
® Different voice services require different ONT software versions. Before the
configuration, ensure that the current ONT software version supports H.248. For details,
see relevant ONT manuals.
® The Web page and NMS window for configuring ONT varies with ONT versions, but
the parameter configuration is the same. For details, see relevant ONT manuals.
Data Plan
Item Data
ONT line profile Profile name: ftth
GEM port ID: 12
VLAN plan Single VLAN tag:
® VLAN ID: 300
® VLAN type: smart
® VLAN attribute: common
® CVLAN=SVLAN
VLAN translation policy:
® ONT: VLANSs are configured for the ONTs on the
same network in a unified manner, and the ONTSs have
the same C-VLAN. The ONT adds a C-VLAN tag to
packets.
® OLT: transparently transmits the VLAN.
Voice parameter IP address of the MGC server: 10.10.100.10/24
Port ID of the MGC server: 2944
MG Domain: 0100000001 or 0100000002
Procedure

® Configure the OLT.

a. Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in
the system. If the existing traffic profiles in the system do not meet the
requirements, run the traffic table ip command to add a traffic profile.

Set the profile name to ftth_voip and do not limit the upstream and downstream
rates. Set the priority to 5 and packets are scheduled according to the priority
carried.
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huawel (config) #traffic table ip name ftth voip cir off priority 5
priority-policy
local-setting

b.  Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 300 is mapped to GEM port 12 in the ONT line
profile.

huawei
huawei
huawei
huawei

config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 12 2 vlan 300
config-gpon-lineprofile-1) #commit
config-gpon-lineprofile-1) #quit

c. Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 300.

huawei (config) #vlan 300 smart
huawei (config) #port vlan 300 0/9 0

d. Create service flows.

Set the service VLAN to 300, GEM port ID to 12, and user VLAN to 300, and use
traffic profile ftth_voip.

huawei (config) #service-port vlan 300 gpon 0/1/0 ont 1 gemport 12 multi-
service

user-vlan 300 inbound traffic-table name ftth_ voip outbound traffic-
table name ftth voip

huawei (config) #service-port vlan 300 gpon 0/1/0 ont 2 gemport 12 multi-
service

user-vlan 300 inbound traffic-table name ftth_ voip outbound traffic-
table name ftth voip

e. Enable the ARP proxy function.

Voice media streams for different users of the same SVLAN fail to interchange
because the service ports of the smart VLAN are isolated from each other.
Therefore, the ARP proxy function needs to be enabled on the OLT.

huawei (config) #arp proxy enable

huawei (config) #interface vlanif 300

huawei (config-if-v1lanif300) #arp proxy enable
huawei (config-if-v1anif300) #quit

f.  Save the data.

huawei (config) #save
® Configure the ONT on the Web page.
a. Login to the Web configuration page.

i.  Configure the IP address of the PC network adapter to be in the same network
segment with the IP address of the local maintenance Ethernet port on the
ONT.

ii.  Open the Web browser, and enter the IP address (https with high priority is
recommended) of the local maintenance Ethernet port on the ONT. In the login
window that is displayed, enter the user name and password of the
administrator. After the password is authenticated, the web configuration
window is displayed.

b. Configure the voice protocol.
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Voice > SIP/H.248 Prolocol Conversion £

Choose Voice > 5IP/H.248 Protocol Conversion.

On this page, you can set the VolP protocol. This operation will interrupt the current call and delete the current user data.

ApDIY W

MnoTe

The default voice protocol is SIP. Therefore, change the voice protocol first.

c.  Configure parameters for the voice WAN interface.

: Cois o Choose WAN > WAN Configuration.

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN port to communicate with upper-
layer network equipment. Therefore, these parameters must be consistent between the ONT and the network eguipment.

Connection Name VLAN/Priority Protocol Type

Basic Information
Enable WAN:

Encapsulation Mode: @ |PoE () PPPOE

Protocol Type: P _ VolP or a
WAN Mode: eds to be selected.

Service Type:
Enable VLAN:
VLAN D:
802.1p Policy:
802.1p: S -

MTU: (1-1540)

IP Acqguisition Mode: (O Static @ DHCP  PPPoE

Vendor ID: (The vendor ID consists of 084 characters.)

User ID: (Option 81, ranging from 0—84)

Cancel
W\ cel

d.  Configure parameters for the H.248-based voice interface.
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Voice » VoIP Basic Configuration 0 Choose Voice > VoIP Basic Configuration.

Basic Interface Parameters(H.248)

Onthis page, you can set basic parameters for the voice interface.

[Addre5s of the Primary MGC: 10.10.100.10 *(IP or domain) }
Port ofthe Primary MGC: 2944 *{0-65535)
Address of the Standby MGC: (IP or domain)
Portofthe Standby MGC: 2944
’ MG Domain: 0100000001 ]
MG Port: 2944 {0
Device Name:
MID Format: Domain Name | =]
Digitmap Matching Mode: Min Iz‘ l
Enable Digitmap Auto-match: V]
RTP TID Prefix A100 (An RTP TID consists of the prefix and a number)
Start Number in RTP TID: o
Width of Number in RTPTID: 6 (Number of digits after the RTP TID prefix.)

1_VOIP_R_VID_300 E (Selectthe name of the WAN that will carry the voice signaling

Signaling Port
messages
E (Selectthe name of th
Media Port:
name is the same as the signaling port name whe
Region: China [~]
Basic User Parameters(H.248)
On this page, you can set basic parameters for the voice users
9New Delete
No. Physical TID Associated POTS Port
] 1 AD 1
@] 2 The terminal IDs A0 and A1 must be consistent
Enable Physical TID: with the corresponding configuration on the MGC.
Physical TID:

Associated POTS Port:

V]

Al If Associated POTS Port s 2, port
TELZ2 on the ONT is bound

2 [+]

(MnoTe

Apply_ Cancel

*

® The parameters of the H.248-based voice interface must be consistent with the corresponding
configuration on the media gateway controller (MGC).

® If dual-homing is configured, Address of the Standby MGC must be configured.

® MID Format can be set to Domain Name, IP, or Device Name. If MID Format is set to
Domain Name or Device Name, the setting must be consistent with the corresponding

configuration on the MGC.

MG Domain is ONT's domain name registered with the MGC. It is globally unique. MG
Domain in this example is ONT's password.

If Media Port is empty, the parameter value is the same as Signaling Port. The media
streams are not isolated from signaling streams. If the upper-layer network requires isolation
of media streams from signaling streams, create different traffic streams for the media streams
and signaling streams on the OLT, create different WAN ports on the ONT, and bind the
created WAN ports to Media Port and Signaling Port. When the packet is forwarded from
two WAN ports, the configured VLAN is carried by default.

When the ONT is interconnected with a third-party softswitch, check RTP TID Prefix, Start
Number of RTP TID, and Width of RTP TID Number.

e.  Check the registration status of the voice user.

Issue 02 (2019-07-05)

Copyright © Huawei Technologies Co., Ltd. 160



EchoLife ONT Configuration Guide 2 Configuring the Bridging+Voice ONT

Choose Status > VolP Information

On this page, you can query voice user information.
User Status is Up

To restart the VolP service, click "Restart VolP".

® Configure the ONT on the U2000.
a. Configure and bind a general value-added service (VAS) profile for the ONT.

7 DSL Profile

-1- PON Profile

— GPON Profile

~ EPON Profile

|~ Optical Alarm Profila

- ONU Senvice Level Profile
-~ PQMapping Profile

- Power Shedding Profile

+- Voice Profile

#- VLAN Profile

£ EOC Profile

|~ D-CMTS Profile

~ IPDR Server Profile
i~ EQAM Profile

-~ Traffic Profile

-~ Profile Set

- Senvice Provisioning Profile.

i~ ACL Profile

- RAIO Profile

|~ MPLS TG Field Mapping Profile
- SNMP Profile

- System Parameter Profile

-~ ETH Alarm Profile.

QoS Policy Profile

QoS Profile
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ACE parameter Info
Senvices

WAN Device
- WAN Device 1
[ WAN Connection
- WAN Connection 1
L WAN IP Interface

— L

IPv6 Layer 3 Forwarding
Properties for Domain Mame Senice (Dt
Access Management

(MnoTe

If the upper-layer network requires isolation of media streams from signaling streams, create
different traffic streams for the media streams and signaling streams on the OLT. When the packet
is forwarded from two WAN ports, the configured VLAN is carried by default. Create a WAN
port named WAN-RTP on the ONT, and set this WAN port to a media WAN port. Specifically,
choose Interface 1> RTP and set Associate WAN Interface to WAN2.

Bind a general VAS profile.
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« Configure VAS x
Basic Parameters Advanced Parameters
VAN Port
[ Voics Service Signaling Protocol: | H243

MG Domain name | Primary MGC | Primary MGC port | Secondary NGC - | Second
= 10.10.100.10 2944 = 2044

MG Domain name: 0100000001 | ~Associate WAN Interface: | .

Primary NGC: 10.10.100.10 Secondary MGC:

Interface ID Directory Number

Bind VAS Profile... = A10000001
Bind General YAS Profile_
Configure Value-Added Sendce.. 6

Apply VAS Senvige Configurations to the ONT Forcibly

Delete Value-Added Sendca(Z) Interface ID: | 1 - DDirectory Number.

[mo: AD ] reTo: [ |

! Download to NE [ | Switch to ONT Load Task

MnoTe

Domain Name is ONT's domain name registered with the MGC. It is globally unique. MG
Domain Name in this example is ONT's password.

Pay attention to the RTP TID configuration when the ONT is interconnected with a softswitch of
other vendors. The terminal IDs A0 and A1 must be consistent with the corresponding
configuration on the MGC.

Do not configure Directory Number.

—--End

2.4.1.6 Configuring the H.248-based Voice Service (Through the CLI)

The OLT manages ONTs and applies VoIP configurations to the ONT using the OMCI
protocol. This topic describes how to configure the H.248-based voice service.

Prerequisites

Data Plan

The interface data and POTS user configuration data corresponding to the MG interface
have been configured on the MGC.

The OLT has been connected to the MGC. The OLT can ping the IP address of the MGC
server successfully.

The ONT has been added to the OLT. For details, see 2.4.1.3 Adding an ONT to an
OLT.

Different voice services require different ONT software versions. Before the
configuration, ensure that the current ONT software version supports H.248. For details,
see relevant ONT manuals.

The Web page and NMS window for configuring ONT varies with ONT versions, but
the parameter configuration is the same. For details, see relevant ONT manuals.

Item Data

ONT line profile Profile name: ftth

GEM port ID: 12
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Procedure

Step 1

Step 2

Step 3

Step 4

Step 5

Item Data

VLAN plan Single VLAN tag:

® VLAN ID: 300

® VLAN type: smart

® VLAN attribute: common

® CVLAN=SVLAN

VLAN translation policy:

® ONT: VLANSs are configured for the ONTs on the

the same C-VLAN. The ONT adds a C-VLAN tag to
packets.

® OLT: transparently transmits the VLAN.

same network in a unified manner, and the ONTs have

Voice parameter IP address of the MGC server: 10.10.100.10/24
Port ID of the MGC server: 2944
MG Domain: 0100000001 or 0100000002

Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in the system.
If the existing traffic profiles in the system do not meet the requirements, run the traffic table

ip command to add a traffic profile.
Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 300 is mapped to GEM port 12 in the ONT line profile.

huawei
huawei
huawei
huawei

config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 12 2 vlan 300
config-gpon-lineprofile-1) #commit
config-gpon-lineprofile-1) #quit

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 300.

huawei (config) #vlan 300 smart
huawei (config) #port vlan 300 0/9 0

Create service flows.

Set the service VLAN to 300, GEM port ID to 12, and user VLAN to 300, and use traffic
profile ftth_voip.

huawei (config) #service-port vlan 300 gpon 0/1/0 ont 1 gemport 12 multi-service
user-vlan 300 inbound traffic-table name ftth voip outbound traffic-table name
ftth_voip
huawei (config) #service-port vlan 300 gpon 0/1/0 ont 2 gemport 12 multi-service
user-vlan 300 inbound traffic-table name ftth voip outbound traffic-table name
ftth_voip

Enable the ARP proxy function.
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Step 6

Voice media streams for different users of the same SVLAN fail to interchange because the
service ports of the smart VLAN are isolated from each other. Therefore, the ARP proxy
function needs to be enabled on the OLT.

huawei (config) #arp proxy enable

huawei (config) #interface vlanif 300

huawei (config-if-v1lanif300) #arp proxy enable
huawei (config-if-v1anif300) #quit

Configure ONT voice profiles.

ONT voice service configurations include the VoIP service provisioning mode, ONT voice
profiles, voice users, and voice-related parameters.

ONT voice profiles include the common MG interface attribute profile, POTS port profile,
MGC profile, and voice signal profile.

® Common MG interface attribute profile: saves common attributes of an ONT voice
interface, including the fax mode, fax/modem negotiation mode, and priority of the
coding and decoding mode.

® POTS port profile: saves physical attributes of a POTS port on an ONT, including the
impedance, Tx gain, Rx gain, and signaling type of a POTS port.

® MGC profile: saves the IP address or domain name of an MGC, protocol port ID of the
MGTC transport layer to which the MG interface belongs, and DSCP priority of media
packets.

®  Voice signal profile: saves the ONT signal tone and ringing tone.

Currently, the common MG interface attribute profile, POTS port profile, and MGC profile
can be applied to an H.248 interface, and the voice signal profile can be bound to an H.248
interface.

For profiles that can be applied to an H.248 interface, if parameters in those profiles are
changed, those profiles must be reapplied to the H.248 interface so that the changed
parameters can take effect. For profiles that can be bound to an H.248 interface, if parameters
in those profiles are changed, those profiles do not need to be rebound to the H.248 interface
and the changed parameters can take effect.

1.  Configure the VoIP service provisioning mode.

Run the ont voip config-method command to configure the VoIP service provisioning
mode. Run the display ont info command to query the mode of issuing VoIP services.

In this example, the mode is default, that is, the VoIP service provisioning mode is
depended on the actual service provisioning mode on the ONT. Run this command to
select a proper mode if the system supports multiple voice service provisioning modes.
The service provisioning modes can be OMCI, FTP, and TR069.

2. Configure and apply an MG interface public attribute profile.
In this example, the default profile 1 is used.

a. Configure an MG interface public attribute profile.

Run the display ont-mg-attribute-profile command to query the existing profile in
the system. If the existing profile in the system does not meet the requirements, run
the ont-mg-attribute-profile add command to add a profile.

b. Apply a common MG interface attribute profile.

Run the ont-if-h248 bat-apply command to apply profiles in batches to H.248
interfaces and run the if-h248 attribute command to apply a profile to an H.248
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interface or configure customized parameters on an H.248 interface. If you run
these two commands to apply profiles in batches or configure customized
parameters repeatedly, the last configurations take effect.

Configure and apply a POTS port profile.
In this example, the default profile 1 is used.

a. Configure a POTS port profile.

Run the display ont-pots-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-pots-profile add command to add a profile.

b.  Apply a POTS port profile.

Run the ont-pstnport electric bat-apply command to apply POTS port profiles in
batches and run the pstnport electric command to apply a POTS port profile to an
H.248 interface or configure customized parameters on an H.248 interface. If you
run these two commands to apply profiles in batches or configure customized
parameters repeatedly, the last configurations take effect.

Configure the voice WAN port of the ONT.

For ONT 1 and ONT 2, configure the IP address obtaining mode to DHCP, set the
management VLAN to VLAN 300, and use default values for other parameters.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #ont ipconfig 0 1 dhcp vlan 300
huawei (config-if-gpon-0/1) #ont ipconfig 0 2 dhcp vlan 300

Configure and apply an MGC profile.
a. Configure and apply an MGC profile.

Run the display ont-mgc-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-mgc-profile add command to add a profile.

Create MGC profile 2, set the IP address of the MGC to 10.10.100.10, and use

default values for other parameters.
huawei (config) #ont-mgc-profile add profile-id 2 primary-mgc 10.10.100.10

b. Add an H.248 interface and apply an MGC profile to the interface.

For ONT 1 and ONT 2, set the MG ID to 1, apply MGC profile 2 to ONT 1 and

ONT 2, and use default values for other parameters.
huawei (config-if-gpon-0/1)#if-h248 add 0 1 1 mgc-profile profile-id 2
huawei (config-if-gpon-0/1)#if-h248 add 0 2 1 mgc-profile profile-id 2

Add POTS users.

For ONT 1 and ONT 2, create a POTS user, set the MG ID to 1 (identical to the MG ID
of the H.248 interface), and set the physical terminal port ID to A0 and A1.

huawei (config-if-gpon-0/1) #mgpstnuser add 0 1 1 mgid 1 terminalid A0
huawei (config-if-gpon-0/1) #mgpstnuser add 0 2 1 mgid 1 terminalid Al

Run the display mgpstnuser attribute command to check whether the configuration of
the POTS user is properly set.

huawei (config-if-gpon-0/1) #display mgpstnuser attribute 0 1 1

F/S/P 0/1/0
ONT ID 1
Port ID HE
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MG ID 01
Terminal ID : AO
...//The rest of the response information is omitted.

huawei (config-if-gpon-0/1) #display mgpstnuser attribute 0 2 1

F/S/P 0/1/0
ONT ID 2
Port ID 01
MG ID 01
Terminal ID : Al

...//The rest of the response information is omitted.

1. Configure and bind the voice signal profile.
In this example, the default profile 1 is used.

a. Configure the voice signal profile.

Run the display ont-voipsignal-profile command to query the existing profiles in
the system. If the existing profile in the system does not meet the requirement, run
the ont-voipsignal-profile command to add a profile.

b. Configure the ONT signal tone.

Run the display ont-tone command to query the existing configuration in the
system. If the existing configuration in the system does not meet the requirement,
run the ont-tone add command to add signal tone parameters. The ONT signal tone
will not be configured independently in this example.

c. Configure ONT ringing parameters.

Run the display ont-ring command to query the existing configuration in the
system. If the existing configuration in the system does not meet the requirement,
run the ont-ring add command to add ringing parameters. The ONT ringing
parameter will not be configured independently in this example.

d.  Run the commit command to save parameters of the voice signal profile to the
database.

e. Bind the voice signal profile.

Run the ont-voipsignal bat-bind command to bind voice signal profiles in batches
or run the voipsignal command to bind a voice signal profile to an ONT. If you run
these two commands to bind profiles in batches or bind a voice signal profile to an
ONT repeatedly, the last configurations take effect.

2. (Optional) Configure the H.248 user codec.

Run the mgpstnuser codec command to configure the H.248 user codec. The H.248 user
codec will not be configured independently in this example.

3. (Optional) Configure the global VoIP media attributes of the ONT.

Run the ont-voip-media attribute command to configure the global VoIP media
attributes of the ONT. Before configuration, ensure that the configured media attributes
are supported by the corresponding ONT. Otherwise, the ONT configuration will fail.
The global VoIP media attributes of the ONT will not be configured independently in
this example.

Step 7 Save the data.

huawei (config) #save

—--End
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2.4.1.7 Configuring the SIP-based Voice Service (on a Web Page or the U2000)

Prerequisites

Data Plan

Procedure

The OLT is connected to the remote ONT through a GPON port to provide users with the SIP-
based high-quality and low-cost VoIP service.

The SIP interface data and POTS user configuration data corresponding to the MG
interface have been configured on the SIP server.

The connection between the OLT and the SIP server is set up. The OLT can ping the IP
address of the SIP server successfully.

The ONT has been added to the OLT. For details, see 2.4.1.3 Adding an ONT to an
OLT.

Different voice services require different ONT software versions. Before the
configuration, ensure that the current ONT software version supports SIP. For details, see
relevant ONT manuals.

The Web page and NMS window for configuring ONT varies with ONT versions, but
the parameter configuration is the same. For details, see relevant ONT manuals.

Item Data

ONT line profile Profile name: ftth

GEM port ID: 12

VLAN plan Single VLAN tag:

® VLAN ID: 300

® VLAN type: smart

® VLAN attribute: common
® CVLAN=SVLAN
VLAN translation policy:

® ONT: VLANSs are configured for the ONTs on the
same network in a unified manner, and the ONTs
have the same C-VLAN. The ONT adds a C-VLAN
tag to packets.

® OLT: transparently transmits the VLAN.

Voice parameter IP address of the SIP server: 10.10.100.10/24

Port ID of the SIP server: 5060

Home domain name: huawei.com
User phone number 1: 77730010
User phone number 2: 77730020

® Configure the OLT.
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Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in
the system. If the existing traffic profiles in the system do not meet the
requirements, run the traffic table ip command to add a traffic profile.

Set the profile name to ftth_voip and do not limit the upstream and downstream
rates. Set the priority to 5 and packets are scheduled according to the priority
carried.

huawei (config) #traffic table ip name ftth voip cir off priority 5
priority-policy
local-setting

Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 300 is mapped to GEM port 12 in the ONT line
profile.

huawei (config) #ont-lineprofile gpon profile-name ftth
huawei (config-gpon-lineprofile-1) #gem mapping 12 2 wvlan 300
huawei (config-gpon-lineprofile-1) #fcommit

(

huawei (config-gpon-lineprofile-1) #quit

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 300.

huawei (config) #vlan 300 smart
huawei (config) #port vlan 300 0/9 0

Create service flows.

Set the service VLAN to 300, GEM port ID to 12, and user VLAN to 300, and use
traffic profile ftth_voip.

huawei (config) #service-port vlan 300 gpon 0/1/0 ont 1 gemport 12 multi-
service

user-vlan 300 inbound traffic-table name ftth voip outbound traffic-
table name ftth voip

huawei (config) #service-port vlan 300 gpon 0/1/0 ont 2 gemport 12 multi-
service

user-vlan 300 inbound traffic-table name ftth_ voip outbound traffic-
table name ftth voip

Enable the ARP proxy function.

Voice media streams for different users of the same SVLAN fail to interchange
because the service ports of the smart VLAN are isolated from each other.
Therefore, the ARP proxy function needs to be enabled on the OLT.

huawei (config) #arp proxy enable

huawei (config) #interface vlanif 300

huawei (config-if-v1anif300) #arp proxy enable
(

huawei (config-if-v1anif300) #quit
Save the data.

huawei (config) #save

® Configure the ONT on the Web page.

Log in to the Web configuration page.

i.  Configure the IP address of the PC network adapter to be in the same network
segment with the IP address of the local maintenance Ethernet port on the
ONT.

ii.  Open the Web browser, and enter the IP address (https with high priority is
recommended) of the local maintenance Ethernet port on the ONT. In the login
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window that is displayed, enter the user name and password of the
administrator. After the password is authenticated, the web configuration
window is displayed.

b.  Optional: Configure the voice protocol.

Vioice > SIP/H.248 Protocol Conversion o

Choose Voice > SIP/H.248 Protocol Conversion.
On this page, you can set the VolP protocol. This operation will interrupt the current call and delete the current user data

Apply

(MnoTe

The default voice protocol is SIP. If the protocol is not changed, skip this step.

c.  Configure parameters for the voice WAN interface.

. Sl o Choose WAN > WAN Configuration.

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN port to communicate with upper-
layer network equipment. Therefore, these parameters must be consistent between the ONT and the network equipment

Connection Name VLAN/Priority Protocol Type
Basic Information
Enable WAN: [E]
Encapsulation Mode: @ IPoE ) PPPoE
Protocol Type: Lited For configuring the VoIP service, VoIP or a
WAN Mode: R WAN combination containing VoIP needs to be selected.
SSUELE voe The VLAN ID of the ONT must be the same as
Enable VLAN: @ the user-side VLAN ID configured on the OLT.
VLAN D: 300
802.1p Policy: @ Use the specified value © Copy from IP precedence
802.1p: 5 -
MTU: (1-1540)
IP Acguisition Mode: () Static ® DHCP  PPPOE
Vendor D: (The vendor ID consists of 0—64 characters.
User ID: (Option 61, ranging from 0—64)
Apply Cancel
®

d. Configure parameters for the SIP-based voice interface.
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Basic Interface Parameters(SIP)

CEERENE R GE EEY 9 Choose Voice = VolP Basic Configuration.

On this page, you can set basic parameters for the voice interface

Qutbound Proxy Server

Address:

Qutbound Proxy Server Port: 5060
Address of the Standby

Qutbound Proxy Server:

Port of the Standby Outbound

IP or domain

IP or domain

URI:

(URI)

N If Associated POTS Port s 2, port
Registration User Name: FI730020 TELZ on the ONT is bound. her)
Associated POTS Port: 2 [+]

Authenlication User Name: +B8675577730020@huawei.com (The length must be

ssssssss
Password:

selectall)

(The length must be between 0-64. Double-Click to

060
Proxy Server.
Address of the Primary Proxy
10.10.100.10 IP or domain
Server:
Port of the Primary Proxy
5060
Server:
Address of the Standby Proxy
IP or domain
Server
Port of the Standby Proxy
5060 0-6
Server:
Home Domain: huawei.com ]
Local Port: 5060 -
[XxABCD].S|[xABCD].#
Digitmap:
Digitmap Matching Mode: Min E
Registration Period: 600
1_VOIP_R_VID_300 E| (Select the name of the WAN that will carry the voice signaling
Signaling Port:
messages.
of the WAN that will carry the voice media. The
Media Port:
name is the same as the e when itis empty
Region: China
Basic User Parameters(SIP)
On this page, you can set basic parameters for the voice users
9Ne'\'\r Delete
Associated POTS
No. URI Registration User Name Authentication User Name e
- +BG7557773001 0@huawei.co
< [Nl - TT730010 1
m
Enable User v

Apmk Cancel

(MnoTe

® The parameters of the SIP-based voice interface must be consistent with the corresponding
configuration on the softswitch.

® [f dual-homing is configured, Address of the Standby Proxy Server must be configured.

® [f Signaling Port is empty, the parameter value is the same as Media Port. If the upper-layer
network requires isolation of media streams from signaling streams, create different traffic
streams for the media streams and signaling streams on the OLT, create different WAN ports
on the ONT, and bind the created WAN ports to Media Port and Signaling Port. When the
packet is forwarded from two WAN ports, the configured VLAN is carried by default.

® [f Associated POTS Port is 1, port TEL1 on the ONT is bound. If Associated POTS Port is
2, port TEL2 on the ONT is bound.
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e. Check the registration status of the voice user.

Choose Status > VolP Information

On this page, you can guery voice user information.

User Status is Up

® Configure the ONT on the U2000.
a. Configure a general VAS profile for the ONT.

& EOC Profile

~ MPLS TC Field Mapping Profile

-~ SNMP Profile

- System Parameter Profile
i~ ETH Alarm Profile

| QoS Policy Profile

- QoS Profile
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- WAN Device 1
[ WAN Connection
- WAN Connection 1
L WAN IP Interface

L

IPv6 Layer 3 Forwarding

Properties for Domain Mame Senice (Dt
Access Management

ALG Ability

Security

Layer 3 Forwarding

Power Management Policy

ARP Ping

ETH OAM

b. Bind a general VAS profile.
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C.
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s Configure VAS X
| Basic Parameters Advanced Parameters
ViaNFort |
[ Voice Service ol Bl -
Bind VAS Profile...
Bind General VAS Profile... @
Configure Value-Added Senvice
Apply VAS Senige Configurations 10 the ONT Forcibly <l B
7
Delele Valug-Added Senice(Z) —
Secondary Proxy Server:
Registration Period
(1-65534)
Interface ID: 1 - Auth User Name: | +6675577730010g@ huawei.com
Directory Number. | 77730010 ]] AUt Password: | sesssses
1+ Download to NE [ Switch o ONT Load Task
o

The parameters of the SIP-based voice user must be consistent with the corresponding
configuration on the softswitch.

—--End

2.4.1.8 Configuring the SIP-based Voice Service (Through the CLI)

The OLT manages ONTs and applies VoIP configurations to the ONT using the OMCI
protocol. This topic describes how to configure the SIP-based voice service.

Prerequisites
®  The SIP interface data and POTS user configuration data corresponding to the MG
interface have been configured on the SIP server.
® The connection between the OLT and the SIP server is set up. The OLT can ping the IP
address of the SIP server successfully.
® The ONT has been added to the OLT. For details, see 2.4.1.3 Adding an ONT to an
OLT.

® Different voice services require different ONT software versions. Before the
configuration, ensure that the current ONT software version supports SIP. For details, see
relevant ONT manuals.

® The Web page and NMS window for configuring ONT varies with ONT versions, but
the parameter configuration is the same. For details, see relevant ONT manuals.

Data Plan

Item Data

ONT line profile Profile name: ftth
GEM port ID: 12
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Procedure

Step 1

Step 2

Step 3

Step 4

Item Data

VLAN plan Single VLAN tag:

VLAN translation

tag to packets.

® VLAN ID: 300

® VLAN type: smart

® VLAN attribute: common
® CVLAN=SVLAN

policy:

® ONT: VLANSs are configured for the ONTs on the
same network in a unified manner, and the ONTs
have the same C-VLAN. The ONT adds a C-VLAN

® OLT: transparently transmits the VLAN.

Port ID of the SIP

Voice parameter IP address of the SIP server: 10.10.100.10/24

server: 5060

Home domain name: huawei.com
User phone number 1: 77730010
User phone number 2: 77730020

Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in the system.
If the existing traffic profiles in the system do not meet the requirements, run the traffic table

ip command to add a traffic profile.

Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 300 is mapped to GEM

huawei
huawei
huawei
huawei

config-gpon-lineprofile-1) #commit
config-gpon-lineprofile-1) #quit

Create a service VLAN and add an upstream port to it.
Add upstream port 0/9/0 to VLAN 300.

huawei (config) #vlan 300 smart
huawei (config) #port vlan 300 0/9 0

Create service flows.

port 12 in the ONT line profile.

config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 12 2 vlan 300

Set the service VLAN to 300, GEM port ID to 12, and user VLAN to 300, and use traffic

profile ftth_voip.

huawei (config) #service-port vlan 300 gpon 0/1/0 ont 1 gemport 12 multi-service
user-vlan 300 inbound traffic-table name ftth voip outbound traffic-table name

ftth _voip

huawei (config) #service-port vlan 300 gpon 0/1/0 ont 2 gemport 12 multi-service
user-vlan 300 inbound traffic-table name ftth voip outbound traffic-table name

ftth _voip
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Step 5

Step 6

Enable the ARP proxy function.

Voice media streams for different users of the same SVLAN fail to interchange because the
service ports of the smart VLAN are isolated from each other. Therefore, the ARP proxy
function needs to be enabled on the OLT.

huawei
huawei
huawei
huawei

config) #arp proxy enable

config) #interface vlanif 300
config-if-vlanif300) #arp proxy enable
config-if-v1lanif300) #quit

Configure ONT voice profiles.

ONT voice service configurations include the VoIP service provisioning mode, ONT voice
profiles, voice users, and voice-related parameters.

ONT voice profiles include the common MG interface attribute profile, POTS port profile,
SIP service profile, SIP agent profile, digitmap profile, and voice signal profile.

® Common MG interface attribute profile: saves common attributes of an ONT voice
interface, including the fax mode, fax/modem negotiation mode, and priority of the
coding and decoding mode.

® POTS port profile: saves physical attributes of a POTS port on an ONT, including the
impedance, Tx gain, Rx gain, and signaling type of a POTS port.

®  SIP service data profile: saves the data information about the ONT voice service,
including the rights of call waiting (CW), three-way calling (3WC), call transfer (CT),
and call hold (CH).

®  SIP agent profile: saves the SIP agent information about an ONT, including the IP
address and domain name of the SIP agent server and attributes of media packets and
signaling packets.

® Digitmap profile: saves the digitmap information about an ONT, including the timeout
time of the digitmap timer and the digitmap format.

®  Voice signal profile: saves the ONT signal tone and ringing tone.

Currently, the common MG interface attribute profile, POTS port profile, SIP service profile,
and SIP agent profile can be applied to an SIP interface, and the digitmap profile and voice
signal profile can be bound to an SIP interface.

For profiles that can be applied to an SIP interface, if parameters in those profiles are
changed, those profiles must be reapplied to the SIP interface so that the changed parameters
can take effect. For profiles that can be bound to an SIP interface, if parameters in those
profiles are changed, those profiles do not need to be rebound to the SIP interface and the
changed parameters can take effect.

1. Configure the VoIP service provisioning mode.

Run the ont voip config-method command to configure the VoIP service provisioning
mode. Run the display ont info command to query the mode of issuing VoIP services.

In this example, the mode is default, that is, the VoIP service provisioning mode is
depended on the actual service provisioning mode on the ONT. Run this command to
select a proper mode if the system supports multiple voice service provisioning modes.
The service provisioning modes can be OMCI, FTP, and TR069.

2. Configure and apply an MG interface public attribute profile.

In this example, the default profile 1 is used.
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a. Configure an MG interface public attribute profile.

Run the display ont-mg-attribute-profile command to query the existing profile in
the system. If the existing profile in the system does not meet the requirements, run
the ont-mg-attribute-profile add command to add a profile.

b. Apply a common MG interface attribute profile.

Run the ont-if-sip bat-apply command to apply profiles in batches to SIP
interfaces and run the if-sip attribute command to apply a profile to an SIP
interface or configure customized parameters on an SIP interface. If you run these
two commands to apply profiles in batches or configure customized parameters
repeatedly, the last configurations take effect.

Configure and apply a POTS port profile.
In this example, the default profile 1 is used.

a. Configure a POTS port profile.

Run the display ont-pots-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-pots-profile add command to add a profile.

b. Apply a POTS port profile.

Run the ont-pstnport electric bat-apply command to apply POTS port profiles in
batches and run the pstnport electric command to apply a POTS port profile to an
SIP interface or configure customized parameters on an SIP interface. If you run
these two commands to apply profiles in batches or configure customized
parameters repeatedly, the last configurations take effect.

Configure the voice WAN port of the ONT.

For ONT 1 and ONT 2, configure the IP address obtaining mode to DHCP, set the
management VLAN to VLAN 300, and use default values for other parameters.
huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #ont ipconfig 0 1 dhcp vlan 300
huawei (config-if-gpon-0/1) #ont ipconfig 0 2 dhcp vlan 300

Configure and apply an SIP agent profile.
a. Configure an SIP agent profile.

Run the display ont-sipagent-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-sipagent-profile add command to add a profile.

Create SIP agent profile 2, set the IP address of the SIP server to 10.10.100.10, and

use default values for other parameters.
huaweil (config) #ont-sipagent-profile add profile-id 2 proxy-server
10.10.100.10

b.  Add an SIP interface and apply an SIP agent profile to the interface.

For ONT 1 and ONT 2, set the MG ID to 1, apply SIP agent profile 2 to ONT 1 and

ONT 2, and use default values for other parameters.
huawei (config-if-gpon-0/1) #if-sip add 0 1 1 sipagent-profile profile-id 2
huawei (config-if-gpon-0/1) #if-sip add 0 2 1 sipagent-profile profile-id 2

Add POTS users.

For ONT 1 and ONT 2, set the MG ID to 1 (identical to the MG ID of the added SIP
interface), create two POTS users named huaweil and huawei2, set passwords to userl
and user2, set their phone numbers to 77730010 and 77730020 and use default values for
other parameters.
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huawei (config-if-gpon-0/1) #sippstnuser add 0 1 1 mgid 1 username huaweil

telno 77730010

huawei (config-if-gpon-0/1) #sippstnuser add 0 2 1 mgid 1 username huawei2

telno 77730020

Run the display sippstnuser attribute command to check whether the configuration of
the POTS user is properly set.

huawei (config-if-gpon-0/1) #display sippstnuser attribute 0 1 1

F/S/P 0/1/0
ONT ID 1

Port ID 1

MG ID : 1
Telephone NO. : 77730010
User name : huaweil
Password : userl

...//The rest of the response information is omitted.

huawei (config-if-gpon-0/1) #display sippstnuser attribute 0 2 1

F/S/P 0/1/0
ONT ID 2

Port ID 1

MG ID : 1
Telephone NO. : 77730020
User name : huawei?2
Password : user?

...//The rest of the response information is omitted.

Configure and apply an SIP service profile.
In this example, the default profile 1 is used.

a. Configure an SIP service profile.

Run the display ont-siprightflag-profile command to query the existing profile in
the system. If the existing profile in the system does not meet the requirements, run
the ont-siprightflag-profile add command to add a profile.

b. Apply an SIP service profile.

Run the ont-sippstnuser bat-apply from command to apply profiles in batches to
SIP interfaces and run the sippstnuser rightflag command to apply a profile to a
SIP interface or configure customized parameters on a SIP interface. If you run
these two commands to apply profiles in batches or configure customized
parameters repeatedly, the last configurations take effect.

Configure and bind a digitmap profile.
In this example, the default profile 1 is used.

a. Configure a digitmap profile.

Run the display ont-digitmap-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-digitmap-profile add command to add a profile.

b. Bind a digitmap profile.

Run the ont-sippstnuser bat-bind from command to apply profiles in batches to
SIP interfaces, or run the sippstnuser digitmap command to bind a profile to an
SIP interface. If you use these two commands to bind the profile to SIP ports
repeatedly, the last configurations take effect.
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Configure and bind the voice signal profile.

In this example, the default profile 1 is used.

a.

Configure the voice signal profile.

Run the display ont-voipsignal-profile command to query the existing profiles in
the system. If the existing profile in the system does not meet the requirement, run
the ont-voipsignal-profile command to add a profile.

Configure the ONT signal tone.

Run the display ont-tone command to query the existing configuration in the
system. If the existing configuration in the system does not meet the requirement,
run the ont-tone add command to add signal tone parameters. The ONT signal tone
will not be configured independently in this example.

Configure ONT ringing parameters.

Run the display ont-ring command to query the existing configuration in the
system. If the existing configuration in the system does not meet the requirement,
run the ont-ring add command to add ringing parameters. The ONT ringing
parameter will not be configured independently in this example.

Run the commit command to save parameters of the voice signal profile to the
database.

Bind the voice signal profile.

Run the ont-voipsignal bat-bind command to bind voice signal profiles in batches
or run the voipsignal command to bind a voice signal profile to an ONT. If you run
these two commands to bind profiles in batches or bind a voice signal profile to an

ONT repeatedly, the last configurations take effect.

(Optional) Configure the SIP user codec.

Run the sippstnuser codec command to configure the SIP user codec. The SIP user
codec will not be configured independently in this example.

(Optional) Configure the global VoIP media attributes of the ONT.

Run the ont-voip-media attribute command to configure the global VoIP media
attributes of the ONT. Before configuration, ensure that the configured media attributes
are supported by the corresponding ONT. Otherwise, the ONT configuration will fail.
The global VoIP media attributes of the ONT will not be configured independently in
this example.

Step 7 Save the data.

huawei (config) #save

—End

2.4.1.9 Configuring the BTV Service

The OLT is connected to the remote bridging ONT through a GPON port to provide users
with the multicast service.

Prerequisites

® The OLT is connected to the BRAS and the multicast source.

® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.
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® The ONT has been added to the OLT. For details, see 2.4.1.3 Adding an ONT to an

OLT.

Data Plan

Table 2-10 Data plan

Item

Data

ONT line profile

Profile name: ftth
GEM port ID: 13

Traffic profile

ID: 8

802.1p priority: 4

CIR: off (unlimited)

Priority-based scheduling policy: local-setting

VLAN Plan

Single VLAN tag:

® SVLAN ID: 1000

® MVLAN ID: 1000

® VLAN type: smart

® VLAN attribute: common
VLAN translation policy:

® ONT: duplicates packets based on user ports and
multicast VLANs (MVLANS) are stripped off
downstream.

® OLT: duplicates multicast packets based on PON ports
with MVLAN unchanged.

Multicast service data

Multicast protocol: IGMP proxy
Multicast version: IGMPv2

Multicast program: dynamic obtaining mode

Procedure
® Configure the OLT.

a. Configure a traffic profile.

Set the profile name to ftth_iptv. Set the CIR to off (unlimited), priority to 4, and
priority-based scheduling policy to local-setting (that is, queues are scheduled based
on the priority specified in the profile).

MnoTe

Run the display traffic table ip command to query the existing traffic profiles in the system. If
the existing traffic profiles in the system do not meet the requirements, run the traffic table ip
command to add a traffic profile.

huawei (config) #traffic table ip name ftth iptv cir off priority 4
priority-policy local-setting
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Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 1000 is mapped to GEM port 13 in the ONT line
profile.

huawei (config) #ont-lineprofile gpon profile-name ftth

huawei (config-gpon-lineprofile-1) #gem mapping 13 4 vlan 1000
huaweil (config-gpon-lineprofile-1) #commit

huaweil (config-gpon-lineprofile-1) #quit

Configure the VLAN of the Ethernet port on the ONT and the multicast forwarding
mode.

If the ONT is connected to the STB through Ethernet port 2, add Ethernet port 2 to
VLAN 1000. Configure the multicast forwarding mode is untagged.

huawei (config) #ont-srvprofile gpon profile-name ftth
huaweil (config-gpon-srvprofile-1) #port vlan eth 2 1000
huaweil (config-gpon-srvprofile-1) #multicast-forward untag
huawei (config-gpon-srvprofile-1) #commit

huaweil (config-gpon-srvprofile-1) #quit

Configure the native VLAN of the ONT port.

If the ONT is connected to the STB through Ethernet port 2, the native VLAN ID is
1000.

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #ont port native-vlan 0 1 eth 2 wvlan 1000
huawei (config-if-gpon-0/1) #ont port native-vlan 0 2 eth 2 wvlan 1000
huawei (config-if-gpon-0/1) #quit

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 1000.

huaweil (config) #vlan 1000 smart
huawei (config) #port vlan 1000 0/9 0

Create service flows.

Set the service VLAN to 1000, GEM port ID to 13, and user VLAN to 1000, and
use traffic profile ftth_iptv.

huawei (config) #service-port 1 vlan 1000 gpon 0/1/0 ont 1 gemport 13
multi-service

user-vlan 1000 inbound traffic-table name ftth_iptv outbound traffic-
table name ftth iptv

huawei (config) #service-port 2 vlan 1000 gpon 0/1/0 ont 2 gemport 13
multi-service

user-vlan 1000 inbound traffic-table name ftth_iptv outbound traffic-
table name ftth iptv

Create an MVLAN and configure the IGMP version.

Set the IGMP version for the MVLAN to IGMPv2.

huawei (config) #multicast-vlan 1000
huawei (config-mv1anl000) #igmp version v2
This operation will delete all IPv4 programs with source IP addresses
in the
current multicast VLAN
Are you sure to change current IGMP version? (y/n) [n]:y
Command is being executed. Please wait...
Command has been executed successfully

Configure a program library.

Set the mode for obtaining multicast programs to dynamic.
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You can set the mode for obtaining multicast programs to dynamic only when the IGMP mode is
off.

huawei (config-mv1anl000) #igmp mode off
Are you sure to close IGMP? (y/n) [n]:y
Command is being executed. Please wait...
Command has been executed successfully

huawei (config-mv1anl000) #igmp match mode disable
Command has been executed successfully

(Optional) Set the address range for the dynamic programs. If you need to limit the
address range of dynamic programs, perform this operation. For example, set the
address range of dynamic programs to 224.1.1.1-224.1.1.100.

huawei (config-mv1anl000) #igmp match group ip 224.1.1.1 to-ip 224.1.1.100
Set the IGMP mode.

Select the IGMP proxy mode.

huawei (config-mv1anl000) #igmp mode proxy
Are you sure to change IGMP mode? (y/n) [n]:y
Command is being executed. Please wait...
Command has been executed successfully

(Optional) Configure the IGMP upstream port.
In this example, the IGMP upstream port uses default value default.

Run the display igmp config global command to query the IGMP upstream port
mode. If this mode does not meet the requirement, run the igmp uplink-port-mode
command to configure it.

Configure multicast users.

Add service ports 1 and 2 as multicast users.

huawei (config-mv1anl000) #btwv

huawei (config-btv) #igmp user add service-port 1

huawei (config-btv) #igmp user add service-port 2

huawei (config-btv) #multicast-vlan 1000

huawei (config-mv1anl000) #igmp multicast-vlan member service-port 1
huawei (config-mv1anl000) #igmp multicast-vlan member service-port 2
huawei (config-mv1anl000) #quit

Save the data.

huawei (config) #save

® The ONT does not need to be configured.

—End

2.4.1.10 Configuring the VoD Service

The OLT is connected to the remote bridging ONT through a GPON port to provide users
with the VoD service.

Prerequisites

® The OLT is connected to the BRAS and the program source.
® The VLAN of the LAN switch port connected to the OLT is the same as the upstream

VLAN of the OLT.
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® The ONT has been added to the OLT. For details, see 2.4.1.3 Adding an ONT to an
OLT.

Data Plan

Item Data

ONT line profile Profile name: ftth
GEM port ID: 13

Traffic profile ID: 8

802.1p priority: 4

CIR: off (unlimited)

Priority-based scheduling policy: local-setting

VLAN Plan Single VLAN tag:

® SVLAN ID: 1000

® VLAN type: smart

® VLAN attribute: common

® CVLAN=SVLAN

VLAN translation policy:

® ONT: adds CVLAN tags to iTV service packets.

® OLT: transparently transmits packets with SVLANS.

Procedure

Step1 Configure the OLT.
1. Configure a traffic profile.

Set the profile name to ftth_iptv. Set the CIR to off (unlimited), priority to 4, and
priority-based scheduling policy to local-setting (that is, queues are scheduled based on
the priority specified in the profile).

LnoTE

Run the display traffic table ip command to query the existing traffic profiles in the system. If the
existing traffic profiles in the system do not meet the requirements, run the traffic table ip command to
add a traffic profile.

huawei (config) #traffic table ip name ftth iptv cir off priority 4 priority-
policy local-setting

2. Configure the mapping relationship between a GEM port and a VLAN.
The service flow of user VLAN 1000 is mapped to GEM port 13 in the ONT line profile.

huawei (config) #ont-lineprofile gpon profile-name ftth
huawei (config-gpon-lineprofile-1)#gem mapping 13 4 vlan 1000
huawei (config-gpon-lineprofile-1) #commit

(

huawei (config-gpon-lineprofile-1) #quit
3. Configure the VLAN of the Ethernet port on the ONT.

If the ONT is connected to the STB through Ethernet port 2, add Ethernet port 2 to
VLAN 1000.
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huawei (config) #ont-srvprofile gpon profile-name ftth
huawei (config-gpon-srvprofile-1) #port vlan eth 2 1000
huawei (config-gpon-srvprofile-1) #commit

huawei (config-gpon-srvprofile-1) #quit

Configure the native VLAN of the ONT port.

If the ONT is connected to the STB through Ethernet port 2, the native VLAN ID is
1000.

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #ont port native-vlan 0 1 eth 2 vlan 1000
huawei (config-if-gpon-0/1) #ont port native-vlan 0 2 eth 2 vlan 1000
huawei (config-if-gpon-0/1) #quit

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 1000.

huawei (config) #vlan 1000 smart
huawei (config) #port vlan 1000 0/9 0

Create service flows.

Set the service VLAN to 1000, GEM port ID to 13, and VLAN translation mode to
transparent transmission, and use traffic profile ftth iptv.

huawei (config) #service-port vlan 1000 gpon 0/1/0 ont 1 gemport 13 inbound
traffic-table name ftth iptv

outbound traffic-table name ftth iptv tag-transform transparent

huawei (config) #service-port vlan 1000 gpon 0/1/0 ont 2 gemport 13 inbound
traffic-table name ftth iptv

outbound traffic-table name ftth iptv tag-transform transparent

Save the data.

huawei (config) #save

Step 2 The ONT does not need to be configured.

——End

2.4.1.11 Configuring Link Aggregation, Congestion Control, and Security Policies

Context

Procedure

Congestion control places the packets to be sent from a port into multiple queues that are
marked with different priorities. Then, the packets are sent based on queue priorities.

Security policies ensure system, user, and service security.

(MnoTe

Enable a service security function based on the service type. For details, see 2.2.6 Principle of Security Data

® Configure link aggregation.

The following configurations are used as an example to configure link aggregation:

The global configuration of link aggregation and queue scheduling based on priorities ensures
service reliability. The global configuration of security policies ensures service security.

Link aggregation provides a higher bandwidth and uplink reliability for optical line terminals
(OLTs) by aggregating multiple uplink Ethernet ports to one link aggregation group (LAG).
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- Uplink ports 0/9/0 and 0/9/1 are added to a LAG.

- The two ports send packets upstream based on the packets' source MAC addresses.

- The LAG works in Link Aggregation Control Protocol (LACP) static aggregation

mode.

huawei (config) #link-aggregation 0/9 0-1 ingress workmode lacp-static

® Configure queue scheduling.

According to quality of service (QoS) planning principles, all packets are scheduled in
strict priority (SP) mode and mapped to queues according to the packets' priorities. For
details about QoS planning principles, see 2.2.2 Principle of QoS Planning.

huawei (config) #queue-scheduler strict-priority
huawei (config) #cos-queue-map cos0 0 cos4 4 cos5 5 cos6 6

® Configure system security.
- Enable deny of service (DoS) anti-attack on the OLT.

i.  Run the security anti-dos enable command to globally enable DoS anti-

attack.

ii.  Run the security anti-dos control-packet policy command to configure a
protocol packet processing policy that will be used when a DoS attack occurs.

iii. Run the security anti-dos control-packet rate command to configure the
threshold for the rate of sending protocol packets to the CPU.

- Enable IP address anti-attack on the OLT.

Run the security anti-ipattack enable command to enable IP address anti-attack.

® Configure user security.
- Enable MAC address anti-flapping on the OLT.

Run the security anti-macduplicate enable command to enable MAC address anti-

flapping.

- Enable MAC address anti-spoofing on the OLT.

i.  In global config mode, run the security anti-macspoofing enable command to
globally enable MAC address anti-spoofing.

ii. Enable MAC address anti-spoofing at VLAN level in global config mode or
service profile mode:

1) In global config mode, run the security anti-macspoofing vlan
command to enable MAC address anti-spoofing.

2) In global config mode, run the vlan service-profile command to create a
VLAN service profile.

3) Perform the following operations to enable MAC address anti-spoofing in
VLAN service profile mode:

)
2)

3)
4)

Run the security anti-macspoofing enable command to enable
MAC address anti-spoofing at VLAN level.

Run the commit command to make the profile configuration take
effect.

Run the quit command to quit the VLAN service profile mode.

Run the vlan bind service-profile command to bind the created
VLAN service profile to a VLAN.

iii. (Optional) Run the security anti-macspoofing max-mac-count command to
set the maximum number of MAC addresses that can be bound to a service

flow.
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iv.  (Optional) Run the security anti-macspoofing exclude command to configure
the types of packets for which MAC address anti-spoofing does not take effect,
such as Internet Group Management Protocol (IGMP) packets.

- Enable IP address anti-spoofing on the OLT.
IP address anti-spoofing can be enabled or disabled at three levels: global, VLAN,
and service port levels. This function takes effect only after it is enabled at the three

levels. Among the three levels, IP address anti-spoofing is disabled only at the
global level by default.

i.  In global config mode, run the security anti-ipspoofing enable command to
enable IP address anti-spoofing at the global level.

ii. In VLAN service profile mode, run the security anti-ipspoofing enable
command to enable IP address anti-spoofing at the VLAN level.

iii. Run the security anti-ipspoofing service-port serviceport-id enable
command to enable IP address anti-spoofing at the service port level.

® Configure service security.

- Enable Dynamic Host Configuration Protocol (DHCP) Option 82 on the OLT. This
configuration is recommended for the DHCP-based Internet access service.

i.  Enable DHCP Option 82 on the OLT.

DHCP Option 82 can be enabled or disabled at four levels: global, port,
VLAN, and service port levels. This function takes effect only after it is
enabled at the four levels. Among the four levels, DHCP Option 82 is disabled
only at the global level by default.

O  The global level: In global config mode, run the dhcp option82
command to enable DHCP Option 82 at the global level.

When you run this command, select the enable, forward, or rebuild
parameter based on site requirements. The three parameters can all enable
DHCP Option 82 but provide different packet processing policies on the
OLT. For details, see the dhcp option82 command.

O  The port level: In global config mode, run the dhcp option82 port or

dhcp option82 board command to enable DHCP Option 82 at the port
level.

O The VLAN level:

1) In global config mode, run the vlan service-profile command to
create a VLAN service profile.

2) Run the dhep option82 enable command to enable DHCP Option
82 at the VLAN level.

3) Run the commit command to make the profile configuration take
effect.

4)  Run the quit command to quit the VLAN service profile mode.

5) Run the vlan bind service-profile command to bind the created
VLAN service profile to a VLAN.

O  The service port level: In global config mode, run the dhcp option82
service-port command to enable DHCP Option 82 at the service port
level.

ii.  On the OLT, run the dhcp-option82 permit-forwarding service-port
command with the enable parameter selected, to allow ONT DHCP packets to
carry Option 82 information.
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- Enable Policy Information Transfer Protocol (PITP) on the OLT. This configuration
is recommended for the PPPoE-based Internet access service.

i.  Enable PITP on the OLT.

PITP can be enabled or disabled at four levels: global, port, VLAN, and
service port levels. This function takes effect only after it is enabled at the four

levels. Among the four levels, PITP is disabled only at the global level by
default.

O  The global level: In global config mode, run the pitp enable pmode, pitp
forward pmode, or pitp rebuild pmode command to enable PITP at the
global level.

In the preceding commands, the enable, forward, and rebuild
parameters can all enable PITP but provide different packet processing
policies on the OLT. Select one of them based on site requirements. For
details, see the pitp command.

O  The port level: In global config mode, run the pitp port or pitp board
command to enable PITP at the port level.

O  The VLAN level:

1) In global config mode, run the vlan service-profile command to
create a VLAN service profile.

2) Run the pitp enable command to enable PITP at the VLAN level.

3) Run the commit command to make the profile configuration take
effect.

4)  Run the quit command to quit the VLAN service profile mode.

5) Run the vlan bind service-profile command to bind the created
VLAN service profile to a VLAN.

O  The service port level: In global config mode, run the pitp service-port
command to enable PITP at the service port level.

ii.  On the OLT, run the pitp permit-forwarding service-port command with the
enable parameter selected, to allow ONT PPPoE packets to carry a vendor tag.

—End

2.4.1.12 Verifying Services

In the FTTH scenario, ONTs are installed in users' houses which are far away from the central
equipment room. ONTs provide remote service verification methods including PPPoE dialup
emulation, call emulation, and multicast emulation to facilitate configuration and
commissioning engineers to verify services remotely after service configuration.

Prerequisites

ONTs and upper-layer devices have been connected properly. The BRAS and MGC/IMS have
been configured.
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Background

Remote
Service
Verificati
on
Method

Function

Description

PPPoE
dialup
emulation

An ONT simulates a PPPoE user
terminal software to perform
dialup and interact with the
BRAS to verify the connectivity
between the ONT and BRAS.

® PPPoE dialup emulation requires a
service flow which does not belong to
a QinQ VLAN.

® A user name, password, and
authentication mode must be

configured on the BRAS for the
PPPoE dialup emulation.

® An ONT supports a maximum of a
PPPoE dialup emulation.

Call
Emulation

An ONT simulates a voice user
to make a call to check whether
the voice service data is
correctly configured. You can
also use the call emulation
function to locate a fault when
the voice service is faulty.

® An ONT can simulate a caller or
callee to communicate with a phone
in a call. In this case, only a
functional phone is required in the
central office where the acceptance
personnel is.

® An ONT supports a maximum of a
call emulation.

Multicast
emulation

This function enables you to
simulate a multicast user going
online and lead the program
stream to an ONT. You can
check whether the multicast
service is normal by checking
the real-time traffic of the
multicast program.

Multicast services configured in the
dynamic controllable multicast mode do
not support this function.

Data plan

Item

Data

Remarks

PPPoE
dialup
emulation
parameters

PPPOE user name: test@huawei
Password: test1234

The user name, password, and
authentication mode for the emulation
test must be configured on the BRAS.
The entered user name, password, and
authentication mode must be consistent
with those configured on the BRAS.

Call
emulation
parameters

ONT POTS ID: 1

The default values are used. You can run
the display pots emulational
configuration command to check the
parameter values.

Issue 02 (2019-07-05)

Copyright © Huawei Technologies Co., Ltd.

192



EchoLife ONT Configuration Guide 2 Configuring the Bridging+Voice ONT

Item

Data Remarks

Multicast Multicast service flow ID: 1 -

emulation MVLAN: 1000
parameters

IP address of the multicast
program: 224.1.1.10

Procedure

®  Verify the Internet access service using PPPoE dialup emulation.

a

In the xPON board mode, run the pppoe simulate start command to start a PPPoE
dialup emulation test. The following test uses GPON as an example:

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #pppoe simulate start
{ portid<U><0,7> }:0

ontid<U><0,127> }:1
eth<K>|untagged<K>|vlanid<U><0,4095> }:eth
ont-portid<U><1,8> }:4
untagged<K>|vlanid<U><0,4095> }:100
priority<U><0, 7>|user-name<K> }:user-name
username<S><Length 1-64> }:test@huawei
user-password<K> }:user-password
password<S><Length 1-64> }:testl234
authentication-mode<K> }:authentication-mode
protocol<E><chap,pap> }:chap

N N N Uy Ul g I PN

Command:
pppoe simulate start 0 1 eth 4 100 user-name test@huawei user-
password
test authentication-mode chap

huawei (config-if-gpon-0/1) #

F/S/P 0/1/0

ONT-ID g 1

ONT ETH Port ID H

ONT Vlan ID : 100

Vlan Priority I

Emluator result : Success

Session ID : 18814

User IP : 192.168.100.101
Gateway IP : 192.168.100.1

® Troubleshooting methods for the Internet access service

a

b.

Check whether configurations are complete on the OLT.

m  Run the display ont info command to query the ONT status to check whether
the ONT is registered successfully.

m  Run the display service-port command to check whether the Internet access
service flow is configured and whether the inner VLAN ID of the service flow
is consistent with that in the data plan.

m  Ifanative VLAN is configured for the Ethernet port on the ONT, run the
display ont port attribute command in the xPON board mode to check
whether the native VLAN is correct.

Check the upstream and downstream ports by checking the MAC address learning
status.
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1. Run the display mac-address vlan command to check the MAC address
learning status of the Internet service VLAN.

O  If'the upstream port does not learn a MAC address, check the network
connections between the upstream port and upper-layer devices and check
the configurations of upper-layer devices.

O  If the downstream port does not learn a MAC address, check whether the
ONT is activated, whether the PC is connected to the right port on the
ONT, and whether the PC is working properly.

ii.  Run the display ont-learned-mac command to check whether the ONT
connecting to the PON port learned any MAC addresses.

If not, check whether the ONT properly connects to the PC or home gateway
(HGW).

®  Verify the voice service using call emulation.

a

Run the ont emulational call command to configure a call emulation test.

huawei (config) #test

huawei (config-test) font emulational call caller-port 0/1/0 1 1 telno
77730020

{ <cr>|caller-stop-time<K> }:

Command :

ont emulational call caller-port 0/1/0 1 1 telno 77730020

The ONT outputs the call emulation result after the test is complete.

huawei (config-test) #

F/S/P 0/1/0

ONT-ID : 0

ONT-POTSID g 1

Test type : caller emulational call test
Detected number : 77730020

Reported number : 77730020

Current status : test end

Test Result : success

® Troubleshooting methods for the voice service.

a

Check whether configurations are complete on the OLT.

m  Run the display ont info command to query the ONT status to check whether
the ONT is registered successfully.

m  Run the display service-port command to check whether the voice service
flow is configured and whether the inner VLAN ID of the service flow is
consistent with that in the data plan.

Check the upstream and downstream ports by checking the MAC address learning
status.

Run the display mac-address vlan command to check the MAC address learning
status of the voice service VLAN.

m  If the upstream port does not learn a MAC address, check the network
connections between the upstream port and upper-layer devices and check the
configurations of upper-layer devices.

m  Ifthe downstream port does not learn a MAC address, check whether the ONT
is activated and whether physical links are normal.

m  If both the upstream and downstream ports can learn the MAC address, record
the MAC address of the ONT and log in to the service router (SR) to check
whether an IP address is allocated to the MAC address.
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C

Check the registration status of the voice service.

m  You can run the display ont port state command on the OLT to query the call
connection status on the POTS port. If Call State is RegisterFail or
Connecting for a long time, check whether the voice configuration on the
MGC/SIP server is consistent with that on the ONT.

m  Ifthe ONT uses the H.248 protocol, you can run the display ont mg status
command on the OLT to query the registration status of the MG interface that
connects to the ONT. If MG Status is UnRegistered or Registering for a long
time, check whether the voice configuration on the MGC/SIP server is
consistent with that on the ONT.

m  You can query the registration status of the voice service on the ONT web
page. If the query result shows that the registration fails or the voice service is
in the registering state for a long time, check whether the voice configuration
on the MGC/SIP server is consistent with that on the ONT.

®  Verify the multicast service using multicast emulation.

a.  Run the igmp static-join command to simulate a multicast user to order a multicast
program.
huawei (config) #btv
huaweil (config-btv) #igmp static-join service-port 1 ip 224.1.1.10 vlan
1000
[(LnoTe
If the multicast program is obtained dynamically, igmp static-join can be executed successfully
only when the range for obtaining the dynamic program is set.
b.  Run the display igmp user command to query the status of the multicast user.
huawei (config-btv) #display igmp user service-port 1
User : 0/1/0/1
State : online
Authentication : no-auth
Quick leave : MAC-based
IGMP flow ID g 1
Video flow ID : 1
Log switch : enable
Bind profiles -
IGMP version : IGMP v3
Current version : IGMP v3
Current IGMP IPv6 version : IGMP IPv6 v2
Available programs : 8
Global leave : disable
User max bandwidth : no-limit
Used bandwidth (kbps) s 0
Used bandwidth
to max bandwidth (%) —
Total video bandwidth -
Mcast video bandwidth -
Active program list
Program name VLAN IP/MAC State Start time
PROGRAM-5 1000 224.1.1.10 watching 2011-10-29
16:33:41+08:00
Total: 1
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c.  Run the display multicast flow-statistic command to query the real-time traffic of
the multicast program.

huaweil (config-btv) #display multicast flow-statistic wvlan 1000 ip
224.1.1.10
{ <cr>|sourceip<K> }:
Command:
display multicast flow-statistic vlan 1000 ip 224.1.1.10

Command is being executed. Please wait...
Multicast flow statistic result: 8736 (kbps)

—End

2.5 Configuration by U2560

This topic describes how to configure the Internet access service, VoIP service and Wi-Fi
service by using U2560.

2.5.1 Prerequisites

Before configuring services on the U2560, plan data of the entire network in a unified manner
and add the ONT to the U2560.

Before adding the ONT to the U2560, complete pre-configuration on the NMS or using
commands to set up Layer 2 service channels. For details, see Table 2-11.

Table 2-11 Pre-configuration

Configuration | Procedure
Method

On the NMS GPON ONT: 2.3.1.1 Configuring the GPON FTTH Layer 2 Internet
Access Service on the NMS

Using See the following to configure ONTs on the OLT:

commands GPON ONT:2.4.1.3 Adding an ONT to an OLT, 2.4.1.4 Configuring
the Internet Access Service, 2.4.1.5 Configuring the H.248-based
Voice Service (on a Web Page or the U2000) and 2.4.1.7 Configuring
the SIP-based Voice Service (on a Web Page or the U2000)

2.5.2 Commissioning Interoperation Between the U2560 and the
ONT

To configure and issue ONT services using the U2560, you need to add the ONT on the
U2560 so that the U2560 can manage the ONT.

Data Plan

Table 2-12 provides the data plan for commissioning interoperation between the U2560 and
the ONT through the web page.
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Process

Table 2-12 Data plan for commissioning interoperation between the U2560 and the ONT

through the web page
Parameter Data Description
Service type of | TR069 When configuring the U2560 management channel,
the WAN you need to select only TR069 or a combination
interface with TR069. In this example, TR069 is selected.
Connection Route -
mode
VLAN ID of 50 The VLAN ID of the WAN interface must be the
the WAN same as the C-VLAN ID configured on the OLT.
interface
Mode of DHCP There are three modes to obtain an IP address:
ol;;[ialmng an IP ® DHCP: Obtain an IP address dynamically.
address
® Static: Configure an IP address manually.
® PPPoE: Access in the PPPoE dialup mode.
In this example, the DHCP mode is configured.
You can also select the static or PPPoE mode
according to the data plan of the upper-layer
network.
ACS URL http:// It can be the IP address, port ID, domain name of
10.11.11.1:9070 the ACS server.
Periodical 43200 It is the default value of the system.
notification
interval
ACS user name | hgw It is the default value of the system.
ACS password | hgw It is the default value of the system.
User name of a | server It must be the same as that planned on the U2560.
requested
connection
Password of a server It must be the same as that planned on the U2560.

requested
connection

Figure 2-8 shows the flowchart for commissioning interoperation between the U2560 and the
ONT through the web page.
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Figure 2-8 Process for commissioning interoperation between the U2560 and the ONT
through the web page

Configure the parameters of
the WAN interface

Configure the TR-069
parameters

Sawve the configuration

Confirm the ONT

Procedure

1. Configure the parameters of the WAN interface.

a. Inthe navigation tree on the left, choose WAN > WAN Configuration.

In the pane on the right, click New. In the dialog box that is displayed, configure the
parameters of the WAN interface as follows:

m  Enable WAN: enabled

m  Encapsulation mode: IPoE
® WAN mode: Route WAN

m  Service type: TR069
VLAN ID: 50

m 802.1p: 6

m [P acquisition mode: DHCP
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2.

C.

Basic Information

Enable WAN:

Encapsulation mode:

Protocol type:
WAN mode:
Service type:
Enable VLAN:
VLAN ID:
802.1p policy:
802 1p:

MTU:
IPv4 Information

IP acquisition mode:

Vendor ID:
User ID:

Click Apply.

Apply

=l
@ |PoE ' PPPoE

J1Pva

| Route WAN

| TROG9
2

Ll L) L]

[50

*(1-4094)

@ Use specified value & Copy from IP precedence

B

=

(1-1540)

" Static ® DHCP ¢ PPPoE

(The vendor ID must be 0—63 characters in length)

Cancel

Configure the TR-069 parameters.

a.
b.

(option 61, ranging from 0—63)

In the navigation tree on the left, choose System Tools > TR-069.

In the pane on the right, set the TR-069 client parameters (other parameters use the
default values) as follows:

m  ACS URL: http://10.11.11.1:9070

m Connection Request User Name: server

m  Connection Request Password: server
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[+

®

WAN v

LAN v

IPve v

WLAN v

Seguranca v
b

Rota v

Regras encaminham. v

Aplicagies de rede v

Voz v

Ferramentas de
Sistema

Reinicializacio

Ficheiro de Configuracio

Actualizacio de Software

Configuracde padrao

Diagndsticos

Estatisticas VoIP

Analise VoIP

Protocolo VoIP

Mirror remoto

Registo de atividade

Registo de depuracio

c. Click Apply.
3.  Confirm the ONT.

Configuracao ACS

Definigées de parametros ACS
Ativar gestao ACS:
Ativar Notificacio Periddica:
Intervalo de Notificaco: 30

"[1 - 2147483647](s)

0001-01-01T00:00:00; dd-mm-aaaaHhh:mm:ss (por exemplao, 20-12-
2009H12:23:34)

Hora de Motificagao:

URL do ACS: http://172.23.225.27 *

Nome de utilizador do ACS: cpe

Palavra-passe ACS:

Nome de utilizador da
notificacao de ligagao:
Palavra-passe da notificacao .

de ligacao:

DSCP: 0 (0-63)

Cancelar

Ativar certificado de autenticacao e definir palavra-passe de chave privada

Ativar certificado de
s
autenticacao:

Palavra-passe de chave
privada:

(1-32 carateres. A palavra-passe tem efeito apos a
reiniciar o dispositivo.)
(1-32 carateres. A palavra-passe tem efeito apds a

Confirmar palavra-passe:
reiniciar o dispositivo.)

Cancelar

Importar certificado

Certificado: Procurar Importar certificado

Log in to the U2560 and then choose Subnet view > TR-069 Subnet from WLAN and
Home Network View in the navigation tree on the left. In the pane on the right, right-click
and choose Refresh from the shortcut menu. The reported ONT list is displayed. Then, select
the ONT list, right-click, and choose Confirm from the shortcut menu.

Result

On the U2560, you can configure ONT services. For details, see the configuration examples.

2.5.3 Data Plan

This topic plans the data in a unified manner for various example networks of connecting
ONTs in an FTTH network. Subsequent examples are configured based on the following data

plan.

Table 2-13 shows the unified data plan for the HSI service, VoIP service and Wi-Fi service in
an FTTH network.
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Table 2-13 Data plan for connecting ONTs in the FTTH network

mode: PPPoE (user name:
iadtest@pppoe, password:
iadtest)

® 802.1p: 1

NAT function: enable

Bound port: LANT (LAN1
is a Layer 3 LAN)

VoIP service

Service type: VoIP

Connection mode: routing

VLAN ID: 20
IP address obtaining mode:
DHCP
® 802.1p: 6
Wi-Fi ® Service type: Internet (not
service configurable)
(Layer 3 ® Connection mode: bridge
bridge)
® VLAN ID: 40
® 802.1p: 1
® Bound port: SSIDI
Wi-Fi ® Service type: Internet
service ® Connection mode: routing
(Layer 3
routing) ® VLAN ID: 40
[ ]

IP address Obtainment
mode: PPPoE (user name:
iadtest@pppoe, password:
iadtest)

802.1p: 1

® NAT function: enable

Bound port: SSID1

Configurat | Data Item | Detailed Data Remarks
ion Item
WAN port HSI service | ® Service type: Internet ® For configuring HSI
data (Layer 3 ® Connection mode: routing service or Wi-Fi
routing) . service, Internet or a
® VLANID: 10 combination
® [P address obtainment containing Internet

must be selected as the
service type. For
configuring VoIP
service, VoIP or a
combination
containing VoIP must
be selected as the
service type.

® The VLAN ID of the
ONT must be the
same as the user-side
VLAN ID configured
on the OLT.

® PPPoE must use the
same user name and
password as the upper-
layer BRAS.

® The HSI service
involves the Layer 2,
Layer 3 bridge and
Layer 3 routing
modes. In the Layer 2
mode, all
configurations are
required only on the
OLT. The application
mode of the Layer 3
bridge mode is similar
to the Layer 2 mode. It
is recommended that
you use the Layer 2
mode.

® The Wi-Fi service
does not support the
Layer 2 mode.
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Configurat
ion Item

Data Item

Detailed Data

Remarks

VoIP service
data

SIP
parameters

® [P address of the primary
server: 10.10.100.10

® Port ID of the primary
server: 5060

® Home domain name:
softx3000.huawei.com

® Digitmap: x.S|x.# (Default)
® User 1:

- Phone number:
88001234

- Authentication user
name:
88001234@softx3000.h
uawei.com

- Password: iadtestl
® User 2:

- Phone number:
88001235

- Authentication user
name:
88001235@softx3000.h
uawei.com

- Password: iadtest2

H.248
parameters

® Primary MGC address:
10.10.100.10

® Primary MGC port: 2944
® MID format: domain name

® MG domain name:
6877687714852901

® TID: A0 and A1l

Wi-Fi
service

SSID1

ChinaNet-huawei

Security
mode

WPA Pre-Shared Key

WPA
encryption
mode

® TKIP&AES

® Key: chinahuawei

2.5.4 Configuring SIP-based Voice Service Through the U2560

This topic provides an example of how to configure the SIP-based voice service through the
U2560.
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® The ONT is auto discovered on the U2560. For details, see 2.5.2 Commissioning
Interoperation Between the U2560 and the ONT.

® Two telephone sets must be available and each must be connected to ports TEL1 and
TEL2 respectively on the ONT.

Every data change must be saved. You can click Save in a window to save data changes. If
you navigate to another node without saving data changes, a dialog box will be displayed
prompting you to save the data changes. In this case, click YES in the dialog box. New data
will be automatically applied to the ONTs after the data changes are saved.

When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.

Prerequisites
Context

NOTICE
Procedure

1.  Login to the U2560 and choose Subnet View > TR069 Subnet from the navigation
tree. In the terminal list, right-click an ONT and choose Tools > Configure in Real
Time from the shortcut menu.

2. Inthe Configure in Real Time dialog box, sct Root Node to Internet gateway device.

3. Configure the parameters of the voice WAN interface.

a. Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice
from the navigation tree. Click Add in the lower left part to create an instance.

b.  Choose 2 > WANIPConnection from the navigation tree. Click Add in the lower
left part. Choose 1 from the navigation tree. In the right pane, set the parameters as

follows:

m  Set Enable to 1, indicating that the WAN connection is enabled.

m  Set Connection Type to IP_Routed, indicating that the connection type of the
WAN interface is in routing mode.

m  Set Addressing Type to DHCP, indicating that the WAN interface obtains IP
addresses in DHCP mode.

m Set X_HW_SERVICELIST to VOIP, indicating that the WAN interface
provides the VoIP access service.

m  Set X HW_VLAN to 20, indicating the VLAN ID of the WAN interface is 20.

m  Set X HW_PRI to 6, indicating that the priority level of the WAN interface is
6.

(Onote
® [fthe WAN interface obtains IP addresses in static or DHCP mode, choose

WANIPConnection to set the parameters of the voice WAN interface.

If the WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to
set the parameters of the voice WAN interface.
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Configure in Real Time

Root Node| Internet gateway devic v|

= InternetGatewayDevice -~
LANDevice
= WANDevice
=0
WANConnectionMu
= WANConnectionDe
1
=2
= WANIPConne
WANPPPConr
Services
X_HW_DHCPSLVSERVER
Timea
Layer3Forwarding
X_HW_Security
X_HW_APMPolicy
DeviceInfo
X_HW_BatteryInfo
X_HW_ALG

X HW MainUPnP v
< >
4.

SubnetMask
DafaultGateway

Parameter | Value |
Enable 1
ConnectionStatus Unconfigured
ConnectionType IP_Routed
Name wan2
NATEnzbled 1]
AddressingType "DHCP
ExternallPAddress

DMSEnabled 1

DHSServers

MACAddress 28:6E:D4:0D:
PortMappingMumberOfEntries 0

X_HW_SERVICELIST "vorp

X_HW_VLAN ]
powe s
X_HW_MultiCastVLAN 4204967285

¥_HW_VenderClassID

£ >

[ 0K ] [ Cancel ] [ Save

Configure the voice protocol parameters.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set the parameters as follows:

5.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 > SIP
from the navigation tree. In the right pane, set the parameters as follows:

Set SignalingProtocol to SIP, indicating that the SIP protocol is used.

Set Region to CN, indicating the country code of China.

Set X HW_PortName to wan2, indicating that the new WAN interface 2 is bound.

Configure in Real Time

Root Node| Internet gateway devic |+ |

=l InternetGatewayDevice
LANDevice
WANDevice
=l Services
= VoiceService
=
1= VoicePrafile

Time
Layer3Forwarding
X_HW_Security
X_HW_APMPolicy
DeviceInfo
X_HW_BatteryInfo
¥ HW OAIG

PhyInterface
X HW RemoteC ¥_HW_DigitMapMatchMode | Min
X_HW_DizlsH
A_HW_LineTest ||y pw_overseaVer 0
X_HW_InnerCal
X_HW_DHCPSLVSERVER

G Parameter | Value
Mame
Reset ]
SignalingProtocol Fsip
Region CH
DTMFMethod InBand
DigitMap X.5|xnF

X_HW_PortName wan2

¥_HW_HowlerSendFlag 1
¥_HW_InterfaceState Closed
>
£
oK ][ Cancel ][ Sawve

Configure the SIP service parameters.
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6.

Set ProxyServer to softx3000.huawei.com, indicating that the address of the SIP proxy
server is softx3000.huawei.com.

Set RegistarServer to 10.10.100.10, indicating that the SIP registration address is

10.10.100.10.

Configure in Real Time

Root Node| Internet gateway devic s |

= Services ~ Parameter | Value |
= \ém;eSerwce ProxyServer M eofo000. huzwel.com ~
= VoiceProfile ProxyServerPort S0e0
=1 ProxyServerTransport UDP
Narme X_HW_SecondaryProxyServel
Resek X_HW_SecondaryProxyServel 5060
SignalingPr _HW_SecondaryProxyServel
DTMFMeth Py——
Digithlap UserAgentDomain
X_HW_Dig UserAgentPort 5060
X_HW_Por Organization
X_HW_Owe : : ;
Y_HW_Ho RegistrationPeriod 600
g—IW_IntI TimerT1 500
SIP| N
X_HW_H2: TfmerTz 4000
MGCP TimerT4 s000
RTP RegisterRetryInterval 30
Tone InboundAuthUsername
3 FET 5 ¥ nboundAuthPassword
UsaCodecPriorityInSDPRespor 0
Add DSCPMark a
CTAN e mim e m B m e b immbe = e A b
¢ >
[ 0K ] [ Cancel ] [ Save

Configure the information about SIP voice users.

a.

b.

Choose InternetGatewayDevice > Service > VoiceService > 1 > VoiceProfile > 1

> Line > 1 from the navigation tree. In the right pane, set DirectoryNumber to
88001234, indicating that the telephone number of SIP user 1 is 88001234.

Configure in Real Time

Root Node| Internet gateway devic « |

D TMFMEthod ¥
DigitMap
¥_HW_DigitMapMatchMod
X_HW_Paorthame
K_HW_OverseaVer
X_HW_HowlerSendFlag
X_HW_InterfaceState
SIP
X_HW_H248
MGCP
RTP
Tane
FaxT38
X_HW_FaxModem
X_HW_Ring
=l Line
2
PhyInterface
X_HW_RemoteCapServer
X_HW_DialsH
X HW LineTestThreshold A
< >

Parameter | Value |

Enable Enabled
PhyReferencelist 1
X_HW_RtpLoop Disable
X_HW_Priority ]

Status Initializing
CallState Idle

< >

[ oK ][ Cancel ][ Save ]

Choose 1 > SIP from the navigation tree. In the right pane, set AuthUserName to
88001234@softx3000.huawei.com and AuthPassword to iadtestl, indicating that
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the user name and password of user 1 for authentication are
88001234@softx3000.huawei.com and iadtest1 respectively.

Configure in Real Time

Root Node| Internet gateway devic

FRTF
~
Tee Parameter | Value |

FaxT38 AuthUserMame "a8001234 @ 5oftx3000. huawei. com

X_HW_FaxModem AuthPassword iadtest1

X_HW_Ring
= Line
=1
Enable
DirectoryNumber
PhyReferencelist
X_HW_RtplLoop
X_HW_Priority
Status
CalState
K_HW_H248
MGCP
CalingFeatures
VoiceProcessing
Stats
Codec
2 v

Add

. >

[ oK ][ Cancel ][ Save ]

c. Set information about SIP user 2 in the same way.

Choose InternetGatewayDevice > Service > VoiceService > 1 > VoiceProfile > 1
> Line from the navigation tree. Click Add in the lower left part. Choose 2 from the
navigation tree. In the right pane, set DirectoryNumber to 88001235, indicating
the telephone number of SIP user 2 is 88001235.

Choose 2 > SIP from the navigation tree. In the right pane, set AuthUserName to
88001235@softx3000.huawei.com and AuthPassword to iadtest2, indicating that

the user name and password of user 2 for authentication are
88001235@softx3000.huawei.com and iadtest2 respectively.

7. Restart the voice process.
Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the

navigation tree. In the right pane, set Reset to 1, indicating that the voice process will be
restarted.
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Configure in Real Time

Root Mode| Internet gateway devic |«

=l InternetGatewayDevice ~ Parameter | Value |
LANDevice Name
e
= Services
= VoiceService SignalingProtocal SIP
B Region CH
= '”'Uilcepmﬁ'e DTMFMethod InBand
= 1) -
TETE DigitMap 8800000
Reset X_HW_DigitMapMatchMode | Min
SignzlngPr X_HW_Portiame wan2
Region
DTMFMeth X_HW_OverseaVer i}
Qigma%- X_HW_HowlerSendFlag 1
i .
X_HW_Pogr ¥_HW_InterfaceState
X_HW_Owe
X_HW_Ho
X_HW_Int
SIP
K_HW_H2:
MGCP b
< >
‘ >
[ oK ] [ Cancel ] [ Save

8.  Click OK after the configuration.

Result

Check whether the telephone functions properly. Connect two common telephones phone 1
and phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2.
In normal cases:

®  The caller hears the dial tone after taking the phone off the hook.

®  When the caller dials the telephone number of the callee, the phone of the callee rings
successfully, and the caller hears the ring back tone.

® The caller and the callee communicate with each other successfully.

®  After the callee hangs up, the caller hears the busy tone.

2.5.5 Configuring the H.248-based Voice Service Through the
U2560

This topic provides an example of how to configure the H.248-based voice service through

the U2560.
Prerequisites
® The ONT is auto discovered on the U2560. For details, see 2.5.2 Commissioning
Interoperation Between the U2560 and the ONT.
® Two telephone sets must be available and each must be connected to ports TEL1 and
TEL2 respectively on the ONT.
Context

Every data change must be saved. You can click Save in a window to save data changes. If
you navigate to another node without saving data changes, a dialog box will be displayed
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prompting you to save the data changes. In this case, click YES in the dialog box. New data
will be automatically applied to the ONTs after the data changes are saved.

NOTICE

When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.

Procedure

1. Login to the U2560 and choose Subnet View > TR069 Subnet from the navigation
tree. In the terminal list, right-click an ONT and choose Tools > Configure in Real
Time from the shortcut menu.

2. Inthe Configure in Real Time dialog box, sct Root Node to Internet gateway device.
Configure the parameters of the voice WAN interface.
a. Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice
from the navigation tree. Click Add in the lower left part to create an instance.

b.  Choose 2 > WANIPConnection from the navigation tree. Click Add in the lower
left part. Choose 1 from the navigation tree. In the right pane, set the parameters as
follows:

m  Set Enable to 1, indicating that the WAN connection is enabled.

m  Set Connection Type to IP_Routed, indicating that the connection type of the
WAN interface is in routing mode.

m  Set Addressing Type to DHCP, indicating that the WAN interface obtains [P
addresses in DHCP mode.

m  Set X HW_SERVICELIST to VOIP, indicating that the WAN interface
provides the VoIP access service.

m Set X HW_VLAN to 20, indicating the VLAN ID of the WAN interface is 20.
m Set X HW_PRI to 6, indicating that the priority level of the WAN interface is
6.

MnoTe

® If the WAN interface obtains IP addresses in static or DHCP mode, choose
WANIPConnection to set the parameters of the voice WAN interface.

® If the WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to
set the parameters of the voice WAN interface.
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Configure in Real Time

Root Node| Internet gateway devic v|

= InternetGatewayDevice -~

LANDevice
= WANDevice
=0
WANConnectionMu
= WANConnectionDe
1
=2
= WANIPConne
WANPPPConr
Services
X_HW_DHCPSLVSERVER
Timea
Layer3Forwarding
X_HW_Security
X_HW_APMPolicy
DeviceInfo
X_HW_BatteryInfo
X_HW_ALG
X HW MainUPnP b
>

4,

Configure the voice

Parameter | Value |
Enable 1
ConnectionStatus Unconfigured
ConnectionType IP_Routed
Name wan2
NATEnzbled 1]
AddressingType "DHCP
ExternallPAddress

SubnetMask
DafaultGateway

DMSEnabled 1

DHSServers

MACAddress 28:6E:D4:0D:
PortMappingMumberOfEntries 0

X_HW_SERVICELIST "vorp

X_HW_VLAN ]
powe s
X_HW_MultiCastVLAN 4204967285

¥_HW_VenderClassID

£ >

[ 0K ] [ Cancel ] [ Save

protocol parameters.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set the parameters as follows:

S.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 >
X HW_H248 from the navigation tree. In the right pane, set the parameters as follows:

Set SignalingProtocol to H248, indicating that the H.248 protocol is used.

Set Region to CN, indicating the country code of China.

Set X HW_PortName to wan2, indicating that the new WAN interface 2 is bound.

Configure in Real Time

Root Node| Internet gateway devic v|
= InternetGatewsayDevice ~ Parameter | Value
LANDevice Name
WAN Device Resat a
=l Services
= VoiceService SignalingProtocol H248
=1 Region CH
| Voﬁepmﬁm DTMFMethod InBand
(]
/Bl DigitMap XS|xF

PhyInterface

¥ HW RemoteC ¥_HW_DigitMapMatchMode | Min

X_HW_Dialsn X_HW_PortName wan2
X_HW_U”‘-'TGSF X_HW_OverseaVer i
X_HW_InnerCa s -
X_H\_DHCPSLVSERVER ||| X/ _HowlersendFiag L
Time X_HW_InterfaceState Closed
Layer3Forwarding
X_HW_Security
X_HW_APMPolicy
Devicelnfo
¥_HW_BatteryInfo
F¥ HW ALG
< >
<
[ oK ] [ Cancel ] [ Save

Configure the H.248 service parameters.
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® Set CallAgentl to 10.10.100.10, indicating that the IP address of the MGC server is
10.10.100.10.
® Set Domain to 6877687714852901, indicating that the MG registration address is
6877687714852901.
(Mnote
Domain is ONT's domain name registered on the MGC. It is globally unique. Domain in this example is
ONT's SN.
® Sct MIDFormat to DomainName, indicating that the MG uses its domain name to
register.
Root Node| Internet gateway devic|w |
= VaiceProfile ~ Tema | Value
=L Callhgent1 70.10.100.10
MName
Reset CallAgentPortl 2944
SignalingProtocol Callagent2
Region
DTMFMathod CallagentPort2 2544
DigitMap LocalPart 2044
i—m-gfrfﬁirﬂ“‘“’“ Domain "G5 776817148629
X_HW_OverseaVer Devicelame
Al worors: Jporsevare
X_HW_InterfaceState MIDFormat DomainName
SIP CallagentMmIDl
CallagentiID2
MGCP DSCPMark o
RTP
Tone
FaxT38
¥_HW_FaxModem
X_HW_Ring
Line v
< >
Add
.
OK ] [ Cancel ] [ Save
6.  Configure the TIDs of H.248 voice users.

a. Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile >

1> Line >1>X_HW_H248 from the navigation tree. In the right pane, set
LineName to A0, indicating that the TID of H.248 voice user 1 is AO. The user

telephone number set on the MGC is 88001234.
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Configure in Real Time

Internet gateway devics

LineName

+

Chofesn ) vocn e

b. Configure the TID of H.248 voice user 2 in the same way.

Choose InternetGatewayDevice > Service > VoiceService > 1 > VoiceProfile > 1
> Line from the navigation tree. Click Add in the lower left part. Choose 2 >

X HW_H248 from the navigation tree. In the right pane, set LineName to A1,
indicating that the TID of H.248 voice user 2 is Al. The user telephone number set
on the MGC is 88001235.

Configure in Real Time

Internet gateway devic s

LineMName

Delete

s o

7.  Restart the voice process.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set Reset to 1, indicating that the voice process will be
restarted.
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Configure in Real Time

Root Mode| Internet gateway devic |«

=l InternetGatewayDevice ~ Parameter Value |
LANDevice Name
iy
=l Services
= VoiceService SignalingProtaocol H248
=1 Region CH
= Wﬁepmfﬂe DTMFMathod InBand
=l 1 . -
TEnE DigitMap X.S|x#
Reset X_HW_DigitMapMatchMode | Min
SignaingProt X_HW_PortMName wanz
Region
DTMFMetho X_HW_Oversea\Ver ]
Qigﬁma%_ H X_HW_HowlerSendFlag 1
i .
X_HW_Pogrtl‘ ¥_HW_InterfaceState Closed
X_HW_Owver
X_HW_Howl
X_HW_Inter
SIp
X_HW_H24¢
MGCP -
< >
< >
[ oK ] [ Cancel ] [ Save

8.  Click OK after the configuration.

Result

Check whether the telephone functions properly. Connect two common telephones phone 1
and phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2.
In normal cases:

®  The caller hears the dial tone after taking the phone off the hook.

®  When the caller dials the telephone number of the callee, the phone of the callee rings
successfully, and the caller hears the ring back tone.

® The caller and the callee communicate with each other successfully.

®  After the callee hangs up, the caller hears the busy tone.

2.6 Configuring FT'TH IPv6 Services in Bridging-type
ONT Scenario (Dual Stack/DS-Lite)

This topic describes how to configure FTTH IPv6 services when the ONT is a bridging-type
ONT and the dual stack or DS-Lite solution is used.

Dual Stack Application Scenario

Networking description:

®  All NEs must support both IPv4 and IPv6.

® The BRAS directly assigns IPv4 and IPv6 addresses to PCs, and the ONT transparently
transmits IPv4 and IPv6 packets.

® PCs use IPv4 and IPv6 addresses to access the IPv4 Internet and IPv6 Internet
respectively.
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Both the OLT and ONT implements Layer 2 forwarding. Only IPv6 service flows need
to be added.

Device reconstruction: All NEs on the network need to be upgraded to support IPv4 and IPv6
dual stacks.

Figure 2-9 shows the dual-stack networking diagram.

Figure 2-9 Dual-stack networking diagram
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DS-Lite Application Scenario

Networking description:

Devices below the DS-Lite CGN must support the IPv6 single stack.

The BRAS directly assigns IPv6 address prefixes (without IPv4 address) to PCs, and the
ONT transparently transmits IPv6 packets.

IPv4 addresses are encapsulated into IPv6 packets for forwarding, decapsulated on the
DS-Lite CGN, and forwarded to the IPv4 Internet after NAT44 translation. IPv6
addresses are directly forwarded to the IPv6 Internet through IPv6 devices.

Both the OLT and ONT implements Layer 2 forwarding. Only IPv6 service flows need
to be added.

Device reconstruction:

A special software needs to be installed on the PC to support DS-Lite.
The CGN needs to be upgraded to support DS-Lite.

Devices between the CGN and PC need to be upgraded to support IPv6.
The DS-Lite CGN device needs to be added.

Figure 2-10 shows the DS-Lite networking diagram.
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Figure 2-10 DS-Lite networking diagram
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® Configuration using the U2000
(Lnote

In the dual stack and DS-Lite scenarios, both the OLT and ONT implement Layer 2 transparent
transmission. Configurations in the FTTH scenario are the same as those for [Pv4.

When the access mode of IPv6 users is IPoE and the BRAS uses the binding authentication
mode, users do not need to enter user names or passwords for authentication because the
BRAS performs authentication based on users' physical information. In this case, DHCPv6
Option18 needs to be configured on the OLT. For the mapping relationship between DHCPv6
Option and the BRAS, see Table 2-14.

Table 2-14 DHCPv6 Option mapping

DHCPv6 Option OLT BRAS

Optionl7 N/A Optional

Option18 Mandatory Mandatory

Option37 Optional Optional
(Lnote

By default, the global DHCPv6 Option configuration is disable, the VLAN-level DHCPv6 Option
configuration is enable, and the upstream/cascaded port-level DHCPv6 Option configuration is enable.
Therefore, you only need to enable DHCPv6 Option globally.

After DHCPv6 Option is enabled, the OLT inserts Option18 and Option37 into DHCPv6 packets for
authentication by the BRAS.

In the Main Topology, double-click the required OLT in the Physical Root navigation
tree; or right-click the required OLT and choose NE Explorer from the shortcut menu.

Choose GPON > GPON Management from the navigation tree.
On the GPON ONU tab page, set the filter criteria or clic to display the GPON
ONUs.

Right-click a required ONT and choose Configure DHCPv6—Option Permit-
Forwarding.
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5. In the dialog box that is displayed, select Enable.

e Configure DHCPYE-Option Permit-Forwarding X

DHCPvE-Option Permit-Forwarding
@) Enable 1 Disable

[ oK ” Cancel ” Apply

6. Click OK.

® Configuration using OLT commands
(Onote

In the dual stack and DS-Lite scenarios, both the OLT and ONT implement Layer 2 transparent
transmission. Configurations in the FTTH scenario are the same as those for IPv4.

When the access mode of IPv6 users is IPoE and the BRAS uses the binding authentication
mode, users do not need to enter user names or passwords for authentication because the
BRAS performs authentication based on users' physical information. In this case, DHCPv6
Optionl8 needs to be configured on the OLT. Table 2-15 describes the mapping between the
BRAS, OLT, and DHCPv6 Option.

Table 2-15 DHCPv6 Option mapping

DHCPv6 Option OLT BRAS

Optionl7 N/A Optional

Optionl8 Mandatory Mandatory

Option37 Optional Optional
(Cnore

By default, the global DHCPv6 Option configuration is disable, the VLAN-level DHCPv6 Option
configuration is enable, and the upstream/cascaded port-level DHCPv6 Option configuration is enable.
Therefore, you only need to enable DHCPv6 Option globally.

After DHCPv6 Option is enabled, the OLT inserts Option18 and Option37 into DHCPv6 packets for
authentication by the BRAS.

huawei (config) #raio-mode common dhcpvé-option

huawei (config) #dhcpvé option enable

® The ONT implements Layer 2 transparent transmission. Therefore, no configuration
needs to be performed on the ONT Web page.
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Configuring the Gateway-Type ONT

About This Chapter

This topic describes the configuration of gateway-type ONTs and their web pages. Gateway-
type ONTs only support Layer 2 and Layer 3 features.

3.1 FTTH Networking and Configuration Scenarios
3.2 Principle of FTTH Data Plan

3.3 IPv4 Scenarios

3.4 IPv6 Scenarios

3.1 FTTH Networking and Configuration Scenarios

Typical FTTH Networking
Figure 3-1 shows the typical FTTH networking.

Figure 3-1 Typical FTTH networking diagram
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Networking Scenario

Description

Bridging ONT + HGW
Network Scenario

The HGW integrating an IAD provides Internet, voice over
Internet Protocol (VoIP), and Internet Protocol television
(IPTV) services to users.

Services are implemented on the HGW, and the bridging
ONT works with the OLT to provide Layer 2 channels.

Bridging+Voice ONT
Network Scenario

The ONT integrating an integrated access device (IAD)
provides Internet, VoIP, and IPTV services to users.

The bridging+voice ONT provides Layer 2 data and voice
services. This scenario provides transparent transmission
channels and requires simple service configuration, so this
scenario applies to Layer 2 networking.

® For data services, a PC directly performs dial-up. Then,
the upper-layer broadband remote access server (BRAS)
device authenticates and accesses the PC. The PC can
also access the Internet using the Dynamic Host
Configuration Protocol (DHCP) or static IP address.

® The ONT with a built-in voice module encapsulates
voice service packets, and the OLT transmits them to the
upstream next generation network (NGN) or IP
multimedia subsystem (IMS).

Gateway ONT Network
Scenario

The ONT integrating an IAD provides Internet, VoIP, and
IPTV services to users.

The HGW ONT facilitates interconnection of home devices
by providing Layer 3 services, such as Point-to-Point
Protocol over Ethernet (PPPoE)/DHCP dial-up, network
address translation (NAT), and Internet Group Management
Protocol (IGMP) snooping. This scenario provides fine-
grained management channels and service control, and
applies to Layer 3 networking.

FTTH Deployment Schemes

FTTH service application includes the deployment process and service provisioning process.
The FTTH deployment process includes OLT deployment (configuration) and configuration
of basic data. No deployment, however, is required on the ONT and the ONT is plug and play

once services are provisioned.

Table 3-1lists the FTTH deployment schemes and service provisioning methods.
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Table 3-1 FTTH deployment schemes

- Scheme Parameter
Pre- ® On the NMS: Profiles canbe | ® DBA profile
configuration issued in batches.

® Line profile
® Using commands on the °

) ) Service profile
OLT: Configuration scripts

containing commands can be ® IP traffic profile
imported to the OLT. ® Service level profile
® Global OLT configurations

(rather than FTTH user
configurations) such as
multicast VLAN, multicast
mode, and policy of forwarding
unknown packets

® FTTH user service VLAN
configurations including adding
VLAN:Ss, setting the attributes of
VLANS, and adding upstream
ports for VLANs
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Scheme

Parameter

Service
Provisioning

® Using the OSS: This method
is recommended and it can
implement automatic service
provisioning, and eliminate
problems caused by manual
service provisioning, such as
large workload, low
efficiency, and difficult
management.

® Using OSS+ITMS: This
method is recommended if the
multiple private nodes are
customized for carriers. Using
a TR069 server, new gateways
and value-added voice
services can be simply added.

- Layer 2 configuration data
is issued on the NMS or
OLT.

= Other configuration data
such as voice, Layer 3, and
Wi-Fi data is issued using
the ITMS.

® On the NMS: It applies to the
scenario when no OSS is
available and services need to
be provisioned manually on
the NMS.

® On the ONT web page:
When it is not feasible to
provision services on the OSS
or NMS, you can log in to the
ONT web page and configure
or modify parameters to
provision services.

See Table 3-2.

ONT service provisioning
parameters are classified into
common parameters and
customized parameters:

® Customized parameters are
usually issued by the upper-
layer system during service
provisioning.

® Common parameters are usually
configured at delivery or during
data pre-configuration.

Issue 02 (2019-07-05)

Copyright © Huawei Technologies Co., Ltd. 219



EchoLife ONT Configuration Guide

3 Configuring the Gateway-Type ONT

Table 3-2 Parameters required for ONT service provisioning

Parameter | Layer 2 Voice Above Layer 2
Type (Layer 3, Wi-Fi, and
User Security)
Customized | Parameters for | ® Registration Login user name and
parameters adding ONTs, information: IP address password
adding service and port number of the
flows, local end and the proxy
aC“Va“n_g Ports, | @ User data: SIP user name
configuring and H.248 TID
port rate
limitation, and
adding
multicast users
Common Various pre- ® Digitmap: includes the ® WAN port
parameters configured digitmap timer and configurations
profile data digitmap character strings. (routes, bridge
® Time configuration: WANS, and
includes registration VLANS)
heartbeat and protocol ® [LAN/WAN binding
timers. ® IGMP mode
® Encoding gnd decoding: ® URL for the ITMS
includes voice encoding
and decoding priorities ® NTP server
and packetization period, ® Default Wi-Fi
G.711/G.729/G.722. configurations
® Fax/Modem. ® [ocal login IP
® Service permission and address
service data.
® VAG: implements
multiple virtual AG
devices on one physical
device.
® Configurations for the
interconnection between
IMSs of softswitches of
different specifications.
ONT type ® Bridging ® Bridging+voice ONTs. Gateway-type ONTs
ONTs ® Gateway-type ONTs.
(SFUs)
® Bridging
+voice
ONTs
® (Gateway-
type ONTs
(HGUs)
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The following describes the involved configuration scenarios:

®  Service configuration on the NMS: Pre-configurations and service provisioning are
implemented on the NMS. The ONT software version V300R018C00 is used as an
example to describe how to provision the services on the NMS.

® Service configuration using commands: Pre-configurations are implemented using
commands, and service provisioning is implemented on the ONT web pages.

® Service provisioning on the ITMS: Pre-configurations are implemented on the NMS or
using commands, and Layer 3 and voice services are provisioned on the ITMS. Huawei
U2560 is used as an example to describe how to provision the services on the ITMS.

Recommended tool: FTTx Script Generation Tool

This tool can generate configuration scripts through the configuration wizard for you
efficiently or instantly transform any configuration page into a command script, making your
configuration easy and improving your configuration efficiency.

Click to experience (for Carrier) : FTTx Script Generation Tool.

Click to experience (for Enterprise) : FTTx Script Generation Tool.

3.2 Principle of FTTH Data Plan

3.2.1 Data Plan Principles for IP Addresses

This section describes how to obtain an IP address in various scenarios.

Terminal Service Recommended Solution
Type
Bridging Internet A PC obtains an IP address through PPPoE dialup. The
+Voice ONT | access ONT transparently transmits the packets.
VoIP The ONT functions as a DHCP client and obtains an IP

address from the DHCP server, or the NMS issues a static
IP address to the ONT using the configuration file. Voice
signaling and media streams at multiple POTS ports share
one IP address. Media streams are distinguished by port.

IPTV The set top box (STB) obtains an IP address from the
DHCEP server for ordering programs. The ONT
transparently transmits the packets.

Bridging Internet The HGW functions as a PPPoE client and obtains an IP
ONT+HGW access address through PPPoE dialup. At the same time, the HGW
functions as a DHCP server and allocates IP addresses to
PCs through the network cable and wireless fidelity (Wi-Fi)
access. The ONT transparently transmits the packets.
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Terminal Service Recommended Solution
Type

VoIP The HGW functions as a DHCP client and obtains an IP
address from the DHCP server, or the application control
server (ACS) issues a static IP address to the HGW using
TRO69. Voice signaling and media streams at multiple
POTS ports share one IP address. Media streams are
distinguished by port. The ONT transparently transmits the
packets.

IPTV The HGW is configured with a bridging WAN port. The
STB obtains an IP address from the DHCP server. The
HGW transparently transmits packets. The ONT also
transparently transmits the packets.

Gateway Internet The HGW functions as a PPPoE client and obtains an [P
ONT access address through PPPoE dialup. The ONT functions as a
DHCP server and allocates IP addresses to PCs through the
network cable.

Wi-Fi ® [ayer 3 bridge Wi-Fi access service: A mobile

access equipment (ME) searches the SSID. After the ME is
authenticated, the DHCP server assigns this ME the IP
address by IPoE.

® Layer 3 route Wi-Fi access service: An ME searches the
SSID. After the ME is authenticated, the DHCP address
pool of an ONT assigns this ME the IP address and then
PPPoE dialup is automatically performed on the ONT.

VoIP The ONT functions as a DHCP client and obtains an IP
address from the DHCP server, or the NMS issues a static
IP address to the ONT using the configuration file. Voice
signaling and media streams at multiple POTS ports share
one [P address. Media streams are distinguished by port.

IPTV The ONT functions as a DHCP client and obtains an IP
address from the DHCP server. At the same time, the ONT
functions as a DHCP server and allocates IP addresses to
STBs.

3.2.2 Principle of QoS Planning

The QoS planning is an E2E planning, and it can be divided into following policies: traffic
classification, marking, and scheduling policy; and traffic monitoring and DBA policy.
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Traffic Classification, Marking, and Scheduling Policy

Service 802.1p Queue OLT ONT Queue.ID
Type Priority Scheduling | Queue ID
Method (8 Queues) When When Four
Eight Queues
Queues Are
Are Supported
Supported
Management | 6 PQ 6 6 3
service
VoIP service | 5 PQ 5 5 2
IPTV 4 PQ 4 4 2
service
Wi-Fi access | 1 PQ 1 1 1
service
Internet 0 PQ 0 0 0
access
service
[(LnoTe

The greater the priority value, the higher the priority. The service priorities in this table are the recommended
values. The service priorities are arranged according to the operators's actual plan.

Traffic Monitoring and DBA Policy

Items Manageme | Internet Wi-Fi VoIP IPTV
nt service access access service service
service service
GEM port 11 [Remark | 14 15 12 13
1]
TCONT Select a DBA type based on service types. For example, select Typel for

the management service, Type4 for the Internet access service, and Type2
for the VoIP and IPTV services.

DBA type Type 3 (DBA profile: assured bandwidth + maximum bandwidth. Users are
allowed to preempt the bandwidth on condition that the users' assured
bandwidth is guaranteed. However, the total bandwidth cannot exceed the
maximum bandwidth.)

DBA Configure the DBA bandwidth according to the user's bandwidth package.
bandwidth

" The assured bandwidth is the maximum bandwidth required by
planning

management packets, VoIP, and IPTV upstream packets. The maximum
bandwidth is larger than or equal to the maximum bandwidth that users

apply.
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Items Manageme | Internet Wi-Fi VoIP IPTV
nt service access access service service
service service
Rate limit on | No rate limit | Configure Configure No rate limit | No rate limit
OLT rate limit by | rate limit by
downstream a traffic a traffic
profile as profile as
required. required.
[Remark 2] [Remark 2]

Rate limit on
ONU
upstream
port

No rate restriction

Rate limit on
ONU
downstream
port

No rate restriction

Remark 1: GEM port value depends on the planning of the service provider, but in principle,
use different GEM ports for different services.

Remark 2: Table 3-3 shows the reference service bandwidth of each service for each user.

Table 3-3 Reference service bandwidth of each service for each user

Service | Upstrea | Downstream Bandwidth Description
Type m Bandwidth
Bandwi
dth
Internet | Determi | Determined based | Available bandwidth of Internet access service
access ned on the service or Wi—Fi access service = Committed
service/ | based on | tariff package. bandwidth of the service tariff package - VoIP
Wi—Fi | the bandwidth - IPTV bandwidth
access service
service tariff
package.
VoIP 200 200 kbit/s The upstream bandwidth and the downstream
service kbit/s bandwidth of VoIP service are symmetrical.
The actual bandwidth is related to the coding
format. This bandwidth is calculated for two
POTS ports.
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Service | Upstrea | Downstream Bandwidth Description
Type m Bandwidth
Bandwi
dth
IPTV N/A 2.5 Mbit/s per IPTV service mainly occupies the downstream
service channel bandwidth. The actual bandwidth depends on
(standar the coding format, the picture in picture
d information, 10% bandwidth burst traffic, and
definitio the number of programs that can be
n concurrently watched by one user (in the case
program of multiple STBs). The upstream bandwidth is
) mainly used for transmitting IGMP packets,
- which requires little bandwidth. Therefore, the
IPTV N/A 9.7 Mbit/s per bandwidth occupied by IGMP packets can be
service channel neglected.
(high
definitio
n
program
)
(Cnote

® The rate restriction on the BRAS or SR is recommended. OLTs and ONTSs do not restrict the rate for
service streams.

® [f BRAS does not support rate restriction, OLTs can restrict the rate for service streams through the traffic

profile.

® Different service packets on the ONT are distinguished by different VLAN IDs. The service packets are
mapped to GEM ports based on VLAN IDs so that different service packets are transmitted to different
GEM ports. Each GEM port (each service) corresponds to a T-CONT or all GEM ports share a T-CONT.

® The sum of the assured bandwidth of all ONTs connected to a PON port and the fixed bandwidth of
OMCI management channel is less than the GPON upstream bandwidth. Some bandwidth must be
reserved for the future service expansion.

3.2.3 Principles of Internet and Wi-Fi Access Services Data

Planning

This topic describes the principles of data planning for Internet and Wi-Fi access services and
will focus on the VLAN planning and VLAN translation policy planning in different network

scenarios.
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Table 3-4 Planning of VLANs and VLAN translation policies for Internet access service

Application
Scenario

VLAN Plan

VLAN Translation Policy

Bridging+Voice
ONT

Double-tagged VLAN

ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

OLT: The OLT performs VLAN
translation: C<->S+C'". The C'-VLAN
of every ONT differs from each other.

Bridging ONT +
HGW

Double-tagged VLAN

ONT: The upstream packets sent from
the HGW carry user-VLANs and the
ONT transparently transmits them.

OLT: The OLT translates the U-VLAN
to S-VLAN+C-VLAN.

Gateway ONT

Double-tagged VLAN

ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

OLT: The OLT performs VLAN
translation: C<->S+C'". The C'-VLAN
of every ONT differs from each other.

Table 3-5 Planning of VLANs and VLAN translation policies for Wi-Fi access service

Application
Scenario

VLAN Plan

VLAN Translation Policy

Gateway ONT

Single-tagged VLAN

ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

OLT: The OLT performs VLAN
translation: C<->S.

Note:

® User VLAN: VLAN carried by packets going upstream from user-side devices (such as a
home gateway), U-VLAN for short.

® (C-VLAN: VLAN added based on the ONT/ONU port. For details, see the description of
the Double-tagged VLAN S+C.

® Double-tagged VLAN S+C: C indicates the inner VLAN (C-VLAN) and S indicates the
outer VLAN (S-VLAN).

® Double-tagged VLAN S+C': C' indicates the translated inner VLAN (C'-VLAN) and S
indicates the outer VLAN (S-VLAN).

® Single-tagged S-VLAN: Single-tagged VLAN marked or translated by the OLT. It is
generally used in a single-tagged VLAN translation scenario.
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® (C<->S+(C" Bidirectional VLAN translation: translates the C-VLAN and then adds an S-

VLAN.

® (C<->S+C: Bidirectional VLAN translation: maintains the C-VLAN and adds an S-
VLAN.

MnoTe

® To ensure traceability of users and finer-grained QoS control and management of users and services, plan
per user per service per VLAN (PUPSPV) for the Internet access service. Considering OLT capacity and
VLAN scalability, use dual VLANSs (S-VLAN+C-VLAN) on the OLT to differentiate users for the
Internet access service.

® The outer VLAN (S-VLAN), which identifies services and physical location, can be allocated based on
the OLT, PON board, or PON port. The inner VLAN (C-VLAN) identifies users. C-VLANs must be
unique in one S-VLAN.

® ]t is recommended that you use stacking VLANs as S-VLANS so that security features, such as PPPoE+/
option82, and anti-MAC attacks and anti-MAC spoofing, can be easily deployed.

® The 802.1q in 802.1q (QinQ) VLAN is used in the enterprise private line scenario, such as transparent
LAN service (TLS), in which the device transparently transmits packets. It is not recommended that you
use QinQ VLANSs as S-VLAN:S for the triple play services of residential users.

3.2.4 Principle of Voice Service Data Plan

The voice service plan mainly includes the plan of the VLAN and VLAN translation policy in
different network scenarios, and the plan of voice protocol.

VLAN and VLAN Translation Policy

Application VLAN Plan VLAN Translation Policy

Scenario

Bridging+voice Single-tagged ONT: VLANS are configured for the ONTs on
ONT VLAN the same network in a unified manner, and the

(recommended)

ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: transparently transmits the VLAN.

Double-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: adds an S-VLAN tag to the packets (C-
VLAN <-> S-VLAN+C-VLAN).

Double-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have different C-VLANs. The ONT adds
a C-VLAN tag to packets.

OLT: adds an S-VLAN tag to the packets (C-
VLAN <-> S-VLAN+C-VLAN).
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Application
Scenario

VLAN Plan

VLAN Translation Policy

Bridging ONT
+HGW

Single-tagged
VLAN
(recommended)

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
transparently transmits the user VLAN.

OLT: translates the VLAN tag (user VLAN <->
S-VLAN).

Single-tagged
VLAN

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
translates the user VLAN (user VLAN <-> S-
VLAN). All the ONTs connected to the same
OLT have the same voice service S-VLAN;
ONTs connected to different OLTs may have
different voice service S-VLANS.

OLT: transparently transmits the VLAN.

Double-tagged
VLAN

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
transparently transmits the user VLAN.

OLT: translates the VLAN tag (user VLAN <->
S-VLAN+C-VLAN).

Double-tagged
VLAN

ONT: Packets that are sent upstream by the
HGW are tagged with a user VLAN. The ONT
translates the user VLAN (user VLAN <-> C-
VLAN). The C-VLAN is an inner VLAN tag
that differentiates users.

OLT: adds an S-VLAN tag to the packets (C-
VLAN <-> S-VLAN+C-VLAN).

Gateway ONT

Single-tagged
VLAN
(recommended)

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: translates the VLAN tag (C-VLAN <->
S-VLAN).

Single-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: transparently transmits the VLAN.

Double-tagged
VLAN

ONT: VLANS are configured for the ONTs on
the same network in a unified manner, and the
ONTs have the same C-VLAN. The ONT adds
a C-VLAN tag to packets.

OLT: translates the VLAN tag (C-VLAN <->
S-VLAN+C-VLAN").
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Note:

User VLAN: VLAN carried by packets going upstream from user-side devices (such as a
home gateway), U-VLAN for short.

® C-VLAN: VLAN added based on the ONT/ONU port. For details, see the description of
the Double-tagged VLAN S+C.
® Double-tagged VLAN S+C: C indicates the inner VLAN (C-VLAN) and S indicates the
outer VLAN (S-VLAN).
® Double-tagged VLAN S+C': C' indicates the translated inner VLAN (C'-VLAN) and S
indicates the outer VLAN (S-VLAN).
®  Single-tagged S-VLAN: Single-tagged VLAN marked or translated by the OLT. It is
generally used in a single-tagged VLAN translation scenario.
® (C<->S+C': Bidirectional VLAN translation: translates the C-VLAN and then adds an S-
VLAN.
® (C<->S+C: Bidirectional VLAN translation: maintains the C-VLAN and adds an S-
VLAN.
(Onote
® The voice service is a closed service operated by carriers. The single-tagged S-VLAN is the mainstream
application and is recommended.
® When the planned VLAN is single-tagged VLAN, the S-VLANSs can be allocated based on the OLT
device, PON board or PON port. The S-VLANS identify services and physical locations. It is
recommended that you set different voice VLANS for the OLTs connected to one voice SR to avoid an
excessively large broadcast domain of the SR and convergence switch.
® When the planned VLAN is S-VLAN+C-VLAN (that is, double-tagged VLAN), the outer S-VLANS can

be allocated based on the OLT device, PON board or PON port. The S-+VLANSs identify services and
physical locations. It is recommended to allocate S-VLANs based on PON board or PON port. The inner
C-VLAN is used to identify services (a fixed value) or users.

Voice Data Plan Based on H.248 or SIP

Item Description
MG Media Media and Upstream VLANS of the voice service
interface/SI | and signaling
P interface | signalin | upstream VLANs
data g i . .
NOTE paramet Medla. and Upstream ports of the voice service
must be ers signaling
consistent upstream port
with the
data on the Media IP Supports separating media from signaling.
MGC/IMS addresses and
core signaling IP
network addresses
devices.
Default gateway The next hop IP address from an
IP address. ONU/HGW to an MGC/IMS.
MG interface/SIP interface ID | N/A
Signaling port ID Choose the transmission mode according to
the requirement of the MGC/IMS side.
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Item

Description

IP address of active MGC (H.
248)/1P address of active IMS
device (SIP)

Port ID of active MGC
(H248)/port ID of active IMS
device (SIP)

If the dual homing is not configured, only
one MGC parameter needs to be
configured. If the dual homing is
configured, the IP address and port ID of
the standby MGC need to be configured.

Coding

Choose the coding method according to the
requirement on the MGC/IMS side.
Generally, the text coding method is
adopted.

Transmission mode

Choose the transmission mode according to
the requirement on the MGC/IMS side.
Generally, the UDP transmission mode is
adopted.

Home domain (SIP)

N/A

Profile index

N/A

The version of H248 protocol
that MG starts to negotiate

V1, V2 or V3 (by default). The interface
may fail to be registered because some
softswitches do not support V3.

Voice user
configuratio
n data

Phone number

For H248 protocol: The phone numbers
allocated by the MGC need to be
determined, and the paging numbers for
users' emergency standalone need to be
planned if the emergency standalone
function is provided.

For SIP protocol: The phone number that
the IMS core network device allocates to
the user must be configured.

Terminal ID (H248) If the TID template with which the POTS
user is bound does not support terminal
layering, this parameter needs to be
configured.

User priority According to the service requirements, user

priorities must be specified. The user
priorities include the following:

® catl: governmentl (category 1
government users)

® cat2: government? (category 2
government users)

® cat3: common (common users)
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Item

Description

User type

According to the service requirements, user
type needs to be specified. The user type
includes the following:

® DEL.: direct exchange lines (default)
® ECPBX: earth calling PBX

® [ CPBX: loop calling PBX

® PayPhone: pay phone

Common
parameter

system parameter

The system parameters including the
overseas version flag and message waiting
indication (MWI) mode need to be
configured according to the local standard
to ensure that the response of the user
terminal complies with the local standard.

Overseas parameters

The attributes such as the upper and lower
thresholds of the flash-hooking duration
need to be configured according to the local
standards to ensure that the response of the
user terminal complies with the local
standards.

POTS port attributes

If the POTS port needs to support the
polarity reversal accounting, the POTS port
needs to be configured to support the
polarity reversal pulse. Other attributes
need not be modified if there is no special
requirement.

Ringing current attributes

When the attributes of ring current are
changed, ring volume is changed
accordingly. Generally, no adjustment is
required for the ringing tone volume. You
need to modify the parameters of the
ringing current attributes according to the
local standard only when the default
ringing current attributes do not comply
with the local standard.

3.2.5 Principle of IPTV Service Data Plan

The IPTV service data plan mainly include the plan of VLAN and VLAN translation policy in
different network scenario, and the plan of IPTV service.

IPTV services include multicast service and video on demand (VoD) service. These two
services are relevant but independent in VLAN planning.
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Applicatio | Service VLAN Plan | VLAN Translation Policy
n Scenario | Type
Bridging Multicast Single- ONTs replicate multicast packets based on
+Voice service tagged user ports and multicast VLANs (M-VLANS)
ONT VLAN are removed downstream.
The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
VoD Single- ONTs add S-VLAN tags to iTV service
tagged packets.
VLAN The OLT transparently transmits packets with
S-VLANES.
Double- All ONTs add the same C-VLAN tag to
tagged packets.
VLAN The OLT implements VLAN translation: C-
>S+C.
Bridging Multicast Single- ONTs transparently transmit upstream packets
ONT + service tagged with M-VLANSs sent from HGW. Multicast
HGW VLAN packets are replicated downstream with M-
VLAN unchanged.
The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
Single- ONTs translate the upstream VLANSs sent
tagged from HGW to M-VLANSs.
VLAN The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
VoD Single- ONTs transparently transmit the upstream U-
tagged VLANS sent from HGW.
VLAN The OLT implements VLAN translation: U-
>S.
Double- ONTs transparently transmit the upstream U-
tagged VLANS sent from HGW.
VLAN The OLT implements VLAN translation: U-
>S+C.
Gateway Multicast Single- ONTs replicate packets based on user ports
ONT service tagged and M-VLANSs are removed in downstream
VLAN direction.
The OLT replicates multicast packets based
on PON ports with M-VLAN unchanged.
VoD Single- ONTs add C-VLAN tags to packets. Untagged
tagged VLANES are translated to C-VLANS.
VLAN

The OLT implements VLAN translation: C ->
S.
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Note:

User VLAN: VLAN carried by packets going upstream from user-side devices (such as a
home gateway), U-VLAN for short.

® C-VLAN: VLAN added based on the ONT/ONU port. For details, see the description of
the Double-tagged VLAN S+C.
® Double-tagged VLAN S+C: C indicates the inner VLAN (C-VLAN) and S indicates the
outer VLAN (S-VLAN).
® Double-tagged VLAN S+C': C' indicates the translated inner VLAN (C'-VLAN) and S
indicates the outer VLAN (S-VLAN).
® Single-tagged S-VLAN: Single-tagged VLAN marked or translated by the OLT. It is
generally used in a single-tagged VLAN translation scenario.
® (C<->S+C" Bidirectional VLAN translation: translates the C-VLAN and then adds an S-
VLAN.
® (C<->S+C: Bidirectional VLAN translation: maintains the C-VLAN and adds an S-
VLAN.
(Lnote
® [PTV service is a closed service self-operated by carriers, and single-tagged S-VLAN is recommended.
® The same S-VLAN or different S-VLANs can be used as the M-VLAN and VoD VLAN. It is
recommended that you use different S-VLANs as M-VLAN and VoD VLAN so that the upper-level
device easily differentiates between the BTV service and VoD service.
® S-VLANSs of VoD service can identify services and physical locations based on an entire network or an

OLT. It is recommended that you set different VoIP VLANSs for the OLTs connected to one VoIP SR to
avoid an excessively large broadcast domain of the VoIP SR and convergence switch.

3.2.6 Principle of Security Data Plan

The security plan involves system security plan, user security plan, and service security plan.
Security policy ensures service security from different aspects.

MnoTe

The device provides complete security measures, but not all security measures need to be deployed. Only the
security measures that meet the following requirements need to be deployed:

® The security measures can be used on the live network.
® The security measures are easy to deploy.
® The security measures are effective.
System Security
Security Solution Description and Usage
Vulnerability Suggestion
DoS attack Enable the anti-DoS-attack | After the anti-DoS-attack function is

function for OLT. enabled, control packets are
monitored and those exceeding the
number threshold are discarded.

Use this solution for new site
deployment.
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Security
Vulnerability

Solution

Description and Usage
Suggestion

IP attack

Enable the anti-IP-attack
function for OLT.

After the anti-IP-attack function is
enabled, a device discards the IP
packets received from the user side
whose destination IP address is the
IP address of the device, and
therefore the system is protected.

Use this solution for new site
deployment.

User Security

Security
Vulnerability

Solution

Description and Usage
Suggestion

MAC spoofing

Enable the anti-MAC-
duplicate function for OLT.

After anti-MAC-duplicate is
enabled, the system records the first
MAC address learned from the port
and binds the MAC address to the
port and VLAN. If receiving packets
sent from the host that has the same
MAC address with the port, the
system discards the packets directly.
In this case, it can prevent users from
forging MAC addresses to perform
malicious attacks.

Use this solution for new site
deployment.

MAC attack

Enable the anti-MAC
spoofing function for OLT.

After anti-MAC spoofing is enabled,
the system can prevent users from
forging MAC addresses to perform
malicious attacks.

Use this solution for new site
deployment.

IP spoofing

Enable the anti-IP spoofing
function for OLT.

After anti-IP spoofing is enabled, the
system can prevent users from
forging IP addresses to perform
malicious attacks.

Use this solution for new site
deployment.
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Service Security

Security
Vulnerability

Solution

Description and Usage
Suggestion

Unauthorized

small enterprises
(TPoE)

broadband access of

DHCP option 82 is enabled
on OLT, and the BRAS
implements user
authentication based on the
RAIO information.

In the DHCP option 82 mode, user's
physical location is added to the
option 82 field carried in the DHCP
request packet initiated by a user.
The physical location, used for user
authentication on the upper-layer
authentication server, can help
implement the following functions:

® The DHCP relay forwards DHCP
response packets to devices with
specified CID and RID.

® Prevents DHCP address
exhaustion.

® Achieves static allocation of
DHCP addresses.

® Implements anti-IP spoofing.

® Implements anti-user ID
spoofing.
® Implements anti-MAC spoofing.

Use this solution for the DHCP
Internet access service.

residential users
(PPPoE), user
account theft/
borrowing

Broadband access of

PPPoE+ (PITP) is enabled
on OLT, and the BRAS
implements user
authentication based on
binding of the RAIO
information to the user
account.

The BRAS responds to request
packets of users with specified CID
and RID. In this way, the following
functions are implemented:

® Prevents IP address exhaustion.
® Implements anti-IP spoofing.

® Implements anti-user ID
spoofing.
® Implements anti-MAC spoofing.

Use this solution for the PPPoE
Internet access service.

3.3 IPv4 Scenarios

This topic describes how to configure services through the NMS, the OLT CLI or the U2560.
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Context
MnoTe

® The procedures for configuring ONT are similar. The following sections consider HG8245H as an
example.

® The following descriptions use V300R019C00&V500R019C00 as the OLT, U2000 V200R015C50
as the BMS, and U2560 V100R002CO00 as the TR-069 server. Screen shots may vary with different
versions but the configuration procedures are similar. For details about configuration procedures, see
the BMS configuration manuals.

® FEach ONT has a different capability set. For example, a bridging ONT does not support Layer 3
configurations; an ONT without a voice port does not support voice configurations. For capability
set supported by ONTs, see Reference of GPON ONT Capability Sets.

3.3.1 Configuring the Service by Using the NMS

This topic describes how to configure Internet access service, VoIP service and IPTV service
by using the NMS.

3.3.1.1 Configuring FTTH Services (GPON Access)

This topic describes how to configure the Internet service, voice service, and multicast service
in GPON access mode in the FTTH network scenario using the U2000.

3.3.1.1.1 Configuring the GPON FTTH Layer 2 Internet Access Service on the NMS

Services can be configured for an ONT only after the ONT is successfully added to an OLT.

Networking
® The PC gains access to the Internet in PPPoE dialup mode.
® The ONT is connected to the GPBC card of the OLT through an optical fiber.

® The broadband remote access server (BRAS) provides broadband user access and
functions of authentication and accounting.

Figure 3-2 Configuring the GPON FTTH Internet service

N -
PC ONT EI

. == o BRAS
- =
Dptical - . .
splitter OLT  LAN Switch )
H /#’ ] )

FC ONT 12000
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Data Plan

Table 3-6 Data plan

Item Data

DBA profile Name: ftth dba

DBA Type: Assured Bandwidth/Maximum Bandwidth
Assured bandwidth: 8 Mbit/s

Maximum bandwidth: 20 Mbit/s

ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for Internet access services: 14

ONT service Profile name: ftth
profile ONT port capability set:

® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive

® Number of CATV Ports: Adaptive

Network Upstream port: 0/19/0

topology data | poN port: 0/1/0

ONT ID: 1

ID of the port on the ONT that is connected to the PC: 1

VLAN plan Double-tagged VLAN
S-VLAN ID: 100

S-VLAN type: Smart
S-VLAN attribute: Stacking
C-VLAN ID: 1001

C'VLAN ID: 1010

NOTE
VLAN translation policy:

® ONT: ONTs configure the VLAN and add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

® OLT: The OLT performs VLAN translation: C<->S+C'. The C'-VLAN of
every ONT differs from each other.

Procedure
® Implement pre-configurations.

MnoTe

After all profiles are configured, perform the following steps to issue them to the device:
® In the information list, right-click the record and choose Download to NE from the shortcut menu.

® In the dialog box that is displayed, select the required NE(s), and click OK.

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 237



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

1. Configure a DBA profile.

| Assured BandwidthMaxdmum Bandwidth -

Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM port,
different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is implemented
through VLANS, and the service streams of each service are mapped to GEM port 14. In
addition, different GEM connections are set up for the management VLAN and the
VLAN:S for the Internet, voice, and multicast services.
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~ D-CMTS Profile
~ IPDR Server Profile
— EQAM Profile

— Traffic Profile

— WRED Profile

-~ COS Group Profile
~ IGMP Profile

~ Profile Set

— ACL Profile
— RAIO Profile

- SNMP Profile

~— ETH Alaim Frofile
QoS Policy Profile

— Senice Provisioning Profile

~— MPLS TC Field Mapping Profile

- System Parameter Profile

IS s e s [
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3. Configure a service profile.
Set the port capability set to adaptive. Then, the system adapts the port capability set of
an online ONT to its actual capability. Then, in the ONT service profile, configure a
VLAN translation policy to translate C-VLAN 1001 to VLAN 100.
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_n:css Profile Management X
- GPON Line Pro

- MPLS TC Field Mapping Profile
— SHMP Profile

— System Parameter Profile

— ETH Alarm Profile

- QoS Policy Profile

- QoS Profile
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4. Configure an MEF IP traffic profile.

The profile name is ftth_hsi, CIR is 4 Mbit/s, and the priority is 0. Traffic is scheduled
based on the priority specified in the profile.

- EF IP Profi W I o by resh ro iF 0

5. Configure a service VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

A service VLAN is the VLAN used for the Internet service.

- | m——
— (il NE Panel |Please input query condition
5 9 NE Properties = )
#- (] NE Profile Management

- W ETHPo

'~ & P2P Device Fredeployment
s £ DSL

- EPON

3 GPON

A [ EVT1

= ASL.
=0 VPN
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® Provision services.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

a. Add an ONT.

The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.

>
[_p |
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(MnoTE

HG8245H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&VS00R019C00) for the SIP
protocol and H.248 protocol.

b. Configure an ETH port of the GPON ONU.
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c. Add a service virtual port on the OLT side.
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Synchronize (6) i Add Service Port
Basic Info

Name: st " Alias: [ |
Senvice Description: |HsI |+ [cannacﬂm Type: | LAN-GPON v]]
eRsnes Network Side User Side

7] Bundle ID (1-8192): I(--]

VLAN Choice: Smart VLAN - |8

Interface Selection: | 0/1/01/14 -
Tag-Ti Translate And Add A
Senvice Type: [ Mutt-Senvce VLAN v
VLAN ID (1-4095) 100 [}
UserVLAN (1-4085): [1001 [=]e
inner VLAN ID (1-4095): [1010 [t
CoS Value (0-7):
Traffic Profile Info
[vi Apply the same profile for upstream and downstream traffic
Upstream Traffic Profile: [fih_hsi (]  Downstream TrafficProfiie: i1 nsi (]
[ ok wJ[ cancer |[ appy |

Result

Check whether the user successfully gains access to the Internet through dialup on the PC.

1.  The LANI port of the ONT is connected to the Ethernet port of the PC properly.
2. Dial up on the PC using the PPPoE dialup software.

3. The user gains access to the Internet on the PC after the dialup is successful.

3.3.1.1.2 Configuring the GPON FITH Layer 3 Internet Access Service on the NMS

This topic describes how to configure the high-speed Internet service when an ONT is
connected to an OLT through a GPON port.

Networking

®  Users' PCs are connected to the ONT using the LAN ports. IP addresses of users' PCs are
allocated by the DHCP IP address pool on the ONT. PPPoE auto dialup is performed on

the ONT.
® The ONT is connected to the GPBC card of the OLT through an optical fiber.

® The broadband remote access server (BRAS) provides broadband user access and
functions of authentication and accounting.

Figure 3-3 Configuring the GPON FTTH Internet service
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Data Plan

Table 3-7 Data plan

Item Data

DBA profile Name: ftth dba

DBA type: Assured Bandwidth/Maximum Bandwidth
Assured bandwidth: 8 Mbit/s

Maximum bandwidth: 20 Mbit/s

ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for Internet access services: 14

ONT service Profile name: ftth

profile ONT port capability set:

® Number of POTS ports: Adaptive
® Number of ETH ports: Adaptive
® Number of CATV ports: Adaptive

Network Upstream port: 0/19/0
topology data | poN port: 0/1/0
ONT ID: 1

VLAN Plan Double-tagged VLAN
S-VLAN ID: 100

S-VLAN type: Smart
S-VLAN attribute: Stacking
C-VLAN ID: 1001

C'VLAN ID: 1010

NOTE
VLAN translation policy:

® ONT: ONTs configure the VLAN and add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

® OLT: The OLT performs VLAN translation: C<->S+C'. The C'-VLAN of
every ONT differs from each other.

ONT value- Profile name: ONT-HSI

added services | WAN VLAN ID: 1001

(Layer 3 .

routing) Service type: INTERNET
Connection type: Routed

Addressing type: PPPoE (User Name: iadtest@pppoe, Password:
iadtest)

Priority: 0
NAT function: enable
Bound port: LAN1 (LANI is a Layer 3 LAN)
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Procedure
® [mplement pre-configurations.

MnoTe

After all profiles are configured, perform the following steps to issue them to the device:
® In the information list, right-click the record and choose Download to NE from the shortcut menu.

® In the dialog box that is displayed, select the required NE(s), and click OK.
1. Configure a DBA profile.

- MPLS TC Field Mapping Profile
-~ SNMP Profile
-~ System Parameter Profile

- ETH Alarm Profile
— QoS Policy Profile
- QoS Profile

TR TR
: |

1. Configure a line profile.
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In a line profile, a GEM port can be bound to up to eight service streams. In a GEM port,
different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is implemented
through VLANS, and the service streams of each service are mapped to GEM port 14. In
addition, different GEM connections are set up for the management VLAN and the
VLAN:S for the Internet, voice, and multicast services.

e
G GFON Line Frgm GPON Service Pro BAP GPON ONT Cap Profile GPON Alarm Profile SMNMF Profile
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2. Configure a service profile.

Set the port capability set to adaptive. Then, the system adapts the port capability set of
an online ONT to its actual capability.
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4.

m.msas Prafile Management X

7 DSL Profile
-+ PON Profile

EPON Profile

Optical Alarm Profile
ONT VAS Profile
ONU Service Level Profile
PQ Mapping Profile
Power Shedding Profile

- Vaice Profile

- VLAN Profile

« EQC Profile

- D-CHTS Profile

- IPDR Server Profile

- EQAM Profile

- Traffic Profile

- WRED Profile

- COS Group Profile

- IGWP Profile

- Profile Set

- Senice Provisioning Profile

- ACL Profile

~ RAIC Profile

- MPLS TC Field Mapping Profile

~ SNMP Profile

- System Parameter Profile

— ETH Alarm Profile

|- QoS Policy Profile

- QoS Profile

Configure an MEF IP traffic profile.

Upstream IGMP packet forward VLAN 1

[Number of VDSL2 Ports.
Number of ETH Ports
[Number of TOM Ports(0-8)

|/[rom Pont Type

|| [service Type of TOM Port
|4 Pors(0-g) g
(e —
1L CEaming switch ™

I Switch loFF |

|Imumml Wode

[Close

iiMuhinleuﬂi(z.!i“an"

|| [pauti VLAN(1-4095)

| [Upstream IGIP User VLAN 1(0-4095)

| |Upstream iGuP 1
(04.

The profile name is ftth_hsi, CIR is 4 Mbit/s, and the priority is 0. Traffic is scheduled

based on the priority specified in the profile.

e L

Configure a service VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
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Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

A service VLAN is the VLAN used for the Internet service.

(i NE Panel

+-[C] NE Properties.

s (= NE Profile Management

' % Board Binding Pair

- B ETHPo
&% P2P Device Predeployment
5 (£ DSL

= [ EPON

-] GPON

5 CENTT

- & Protection Group Management
- 42 Monitor Link Group

- h ETHOAM

- 43 Loopback Interface

5 QoS

+-(7 Protocol

s (= Securty

® Provision services.

a. Add an ONT.

The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.
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HGR8245H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&V500R019C00) for the SIP
protocol and H.248 protocol.

b. Add a service virtual port on the OLT side.

—
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c. Add a general VAS configuration profile for the ONT.

| Optical Alarm Profile
-~ ONU Senvice Level Profile
- PQ Mapping Profile

" Power Shedding Profile
¥ Voice Profile

v VLAN Profile

+- EOC Profile

- Senvice Provisioning Profile
i~ ACL Profile.

- RAID Profile

-~ MPLS TC Field Mapping Profile |
- SNMP Profile

- System Parameter Profile
i~ ETH Alarm Profile

- QoS Policy Profile

- QoS Profile

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 254



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

= General Type Config Info. [ ParameterName | |  Bammatacvana [
Time - -
User Interface
ACS parameter Info
Senvices
WAN Device
£ WAN Device 1
[ WAN Connection
(= WAN Connection 1
é-g“mmlnhm

6RO Tunnel
LAN Device
IPVE Layer 3 Forwarding
Properties for Domain Name Senvice (DN|
Access Management
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- WLAN Configuration for ISP
- LAN Senvices Configuration
- LAN IPvi Global Config
IPvG Layer 3 Forwarding

= General Type Config Info.
Time
User Interface

Access Management
ALG Ability

Security
Layer 3 Forwarding

-

Properties for Domain Name Senvice (DNS),
Access Management

ALG Ability

Security

Layer 3 Forwarding

T mé Route e
Power Management Policy

ARP Ping

ETH OAM

Customer sendce info

Queue management configuration
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To bind a WAN port to multiple LAN ports, set Physical Port Name to LAN1,...,LANx. For
example, to bind WAN 1 to LAN 1 and LAN 2, set Physical Port Name to LAN1, LAN2.

d. Bind a general VAS profile.

€.

lililili
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Result

wt Configure VAS x
Basic Parameters ) Advanced Parameters
[ W Port
T WAN Port Connedlion Type VLANID ~ Priorty
Connection Type: | Routed - |8 IP getmode: | PPPoE -
BindVAS Profle...
VLAN ID e - |8
Bind General VAS Profle... @) odosey % Eriortr i 0
Configure Value-Added Senice [Um e | I B —
‘Apply VAS Senige Configuralions to the ONT Forcibly —
Delete Valug-Added Sendce2)
v Download to NE ‘rw‘amnmomuau Task
.
oy
(OnoTe

The User Name and Password must be the same as those configured on the BRAS.

Check whether the user successfully gains access to the Internet through dialup on the PC.

1. The LANI port of the ONT is connected to the Ethernet port of the PC properly.

2. After the PC is configured to obtain its IP addresses automatically, the PC can obtain an
IP address allocated by the ONT using DHCP.

3. After automatic PPPoE dialup is performed successfully on the ONT, users can access
the Internet.

3.3.1.1.3 Configuring the GPON FTTH Voice Service (H.248 Protocol) on the NMS

Networking

This topic describes how to configure the voice service when an ONT is connected to an OLT
through a GPON port.

® The phones connected to different ONTs can communicate with each other.

® The ONT obtains an IP address in Dynamic Host Configuration Protocol (DHCP) mode.

Figure 3-4 Configuring the GPON FTTH voice service (H.248 protocol)

E—

Phonel ONT
™ —s%
| (=] SoftxX 3000
Optical g7 LAN Switch ) 3
splitter ’
: ) <
Phone2 ONT 2000
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Data Plan

Table 3-8 Data plan

Item

Data

ONT line
profile

Profile name: ftth
T-CONT ID: 4
GEM port ID for voice services: 12

ONT service
profile

Profile name: ftth

ONT port capability set:

® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive

Network
topology data

Upstream port: 0/19/0
PON port: 0/1/0
ONT ID: 1

VLAN plan

Single VLAN tag

® S-VLANID: 300

® S-VLAN type: smart

® S-VLAN attribute: common
® C-VLAN=S-VLAN

NOTE
VLAN translation policy:

® ONT: uses the same VLAN configurations and adds C-VLAN tags to packets.

All ONTs use the same C-VLAN.

® OLT: transparently transmits VLAN (C-VLAN is the same as the planned S-

VLAN).

ONT value-
added services

Profile Name: ONT-VoIP
WAN VLAN ID: 300
Service Type: VoIP
Connection Type: Routed
Priority: 5

Signaling Protocol: H.248

IP address of the MGC server: 10.10.100.10/24

Port ID of the MGC server: 2944
MID Format: Domain name

MG Domain name: 0100000001
TID: A0 and A1
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Procedure
® Implement pre-configurations.

a. Configure a DBA profile.

SRR = ot e « |

b. Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is
implemented through VLANS, and the service streams of each service are mapped
to GEM port 12. In addition, different GEM connections are set up for the
management VLAN and the VLANS for the Internet, voice, and multicast services.
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e
G GPON Line Pres PON Service Profile A Profile PON ON P Profile P Jarm Profile MDL) SNMP Pro

DSL Profile ""
PON Profile |
hy

Optical Alarm Profile
ONT VAS Profile
'ONU Service Level Frofile

~ ETH Alarm Profile
~ QoS Policy Profile

FQ Mapping Profie E'mp |
Power Shedding Profile ; lupstre:
Voice Profile Line
%mmn =
EOC Profile e
- D-CMTS Profile
~ IPDR Server Profile —=
— EQAM Profile 1
- Traflic Profile
~ WRED Profile
- COS Group Profile
- IGMP Profile
 Profile Set
- Senice Provisioning Profile
— ACL Profile
— RAID Profile
- MPLS TC Field Mapping Profile
© SNMP Profile
 Gystem Parameter Profile
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c.  Configure a service profile.

Set the port capability set to adaptive. Then, the system adapts the port capability
set of an online ONT to its actual capability.
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€.

[EWarharen [ ccoss ot wanagement x [

71 DSL Profile
-+ PON Profile
(GPON Profile

EPON Profile

Optical Alarm Profile
ONT VAS Profile
ONU Senice Level Profile.
PQ Mapping Prafile
Power Shedding Profile

# Voice Profile

- VLAN Profile

< EOC Profile

- D-CHTS Profile.

-~ IPDR Senver Profile

- EQAM Profile

~ Traffic Profile

|- WRED Profile

- COS Group Profile

- IGMP Profile

- Profile Set

- Senvce Provisioning Profile.

- ACL Prafile

~ RAIO Profil

- MPLS TC Field Mapping Profile

~ SNMP Profile

- System Parameter Profile

— ETH Alarm Profile

- QoS Policy Profile

- QoS Profile

Configure an MEF IP traffic profile.

The profile name is ftth_voip, upstream/downstream traffic rate is not limited, and
the priority is 5. Traffic is scheduled based on the priority specified in the profile.

|Access Profile Management X e

Configure an S-VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to
the NE Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as
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follows: In the Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from the
shortcut menu.

The S-VLAN is used for the voice service.

— (i@ NE Panel Please input query condition
s [ NE Properties

5 (] NE Profile Management

- 3 Board Binaing Pair

@ ETHPo

- ¢k P2P Device Fredeployment

% DSL

= EPON

+- (3 GPON

A EATY

&3 Protection Group Management
¢ Monitor Link Group

433 ETH OAM

€25 LoopbackInterface

-] QoS

& (=3 Protocol

[ Security

® Provision services.

a. Add an ONT.

The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.
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HGR8245H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.
The ONT software version is the same (V300R019C00&V500R019C00) for the SIP
protocol and H.248 protocol.

b. Add a service port on the OLT side.

10.167.223.11_11(10.167.223.11) X
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c. Configure and bind a general value-added service (VAS) profile for the ONT.

IR o v |

i~ Profile Set

-~ Senvice Provisioning Profile

i~ ACL Profile

~ RAID Profile

~MPLS TC Field Mapping Profile
-~ SNMP Profile

 System Parameter Profile

|~ ETH Alarm Profile

QoS Policy Profile

- QoS Profile.
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If the upper-layer network requires isolation of media streams from signaling streams, create
different traffic streams for the media streams and signaling streams on the OLT. When the
packet is forwarded from two WAN ports, the configured VLAN is carried by default. Create
a WAN port named WAN-RTP on the ONT, and set this WAN port to a media WAN port.
Specifically, choose Interface 1 > RTP and set Associate WAN Interface to WAN2.

d. Bind a general VAS profile.
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e. Configure the ONT VAS service.

W T
owooo00001 |
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Result

Domain Name is ONT's domain name registered with the MGC. It is globally unique. MG Domain
Name in this example is ONT's password.

Pay attention to the RTP TID configuration when the ONT is interconnected with a softswitch of other
vendors. The terminal IDs A0 and A1 must be consistent with the corresponding configuration on the
MGC.

Do not configure Directory Number.

Check whether the telephone functions properly. Connect two common telephones phone 1
and phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2.
In normal cases:

The caller hears the dial tone after taking the phone off the hook.

When the caller dials the telephone number of the callee, the phone of the callee rings
successfully, and the caller hears the ring back tone.

The caller and the callee communicate with each other successfully.

After the callee hangs up, the caller hears the busy tone.

3.3.1.1.4 Configuring the GPON FTTH Voice Service (SIP Protocol) on the NMS

This topic describes how to configure the voice service when an ONT is connected to an OLT
through a GPON port.

Networking
°
°

The phones connected to different ONTs can communicate with each other.
The ONT obtains an IP address in Dynamic Host Configuration Protocol (DHCP) mode.

Figure 3-5 Configuring the GPON FTTH voice service (SIP protocol)
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Data Plan

Table 3-9 Data plan

Item Data
ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for voice services: 12
ONT service Profile name: ftth
profile ONT port capability set:
® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive
Network Upstream port: 0/19/0
topology data | pON port: 0/1/0
ONT ID: 1
VLAN Plan Single VLAN tag
® S-VLANID: 300
® S-VLAN type: Smart
® S-VLAN attribute: Common
® C-VLAN=S-VLAN
NOTE
VLAN translation policy:
® ONT: uses the same VLAN configurations and adds C-VLAN tags to packets.
All ONTs use the same C-VLAN.
® OLT: transparently transmits VLAN (C-VLAN is the same as the planned S-
VLAN).
ONT value- Profile Name: ONT-VoIP
added services | wAN VLAN ID: 300
Service Type: VoIP
Connection Type: Routed
Priority: 5
IP address of the SIP server: 10.10.100.10/24
Port ID of the SIP server: 5060
Home domain name: huawei.com
User phone number 1: 77730010; Auth User Name is
+8675577730010@huawei.com; Auth Password is iadtest1
User phone number 2: 77730020; Auth User Name is
+8675577730020@huawei.com; Auth Password is iadtest2
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Procedure
® Implement pre-configurations.

a. Configure a DBA profile.

SRR = ot e « |

b. Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is
implemented through VLANS, and the service streams of each service are mapped
to GEM port 12. In addition, different GEM connections are set up for the
management VLAN and the VLANS for the Internet, voice, and multicast services.
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c.  Configure a service profile.

Set the port capability set to adaptive. Then, the system adapts the port capability
set of an online ONT to its actual capability.
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71 DSL Profile
-+ PON Profile
(GPON Profile

EPON Profile

Optical Alarm Profile
ONT VAS Profile
ONU Senice Level Profile.
PQ Mapping Prafile
Power Shedding Profile

# Voice Profile

- VLAN Profile

< EOC Profile

- D-CHTS Profile.

-~ IPDR Senver Profile

- EQAM Profile

~ Traffic Profile

|- WRED Profile

- COS Group Profile

- IGMP Profile

- Profile Set

- Senvce Provisioning Profile.

- ACL Prafile

~ RAIO Profil

- MPLS TC Field Mapping Profile

~ SNMP Profile

- System Parameter Profile

— ETH Alarm Profile

- QoS Policy Profile

- QoS Profile

Configure an MEF IP traffic profile.

The profile name is ftth_voip, upstream/downstream traffic rate is not limited, and
the priority is 5. Traffic is scheduled based on the priority specified in the profile.

|Access Profile Management X e

Configure an S-VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to
the NE Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as
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follows: In the Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from the
shortcut menu.

The S-VLAN is used for the voice service.

— (i@ NE Panel Please input query condition
s [ NE Properties

5 (] NE Profile Management

- 3 Board Binaing Pair

@ ETHPo

- ¢k P2P Device Fredeployment

% DSL

= EPON

+- (3 GPON

A EATY

&3 Protection Group Management
¢ Monitor Link Group

433 ETH OAM

€25 LoopbackInterface

-] QoS

& (=3 Protocol

[ Security

® Provision services.

a. Add an ONT.

The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.
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HGR8245H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.
The ONT software version is the same (V300R019C00&V500R019C00) for the SIP
protocol and H.248 protocol.

b. Add a service port on the OLT side.

10.167.223.11_11(10.167.223.11) X
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c. Configure a general VAS profile for the ONT.

'~ MPLS TC Field Mapping Profile
-~ SNMP Profile

- System Parameter Profile

I~ ETH Alarm Profile
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Properties for Domain Name Sendce (D
Access Management

ALG Ability

Security

Layer 3 Forwarding

Power Management Palicy

ARF Ping
ETH GAM

d. Bind a general VAS profile.
|6 Workench | Access Profe Management X | 5 Main Tonology % | 10.167.223.11_11410.167.223.11) X

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 282



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

e. Configure the ONT VAS service.

+BBTSSTTTI00 D@ huawe com _\
T

(MnoTe

The parameters of the SIP-based voice user must be consistent with the corresponding configuration on
the softswitch.

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 283



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

Result

Check whether the telephone functions properly. Connect two common telephones phone 1
and phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2.
In normal cases:

®  The caller hears the dial tone after taking the phone off the hook.

®  When the caller dials the telephone number of the callee, the phone of the callee rings
successfully, and the caller hears the ring back tone.

®  The caller and the callee communicate with each other successfully.

®  After the callee hangs up, the caller hears the busy tone.

3.3.1.1.5 Configuring the GPON FTTH Layer 2 Multicast Service on the NMS

This topic describes how to configure the multicast service when an ONT is connected to an

OLT through a GPON port.
Networking
® The ONT is connected to the OLT in Layer 2 mode.
® The OLT uses IGMP proxy, which is a Layer 2 multicast protocol.
® The IGMP version of the multicast VLAN is IGMPv2.
®  The multicast programs are obtained in the dynamic mode.

Figure 3-6 Configuring the GPON FTTH multicast service
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Data Plan

Table 3-10 Data plan

Item Data

DBA profile Name: ftth_dba

DBA Type: Assured Bandwidth/Maximum Bandwidth
Assured bandwidth: 8 Mbit/s

Maximum bandwidth: 20 Mbit/s

ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for video services: 13
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Item

Data

ONT service
profile

Profile name: ftth

ONT port capability set:

® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive

Network
topology data

Upstream port: 0/19/0

PON port: 0/1/0

ONT ID: 1

ID of the port on the ONT that is connected to the PC: 2

Multicast
service data

Multicast protocol: IGMP proxy
Multicast version: IGMPv2

Multicast program: dynamic obtaining mode

VLAN Plan

® S-VLANID: 1000
® MVLAN ID: 1000
® VLAN type: Smart

® VLAN attribute: Common
NOTE
VLAN translation policy:

® ONT: transparently transmits the MVLAN of the HGW. Multicast packets are
duplicated downstream with MVLAN unchanged.

® OLT: duplicates multicast packets based on PON ports with MVLAN
unchanged.

Procedure

® Implement pre-configurations.

MnoTe

After all profiles are configured, perform the following steps to issue them to the device:

® In the information list, right-click the record and choose Download to NE from the shortcut menu.

® In the dialog box that is displayed, select the required NE(s), and click OK.

1.  Configure a DBA profile.
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 MPLS TC Field Mapping Profile
— SNWP Profile

- System Parameer Profile

- ETH Alarm Profile

QoS Policy Profile

QoS Profile

Assured Bandwidth/Maximum Bandwidth -

|
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Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM port,
different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is implemented
through VLANS, and the service streams of each service are mapped to GEM port 13. In
addition, different GEM connections are set up for the management VLAN and the
VLANESs for the Internet, voice, and multicast services.
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DSL Profile
PON Profile

[EPON Profile
Optical Alarm Profile
ONT VAS Profile
ONU Senice Level Profile
PQ Mapping Profile
Power Shedding Profile
Voice Profile
VLAN Profile
EOC Profile
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— EQAM Profile
— Traffic Profile
—WRED Profile
-~ COS Group Profile
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3. Configure a service profile.

Configure a VLAN translation policy for the ONT ETH port. Assume that the ONT
connects to the HGW through ETH port 2. Configure a VLAN translation policy to make
the ONT transparently transmit the MVLAN of the HGW in the upstream direction, and
replicate multicast packets with the MVLAN unchanged in the downstream direction.
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- EQAM Profile

- Traffic Profile 4 =
- WRED Profile

i~ COS Group Profile

mber of Pols Porls plive

- Profile Sat

- Senvice Provisioning Profile
- ACL Profile ultipls Vian Close
[~ RAIO Prosie forward VLAN(1-4095)
- MPLS TC Field Mapping Profile
- SNIWP Profile

' System Parameter Profile

- ETH Alarm Profle IGMP packetforward VLAN 1(0-4...
| QoS Policy Profile
" Qos Profile OK Cancel Apply
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4. Configure an MEF IP traffic profile.

The profile name is ftth_iptv, CIR is off, priority is 4, and priority-based scheduling
policy is Local-Setting. Traffic is scheduled based on the priority specified in the profile.

Actess Profle Management X
= EF IP Traffic Pro P Traffic Pri Priority CAR Thie Pro = S
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5. Configure an S-VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

The S-VLAN is used for the multicast service.

@ T
- (- NE Properties A S|easicinto

/- (9 NE Profile Management
¢ Board Binding Pair

— @ ETHPort

¢l P2P Device Predeployment
) (O3 DSL

- (3 EPON

- (9 GPON

(£ ENT1

(£ ASL

-2 VPN

€& Protection Group Management
¢ Monitor Link Group

G5 ETHOAM

¢k Loopbacknterface

-] QoS

- (£ Protocal

[ Security

® Provision services.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

a. Add an ONT.
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The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.

10467, 22311 1 (10.167.223.41) X

(MnoTe

HGR8245H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&V500R019C00) for the SIP
protocol and H.248 protocol.

b. Configure Ethernet port attributes and service channels of a GPON ONU.
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Auto-Full Duplex -
Auto-negotiation 100 -

Close

c. Add a service virtual port on the OLT side.
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10.167.223.11_11(10.167.223.11) X £

ooz
_1nno Q

d. Add a multicast VLAN on the OLT side.
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Program match mode can be set when IGMP Work Mode is tv_off. The values of
Program match mode are as follows:

® Enable: Multicast programs are configured statically. Dynamic program generation is not
supported.

® Disable: Multicast programs are dynamically generated. Static program configuration is
not supported.

After Configuration, IGMP Work Mode should be set to Proxy again, otherwise IGMP
work abnormally.

e. Add a virtual multicast upstream port on the OLT side.
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f.

- (i NE Panel
- [ NE Properlies

Board Binding Pair

1 £ Voice Gateway
v
- [ Muticast
€ Mulicast User o
el vpine or
g Cascading Port
(G Multicast VLAN
&% Protection Group Management.
- & Monitor Link Group
6% ETH OAM
- & Loopback Interface
- £ QoS
- [ Protocol

Configure a multicast user on the OLT side.
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Add Multicast VLAN to user

[ ok oJ[ cancet |[ amw |

Result

The user can watch programs on TV.

3.3.1.1.6 Configuring the GPON FTTH Layer 3 Bridge Multicast Service on the NMS

This topic describes how to configure the multicast service when an ONT is connected to an
OLT through a GPON port.

Networking

The ONT is connected to the OLT in Layer 3 bridge mode.

The ONT uses the IGMP snooping multicast protocol.

The OLT uses IGMP proxy, which is a Layer 2 multicast protocol.
The IGMP version of the multicast VLAN is IGMPv2.

Multicast programs are obtained dynamically.
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Figure 3-7 Configuring the GPON FTTH multicast service

[

™ STB ONT

™ sTB ONT

Data Plan

-

Optical

Table 3-11 Data plan

Item Data
DBA profile Name: ftth_dba
DBA Type: Assured Bandwidth/Maximum Bandwidth
Assured bandwidth: 8 Mbit/s
Maximum bandwidth: 20 Mbit/s
ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for video services: 13
ONT service Profile name: ftth
profile ONT port capability set:
® Number of POTS Ports: Adaptive
® Number of ETH Ports: Adaptive
® Number of CATV Ports: Adaptive
Network Upstream port: 0/19/0
topology data | pON port: 0/1/0
ONT ID: 1
ID of the port on the ONT that is connected to the PC: 2
Multicast Multicast protocol: IGMP proxy

service data

Multicast version: IGMPv2

Multicast program: dynamic obtaining mode
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Item Data

VLAN Plan ® S-VLANID: 1000
® MVLAN ID: 1000
® VLAN type: Smart

® VLAN attribute: Common

NOTE
VLAN translation policy:

® ONT: duplicates multicast packets based on user ports and MVLANS are
stripped off downstream.

® OLT: duplicates multicast packets based on PON ports with MVLAN

unchanged.
ONT value- Profile Name: ONT-IPTV
added services | WAN VLAN ID: 1000
(Layer 3 bridge) L
Priority: 4

Service Type: IPTV
Connection Type: Bridged
Bound port: LAN2 (LAN2 is a Layer 3 LAN)

Procedure

® [mplement pre-configurations.

MnoTe

1.

After all profiles are configured, perform the following steps to issue them to the device:
® In the information list, right-click the record and choose Download to NE from the shortcut menu.
® In the dialog box that is displayed, select the required NE(s), and click OK.

Configure a DBA profile.
Configuration LT RN TS L
Synchronize NE Configuration Data |
INE Batch Configuration L
IP Address Management 0 |
Access Senice Management ]
©
«+ Workbench Iﬂrzﬂs Profile Management X }
= | GPFOM Line Profile  GFON Senvice Profile | DEA Prnhg GPON ONT Capacity Profile | GPON Alarm Profle  MDU SNMP Profile
| DSL Proie | |
= PON Profile Name [ Allas
dza-profile_1 |sba-profie_1
EPON Profile
Optical Alarm Profile
ONT VAS Profile

ONU Sendce Level Profile
PO Mapping Profile
Power Shedding Profile
- Voice Profile
=} VLAN Profile
=} EOC Profile
D-CMTS Profile
IPOR Server Profile 4
EQAM Profile 3
Traffic Profile '
WRED Profile
COS Group Profile
IGMP Profile
Profile Set
Sendce Provisioning Profile
ACL Profile
RAIO Profile
MPLS TC Field Mapping Profila
SNMP Profile
Systemn Parameter Profile
ETH Alarm Profile
QoS Policy Profile
QoS Profile
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| Assured BanawigthMaximum Bandwigth |

2. Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM port,
different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and ONT-side services is implemented
through VLANSs, and the service streams of each service are mapped to GEM port 13. In
addition, different GEM connections are set up for the management VLAN and the
VLAN:S for the Internet, voice, and multicast services.

ISERGRBERRN] <o arsemer |
C GPON Ling Prgn . GPON Sernvice Frofile BA Profile GPON ONT Cap Profile GPON Alarm Profile U SNMP Profie

— EQAM Profile
— Traffic Profile
— WRED Profile

~ COS Group Profile

~ IGMP Profile

~ Profile Set

— Senvice Provisioning Profile
—ACL Profile

— RAIO Profile

~— MPLS TC Field Mapping Profile

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 300



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 301



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

4.

Configure a service profile.

Set the port capability set to adaptive. Then, the system adapts the port capability set of
an online ONT to its actual capability.

mm:ees Frofile Management X

- DSL Profile
= PON Profile
EPON Profile
Optical Alarm Profile
ONT VAS Profile
ONU Senvice Level Profile
PQ Mapping Profile
Power Shedaing Profile
- Voice Profile
- VLAN Profile
g_-mmpl:om Number orVDSL2 Ports
- IPDR Sever Profile E [Number of ETH Ports
- EQAM Profile [NUmDer of TOM Ports(0-8)
i Traffic Profile - |I-|-DM Port Type e s
B [t T i Cr—
- €OS Group Profile || ST
~ IGMP Profile
g |om;
(-~ Senvice Provisioning Profile | {[WAC ATSFESS T
- ACL Profile OFF
- RAIO Profile
- MPLS TC Field Mapping Profile
— SNMP Profile ETCTOEE
:E‘:ﬁg‘:’::ﬁ'srmm | [Muticast forward VLAN(1-4085)
- QoS Policy Profile ||upsuam|GuPuserqu1(u4095)
~ QoS Profile |/|Upstream iGHP

|Upstream IGMP packet fonward VLAN 1(0-4...

Configure an MEF IP traffic profile.

The profile name is ftth_iptv, CIR is off, priority is 4, and priority-based scheduling
policy is Local-Setting. Traffic is scheduled based on the priority specified in the profile.
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Actess Profle Management X
= EF IP Traffic Pro P Traffic Pri Priority CAR Thie Pro = S

5. Configure an S-VLAN on the OLT side.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

The S-VLAN is used for the multicast service.

& Profection Group Management
€& Monitor Link Group
& ETH OAM
&b Loopback Intertace
- Qo8
= (3 Protocol
& (= Security
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® Provision services.
a. Add an ONT.

The ONT connects to the GPON port 0/1/0 is ONT 1. The serial number of the
ONT is 32303131D659FD40, password is 0100000001, discovery mode for
password authentication is Always On, management mode is OMCI, bound ONT
line profile name is ftth, and the ONT service profile name is ftth.

10.167.223.11_11(10.167.223.11) X
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HG8245H is used as an example. For other ONTs, set Terminal Type based on practical
conditions.

The ONT software version is the same (V300R019C00&VS00R019C00) for the SIP
protocol and H.248 protocol.

b. Add a service virtual port on the OLT side.

10.167.223.11_11(10167.2231 1) X
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ooz )
_woo m

c. Add a multicast VLAN on the OLT side.

— (i@ WE Panel | Al 9

- [ NE Properties

#- [ NE Profile Management

' & Board Binding Pair GUPVian 200
IGMPVian_250
GMPVian_g01
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Program match mode can be set when IGMP Work Mode is tv_off. The values of
Program match mode are as follows:

® Enable: Multicast programs are configured statically. Dynamic program generation is not
supported.

® Disable: Multicast programs are dynamically generated. Static program configuration is
not supported.

After Configuration, IGMP Work Mode should be set to Proxy again, otherwise IGMP
work abnormally.

d. Add a virtual multicast upstream port on the OLT side.

J¥ X | 10.167.223.11 1

- (T NEPanel
- [ NE Properties
[ NE
- & Board Binding Pair
@ ETHPon
- & P2P Davice Pradeployment
# (9 DSL
% ] EPON
2 £ GPON
[ ENT1
o [ ASL.
3£ VPN
% (7 Connection
- [ Voice Gateway
=
- [ Muticast
& Muticast User o
P virual Uplink Port
@l Cascading Port
[ Multicast VLAN
- & Protection Group Management
- €& Monitor Link Group
— 6% ETH OAM
- & Loopback Interface
i [ QoS Il
%[ Protocol e e .

e. Configure a multicast user on the OLT side.
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Add Multicast VLAN to user

Add Multicast VLAN

" [t07122735 [iowvian_1000 lsucceeded |

f.  Configure a general VAS profile for the ONT.

onfiguration

-~ Senvice Provisioning Profile
- ACL Profile

-~ RAIO Profile 5
~ MPLS TC Field Mapping Profile |
-~ SNMP Profile

'~ System Parameter Profile
- ETH Alarm Profile

- QoS Policy Profile

" QoS Profile
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[ General Type Config Info.
Time

User Interface
ACS parameter Info
Sendces
WAN Device
5 WAN Device 1
= WAN Connection
- WAN Connection 1
é—@u PPP Interface

PO L)
IPvG Layer 3 Forwarding

Properties for Domain Name Service (D
Access Management

ALG Ability

Security

Layer 3 Forwarding

Power Management Folicy

ARP Ping

ETH OAM
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General Type - |\

#- IPvE Layer 3 Forwarding
4 Properties for Domain Mame Senvice (DN:
2 Access Management

i

& LAN-related device information
—RA

- WLAN Configuration

~— WLAN Configuration for ISP

— LAN Senvices Configuration

- LAN IPv6 Global Config

- IPVG Layer 3 Forwarding
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GoneraiTipe - |SoMwareVersion: V1R003C00-22 - |

Properties for Domain Mame Sendce (DN
Access Management

ALG Ability

Security

Layer 3 Forwarding

TNEM @
Power Management Policy
ARP Ping

ETH OAM
Customer senvice info

(MnoTe

To bind a WAN port to multiple LAN ports, set Physical Port Name to LAN1,...,LANx. For
example, to bind WAN 1 to LAN 1 and LAN 2, set Physical Port Name to LAN1, LAN2.

g. Bind a general VAS profile.
N e O e
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S Wiarkbench | Access Piofile Management 5 | s Main Topalogy 5 | 10167 225.11_11(10167 22311) X |
- || GPONUNIPor | GPON oMU ONU Details
T@verwa L | 2|
+ [ NE Properties Status - | Operaion Status | Config Status | Frame - | Siot~ | Pot~ | ONUID - | Name~ | Alias . | VendoriD | TerminalTyps - | Software Version |
(00 NE Pros Maagoanent w Bind General ONT VAS Profile X
upnigure uos
Delete Name Alias Profile Type - ‘
Locate to ONU Topology View... IR16C00_tjh vocie Senvice Configuration ‘ﬂ
View Alarm (Q) ] R15C81 Senvice Configuration
View Event ONT-VOIP | Senvice Configuration

Dgactivate

Re-register |<I L T >|{
Reset No. 31, Total: 46, Selected: 1, Update at 11/02/2014 16:34:18
i
Rediscovery Detailed Info. Terminal Reference
Restore
E2E Senvce.. & & P
Test b [ Vendor~ Terminal Type | Begin Version - End Version -
Query ONT Leaming MAC Address HWTC General Type VIR003C00 [zz
Value-Added Senice ‘
Upgrade Terminal. Bind VAS Profile... (5)
Sendto Resource Marker®).. [ETEL N o 0.0, Total: 1, Selected: 0, Update at 1110312014 16:34:40

Legend..
Performance Apply VAS Senvige Configurations to the ONT Forcibly
Eile

Result

Senvice Configuration

Configure Value-Added Senvice... Ivi Downloadta NE [_| Switch to ONT Load Task

Delete Value-Added Senvice(Z)

The user can watch programs on TV.

3.3.2 Configuration by Using OLT Commands

This topic describes how to configure the Internet access service, VoIP service and IPTV
service by using OLT commands.

3.3.2.1 Gateway ONT Network Scenario (GPON and 10G GPON Access)

This topic describes how to configure Internet access service, voice service, BTV service and
VoD service when gateway ONT are used to build an FTTH network.

The FTTH GPON and 10G GPON access have the same configuration procedure. ONT web
pages for configuring them have differences; however, they have the same configuration
parameters. The following uses GPON ONT configuration as an example. For differences on
web pages, see the related ONT manuals.

3.3.2.1.1 Service Requirements and Application Scenario

Service Requirements

Optical fibers are connected to users' home and triple play services are required. The
following provides detailed service requirements:

Internet access of multiple PCs in a home is supported.

Access of multiple telephones in a home is supported.

IPTV programs can be previewed and watched using STBs.

Service expansibility is supported and different services do not affect each other.
Service security is ensured.

- Internet and Wi-Fi access services are protected against unauthorized access, user
account theft or borrowing, MAC/IP spoofing, and malicious attack.

- Voice and IPTV services are protected against MAC/IP spoofing, malicious attack,
and traffic flooding attack.

Service faults are easy to locate and services are easy to maintain.
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Application Scenario

As shown in Figure 3-8, the ONT integrating an IAD provides Internet, Wi-Fi, VoIP, and
IPTV services to users.

The HGW ONT facilitates interconnection of home devices by providing Layer 3 services,
such as Point-to-Point Protocol over Ethernet (PPPoE)/DHCP dialup, network address
translation (NAT), and Internet Group Management Protocol (IGMP) snooping. This scenario
provides fine-grained management channels and service control, and mainly applies to Layer
3 networking.

Figure 3-8 HGW ONT

5
/|

(L ;?/ | Laptop

Phone = lg‘J,
- — =gy IPTV
r-. . = = ~ headend
PC J Optical z >y .
\q splitter UPE Internet
PE-AGG
STE
™

3.3.2.1.2 Configuration Process

Figure 3-9 shows the configuration roadmap in fiber to the home (FTTH) networking using a
gateway optical network terminal (ONT).
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Figure 3-9 Configuration roadmap in FTTH networking using a gateway ONT

Configuration on ONT side (on
a web page or the U2000):

@ Configure HSI service +——
&) Configure VolP service =——

@) Configure BTV service =—
@ Configure VoD service

Configuration on OLT side
({through the CLI):

» @ Add an ONT to an OLT
= @) Configure HSI service

~——— @) Configure VoIP service
———= () Configure BTV service

——= ) Configure VoD service

— @ Configure link aggregation,
congestion control, and
security policies

Metro @

network

IPTV
headend

NGMN/AMS

T
In step &), If the volce service dala
of the ONT issuad through CLI, you

Upsiream interface
Downstream interface

HIS service-port page of the ONT or U2000 for
WolP service-port configuration.
BTV senvice-part

VoD service-port

do not need to log in to the web

The following table describes the configuration steps.

Item Step Description
Optical | Adding an ONT to an OLT Services can be configured for an ONT
line only after the ONT is successfully added
termina to an OLT.
1 (OLT)
OLT Configuring the Internet Access None
ONT Service (on a Web Page or the
U2000)
U2000
Configuring the Wi-Fi Access None
Service (on a Web Page)
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Item Step Description
Configure the Configuring the | NOTE
VoIP service. H.248-based ® The H.248 and Session Initiation Protocol

Voice Service (SIP) protocols are mutually exclusive for
(on a Web Page the VoIP service. Either of them is
or the U2000) configured at a time.

- ® The voice service can be configured
Configuring the through command line interface (CLI) on
H.248-based an OLT, web page, or U2000. Select a
Voice Service configuration mode based on site
(Through the requirements.

CLI) ® OLT CLI: This mode can be used for

site deployment or the U2000 has not

Configuring the been deployed.

SIP —based Voice ® Web page: This mode can be used to

Service (on a configure voice parameters after the

Web Page or the service channel has been configured

U2000) through the OLT CLI. It can be used for

site deployment.

Configuring the ® U2000: This mode can be used to

SIP-based Voice configure voice parameters after the

Service service channel has been configured

(Through the through the OLT CLI. It can be used for

CLI) service provisioning in batches.
Configure the Configuring the | IPTV services include the BTV and VoD
IPTV service. BTV Service services that are different in configuration

(on the Web procedures and need to be configured

Page) separately.

Configuring the

VoD Service

(on the Web

Page)

OLT Configuring Link Aggregation, The global configuration of link
Congestion Control, and Security | aggregation and queue scheduling based
Policies on priorities ensures service reliability. The

global configuration of security policies
ensures service security.

OLT Verifying Services The OLT provides remote verification

methods including ONT PPPoE/DHCP
dialup emulation and call emulation for
configuration and commissioning
engineers to verify services remotely after
service configuration, avoiding a second
on-site operation.

3.3.2.1.3 Adding an ONT to an OLT

Services can be configured for an ONT only after the ONT is successfully added to an OLT.
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Data Plan

Item Data

DBA profile Profile name: ftth_dba mngt

® Profile type: Typel

® Fixed bandwidth: 1 Mbit/s
Profile name: ftth_dba hsi

® Profile type: Type4

® Maximum bandwidth: 32 Mbit/s
Profile name: ftth_dba_voip

® Profile type: Type2

® Assured bandwidth: 1 Mbit/s
Profile name: ftth_dba_iptv

® Profile type: Type2

® Assured bandwidth: 1 Mbit/s

ONT line profile | Profile name: ftth
T-CONT ID for voice services: 5

T-CONT ID for video services: 6

GEM port ID for voice services: 12
GEM port ID for video services: 13

T-CONT ID for management services: 4

T-CONT ID for Internet access services: 7

GEM port ID for management services: 11

GEM port ID for Internet access services: 14

ONT service Profile name: ftth

profile ONT port capability set: adaptive

Network PON port: 0/1/0
topology data | ONT IDs: 1 and 2

Procedure

Step1 Configure GPON ONT profiles.

GPON ONT profiles include the DBA profile, line profile, service profile, and alarm profile.

® DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT is
bound to a DBA profile for dynamic bandwidth allocation, improving upstream
bandwidth utilization.

® Line profile: A line profile describes the binding between the T-CONT and the DBA

profile, the QoS mode of the traffic stream, and the mapping between the GEM port and

the ONT-side service.
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Service profile: A service profile provides the service configuration channel for the ONT
that is managed by using optical network terminal management and control interface
(OMCI).

Alarm profile: An alarm profile contains a series of alarm thresholds to measure and
monitor the performance of activated ONT lines. When a statistical value reaches the
threshold, the host is notified and an alarm is reported to the log host and the NMS.

Configure a DBA profile.

Run the display dba-profile command to query the existing DBA profiles in the system.
If the existing DBA profiles in the system cannot meet the requirements, run the dba-
profile add command to add a DBA profile.

huawei
huawei
huawei
huawei

config) #dba-profile add profile-name ftth_dba mngt typel fix 1024
config) #dba-profile add profile-name ftth dba voip type2 assure 1024
config) #dba-profile add profile-name ftth dba_iptv type2 assure 1024
config) #dba-profile add profile-name ftth dba hsi type4 max 32768

MnoTe

Select a DBA profile of the proper bandwidth type and configure proper bandwidth according to the
service types and total user count of the ONT. Note that the sum of the fixed bandwidth and the assured
bandwidth must not be greater than the total bandwidth of the PON port.

Configure an ONT line profile.

Create a GPON ONT line profile, named ftth, and bind it to the DBA profile.

huawei (config) #ont-lineprofile gpon profile-name ftth

huawei (config-gpon-lineprofile-1) #tcont 4 dba-profile-name ftth dba mngt
huawei (config-gpon-lineprofile-1) #tcont 5 dba-profile-name ftth dba voip
huawei (config-gpon-lineprofile-1) #tcont 6 dba-profile-name ftth dba iptv
huawei (config-gpon-lineprofile-1) #tcont 7 dba-profile-name ftth dba hsi

Create different GEM ports according to different service types, in which
- GEM port 11 is used to carry management services.

- GEM port 12 is used to carry voice services.

- GEM port 13 is used to carry video services.

- GEM port 14 is used to carry Internet access services.

huawei
huawei
huawei
huawei

config-gpon-lineprofile-1)#gem add 11 eth tcont 4
config-gpon-lineprofile-1)#gem add 12 eth tcont 5
config-gpon-lineprofile-1)#gem add 13 eth tcont 6
config-gpon-lineprofile-1)#gem add 14 eth tcont 7

MnoTe

1. To change the default QoS mode, run the qos-mode command to set the QoS mode to gem-car or
flow-car, and run the gem add command to set the index of the traffic profile bound to the GEM
port.

2. When the QoS mode is priority-queue (PQ), the default queue priority is 0; when the QoS mode is
flow-car or gem-car, traffic profile 6 is bound to the GEM port by default (no rate limitation).

After the configurations are complete, run the commit command to apply the parameters

settings.

huawei (config-gpon-lineprofile-1) #commit

huawei (config-gpon-lineprofile-1) #quit
Configure an ONT service profile.
Create a GPON ONT service profile, named ftth. Configure the capability set of the

ETH port, POTS port and CATV POTS to adaptive. Then the system automatically
adapts to the ONT according to the actual capability of the online ONT.
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huawei (config) #ont-srvprofile gpon profile-name ftth
huawei (config-gpon-srvprofile-1) #ont-port eth adaptive pots adaptive catv
adaptive
After the configurations are complete, run the commit command to apply the parameters
setting.
huawei (config-gpon-srvprofile-1) #commit
huawei (config-gpon-srvprofile-1) #quit
4. (Optional) Add an alarm profile.

- The default GPON alarm profile 1 is used. The alarm thresholds for the default
alarm profile are 0, which indicates that no alarm is generated.

- In this example, the default alarm profile is used, and therefore the configuration of
the alarm profile is not required.

- Run the gpon alarm-profile add command to configure a GPON alarm profile,
which is used for monitoring the performance of an activated ONT line.

Step 2 Addan ONT.

The procedures for configuring GPON, XG-PON, and XGS-PON services are the same. The
difference lies in this step. Here, the GPON service is used as an example. When configuring
XG-PON and XGS-PON services, you need to configure the ONT network-side interface type
parameter (ont-type) in the ont add and ont confirm commands. Select a value based on the
actual ONT capability or service data plan, for example, 10g/2.5g.

Connect two ONTs to GPON port 0/1/0. Set the ONT IDs to 1 and 2, SNs to
3230313126595540 and 6877687714852901, passwords to 0100000001 and 0100000002,
discovery mode for password authentication to once-on, and management mode to OMCL.
Bind the two ONTSs to ONT line profile ftth and ONT service profile ftth.

There are two methods of adding an ONT: add an ONT offline and confirm an automatically
discovered ONT.

® Add ONTs offline.
If the password of an ONT is known, run the ont add command to add an ONT offline.

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #ont add 0 1 password-auth 0100000001 once-on no-
aging omci ont-lineprofile-name

ftth ont-srvprofile-name ftth
huawei (config-if-gpon-0/1) #ont add 0 2 password-auth 0100000002 once-on no-
aging omci ont-lineprofile-name

ftth ont-srvprofile-name ftth

®  Confirm automatically discovered ONTs.

If the password or SN of an ONT is unknown, run the port portid ont-auto-find
command in GPON mode to enable the ONT auto-discovery function of the GPON port.
Then, run the ont confirm command to confirm the ONT.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 0 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 0
//After this command is executed, the information about all ONTs connected
to the GPON port through optical splitters is displayed.

huawei (config-if-gpon-0/1) font confirm 0 ontid 1 sn-auth 3230313126595540
omci ont-lineprofile-name

ftth ont-srvprofile-name ftth
huawei (config-if-gpon-0/1) #ont confirm 0 ontid 2 sn-auth 6877687714852901
omci ont-lineprofile-name

ftth ont-srvprofile-name ftth
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If multiple ONTs of the same type bound to the same line profile or service profile are connected to the
same port, you can bulk add ONTs by bulk confirming automatically discovered ONTs to make
configuration easier and more efficient. To do so, the preceding command can be modified as follows:

huawei (config-if-gpon-0/1) #ont confirm 0 all sn-auth omci ont-lineprofile-
name ftth
ont-srvprofile-name ftth

(Optional) Bind the alarm profile to the ONT.

The default profile 1 is used in this example.

huawei (config-if-gpon-0/1) font alarm-profile 0 1 profile-id 1
huawei (config-if-gpon-0/1) font alarm-profile 0 2 profile-id 1

Step 3 Check ONT status.

After an ONT is added, run the display ont info command to query the current status of the
ONT. Ensure that Config flag of the ONT is active, Run State is online, Config state is
normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 0 1

F/S/P : 0/1/0

ONT-ID g 1

Control flag : active //Indicates that the ONT is
activated.

Run state : online //Indicates that the ONT goes online
successfully.

Config state : normal //Indicates that the configuration state of

the ONT is normal.

Match state : match //Indicates that the capability profile bound

to the ONT is consistent with the actual capability of the ONT.
...//The rest of the response information is omitted.

When Config state is failed, Run state is offline, or Match state is mismatch:

If Control flag is deactivated, run the ont active command in GPON mode to activate
the ONU.

If Run state is offline, a physical line may be broken or the optical module may be
damaged. Check the line and the optical module.

If Config state is failed, the configured ONU capability exceeds the actual ONU
capability. In this case, run the display ont failed-configuration command in the
diagnose mode to check the failed configuration item and the failure cause. Then, rectify
the fault accordingly.

——-End

3.3.2.1.4 Configuring the Internet Access Service (on a Web Page or the U2000)

The OLT is connected to the remote ONT through a GPON port to provide users with high-
speed Internet access services.

Prerequisites

The OLT is connected to the BRAS.

Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configurations, see the
configuration guide.

The ONT has been added to the OLT. For details, see 3.3.2.1.3 Adding an ONT to an
OLT.
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® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.
® The Web page and NMS window for configuring ONT varies with ONT versions, but
the parameter configuration is the same. For details, see relevant ONT manuals.
Data Plan
Item Data
ONT line profile Profile name: ftth
GEM port ID: 14
VLAN Plan Double-tagged VLAN:
® S-VLANID: 100
® S-VLAN type: smart
® S-VLAN attribute: stacking
® CVLAN ID: 1001
® C-VLANID: 1010-1011
VLAN translation policy:
® ONT: ONTs configure the VLAN and add the same C-
VLAN tag to packets. All ONTs are in the same C-
VLAN.
® OLT: The OLT performs VLAN translation: C<->S
+C'. The C'-VLAN of every ONT differs from each
other.
Procedure

® Configure the OLT.

a

Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in
the system. If the traffic profiles existing in the system do not meet the
requirements, you need to run the traffic table ip command to add a traffic profile.

Set the profile ID to ftth_hsi, the CIR to 4 Mbit/s, and the priority to 0. In addition,
configure the scheduling mode so that packets are scheduled according to their
priorities.

huawei (config) #traffic table ip name ftth hsi cir 4096 priority 0
priority-policy local-setting

Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 1001 is mapped to GEM port 14 in the ONT line
profile.

huawei
huawei
huawei
huawei

config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 14 0 vlan 1001
config-gpon-lineprofile-1) #commit
config-gpon-lineprofile-1) #quit

Create a service VLAN and add an upstream port to it.
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Add upstream port 0/9/0 to VLAN 100.

huawei (config) #vlan 100 smart
huawei (config) #vlan attrib 100 stacking
huawei (config) #port vlan 100 0/9 0

Create service flows.

Set the service VLAN to 100, GEM port ID to 14, and user VLAN to 1001, and use
traffic profile ftth_hsi.

huawei (config) #service-port vlan 100 gpon 0/1/0 ont 1 gemport 14 multi-
service

user-vlan 1001 tag-transform translate-and-add

inner-vlan 1010 inbound traffic-table name ftth hsi outbound traffic-
table name ftth hsi

huawei (config) #service-port vlan 100 gpon 0/1/0 ont 2 gemport 14 multi-
service

user-vlan 1001 tag-transform translate-and-add

inner-vlan 1011 inbound traffic-table name ftth hsi outbound traffic-
table name ftth hsi

Save the data.

huawei (config) #save

® Configure the ONT on the Web page.

Log in to the Web configuration page.

i.  Configure the IP address of the PC network adapter to be in the same network
segment with the IP address of the local maintenance Ethernet port on the
ONT.

ii.  Open the Web browser, and enter the IP address (https with high priority is
recommended) of the local maintenance Ethernet port on the ONT. In the login
window that is displayed, enter the user name and password of the
administrator. After the password is authenticated, the web configuration
window is displayed.

Configure the working mode of a LAN port.

The LAN port bound to the WAN port must work in the Layer 3 mode. Therefore,
set the working mode to Layer 3 for the LAN port connected to the PC.

o

On this page, you can configure LAN ports as Layer 3 ports by selecting the corresponding check boxes. The Layer 3 ports
will be assigned as HG porls Select the check box of LAN 1 and set LANT to work
inthe Layer 3 mode.

[J LANT [0 Lans ]

9.&;:;)%c Cancel

Configure parameters of a WAN port.
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VRN TSRS o waN > WAN Configuration.

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN portto communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network

equipment.
New | Delete
Connection Name VLAN/Priority Protocol Type

Basic Information

Enable WAN: ¥

Encapsulation Mode: © IPoE @ PPPOE

Protocol Type: 1Pv4 For configuring the Internet acc ervice, INTERNET ora

WAN Mode: 'Route WAN combination containing INTERNET needs to be selected

Service Type: INTERNET

- The VLAN ID of the ONT must be the same as the user-side VLAN

Enable VLAN: 'Z ID configured on the OLT

VLAN ID: 1001 )

802.1p Policy: @ Use the specified value & Copy from IP precedence

802.1p: 0 The user name and password must be the same as the user name

MRU: ¥ and p: ord configured on the BRAS

User Name: iadtest@pppoe v

Password: ssssase

The WAN port is bound to LANT.
e L e ———————
T

’Binoing Options: [ eant [ eanz [ eanalleans D) ssipt [ ssip2 [ ssiD3 | ssiD4 ]
jPv4 Information NAT must be enabled to configure the

IP Acquisition Mode: Static' ' DHCP @ PPPoE  [luizul:s s

Enable NAT: [E)

NAT type: Port-restricted cone NAT [+

Dialing Method: |automatic [=]

Multicast VLAN ID: (1-4094)

Apply, Cancel

d. Check the ONT connection status.

Choose Status > WAN Informati

Status > WAN Information

On this page, you can query the connection and line status of the WAN port

Connection Status is Connected.

IPv4 Information
i P
Connection
WAN Name e Acquisition IP Address Subnet Mask VLAN/Priority MAC Address Connecte
Mode
1_INTERNET_R_VID_1001 Connected PPPoE 10.2.50.212 255.255.255.255 1001/0 70:54 F5:5ACE T8 AlwaysOr]
IPv6 Information

WANName  Connection Status Prefix Acquisition Mode  Prefix VLANPriority ~ MAC Address  Gateway

WAN Name IP Acquisition Mode IP Address IP Address Status DNS

< | mn ] »

® Configure the ONT on the U2000.
a. Add a general VAS configuration profile for the ONT.
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- DSL Profile
= PON Profile

- GPON Profile

 EPON Profile

- Optical Alarm Profile

- ONU Senvice Level Profile
- PQMapping Profile

' Power Shedding Profile

+- Voice Profile

#- VLAN Profile

¥ EOC Profile

-~ D-CMTS Profile

| IPDR Server Profile
|- EQAM Profile

|~ COS Group Profile

i IGMP Profile

| Profile Set

| Senvice Provisioning Profile
i~ ACL Profile.

i~ RAIO Profile

i~ MPLS TC Field Mapping Profile |-
i~ SNMP Profile

353

VIR003C00 ~ ZZ b
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- WLAN Configuration for ISP
- LAN Senvices Configuration
- LAN IPvi Global Config
IPvG Layer 3 Forwarding

= General Type Config Info.
Time
User Interface
ACS parameter info
Services
WAN Device
LAN Device
IPv6 Layer 3 Forwarding

-

Properties for Domain Name Service (DNS).
Access Management

ALG Ability

Security

Layer 3 Forwarding

T mé Route o
Power Management Policy

ARP Ping

ETH OAM

Customer senice info

Queue management configuration
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To bind a WAN port to multiple LAN ports, set Physical Port Name to LAN1,...,LANx. For
example, to bind WAN 1 to LAN 1 and LAN 2, set Physical Port Name to LAN1, LAN2.

b. Bind a general VAS profile.
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wi Configure VAS x®

Basic Parameters Advanced Parameters

YYAN Port
Woice Service

WANPord~ | Connection Type - VLANID - [ Priority -

Cennection Type:  Routed ~ IP get mode: | PPPoE
[Bing VAS Profile...

VLANID 5 . i
Bind General VAS Profile... @ oy L1001 Priotly:
Configure Value-Added Senice... [ User Name: [iactesi@pppoe | Password: |seesees | ]
Apply VAS Senvige Configurations 1o the ONT Forcably — -
Delete Valus-Added Sendce(Z)

Download fo NE [ 1 Switch to ONT Load Task
(5)
oty
(Onote

The User Name and Password must be the same as those configured on the BRAS.

——-End

3.3.2.1.5 Configuring the Wi-Fi Access Service (on a Web Page)

The OLT is connected to the remote ONT through a GPON port to provide users with high-
speed Internet Wi-Fi services.

Prerequisites
® The OLT is connected to the BRAS.
® Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configurations, see the
configuration guide.
® The ONT has been added to the OLT. For details, see Adding an ONT to an OLT.
® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.
® The Web page for configuring ONT varies with ONT versions, but the parameter
configuration is the same. For details, see relevant ONT manuals.
Data Plan
Item Data
ONT line profile Profile name: ftth

GEM port ID: 14
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Item

Data

VLAN Plan Double-tagged VLAN:

® S-VLANID: 100

® S-VLAN type: smart

® S-VLAN attribute: stacking
® CVLANID: 1001

® C-VLANID: 1010-1011
VLAN translation policy:

® ONT: ONTs configure the VLAN and add the same C-
VLAN tag to packets. All ONTs are in the same C-
VLAN.

® OLT: The OLT performs VLAN translation: C<->S
+C'. The C'-VLAN of every ONT differs from each
other.

Procedure

® Configure the OLT.

a

Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in
the system. If the traffic profiles existing in the system do not meet the
requirements, you need to run the traffic table ip command to add a traffic profile.

Set the profile ID to ftth_hsi, the CIR to 4 Mbit/s, and the priority to 0. In addition,
configure the scheduling mode so that packets are scheduled according to their
priorities.

huawei (config) #traffic table ip name ftth hsi cir 4096 priority 0
priority-policy local-setting

Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 1001 is mapped to GEM port 14 in the ONT line
profile.

huawei (config) #ont-lineprofile gpon profile-name ftth

(
huawei (config-gpon-lineprofile-1) #gem mapping 14 0 vlan 1001
(
(

huaweil (config-gpon-lineprofile-1) #commit

huaweil (config-gpon-lineprofile-1) #quit

Create a service VLAN and add an upstream port to it.
Add upstream port 0/9/0 to VLAN 100.

huawei (config) #vlan 100 smart
huawei (config) #vlan attrib 100 stacking
huawei (config) #port vlan 100 0/9 0

Create service flows.
Set the service VLAN to 100, GEM port ID to 14, and user VLAN to 1001, and use
traffic profile ftth_hsi.

huawei (config) #service-port vlan 100 gpon 0/1/0 ont 1 gemport 14 multi-
service
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user-vlan 1001 tag-transform translate-and-add

inner-vlan 1010 inbound traffic-table name ftth hsi outbound traffic-

table name ftth hsi

huawei (config) #service-port vlan 100 gpon 0/1/0 ont 2 gemport 14 multi-

service
user-vlan 1001 tag-transform translate-and-add

inner-vlan 1011 inbound traffic-table name ftth hsi outbound traffic-

table name ftth hsi

Save the data.

huawei (config) #save

® Configure the ONT on the Web page.

Layer 3 bridge Wi-Fi service

a

C

Log in to the Web configuration page.

i.  Configure the IP address of the PC network adapter to be in the same network

segment with the IP address of the local maintenance Ethernet port on the

ONT.

ii.  Open the Web browser, and enter the IP address (https with high priority is

recommended) of the local maintenance Ethernet port on the ONT. In the login

window that is displayed, enter the user name and password of the
administrator. After the password is authenticated, the web configuration

window is displayed.

Configure the Wi-Fi parameters.

WLAN >WLAN Basic Configuration o Choose Wi-Fi > Wi-Fi Basic Configuration.

On this page, you can set basic YWLAN parameters{When the WLAN function is disabled, this page is blank).
4 Caution:
Wireless network services may be interrupted temporarily after you modify wireless network parameters

[¥] Enable WLAN

New | Delete
SSID Index SSIDName SSID Status  Number of Associated Devices  Broadcast SSID  Security Configuration

1 ‘WirelessNet Enabled 32 Enabled Configured
SSID Configuration Details
S8I0 Name: ChinaMet-huawei *{1-32 characters)
Enable SSID: ¥
Nurmber of Associated
32 *{1-32
Devices:
Broadcast SSID: ¥
Enable Whi: 7
Authentication Mode: WPA PreSharedKey 3
Encryption Mode: TKIP&AES Z|
WPA PreSharediey. eessesee ¥ Hide *(8-63 ASCII characters or 64 hexadecimal characters)
WPA Group Key Regeneration 2600 e
Interval
Enable WPS:
WPS Mode: PBC (=]
PBC:
f-\pplyR Cancel

Configure the parameters of the Layer 3 bridge WAN port.
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WAN > WAN Configuration 0 Choose WAN > WAN Configuration.

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN port to communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network

equiprent
New | Delete
Connection Name VLANPriority Protocol Type
Basic Information
Enable WAN: )
Encapsulation Mode: 9 IPoE ) PPPOE
0 —
Protocol Type: 1Pvd For configuring the Intemet access service, INTERNET ora
WAN Mode: Bridge WAN combination containing INTERNET needs o be selected
Service Type: INTERNET
. B The VLAN ID of the ONT must be the same as the user-side VLAN ID
Enable VLAN: ¥l configured on the
VLAN ID: 1001
802.1p Policy: @ Use the specified value () Copy from IP precedence
802.1p: 0 =
Ceant T eanz [Cuanz O Lang
Binding Options: —
#Issio1 | Issipz| |ssi03| |gsip4[Jssins[ (ssi06| | ssi07| | 88iD8

IPv4 Information
Multicast VLAN ID: (1-4094)

Applk Cancel

ﬂ;ﬂ NOTE

When you use Wi-Fi access service in the [IPoE mode, you need to enable the DHCP relay
function. For procedure details, see DHCP Server Configuration.

d. Check the ONT connection status.

In the navigation tree, choose Status > WAN Information. In the right pane,
Connection Status is Connected.

Status > WAN information | §1)] o Jf= Y SNUNFREY Fp e S———y

On this page, you can query the connection and line status of the WAN port

Connection Status is Connected.
IPv4 Information
. - S

IPA P Subnet B MAC
VAN Name VLAN/Priority Connected
Status Mode Address Mask Address
1_INTERNET_B_VID_ 1001 Connected = = 1001/0 - AlwaysOn
1PV Information
WAN Name Connection Status Prefix Acquisition Mode Prefix VLAN/Priority MAC Address
WAN Name IP Acquisition Mode IP Address IP Address Status

Layer 3 route Wi-Fi service

a. Log in to the Web configuration page.

i.  Configure the IP address of the PC network adapter to be in the same network
segment with the IP address of the local maintenance Ethernet port on the
ONT.

ii.  Open the Web browser, and enter the IP address (https with high priority is
recommended) of the local maintenance Ethernet port on the ONT. In the login
window that is displayed, enter the user name and password of the
administrator. After the password is authenticated, the web configuration
window is displayed.

b.  Configure the Wi-Fi parameters.
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WLAN > WLAN Basic Configuration €}

i Basic Configuration.

On this page, you can set basic WLAN parametersvihen the WLAN function is disabled, this page is blank).

4 Caution:

Wireless network services may be interrupted temporarily after you modify wireless network parameters.

Enable WLAN
9Nevw Delete
SSID Index  SSID Name SSID Status of & Devices  Br SSID ty C;llrminn
1 ‘WirelessNet Enabled 32 Enabled Configured
‘SSID Configuration Details
SSID Name: ChinaNet-huawei *({1-32 characters)
Enable 831D ]
Nurnber of Associated
R 32 *{1-32)
Broadeast SSID: ™
Enable WMM:
Authentication Mode: WPA PreSharediey =]
Encryption Mode: TKIPBAES [=]
WPA PreSharedKey: ssssanee Hide *{8-63 ASCIl characters or 64 hexadecimal characters)
WPA Group Key Regeneration
— 3600 *(600-86400s)
Enable WPS: B
WPS Mode: PBC =]
FPBC:

Mplk Cancel

c.  Configure the parameters of the Layer 3 route WAN port.

P G L 0 Choose WAN > WAN Configuration.

On this page, you can configure WAN port parameters. The ONT (home galeway) uses a YWAN port to communicate with
upper-layer network equiprment. Therefore, these parameters must be consistent between the ONT and the network

equipment
9@ Delete
Connection Name VLAN/Priority Protocol
Basic Information
Enable VWAN:
Encapsulation Mode: ) IPOE @ PPPOE
FrotocoliType: ikad For configuring the Internet access service, INTERNET or a
VAN Mode: Route VAN combination containing INTERNET needs to be selected
Service Type: [INTERNET
Enable VLAN: ¥
WLAN 1D: 1001 *(1-4094)
802.1p Policy: @ Use the specified value ) Copy from IP precedence
802.1p: [0 [~]
MRLU: (1-1540)
User Name: iadtest@pppoe
Password: sssssse
Enable LCP Detection: B
Binding Options: [T ant Euanz C eana [ Lang .
VIssip1 " Issip2[ 1ssip3[ | ssipd D ssins I ssips [l ssip7 [ Issipe
1Pv4 Information

IP Acquisition Mode: Static  DHCP @ PPFoE
Enable NAT:
MAT type: Port-restricted cone NAT v |
Dialing Method: Automatic [=]
Multicast VLAN ID: (1-4094)

Appk Cancel

d. Check the ONT connection status.
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In the navigation tree, choose Status > WAN Information. In the right pane,
Connection Status is Connected and the obtained IP address is displayed at IP

Choose Status > WAN Information.

Status > WAN Information

On this page, you can query the connection and line status of the WAN port

\Pv4 Information Connection Status is Connected.

P
Connection

WAN Name . Acquisition IP Address Subnet Mask VLAN/Priority MAC Address Connecte
Mode
1_INTERMNET_R_VID_1001 Connected PPPoE 10.2.50.212 255.255.255.255 1001/0 70:54:F5:5AL = AlwaysOr

I1Pv6 Information

WAN Name  Connection Status Prefix Acquisition Mode  Prefix VLANPriority MAC Address  Gateway

WAN Name IP Acquisition Mode IP Address IP Address Status DNS

Address. -

—End

Result

Layer 3 bridge Wi-Fi service: SSID radio signals can be searched on the Wi-Fi terminal.
After the user enter the authentication key and pass the authentication, the user can
access the Internet.

Layer 3 route Wi-Fi service: SSID radio signals can be searched on the Wi-Fi terminal.
After the user enter the authentication key and pass the authentication, the Wi-Fi
terminal can obtain the IP address allocated by the DHCP IP address pool on the ONT.
After the PPPoE dialup is successfully performed on the ONT, the user can access the
Internet.

MnoTe

The security mode and encryption configured on a Wi-Fi terminal must be the same as those of an ONT. If
you cannot find the following encryption modes: TKIP&AES, and AES. The reason may lie in an old Wi-Fi
driver version. If so, replace the old version with a new one.

3.3.2.1.6 Configuring the H.248-based Voice Service (on a Web Page or the U2000)

The OLT is connected to the remote ONT through a GPON port to provide users with the IP-
based high-quality and low-cost VoIP service.

Prerequisites

The interface data and POTS user configuration data corresponding to the MG interface
have been configured on the MGC.

The OLT has been connected to the MGC. The OLT can ping the IP address of the MGC
server successfully.

The ONT has been added to the OLT. For details, see 3.3.2.1.3 Adding an ONT to an
OLT.

Different voice services require different ONT software versions. Before the
configuration, ensure that the current ONT software version supports H.248. For details,
see relevant ONT manuals.

The Web page and NMS window for configuring ONT varies with ONT versions, but
the parameter configuration is the same. For details, see relevant ONT manuals.
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Context

Item

Data

ONT line profile Profile name: ftth

GEM port ID: 12

VLAN Plan Single VLAN tag:

® SVLAN ID: 200

® SVLAN type: smart

® SVLAN attribute: common
® CVLAN ID: 300

VLAN translation policy:

® ONT: VLANS are configured for the ONTs on the
same network in a unified manner, and the ONTSs have
the same C-VLAN. The ONT adds a C-VLAN tag to
packets.

® OLT: translates the VLAN tag (C-VLAN <-> S-
VLAN).

Voice parameter IP address of the MGC server: 10.10.100.10/24

Port ID of the MGC server: 2944
MG Domain: 0100000001 or 0100000002

Procedure

® Configure the OLT.

a

Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in
the system. If the existing traffic profiles in the system do not meet the
requirements, run the traffic table ip command to add a traffic profile.

Set the profile name to ftth_voip and do not limit the upstream and downstream
rates. Set the priority to 5 and packets are scheduled according to the priority
carried.

huawei (config) #traffic table ip name ftth voip cir off priority 5
priority-policy
local-setting

Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 300 is mapped to GEM port 12 in the ONT line
profile.

huawei (config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 12 2 vlan 300
config-gpon-lineprofile-1) #fcommit

config-gpon-lineprofile-1) #quit

huawei
huawei

huawei

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 200.

Issue 02 (2019-07-05)

Copyright © Huawei Technologies Co., Ltd. 333



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

huawei (config) #vlan 200 smart
huawei (config) #port vlan 200 0/9 0O

d. Create service flows.

Set the service VLAN to 200, GEM port ID to 12, and user VLAN to 300. Use
traffic profile ftth_voip.

huawei (config) #service-port vlan 200 gpon 0/1/0 ont 1 gemport 12 multi-
service

user-vlan 300 inbound traffic-table name ftth voip outbound traffic-
table name ftth voip

huawei (config) #service-port vlan 200 gpon 0/1/0 ont 2 gemport 12 multi-
service

user-vlan 300 inbound traffic-table name ftth voip outbound traffic-
table name ftth voip

e. Enable the ARP proxy function.

Voice media streams for different users of the same SVLAN fail to interchange
because the service ports of the smart VLAN are isolated from each other.
Therefore, the ARP proxy function needs to be enabled on the OLT.

huawei
huawei
huawei
huawei

config) #arp proxy enable

config) #interface vlanif 200
config-if-v1lanif200) #arp proxy enable
config-if-v1lanif200) #quit

f.  Save the data.

huawei (config) #save
® Configure the ONT on the Web page.
a. Log in to the Web configuration page.

i.  Configure the IP address of the PC network adapter to be in the same network
segment with the IP address of the local maintenance Ethernet port on the
ONT.

ii.  Open the Web browser, and enter the IP address (https with high priority is
recommended) of the local maintenance Ethernet port on the ONT. In the login
window that is displayed, enter the user name and password of the
administrator. After the password is authenticated, the web configuration
window is displayed.

b. Configure the voice protocol.

Voice > SIP/H.248 Protocol Conversion €) Choose Voice > SIP/H.248 Protocol Conversion.

On this page, you can setthe VolP protocol. This operation will interrupt the current call and delete the current user data.

ApPlY W,

(MnoTe

The default voice protocol is SIP. Therefore, change the voice protocol first.

c. Configure parameters for the voice WAN interface.
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WAN > WAN Configuration o Choose WAN > WAN Configuration,

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN port to communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network

equipment.
P New | Delete
Connection Name VLAN/Priority Protocol Type

Basic Information

Enable WAN:

Encapsulation Mode:

Protocol Type: Pvd or configuring the VolIP service, VoIP or a

WAN Mode: Route WAN combination containing VoIP needs to be

Senvice Type: VOIP The VLAN ID of the ONT must be the same as

Enable VLAN: @ the us de VLAN ID configured on the OLT.

VLAN ID: 300 *(1-4094)

802.1p Policy: @ Use the specified value © Copy from IP precedence

802.1p: 5 [+]

MTU: (1-1540)
1Pv4 Information

IP Acquisition Mode: ) DHCP ' PPPoE ]
Vendor ID: (The vendor ID consists of 0—63 characters.)

UserID:

d.

Voice = VoIP Basic Configuration gl

Apply‘Cancel

se Voice > VoIP Basic Col

Basic Interface Parameters(H.248)

On this page, you can set hasic parameters for the voice interface.

(option 61, ranging from 0—63)

Configure parameters for the H.248-based voice interface.

[Mdress of the Primary MGC:  10.10.100.10 *(IP or domain)
Port ofthe Primary MGC: 2944 *(0-65535)
Address of the Standby MGC: (IP or domain)
Portof the Standhby MGC: 2944 (0-65535)
’MG Domain: 0100000001 ]
MG Port: 2944 *{0-65535)
Device Name:
MID Format: Domain Mame =]
[Digilmp Matching Mode: Min E ]
Enable Digitmap Auto-match:
RTP TID Prefix A100 (An RTP TID consists of the prefix and a number)
Start Number in RTP TID: 0
‘Width of Mumber in RTPTID: & (Number of digits after the RTP TID prefix)

1_WOIP_R_VID_300 E (Selectthe name of the WAN that will carry the voice signaling

Signaling Port:
messages.)
E (Selectthe name of the WAN that will carry the voice media. The
Media Port:
name is the same as the signaling port name when it is empty)
Region: China [~
Basic User Parameters(H.248)

On this page, you can set basic parameters for the voice users

ONew Delete
No. Physical TID Associated POTS Port
B 1 AD 1
D 2 The terminal IDs A0 and A1 must ba consistant 2
Enable Physical TID: with the corresponding configuration on the MGC.
; ) If Associated POTS Por
Physical TID: al TELZ on the ONT s bo
Associated POTS Port 2 [+]
Apply_ Cancel
x
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The parameters of the H.248-based voice interface must be consistent with the corresponding
configuration on the media gateway controller (MGC).

If dual-homing is configured, Address of the Standby MGC must be configured.

MID Format can be set to Domain Name, IP, or Device Name. If MID Format is set to
Domain Name or Device Name, the setting must be consistent with the corresponding
configuration on the MGC.

MG Domain is ONT's domain name registered with the MGC. It is globally unique. MG
Domain in this example is ONT's password.

If Media Port is empty, the parameter value is the same as Signaling Port. The media
streams are not isolated from signaling streams. If the upper-layer network requires isolation
of media streams from signaling streams, create different traffic streams for the media streams
and signaling streams on the OLT, create different WAN ports on the ONT, and bind the
created WAN ports to Media Port and Signaling Port. When the packet is forwarded from
two WAN ports, the configured VLAN is carried by default.

When the ONT is interconnected with a third-party softswitch, check RTP TID Prefix, Start
Number of RTP TID, and Width of RTP TID Number.

e. Check the registration status of the voice user.

i UL v o

On this page, you can query voice user information
User Status is Up

Associated
No. Physical TID Phone Number S User Status Call Status  Interface Status Registry Error
1 AD - 1 Up Idle
Inservice
2 Al - 2 Up Idie

To restart the VoIP service, click "Restart VolP"

Restart VolP

Configure the ONT on the U2000.
a. Configure and bind a general value-added service (VAS) profile for the ONT.

Workbench |A(cess Proflle Management X |

1 ONTVAS Profile | General ONT VAS Profile o

DSL Profile

=} PON Profile MName Alias .

GPON Profile

EPON Profile

& Add an ONT General VAS Profile(Service Toye) *

Optical Alarm Profile Add(Senvice Configuration Type)

0 ‘Add(Preconfiguration Type) R e TR D
ONU Service Level Profile
PQMapping Profile o -
Power Shedding Profile {“" oHTVOE :}'“'
& Voice Profile
Comman Paramaters
& VLAN Profile
rioas Add (Import File) = General Para. Parameler Name Parameler Value
L ey [Number of WAN Connection(0-64) o
D-CMTS Profile Eile » B Senices :
IPDR Server Profile 5 WAN Device axtiumber e
EQAM Profile £ WAN Device 1
Traffic Profile WAN Connection
WRED Profile - LAN De o
COS Group Profile Custom{ 4 3d PPP Connection

IGMP Profile

Profile Set

Senvice Provisioning Profile

ACL Profile o
RAIO Profile 4
MPLS TC Field Mapping Profile ||
SNMP Profile

System Parameter Profile

ETH Alarm Profile

QoS Policy Profile

Qo8 Profile

<Back Neat> Einish | Cancel
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If the upper-layer network requires isolation of media streams from signaling streams, create
different traffic streams for the media streams and signaling streams on the OLT. When the packet
is forwarded from two WAN ports, the configured VLAN is carried by default. Create a WAN
port named WAN-RTP on the ONT, and set this WAN port to a media WAN port. Specifically,
choose Interface 1> RTP and set Associate WAN Interface to WAN2.

b. Bind a general VAS profile.
(205
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c.  Configure the ONT VAS service.

' -
E ~
e - | £ |sooo0001 |
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Domain Name is ONT's domain name registered with the MGC. It is globally unique. MG
Domain Name in this example is ONT's password.

Pay attention to the RTP TID configuration when the ONT is interconnected with a softswitch of
other vendors. The terminal IDs A0 and A1 must be consistent with the corresponding

configuration on the MGC.

Do not configure Directory Number.

—End

3.3.2.1.7 Configuring the H.248-based Voice Service (Through the CLI)

The OLT manages ONTs and applies VoIP configurations to the ONT using the OMCI
protocol. This topic describes how to configure the H.248-based voice service.

® The interface data and POTS user configuration data corresponding to the MG interface
have been configured on the MGC.

® The OLT has been connected to the MGC. The OLT can ping the IP address of the MGC

® The ONT has been added to the OLT. For details, see Adding an ONT to an OLT.

® Different voice services require different ONT software versions. Before the
configuration, ensure that the current ONT software version supports H.248. For details,

® The Web page and NMS window for configuring ONT varies with ONT versions, but
the parameter configuration is the same. For details, see relevant ONT manuals.

Data

Profile name: ftth
GEM port ID: 12

Prerequisites
server successfully.
see relevant ONT manuals.
Context
Item
ONT line profile
VLAN Plan

Single VLAN tag:

® SVLAN ID: 200

® SVLAN type: smart

® SVLAN attribute: common
® CVLAN ID: 300

VLAN translation policy:

® ONT: VLANSs are configured for the ONTs on the
same network in a unified manner, and the ONTSs have
the same C-VLAN. The ONT adds a C-VLAN tag to
packets.

® OLT: translates the VLAN tag (C-VLAN <-> S-
VLAN).
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Procedure

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

Item Data

Voice parameter IP address of the MGC server: 10.10.100.10/24
Port ID of the MGC server: 2944
MG Domain: 0100000001 or 0100000002

Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in the system.
If the existing traffic profiles in the system do not meet the requirements, run the traffic table
ip command to add a traffic profile.

Configure the mapping relationship between a GEM port and a VLAN.
The service flow of user VLAN 300 is mapped to GEM port 12 in the ONT line profile.

huawei
huawei
huawei
huawei

config) #font-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 12 2 vlan 300
config-gpon-lineprofile-1) #commit
config-gpon-lineprofile-1) #quit

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 200.

huawei (config) #vlan 200 smart
huawei (config) #port vlan 200 0/9 0

Create service flows.

Set the service VLAN to 200, GEM port ID to 12, and user VLAN to 300. Use traffic profile
ftth_voip.

huawei (config) #service-port vlan 200 gpon 0/1/0 ont 1 gemport 12 multi-service
user-vlan 300 inbound traffic-table name ftth voip outbound traffic-table name
ftth voip

huawei (config) #service-port vlan 200 gpon 0/1/0 ont 2 gemport 12 multi-service

user-vlan 300 inbound traffic-table name ftth voip outbound traffic-table name
ftth _voip

Enable the ARP proxy function.

Voice media streams for different users of the same SVLAN fail to interchange because the
service ports of the smart VLAN are isolated from each other. Therefore, the ARP proxy
function needs to be enabled on the OLT.

huawei (config) #arp proxy enable

huawei (config) #interface vlanif 200

huawei (config-if-v1anif200) #arp proxy enable
huawei (config-if-v1anif200) #quit

Configure ONT voice profiles.

ONT voice service configurations include the VoIP service provisioning mode, ONT voice
profiles, voice users, and voice-related parameters.

ONT voice profiles include the common MG interface attribute profile, POTS port profile,
MGC profile, and voice signal profile.
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Common MG interface attribute profile: saves common attributes of an ONT voice
interface, including the fax mode, fax/modem negotiation mode, and priority of the
coding and decoding mode.

POTS port profile: saves physical attributes of a POTS port on an ONT, including the
impedance, Tx gain, Rx gain, and signaling type of a POTS port.

MGC profile: saves the IP address or domain name of an MGC, protocol port ID of the
MGC transport layer to which the MG interface belongs, and DSCP priority of media
packets.

Voice signal profile: saves the ONT signal tone and ringing tone.

Currently, the common MG interface attribute profile, POTS port profile, and MGC profile
can be applied to an H.248 interface, and the voice signal profile can be bound to an H.248
interface.

For profiles that can be applied to an H.248 interface, if parameters in those profiles are
changed, those profiles must be reapplied to the H.248 interface so that the changed
parameters can take effect. For profiles that can be bound to an H.248 interface, if parameters
in those profiles are changed, those profiles do not need to be rebound to the H.248 interface
and the changed parameters can take effect.

1.

Configure the VoIP service provisioning mode.

Run the ont voip config-method command to configure the VoIP service provisioning
mode. Run the display ont info command to query the mode of issuing VoIP services.

In this example, the mode is default, that is, the VoIP service provisioning mode is
depended on the actual service provisioning mode on the ONT. Run this command to
select a proper mode if the system supports multiple voice service provisioning modes.
The service provisioning modes can be OMCI, FTP, and TR069.

Configure and apply an MG interface public attribute profile.
In this example, the default profile 1 is used.

a. Configure an MG interface public attribute profile.

Run the display ont-mg-attribute-profile command to query the existing profile in
the system. If the existing profile in the system does not meet the requirements, run
the ont-mg-attribute-profile add command to add a profile.

b. Apply a common MG interface attribute profile.

Run the ont-if-h248 bat-apply command to apply profiles in batches to H.248
interfaces and run the if-h248 attribute command to apply a profile to an H.248
interface or configure customized parameters on an H.248 interface. If you run
these two commands to apply profiles in batches or configure customized
parameters repeatedly, the last configurations take effect.

Configure and apply a POTS port profile.
In this example, the default profile 1 is used.

a. Configure a POTS port profile.

Run the display ont-pots-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-pots-profile add command to add a profile.

b. Apply a POTS port profile.

Run the ont-pstnport electric bat-apply command to apply POTS port profiles in
batches and run the pstnport electric command to apply a POTS port profile to an
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H.248 interface or configure customized parameters on an H.248 interface. If you
run these two commands to apply profiles in batches or configure customized
parameters repeatedly, the last configurations take effect.

Configure the voice WAN port of the ONT.

For ONT 1 and ONT 2, configure the IP address obtaining mode to DHCP, set the
management VLAN to VLAN 300, and use default values for other parameters.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #ont ipconfig 0 1 dhcp vlan 300
huawei (config-if-gpon-0/1) #ont ipconfig 0 2 dhcp vlan 300

Configure and apply an MGC profile.
a. Configure and apply an MGC profile.

Run the display ont-mgc-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-mgc-profile add command to add a profile.

Create MGC profile 2, set the IP address of the MGC to 10.10.100.10, and use

default values for other parameters.
huawei (config) #ont-mgc-profile add profile-id 2 primary-mgc 10.10.100.10

b. Add an H.248 interface and apply an MGC profile to the interface.

For ONT 1 and ONT 2, set the MG ID to 1, apply MGC profile 2 to ONT 1 and

ONT 2, and use default values for other parameters.
huawei (config-if-gpon-0/1) #if-h248 add 0 1 1 mgc-profile profile-id 2
huawei (config-if-gpon-0/1) #if-h248 add 0 2 1 mgc-profile profile-id 2

Add POTS users.

For ONT 1 and ONT 2, create a POTS user, set the MG ID to 1 (identical to the MG ID
of the H.248 interface), and set the physical terminal port ID to A0 and A1l.

huawei (config-if-gpon-0/1) #mgpstnuser add 0 1 1 mgid 1 terminalid AQ0
huawei (config-if-gpon-0/1) #mgpstnuser add 0 2 1 mgid 1 terminalid Al

Run the display mgpstnuser attribute command to check whether the configuration of
the POTS user is properly set.

huawei (config-if-gpon-0/1) #display mgpstnuser attribute 0 1 1

F/S/P 0/1/0
ONT ID 1
Port ID g 1

MG ID : 1
Terminal ID : AO

...//The rest of the response information is omitted.

huawei (config-if-gpon-0/1) #display mgpstnuser attribute 0 2 1

F/S/P 0/1/0
ONT ID 2
Port ID g 1

MG ID 1
Terminal ID : Al

...//The rest of the response information is omitted.

Configure and bind the voice signal profile.

In this example, the default profile 1 is used.
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a. Configure the voice signal profile.

Run the display ont-voipsignal-profile command to query the existing profiles in
the system. If the existing profile in the system does not meet the requirement, run
the ont-voipsignal-profile command to add a profile.

b. Configure the ONT signal tone.

Run the display ont-tone command to query the existing configuration in the
system. If the existing configuration in the system does not meet the requirement,
run the ont-tone add command to add signal tone parameters. The ONT signal tone
will not be configured independently in this example.

c.  Configure ONT ringing parameters.

Run the display ont-ring command to query the existing configuration in the
system. If the existing configuration in the system does not meet the requirement,
run the ont-ring add command to add ringing parameters. The ONT ringing
parameter will not be configured independently in this example.

d.  Run the commit command to save parameters of the voice signal profile to the
database.

e. Bind the voice signal profile.

Run the ont-voipsignal bat-bind command to bind voice signal profiles in batches
or run the veoipsignal command to bind a voice signal profile to an ONT. If you run
these two commands to bind profiles in batches or bind a voice signal profile to an

ONT repeatedly, the last configurations take effect.

(Optional) Configure the H.248 user codec.

Run the mgpstnuser codec command to configure the H.248 user codec. The H.248 user
codec will not be configured independently in this example.

(Optional) Configure the global VoIP media attributes of the ONT.

Run the ont-voip-media attribute command to configure the global VoIP media
attributes of the ONT. Before configuration, ensure that the configured media attributes
are supported by the corresponding ONT. Otherwise, the ONT configuration will fail.
The global VoIP media attributes of the ONT will not be configured independently in
this example.

Step 7 Save the data.

huawei (config) #save

—End

3.3.2.1.8 Configuring the SIP-based Voice Service (on a Web Page or the U2000)

The OLT is connected to the remote ONT through a GPON port to provide users with the IP-
based high-quality and low-cost VoIP service.

Prerequisites

The SIP interface data and POTS user configuration data corresponding to the MG
interface have been configured on the SIP server.

The connection between the OLT and the SIP server is set up. The OLT can ping the IP
address of the SIP server successfully.

The ONT has been added to the OLT. For details, see 3.3.2.1.3 Adding an ONT to an
OLT.
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® Different voice services require different ONT software versions. Before the

configuration, ensure that the current ONT software version supports SIP. For details, see
relevant ONT manuals.

® The Web page and NMS window for configuring ONT varies with ONT versions, but

Data Plan

the parameter configuration is the same. For details, see relevant ONT manuals.

Item Data

ONT line profile Profile name: ftth
GEM port ID: 12

VLAN Plan Single VLAN tag:

® SVLAN ID: 200

® SVLAN type: smart

® SVLAN attribute: common
® CVLAN ID: 300

VLAN translation policy:

® ONT: VLANSs are configured for the ONTs on the
same network in a unified manner, and the ONTs
have the same C-VLAN. The ONT adds a C-VLAN
tag to packets.

® OLT: translates the VLAN tag (C-VLAN <-> S-
VLAN).

Voice parameter IP address of the SIP server: 10.10.100.10/24
Port ID of the SIP server: 5060

Home domain name: huawei.com

User phone number 1: 77730010

User phone number 2: 77730020

Procedure

® Configure the OLT.

a. Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in
the system. If the existing traffic profiles in the system do not meet the
requirements, run the traffic table ip command to add a traffic profile.

Set the profile name to ftth_voip and do not limit the upstream and downstream
rates. Set the priority to 5 and packets are scheduled according to the priority
carried.

huawei (config) #traffic table ip name ftth voip cir off priority 5
priority-policy
local-setting

b.  Configure the mapping relationship between a GEM port and a VLAN.
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The service flow of user VLAN 300 is mapped to GEM port 12 in the ONT line
profile.

huawei (config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 12 2 vlan 300
config-gpon-lineprofile-1) #fcommit
config-gpon-lineprofile-1) #quit

huawei
huawei

huawei

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 200.

huawei (config) #vlan 200 smart
huawei (config) #port vlan 200 0/9 0

Create service flows.

Set the service VLAN to 200, GEM port ID to 12, and user VLAN to 300. Use
traffic profile ftth_voip.

huawei (config) #service-port vlan 200 gpon 0/1/0 ont 1 gemport 12 multi-
service

user-vlan 300 inbound traffic-table name ftth_ voip outbound traffic-
table name ftth voip

huawei (config) #service-port vlan 200 gpon 0/1/0 ont 2 gemport 12 multi-
service

user-vlan 300 inbound traffic-table name ftth_ voip outbound traffic-
table name ftth voip

Enable the ARP proxy function.

Voice media streams for different users of the same SVLAN fail to interchange
because the service ports of the smart VLAN are isolated from each other.
Therefore, the ARP proxy function needs to be enabled on the OLT.

huawei (config) #arp proxy enable

config) #interface vlanif 200
config-if-v1lanif200) #arp proxy enable
config-if-v1lanif200) #quit

huawei
huawei

huawei

Save the data.

huawei (config) #save

® Configure the ONT on the Web page.

a

Log in to the Web configuration page.

i.  Configure the IP address of the PC network adapter to be in the same network
segment with the IP address of the local maintenance Ethernet port on the
ONT.

ii.  Open the Web browser, and enter the IP address (https with high priority is

recommended) of the local maintenance Ethernet port on the ONT. In the login

window that is displayed, enter the user name and password of the
administrator. After the password is authenticated, the web configuration
window is displayed.

Optional: Configure the voice protocol.

e e e 0 Choose Voice > SIP/H.248 Protocol Conversion.

On thiz page, you can setthe VolP protocol. This operation will interrupt the current call and delete the cumrant ugser data

Apply
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The default voice protocol is SIP. If the protocol is not changed, skip this step.

c.  Configure parameters for the voice WAN interface.

s oo <G

On this page, you can configure WAN port parameters. The ONT (home gateway) uses 3 WAN port to communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network

equipment
eNew Delete

Connection Name VLAN/Priority Protocol Type

Basic Information

Enable WAN: ]

Encapsulation Mode: @ IPoE ) PPPOE

Protocol Type: IPv4 For configuring the VoIP service, VoIP or a

AT Route WAN combination containing VoIP needs to be selected.

Senvice Type: volp The VLAN ID of the ONT must be the same as
NG @ the user-side VLAN ID configured on the OLT.
VLAN ID: 300 *(1-4094)

802.1p Policy: @ Use the specified value © Copy from IP precedence

802.1p: 5 [=]

MTU: (1-1540)
IPv4 Information

IP Acquisition Mode: ) Static @ DHCP  PPPoE

Vendor ID: (The vendor ID consists of 0-63 characters.)
UserID: (option 61, ranging from 0—-63)

Apnlykcancel

d. Configure parameters for the SIP-based voice interface.
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CEERENE R GE EEY 9 Choose Voice = VolP Basic Configuration.

Basic Interface Parameters(SIP)

On this page, you can set basic parameters for the voice interface

Qutbound Proxy Server

Address:

Qutbound Proxy Server Port: 5060
Address of the Standby

Qutbound Proxy Server:

Port of the Standby Outbound

IP or domain

5060
Proxy Server.
Address of the Primary Proxy

10.10.100.10 IP or domain
Server:
Port of the Primary Proxy

5060
Server:
Address of the Standby Proxy

IP or domain)

Server.
Port of the Standby Proxy

5060 0-6
Server:
Home Domain: huawei.com ]
Local Port: 5060 =i

[XxABCD].S|[xABCD].# -
Digitmap:
Digitmap Matching Mode: Min B
Registration Period: 600 1- s)

1_VOIP_R_VID_300 E| (Select the name of the WAN that will carry the voice signaling
Signaling Port:

messages.)

E [ ctthe name of the WAN that will carry the voice media. The

Media Port:

name is the same as the signaling port name when it is empty
Region: China E

Basic User Parameters(SIP)

On this page, you can set basic parameters for the voice users

9Ne'\'\r Delete
Associated POTS
No. URI Registration User Name Authentication User Name Password e
- +BG7557773001 0@huawei.co
=l - TT730010 T 1
m
Enable User: 3]
URI: (URI)
N If Associated POTS Port s 2, port
Registration User Name: FI730020 TELZ on the ONT is bound. her)
Associated POTS Port: 2 [+]
Authentication User Name: +B8675577730020@huawei.com e length must be b en 0-64.)
ceenasse ' (The length must be between 0-64. Double-Click to
Password:
selectall)

Am“k Cancel

(MnoTe

® The parameters of the SIP-based voice interface must be consistent with the corresponding
configuration on the softswitch.

® [f dual-homing is configured, Address of the Standby Proxy Server must be configured.

® [f Signaling Port is empty, the parameter value is the same as Media Port. If the upper-layer
network requires isolation of media streams from signaling streams, create different traffic
streams for the media streams and signaling streams on the OLT, create different WAN ports
on the ONT, and bind the created WAN ports to Media Port and Signaling Port. When the
packet is forwarded from two WAN ports, the configured VLAN is carried by default.

e.  Check the registration status of the voice user.
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Choose Status > VolP Information

On this page, you can guery voice user information.

User Name Associated
(Phone Number)  POTS Part
77730010 1 Idle 3 -

2 Idle = =

User Status  Call Status Registry Error Error Code

®  Configure the ONT on the U2000.
a. Configure a general VAS profile for the ONT.

SProfile | General ONT VAS Profile

- DSL Profile

= POM Profile

~— GPON Profile

~— EPON Profile

+ Optical Alarm Profile

~~ ONU Senvice Level Profile
- PQ Mapping Profile

" Power Shedding Profile
- Voice Frofile

&3 VLAN Profile

& EOC Profile

-~ SNMP Profile

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 350



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

Physical Interface
WAN Device
LAN Device
Customer senice info
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b. Bind a general VAS profile.
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C.

lililili
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s Configure VAS X
| Basic Parameters Advanced Parameters
ViaNFort |
[ Voice Service ol Bl -
Bind VAS Profile...
Bind General VAS Profile... @
Configure Value-Added Senvice
Apply VAS Senige Configurations 10 the ONT Forcibly <l B
7
Delele Valug-Added Senice(Z) —
Secondary Proxy Server:
Registration Period
(1-65534)
Interface ID: 1 - Auth User Name: | +6675577730010g@ huawei.com
Directory Number. | 77730010 ]] AUt Password: | sesssses
1+ Download to NE [ Switch o ONT Load Task
o

The parameters of the SIP-based voice user must be consistent with the corresponding
configuration on the softswitch.

—--End

3.3.2.1.9 Configuring the SIP-based Voice Service (Through the CLI)

The OLT manages ONTSs and applies VoIP configurations to the ONT using the OMCI
protocol. This topic describes how to configure the SIP-based voice service.

Prerequisites
® The SIP interface data and POTS user configuration data corresponding to the MG
interface have been configured on the SIP server.
® The connection between the OLT and the SIP server is set up. The OLT can ping the IP
address of the SIP server successfully.
® The ONT has been added to the OLT. For details, see Adding an ONT to an OLT.
® Different voice services require different ONT software versions. Before the

configuration, ensure that the current ONT software version supports SIP. For details, see
relevant ONT manuals.

® The Web page and NMS window for configuring ONT varies with ONT versions, but
the parameter configuration is the same. For details, see relevant ONT manuals.

Data Plan

Item Data

ONT line profile Profile name: ftth
GEM port ID: 12
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Procedure

Step 1

Step 2

Step 3

Step 4

Item Data

VLAN Plan Single VLAN tag:

® SVLAN ID: 200

® SVLAN type: smart

® SVLAN attribute: common
® CVLANID: 300

VLAN translation policy:

® ONT: VLANSs are configured for the ONTs on the
same network in a unified manner, and the ONTs
have the same C-VLAN. The ONT adds a C-VLAN
tag to packets.

® OLT: translates the VLAN tag (C-VLAN <-> S-
VLAN).

Voice parameter IP address of the SIP server: 10.10.100.10/24
Port ID of the SIP server: 5060

Home domain name: huawei.com

User phone number 1: 77730010

User phone number 2: 77730020

Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in the system.
If the existing traffic profiles in the system do not meet the requirements, run the traffic table
ip command to add a traffic profile.

Configure the mapping relationship between a GEM port and a VLAN.
The service flow of user VLAN 300 is mapped to GEM port 12 in the ONT line profile.

huawei (config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 12 2 vlan 300
config-gpon-lineprofile-1) #commit

config-gpon-lineprofile-1) #quit

huawei
huawei

huawei
Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 200.

huawei (config) #vlan 200 smart
huawei (config) #port vlan 200 0/9 0

Create service flows.

Set the service VLAN to 200, GEM port ID to 12, and user VLAN to 300. Use traffic profile
ftth_voip.

huawei (config) #service-port vlan 200 gpon 0/1/0 ont 1 gemport 12 multi-service
user-vlan 300 inbound traffic-table name ftth voip outbound traffic-table name
ftth voip

huawei (config) #service-port vlan 200 gpon 0/1/0 ont 2 gemport 12 multi-service
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Step 5

Step 6

user-vlan 300 inbound traffic-table name ftth voip outbound traffic-table name
ftth_voip

Enable the ARP proxy function.

Voice media streams for different users of the same SVLAN fail to interchange because the
service ports of the smart VLAN are isolated from each other. Therefore, the ARP proxy
function needs to be enabled on the OLT.

huawei (config) #arp proxy enable

huawei (config) #interface vlanif 200

huawei (config-if-vlanif200) #arp proxy enable
huawei (config-if-v1anif200) #quit

Configure ONT voice profiles.

ONT voice service configurations include the VoIP service provisioning mode, ONT voice
profiles, voice users, and voice-related parameters.

ONT voice profiles include the common MG interface attribute profile, POTS port profile,
SIP service profile, SIP agent profile, digitmap profile, and voice signal profile.

® Common MG interface attribute profile: saves common attributes of an ONT voice
interface, including the fax mode, fax/modem negotiation mode, and priority of the
coding and decoding mode.

® POTS port profile: saves physical attributes of a POTS port on an ONT, including the
impedance, Tx gain, Rx gain, and signaling type of a POTS port.

®  SIP service data profile: saves the data information about the ONT voice service,
including the rights of call waiting (CW), three-way calling (3WC), call transfer (CT),
and call hold (CH).

®  SIP agent profile: saves the SIP agent information about an ONT, including the IP
address and domain name of the SIP agent server and attributes of media packets and
signaling packets.

® Digitmap profile: saves the digitmap information about an ONT, including the timeout
time of the digitmap timer and the digitmap format.

®  Voice signal profile: saves the ONT signal tone and ringing tone.

Currently, the common MG interface attribute profile, POTS port profile, SIP service profile,
and SIP agent profile can be applied to an SIP interface, and the digitmap profile and voice
signal profile can be bound to an SIP interface.

For profiles that can be applied to an SIP interface, if parameters in those profiles are
changed, those profiles must be reapplied to the SIP interface so that the changed parameters
can take effect. For profiles that can be bound to an SIP interface, if parameters in those
profiles are changed, those profiles do not need to be rebound to the SIP interface and the
changed parameters can take effect.

1. Configure the VoIP service provisioning mode.

Run the ont voip config-method command to configure the VoIP service provisioning
mode. Run the display ont info command to query the mode of issuing VoIP services.

In this example, the mode is default, that is, the VoIP service provisioning mode is
depended on the actual service provisioning mode on the ONT. Run this command to
select a proper mode if the system supports multiple voice service provisioning modes.
The service provisioning modes can be OMCI, FTP, and TR069.

2. Configure and apply an MG interface public attribute profile.
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In this example, the default profile 1 is used.

a. Configure an MG interface public attribute profile.

Run the display ont-mg-attribute-profile command to query the existing profile in
the system. If the existing profile in the system does not meet the requirements, run
the ont-mg-attribute-profile add command to add a profile.

b. Apply a common MG interface attribute profile.

Run the ont-if-sip bat-apply command to apply profiles in batches to SIP
interfaces and run the if-sip attribute command to apply a profile to an SIP
interface or configure customized parameters on an SIP interface. If you run these
two commands to apply profiles in batches or configure customized parameters
repeatedly, the last configurations take effect.

Configure and apply a POTS port profile.
In this example, the default profile 1 is used.

a. Configure a POTS port profile.

Run the display ont-pots-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-pots-profile add command to add a profile.

b.  Apply a POTS port profile.

Run the ont-pstnport electric bat-apply command to apply POTS port profiles in
batches and run the pstnport electric command to apply a POTS port profile to an
SIP interface or configure customized parameters on an SIP interface. If you run
these two commands to apply profiles in batches or configure customized
parameters repeatedly, the last configurations take effect.

Configure the voice WAN port of the ONT.

For ONT 1 and ONT 2, configure the IP address obtaining mode to DHCP, set the
management VLAN to VLAN 300, and use default values for other parameters.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #ont ipconfig 0 1 dhcp vlan 300
huawei (config-if-gpon-0/1) #ont ipconfig 0 2 dhcp vlan 300

Configure and apply an SIP agent profile.
a. Configure an SIP agent profile.

Run the display ont-sipagent-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-sipagent-profile add command to add a profile.

Create SIP agent profile 2, set the IP address of the SIP server to 10.10.100.10, and

use default values for other parameters.
huawei (config) #font-sipagent-profile add profile-id 2 proxy-server
10.10.100.10

b. Add an SIP interface and apply an SIP agent profile to the interface.

For ONT 1 and ONT 2, set the MG ID to 1, apply SIP agent profile 2 to ONT 1 and

ONT 2, and use default values for other parameters.
huawei (config-if-gpon-0/1) #if-sip add 0 1 1 sipagent-profile profile-id 2
huawei (config-if-gpon-0/1) #if-sip add 0 2 1 sipagent-profile profile-id 2

Add POTS users.

For ONT 1 and ONT 2, set the MG ID to 1 (identical to the MG ID of the added SIP
interface), create two POTS users named huaweil and huawei2, set passwords to userl
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and user2, set their phone numbers to 77730010 and 77730020 and use default values for
other parameters.

huawei (config-if-gpon-0/1) #sippstnuser add 0 1 1 mgid 1 username huaweil
telno 77730010
huawei (config-if-gpon-0/1) #sippstnuser add 0 2 1 mgid 1 username huawei2
telno 77730020

Run the display sippstnuser attribute command to check whether the configuration of
the POTS user is properly set.

huawei (config-if-gpon-0/1) #display sippstnuser attribute 0 1 1

F/S/P 0/1/0
ONT ID 1

Port ID 1

MG ID g 1
Telephone NO. : 77730010
User name : huaweil
Password : userl

...//The rest of the response information is omitted.

huawei (config-if-gpon-0/1) #display sippstnuser attribute 0 2 1

F/S/P 0/1/0
ONT ID 3 2

Port ID g 1

MG ID g 1
Telephone NO. : 77730020
User name : huawei?2
Password : user2

...//The rest of the response information is omitted.

Configure and apply an SIP service profile.
In this example, the default profile 1 is used.

a. Configure an SIP service profile.

Run the display ont-siprightflag-profile command to query the existing profile in
the system. If the existing profile in the system does not meet the requirements, run
the ont-siprightflag-profile add command to add a profile.

b.  Apply an SIP service profile.

Run the ont-sippstnuser bat-apply from command to apply profiles in batches to
SIP interfaces and run the sippstnuser rightflag command to apply a profile to a
SIP interface or configure customized parameters on a SIP interface. If you run
these two commands to apply profiles in batches or configure customized
parameters repeatedly, the last configurations take effect.

Configure and bind a digitmap profile.
In this example, the default profile 1 is used.

a. Configure a digitmap profile.

Run the display ont-digitmap-profile command to query the existing profile in the
system. If the existing profile in the system does not meet the requirements, run the
ont-digitmap-profile add command to add a profile.

b. Bind a digitmap profile.

Run the ont-sippstnuser bat-bind from command to apply profiles in batches to
SIP interfaces, or run the sippstnuser digitmap command to bind a profile to an
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SIP interface. If you use these two commands to bind the profile to SIP ports
repeatedly, the last configurations take effect.

3. Configure and bind the voice signal profile.
In this example, the default profile 1 is used.

a.  Configure the voice signal profile.

Run the display ont-voipsignal-profile command to query the existing profiles in
the system. If the existing profile in the system does not meet the requirement, run
the ont-voipsignal-profile command to add a profile.

b. Configure the ONT signal tone.

Run the display ont-tone command to query the existing configuration in the
system. If the existing configuration in the system does not meet the requirement,
run the ont-tone add command to add signal tone parameters. The ONT signal tone
will not be configured independently in this example.

c.  Configure ONT ringing parameters.

Run the display ont-ring command to query the existing configuration in the
system. If the existing configuration in the system does not meet the requirement,
run the ont-ring add command to add ringing parameters. The ONT ringing
parameter will not be configured independently in this example.

d. Run the commit command to save parameters of the voice signal profile to the
database.

e. Bind the voice signal profile.

Run the ont-voipsignal bat-bind command to bind voice signal profiles in batches
or run the voipsignal command to bind a voice signal profile to an ONT. If you run
these two commands to bind profiles in batches or bind a voice signal profile to an
ONT repeatedly, the last configurations take effect.

4. (Optional) Configure the SIP user codec.

Run the sippstnuser codec command to configure the SIP user codec. The SIP user
codec will not be configured independently in this example.

5. (Optional) Configure the global VoIP media attributes of the ONT.

Run the ont-voip-media attribute command to configure the global VoIP media
attributes of the ONT. Before configuration, ensure that the configured media attributes
are supported by the corresponding ONT. Otherwise, the ONT configuration will fail.
The global VoIP media attributes of the ONT will not be configured independently in
this example.

Step 7 Save the data.

huawei (config) #save

—End

3.3.2.1.10 Configuring the BTV Service (on a Web Page)

The OLT is connected to the remote gateway ONT through a GPON port to provide users
with the bridge WAN multicast service.

Prerequisites
® The OLT has been connected to the BRAS and the multicast source.
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® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.

® The ONT has been added to the OLT. For details, see 3.3.2.1.3 Adding an ONT to an
OLT.

® The Web page for configuring ONT varies with ONT versions, but the parameter
configuration is the same. For details, see relevant ONT manuals.

Data Plan

Table 3-12 Data plan

Item Data

ONT line profile Profile name: ftth
GEM port ID: 13

Traffic profile ID: 8

802.1p priority: 4

CIR: off (unlimited)

Priority-based scheduling policy: local-setting

VLAN Plan Single VLAN tag:

® SVLAN ID: 1000

® MVLAN ID: 1000

® VLAN type: smart

® VLAN attribute: common
VLAN translation policy:

® ONT: duplicates multicast packets based on user ports
and MVLAN:S are stripped off downstream.

® OLT: duplicates multicast packets based on PON ports
with MVLAN unchanged.

Multicast service data Multicast protocol: IGMP proxy
Multicast version: IGMPv2

Multicast program: dynamic obtaining mode

Procedure

Step1 Configure the OLT.
1. Configure a traffic profile.
Set the profile name to ftth_iptv. Set the CIR to off (unlimited), priority to 4, and

priority-based scheduling policy to local-setting (that is, queues are scheduled based on
the priority specified in the profile).
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Run the display traffic table ip command to query the existing traffic profiles in the system. If the
existing traffic profiles in the system do not meet the requirements, run the traffic table ip command to
add a traffic profile.

huawei (config) #traffic table ip name ftth iptv cir off priority 4 priority-
policy local-setting

Configure the mapping relationship between a GEM port and a VLAN.
The service flow of user VLAN 1000 is mapped to GEM port 13 in the ONT line profile.

huawei
huawei
huawei
huawei

config) #ont-lineprofile gpon profile-name ftth
config-gpon-lineprofile-1) #gem mapping 13 4 vlan 1000
config-gpon-lineprofile-1) #commit
config-gpon-lineprofile-1) #quit

Configure the VLAN of the Ethernet port on the ONT and the multicast forwarding
mode.

If the ONT is connected to the STB through Ethernet port 2, add Ethernet port 2 to
VLAN 1000. Configure the multicast forwarding mode is untagged.

huawei (config) #ont-srvprofile gpon profile-name ftth
huawei (config-gpon-srvprofile-1) #port vlan eth 2 1000
huawei (config-gpon-srvprofile-1) #multicast-forward untag
huawei (config-gpon-srvprofile-1) #commit

huawei (config-gpon-srvprofile-1) #quit

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 1000.

huawei (config) #vlan 1000 smart
huawei (config) #port vlan 1000 0/9 0

Create service flows.

Set the service VLAN to 1000, GEM port ID to 13, and user VLAN to 1000, and use
traffic profile ftth_iptv.

huawei (config) #service-port 1 vlan 1000 gpon 0/1/0 ont 1 gemport 13 multi-
service

user-vlan 1000 inbound traffic-table name ftth_ iptv outbound traffic-table
name ftth_iptv

huawei (config) #service-port 2 vlan 1000 gpon 0/1/0 ont 2 gemport 13 multi-
service

user-vlan 1000 inbound traffic-table name ftth_ iptv outbound traffic-table
name ftth_iptv

Create an MVLAN and configure the IGMP version.
Set the IGMP version for the MVLAN to IGMPv2.

huawei (config) #multicast-vlan 1000
huawei (config-mv1anl000) #igmp version v2

This operation will delete all IPv4 programs with source IP addresses in the
current multicast VLAN

Are you sure to change current IGMP version? (y/n) [n]:y

Command is being executed. Please wait...

Command has been executed successfully

Configure a program library.

Set the mode for obtaining multicast programs to dynamic.
(Onote
You can set the mode for obtaining multicast programs to dynamic only when the IGMP mode is off.

huawei (config-mv1anl000) #igmp mode off
Are you sure to close IGMP? (y/n) [n]:y
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Command is being executed. Please wait...
Command has been executed successfully

huawei (config-mv1anl000) #igmp match mode disable
Command has been executed successfully

(Optional) Set the address range for the dynamic programs. If you need to limit the
address range of dynamic programs, perform this operation. For example, set the address
range of dynamic programs to 224.1.1.1-224.1.1.100.

huawei (config-mv1lanl000) #igmp match group ip 224.1.1.1 to-ip 224.1.1.100
8. Set the IGMP mode.

Select the IGMP proxy mode.

huawei (config-mv1anl000) #igmp mode proxy
Are you sure to change IGMP mode? (y/n) [n]:y
Command is being executed. Please wait...
Command has been executed successfully

9.  (Optional) Configure the IGMP upstream port.
In this example, the IGMP upstream port uses default value default.

Run the display igmp config global command to query the IGMP upstream port mode.
If this mode does not meet the requirement, run the igmp uplink-port-mode command
to configure it.

10. Configure multicast users.

Add service ports 1 and 2 as multicast users.

huawei (config-mv1anl000) #btv
huawei (config-btv) #igmp user add service-port 1
huawei (config-btv) #igmp user add service-port 2
huawei (config-btv) #multicast-vlan 1000
huawei (config-mv1anl000) #igmp multicast-vlan member service-port 1
huawei (config-mv1anl000) #igmp multicast-vlan member service-port 2
huawei (config-mv1anl000) #quit
11. Save the data.

huawei (config) #save

Step 2 Configure the ONT on the Web page.
1. Configure the working mode of a LAN port.

The LAN port bound to the WAN port must work in the Layer 3 mode. Therefore, set the
working mode to Layer 3 for the LAN port connected to the PC.

e © S L

On this page, you can configure LAN pors as Laver 3 pors by selecting the corresponding check boxes. The Layer 3 ports
will be assigned as HG ports Select the check box of LAN 2 and set LAN2 to
workiin the Layer 3 mode.

l LAN1 7] LANZ LAN3 LAN4 ]

ApPliy Cancel

2.  Configure parameters of a WAN port.
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R o

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN port to communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network

equipment
| New | Delete

Connection Name VLAN/Priority Protocol Type

Basic Information

Enable WAN: ¥

Encapsulation Mode: ©) IPoE @ PPPOE

. Select INTERNET or a combination containing INTERNET to

Protocol Type: 1Pv4 configure the BTV service. Alternatively, selectIPTV ora

WAN Mode: Route WAN combination containing IPTV.

Service Type: INTERNET

b The VLAN ID of the ONT must be the same as the user-side VLAN

Enable VLAN: 'z ID configured on the OLT

VLAN ID: 1000

802.1p Policy: @ Use the specified value © Copy from IP precedence

802.1p: 4 El The user name and password must be the same as the user name

MRU: 1-1 and password configured on the BRAS.

User Name: iadtest@pppoe Y

Password: esssses

The WAN port is bound to LANZ
T L R ———————
— T

[ Binding Options: [ Lant @ anz [ ana [ eans D ssipt [ ssip2l I ssip3l | ssip4 ]
e Wionmakion = NAT is invalid when the BTV service is

IP Acquisition Mode: Static'  DHCP @ PPPoE  [ElELIL:A N

Enable NAT: €}

NAT type: Port-restricted cone NAT[+]

Dialing Method: Automatic [+]

Multicast VLAN ID: 1000 (1-4094) ]
DNSv4 for IPv6: 1

Appfk Cancel

MnoTe

If Service Type is set to IPTV or a type containing IPTV, this WAN port does not need to be bound to a
LAN port.

3. Check the ONT connection status.

Status > WAN Information

On this page, you can query the connection and line status of the WAN port.

Connection Status is Connected.

IPv4 Information
: P
Connection
WAN Name Status Acquisition IP Address Subnet Mask VLAN/Priority MAC Address Connecte
Mode
1_INTERNET_R_VID_1001 Connected PPPoE 10.2.50.212 255.255.255.255 1001/0 70:54F5:5ACLE T AlwaysOr
IPv6 Information

WAN Name  Connection Status Prefix Acquisition Mode  Prefix VLAN/Priority =~ MAC Address  Gateway

WAN Name IP Acquisition Mode IP Address IP Address Status DNS

4 .

—-End

3.3.2.1.11 Configuring the VoD Service (on a Web Page)

The OLT is connected to the remote gateway ONT through a GPON port to provide users
with the VoD service.
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Prerequisites
® The iTMS has configured the IPTV WAN ports on the ONT.
® The OLT has been connected to the BRAS and the program source.
® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.
® The ONT has been added to the OLT. For details, see 3.3.2.1.3 Adding an ONT to an
OLT.
® The Web page for configuring ONT varies with ONT versions, but the parameter
configuration is the same. For details, see relevant ONT manuals.
Data Plan
Item Data
ONT line profile Profile name: ftth
GEM port ID: 13
Traffic profile ID: 8
802.1p priority: 4
CIR: off (unlimited)
Priority-based scheduling policy: local-setting
VLAN Plan Single VLAN tag:
® SVLAN ID: 1000
® VLAN type: smart
® VLAN attribute: common
® CVLAN: 2001
VLAN translation policy:
® The ONT adds CVLAN tags (configured on the iTMS)
to packets: untag<->C.
® The OLT implements VLAN translation: C<->S.
Procedure

Step1 Configure the OLT.

1.

Configure a traffic profile.

Set the profile name to ftth_iptv. Set the CIR to off (unlimited), priority to 4, and
priority-based scheduling policy to local-setting (that is, queues are scheduled based on
the priority specified in the profile).

LnoTe

Run the display traffic table ip command to query the existing traffic profiles in the system. If the
existing traffic profiles in the system do not meet the requirements, run the traffic table ip command to
add a traffic profile.

huawei (config) #traffic table ip name ftth iptv cir off priority 4 priority-
policy local-setting
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Configure the mapping relationship between a GEM port and a VLAN.
The service flow of user VLAN 1000 is mapped to GEM port 13 in the ONT line profile.

huawei (config) #ont-lineprofile gpon profile-name ftth

huawei (config-gpon-lineprofile-1) #gem mapping 13 4 vlan 1000
huawei (config-gpon-lineprofile-1) #commit

huawei (config-gpon-lineprofile-1) #quit

Configure the VLAN of the Ethernet port on the ONT.

If the ONT is connected to the STB through Ethernet port 2, add Ethernet port 2 to
VLAN 1000.

huawei (config) #ont-srvprofile gpon profile-name ftth
huawei (config-gpon-srvprofile-1) #port vlan eth 2 1000
huawei (config-gpon-srvprofile-1) #commit

huawei (config-gpon-srvprofile-1) #quit

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 1000.

huawei (config) #vlan 1000 smart
huawei (config) #port vlan 1000 0/9 O

Create service flows.

Create service flows. Set the S-VLAN to 1000, GEM port ID to 13, and C-VLAN to
2001, and use traffic profile ftth _iptv. Set the VLAN translation policy to Translate. The
C-VLAN 2001 of the ONT is translated to S-VLAN 1000.

huawei (config) #service-port vlan 1000 gpon 0/1/0 ont 1 gemport 13 multi-
service user-vlan 2001

tag-transform translate inbound traffic-table name ftth iptv outbound traffic-
table name ftth iptv

huawei (config) #service-port vlan 1000 gpon 0/1/0 ont 2 gemport 13 multi-
service user-vlan 2001

tag-transform translate inbound traffic-table name ftth iptv outbound traffic-
table name ftth iptv

Save the data.

huawei (config) #save

Step 2 Configure the ONT on the Web page.

1.

Configure the working mode of a LAN port.

The LAN port bound to the WAN port must work in the Layer 3 mode. Therefore, set the
working mode to Layer 3 for the LAN port connected to the PC.

S O

On this page can configure LAN ports as Laver 3 pors by seledling the corresponding check boxes. The Layer 3 ports

I LAN1 v| LAN2 LAN3 LAN4 ]

ﬁoply‘ Cancel

Configure parameters of a WAN port.
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W O S

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN port to communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network

equipment
| New | Delete

Connection Name VLAN/Priority Protocol Type

Basic Information

Enable WAN: ¥

Encapsulation Mode: ©) IPoE @ PPPOE

. Select INTERNET or a combination containing INTERNET to

Protocol Type: 1Pv4 configure the VoD service. Alternatively, selectIPTV ora

WAN Mode: Route WAN combination containing IPTV.

Service Type: INTERNET

b The VLAN ID of the ONT must be the same as the user-side VLAN

Enable VLAN: 'z ID configured on the OLT

VLAN ID: 2001

802.1p Policy: @ Use the specified value © Copy from IP precedence

802.1p: 4 The user name and password must be the same as the user name

MRU: 1-1 and password configured on the BRAS.

User Name: iadtest@pppoe Y

Password: esssses

The WAN port is bound to LANZ
T L R ———————
— T

[ Binding Options: [ Lant @ anz [ ana [ eans D ssipt [ ssip2l I ssip3l | ssip4 ]
IPv4 lnformation = NAT must be enabled to configure the

IP Acquisition Mode: Static'  DHCP @ PPPoE  RAuskc

Enable NAT: €}

NAT type: Port-restricted cone NAT[+]

Dialing Method: Automatic [<]

Multicast VLAN ID: (1-4094)

DNSv4 for IPv6: ]

Appfk Cancel

MnoTe

If Service Type is set to IPTV or a type containing IPTV, this WAN port does not need to be bound to a
LAN port.

3. Check the ONT connection status.

Choose Status > WAN Information.

Status > WAN Information

On this page, you can query the connection and line status of the WAN port.

Connection Status is Connected.

IPv4 Information
: P
Connection
WAN Name Status Acquisition IP Address Subnet Mask VLAN/Priority MAC Address Connecte
Mode
1_INTERNET_R_VID_1001 Connected PPPoE 10.2.50.212 255.255.255.255 1001/0 70:54F5:5ACLE T AlwaysOr
IPv6 Information

WAN Name  Connection Status Prefix Acquisition Mode  Prefix VLAN/Priority =~ MAC Address  Gateway

WAN Name IP Acquisition Mode IP Address IP Address Status DNS

« [ . ] »

—-End

3.3.2.1.12 Configuring the CATYV Service

The OLT is connected to the remote ONT through a GPON port to provide users with the
CATYV service.
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Prerequisites

Context

Procedure

Step 1

® The ONT is added to the OLT. For details, see Adding an ONT to an OLT.
® The ONT supports the CATV function.

The optical transmitter at the CO end converts CATV signals to 1550 nm optical signals.
After being amplified by the built-in optical amplifier inside the EDFA integrated device, the
built-in WDM1r module multiplexes the 1550 nm optical signals and data optical signals for
transmission. The CATV receiver on the user side or the ONT supporting CATV reception
then restore 1550 nm optical signals to CATV video signals, as shown in the following figure.

MnoTe

As shown in the figure, the EDFA is an integrated device supporting amplifying and multiplexing, which
integrates optical amplifiers and WDM 1r modules.

Optical
transmitter at
the CO end
—
I:I' 1550 nm CATV
broadcast
network
Metro
ONT Splitter IPTV
TV oLT headend

Integrated
.\\\ ECFA

e 0

Phone NGN or IMS
Phone Laptop

On the OLT side, enable ONT CATV (which is enabled by default). On the ONT side, no
other configurations are required.

(Optional) Enable ONT CATV.

The port is enabled by default.

huawei (config) #ont port attribute catv default-operational-state on

—End

3.3.2.1.13 Configuring Any Port Any Service (on the Web Page)

Prerequisites

The OLT can connect a remote ONT through the GPON interface. This topic describes how to
configure the function of any port any service.

® The OLT is connected to the BRAS.

® Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configuration, see the
configuration guide.
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® The ONT has been added to the OLT. For details, see 3.3.2.1.3 Adding an ONT to an
OLT.

® The VLAN of the LAN switch port connected to the OLT is consistent with the upstream
VLAN of the OLT.

Data Plan

Item Service Type Data

ONT line profile Internet access Profile name: ftth
T-CONT ID: 4

GEM port ID for Internet access service:
14

Multicast service Profile name: ftth
T-CONT ID: 4

Multicast access service: 13

Traffic profile Internet access ® Profile name: ftth_hsi
® §02.1p priority: 0

® Upstream and downstream bandwidth:
4 Mbit/s

® Priority-based scheduling policy: local-
setting

ID: 8
802.1p priority: 4
CIR: off (unlimited)

Priority-based scheduling policy: local-
setting

Multicast service

VLAN Plan Internet access Double-tagged VLAN:

® S-VLANID: 100

® S-VLAN type: smart

® S-VLAN attribute: stacking
® CVLAN ID: 1001

® C'-VLANID: 1010-1011
VLAN Translation Policy:

® ONT: ONTs configure the VLAN and
add the same C-VLAN tag to packets.
All ONTs are in the same C-VLAN.

® OLT: The OLT performs VLAN
translation: C<->S+C'". The C'-VLAN
of every ONT differs from each other.
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Item

Service Type Data

Multicast service Single VLAN tag:
® SVLAN ID: 1000

® MVLAN ID: 1000

® CVLANID:1000

® VLAN type: smart

® VLAN attribute: common
VLAN translation policy:

® ONT: duplicates multicast packets
based on user ports and MVLANS are
stripped off downstream.

® OLT: duplicates multicast packets
based on PON ports with MVLAN
unchanged.

Procedure

® Configure the OLT.

a

Configure a traffic profile.

Run the display traffic table ip command to query existing traffic profiles in the
system. If the traffic profiles existing in the system do not meet the requirements,
you need to run the traffic table ip command to add a traffic profile.

Set the name to ftth hsi for the traffic profile of the Internet access service, the CIR
to 4 Mbit/s, and the priority to 0. In addition, configure the scheduling mode so that
packets are scheduled according to their priorities.

huawei (config) #traffic table ip name ftth hsi cir 4096 priority 0
priority-policy local-setting

Configure traffic profile 8 for the multicast service. Set the CIR to off (unlimited),
priority to 4, and priority-based scheduling policy to local-setting (that is, queues
are scheduled based on the priority specified in the profile).

huawei (config) #traffic table ip index 8 cir off priority 4 priority-
policy local-setting

Configure the mapping relationship between a GEM port and a VLAN.

The service flow of user VLAN 1001 is mapped to GEM port 14 in the ONT line
profile. Map the service flows of user VLAN 1000 to the GEM port with index 13.

huawei (config) #ont-lineprofile gpon profile-name ftth

huawei (config-gpon-lineprofile-1) #gem mapping 14 0 vlan 1001
huawei (config-gpon-lineprofile-1) #gem mapping 13 4 vlan 1000
huawei (config-gpon-lineprofile-1) #commit

huawei (config-gpon-lineprofile-1) #quit

(Onote
Do not configure the port VLAN or native VLAN of an ONT port.

Create a service VLAN and add an upstream port to it.

Add upstream port 0/9/0 to VLAN 100 and 1000.
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huawei (config) #vlan 100,1000 smart
huaweil (config) #vlan attrib 100 stacking
huawei (config) #port vlan 100,1000 0/9/0 O

Create service flows.

For the Internet access service, set the service VLAN to 100, GEM port ID to 14,
and user VLAN to 1001. Use traffic profile ftth hsi.

huawei (config) #service-port 1 vlan 100 gpon 0/1/0 ont 1 gemport 14 multi-
service

user-vlan 1001 tag-transform translate-and-add inner-vlan 1010 inbound
traffic-table name

ftth_hsi outbound traffic-table name ftth hsi

For the multicast service, set the service VLAN to 1000, GEM port ID to 13, and
user VLAN to 1000, and use traffic profile 8.

huawei (config) #service-port 2 vlan 1000 gpon 0/1/0 ont 1 gemport 13
multi-service
user-vlan 1000 rx-cttr 8 tx-cttr 8

Create an MVLAN and configure the IGMP version.

Set the IGMP version for the MVLAN to IGMPv2.

huawei (config) #multicast-vlan 1000
huawei (config-mv1anl000) #igmp version v2
This operation will delete all IPv4 programs with source IP addresses
in the
current multicast VLAN
Are you sure to change current IGMP version? (y/n) [n]:y
Command is being executed. Please wait...
Command has been executed successfully

Configure a program library.

Set the mode for obtaining multicast programs to dynamic.
(Onote

You can set the mode for obtaining multicast programs to dynamic only when the IGMP mode is
off.

huawei (config-mv1anl000) #igmp mode off
Are you sure to close IGMP? (y/n) [n]:y
Command is being executed. Please wait...
Command has been executed successfully

huaweil (config-mv1lanl000) #igmp match mode disable
Command has been executed successfully

(Optional) Set the address range for the dynamic programs. If you need to limit the
address range of dynamic programs, perform this operation. For example, set the
address range of dynamic programs to 224.1.1.1-224.1.1.100.

huawei (config-mv1anl000) #igmp match group ip 224.1.1.1 to-ip 224.1.1.100

Set the IGMP mode.

Select the IGMP proxy mode.

huawei (config-mv1lanl000) #igmp mode proxy
Are you sure to change IGMP mode? (y/n)[n]:y
Command is being executed. Please wait...
Command has been executed successfully

(Optional) Configure the IGMP upstream port.

In this example, the IGMP upstream port uses default value default.
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Run the display igmp config global command to query the IGMP upstream port
mode. If this mode does not meet the requirement, run the igmp uplink-port-mode
command to configure it.

i.  Configure multicast users.

Add service port 2 as multicast users.

huawei (config-btv) #igmp user add service-port 2
huawei (config-btv) #multicast-vlan 1000
huawei (config-mv1anl000) #igmp multicast-vlan member service-port 2
huawei (config-mv1anl000) #quit
j-  Save the data.

huawei (config) #save
® Configure the ONT on the web page.
a. Log in to the Web configuration page.

i.  Configure the IP address of the PC network adapter to be in the same network
segment with the IP address of the local maintenance Ethernet port on the
ONT.

ii.  Open the Web browser, and enter the IP address (https with high priority is
recommended) of the local maintenance Ethernet port on the ONT. In the login
window that is displayed, enter the user name and password of the
administrator. After the password is authenticated, the web configuration
window is displayed.

b. Configure the working mode of a LAN port.

The function of any port any service requires that all LAN ports work in Layer 3
mode. Set LAN ports to Layer 3 mode.

O s © SR

On this page, you can configure LAN ports as Layer 3 ports by selecting the corresponding check boxes. The Layer 3 ports

will be assigned as HG ports

| @ Lant 7 Lan2 7 LAN3 7 LANd |

APl Cancel

c. Configure parameters of a WAN port.
(Onote

Do not bind WAN ports and LAN ports during the configuration of any port any service.

WAN configuration for the Internet access service
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LGUERV LU LU el LT I oy, . WAN > WAN Configuration.

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN port to communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network

equipment.
9Nl!\ﬂl' Delete
Connection Name VLAN/Priority Protocol %&
Basic Information
Enable WAN:
Encapsulation Mode: © IPOE @ PPPoE
Protocol Type: IPv4 For configuring the Intemet access service, INTERNET or a
WAN Mode: Route WAN combination containing INTERNET needs to be selected
Senvice Type: INTERNET
side VLAN
Enable VLAN:
VLAN ID: 1001 *(1-4094)
802.1p Policy: @ Use the specified value () Copy from IP precedence
802.1p: 0 -
MRU: e the same as the user name
User Name: iadtest@pppoe
Password: sesssee
Enable LCP Detection: B
Binding Options: LANT [ Lan2 [ ]LaN3 [ ]Lang [Cssipt [[ssip2 [1ssiD3 []ssiDg
p MAT must be enabled to configure the
IP Acquisition Mode: Static  DHCP @ PPPoE  JUlCbiEleecat il
Enable NAT:
NAT type: Port-restricted cone NAT
Dialing Method: Automatic -
Multicast VLAN ID: (1-4094)
Apply, Cancel

WAN configuration for the multicast service
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Choose WAN > WAN Configuration. ]

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN port to communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network

equipment.
eNew Delete
Connection Name VLAN/Priority Protocol :L

Basic Information

Enable WAN:

Encapsulation Mode: @ IPoE ) PPPOE

Pratocol Type: IPv4 For configuring the IPTV : rvice, IPTV or a combination

WAN Mode: Route WAN containing IPTV needs to be selected

Senvice Type:

The VLAN ID of the ONT must be the same as the userside VLAN

Enable VLAN: 1D configured on the OLT.

VLAN ID: *(1-4094)

802.1p Policy: @ Use the specified value ) Copy from IP precedence

802 1p: 4 hd

MTU: (1-1540)

Binding Options: [Tean Cleanz [CTeans [1Lang [C]ssipt [ ssip2 []ssip3 [1ssiDd

1Pv4 Information

IP Acquisition Mode: © static @ DHCP ' PPPoE

Enable NAT:

NAT type: Port-restricted cone NAT «

Vendor ID: (The vendor ID consists of 0—64 characters.)

UserID: (Option 61, ranging from 0-64)
[ Mutticast vLan 1D: 1000 (1-4094) ]

m Cancsl

d.  Configure a static route for the multicast service.

oose Route > Static Route Configuration

On this page, you can configure a static route, including the IP address, subnet mask, gateway IP address, and WAN port
name. If the specified WAN port is offine when you configure the static route, leave the gateway IP address blank.

(2]

New Delete
WAN Name IP Address Gateway Subnet Mask
e 3 Page Go

Address format @ IP O Domain

10.0.0.0 * (The domain configuration does not take
IP Address:

effectif the destination IP address and mask are configured.)
Subnet Mask: 255 255.255.0 .
Gateway: Blank : select automatically the gateway
WAN MName: 2_IFTV_R_VID_1000 -

GE Cancel

e. Check the ONT connection status.
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Status > WAN Information ) Choose Status > WAN Information.

On this page, you can query the connection and line status of the WAN port

1Pv4 Information

WAN Name c";t:::o"mwsmn IPAddress  SubnetMask VLAN/Priority MAC Address Connecte

Mode
I_INTERNET_R_\-'ID_100‘I PPPoOE 40.2.20.242 2552552550 10010 70:54.F5:54 I AlwaysOr
2_IPTV_R_VID_1000 Connected | DHCP  10.10.1010 255.255.2550 1000/4 70:54.F5.:54 = AlwaysOr

1P Information
WAN Name Connection Status Prefix Acquisition Mode Prefix VLANPriority MAC Address  Gateway

WAN Name IP Acquisition Mode IP Addrass IP Address Status DNS

—End

Result

The ONT can connect to the Internet access service or Multicast service through any LAN
port.

3.3.2.1.14 Configuring Link Aggregation, Congestion Control, and Security Policies

The global configuration of link aggregation and queue scheduling based on priorities ensures
service reliability. The global configuration of security policies ensures service security.

Context

Link aggregation provides a higher bandwidth and uplink reliability for optical line terminals
(OLTs) by aggregating multiple uplink Ethernet ports to one link aggregation group (LAG).

Congestion control places the packets to be sent from a port into multiple queues that are
marked with different priorities. Then, the packets are sent based on queue priorities.

Security policies ensure system, user, and service security.

MnoTe

Enable a service security function based on the service type. For details, see 3.2.6 Principle of Security Data
Plan.

Procedure

® Configure link aggregation.
The following configurations are used as an example to configure link aggregation:
- Uplink ports 0/9/0 and 0/9/1 are added to a LAG.
- The two ports send packets upstream based on the packets' source MAC addresses.

- The LAG works in Link Aggregation Control Protocol (LACP) static aggregation
mode.

huawei (config) #link-aggregation 0/9 0-1 ingress workmode lacp-static

® Configure queue scheduling.
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According to quality of service (QoS) planning principles, all packets are scheduled in
strict priority (SP) mode and mapped to queues according to the packets' priorities. For
details about QoS planning principles, see 3.2.2 Principle of QoS Planning.

huawei (config) #queue-scheduler strict-priority
huawei (config) #cos-queue-map cos0 0 cos4 4 cos5 5 cos6 6

® Configure system security.
- Enable deny of service (DoS) anti-attack on the OLT.

i.  Run the security anti-dos enable command to globally enable DoS anti-
attack.

ii.  Run the security anti-dos control-packet policy command to configure a
protocol packet processing policy that will be used when a DoS attack occurs.

iii. Run the security anti-dos control-packet rate command to configure the
threshold for the rate of sending protocol packets to the CPU.

- Enable IP address anti-attack on the OLT.
Run the security anti-ipattack enable command to enable IP address anti-attack.
® Configure user security.
- Enable MAC address anti-flapping on the OLT.

Run the security anti-macduplicate enable command to enable MAC address anti-
flapping.
- Enable MAC address anti-spoofing on the OLT.

i.  In global config mode, run the security anti-macspoofing enable command to
globally enable MAC address anti-spoofing.

ii. Enable MAC address anti-spoofing at VLAN level in global config mode or
service profile mode:
1) In global config mode, run the security anti-macspoofing vlan

command to enable MAC address anti-spoofing.

2) In global config mode, run the vlan service-profile command to create a
VLAN service profile.

3) Perform the following operations to enable MAC address anti-spoofing in
VLAN service profile mode:
1) Run the security anti-macspoofing enable command to enable
MAC address anti-spoofing at VLAN level.

2) Run the commit command to make the profile configuration take
effect.

3) Run the quit command to quit the VLAN service profile mode.

4)  Run the vlan bind service-profile command to bind the created
VLAN service profile to a VLAN.

iii. (Optional) Run the security anti-macspoofing max-mac-count command to
set the maximum number of MAC addresses that can be bound to a service
flow.

iv.  (Optional) Run the security anti-macspoofing exclude command to configure
the types of packets for which MAC address anti-spoofing does not take effect,
such as Internet Group Management Protocol (IGMP) packets.

- Enable IP address anti-spoofing on the OLT.

IP address anti-spoofing can be enabled or disabled at three levels: global, VLAN,
and service port levels. This function takes effect only after it is enabled at the three
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levels. Among the three levels, IP address anti-spoofing is disabled only at the
global level by default.

i.  In global config mode, run the security anti-ipspoofing enable command to
enable IP address anti-spoofing at the global level.

ii. In VLAN service profile mode, run the security anti-ipspoofing enable
command to enable IP address anti-spoofing at the VLAN level.

iii. Run the security anti-ipspoofing service-port serviceport-id enable
command to enable IP address anti-spoofing at the service port level.

® Configure service security.

- Enable Dynamic Host Configuration Protocol (DHCP) Option 82 on the OLT. This
configuration is recommended for the DHCP-based Internet access service.

i.  Enable DHCP Option 82 on the OLT.

DHCP Option 82 can be enabled or disabled at four levels: global, port,
VLAN, and service port levels. This function takes effect only after it is
enabled at the four levels. Among the four levels, DHCP Option 82 is disabled
only at the global level by default.

O  The global level: In global config mode, run the dhcp option82
command to enable DHCP Option 82 at the global level.

When you run this command, select the enable, forward, or rebuild
parameter based on site requirements. The three parameters can all enable
DHCP Option 82 but provide different packet processing policies on the
OLT. For details, see the dhcp option82 command.

O  The port level: In global config mode, run the dhcp option82 port or
dhcp option82 board command to enable DHCP Option 82 at the port
level.

O The VLAN level:
1) In global config mode, run the vlan service-profile command to
create a VLAN service profile.

2) Run the dhep option82 enable command to enable DHCP Option
82 at the VLAN level.

3) Run the commit command to make the profile configuration take
effect.

4)  Run the quit command to quit the VLAN service profile mode.

5) Run the vlan bind service-profile command to bind the created
VLAN service profile to a VLAN.

O  The service port level: In global config mode, run the dhcp option82
service-port command to enable DHCP Option 82 at the service port
level.

ii.  On the OLT, run the dhcp-option82 permit-forwarding service-port
command with the enable parameter selected, to allow ONT DHCP packets to
carry Option 82 information.

- Enable Policy Information Transfer Protocol (PITP) on the OLT. This configuration
is recommended for the PPPoE-based Internet access service.

i.  Enable PITP on the OLT.

PITP can be enabled or disabled at four levels: global, port, VLAN, and
service port levels. This function takes effect only after it is enabled at the four
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levels. Among the four levels, PITP is disabled only at the global level by
default.

O  The global level: In global config mode, run the pitp enable pmode, pitp
forward pmode, or pitp rebuild pmode command to enable PITP at the
global level.

In the preceding commands, the enable, forward, and rebuild
parameters can all enable PITP but provide different packet processing
policies on the OLT. Select one of them based on site requirements. For
details, see the pitp command.

O  The port level: In global config mode, run the pitp port or pitp board
command to enable PITP at the port level.

O The VLAN level:

1) In global config mode, run the vlan service-profile command to
create a VLAN service profile.

2) Run the pitp enable command to enable PITP at the VLAN level.

3) Run the commit command to make the profile configuration take
effect.

4) Run the quit command to quit the VLAN service profile mode.

5) Run the vlan bind service-profile command to bind the created
VLAN service profile to a VLAN.

O  The service port level: In global config mode, run the pitp service-port
command to enable PITP at the service port level.

ii.  On the OLT, run the pitp permit-forwarding service-port command with the
enable parameter selected, to allow ONT PPPoE packets to carry a vendor tag.

—End

3.3.2.1.15 Verifying Services

In the FTTH scenario, ONTs are installed in users' houses which are far away from the central
equipment room. ONTSs provide remote service verification methods including PPPoE dialup
emulation, call emulation, and multicast emulation to facilitate configuration and
commissioning engineers to verify services remotely after service configuration.

Prerequisites

ONTs and upper-layer devices have been connected properly. The BRAS and MGC/IMS have
been configured.
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Background

Remote
Service
Verificati
on
Method

Function

Description

PPPoE
dialup
emulation

An ONT simulates a PPPoE user
terminal software to perform
dialup and interact with the
BRAS to verify the connectivity
between the ONT and BRAS.

® PPPoE dialup emulation requires a
service flow which does not belong to
a QinQ VLAN.

® A user name, password, and
authentication mode must be

configured on the BRAS for the
PPPoE dialup emulation.

® An ONT supports a maximum of a
PPPoE dialup emulation.

Call
Emulation

An ONT simulates a voice user
to make a call to check whether
the voice service data is
correctly configured. You can
also use the call emulation
function to locate a fault when
the voice service is faulty.

® An ONT can simulate a caller or
callee to communicate with a phone
in a call. In this case, only a
functional phone is required in the
central office where the acceptance
personnel is.

® An ONT supports a maximum of a
call emulation.

Multicast
emulation

This function enables you to
simulate a multicast user going
online and lead the program
stream to an ONT. You can
check whether the multicast
service is normal by checking
the real-time traffic of the
multicast program.

Multicast services configured in the
dynamic controllable multicast mode do
not support this function.

Data plan

Item

Data

Remarks

PPPoE
dialup
emulation
parameters

PPPOE user name: test@huawei
Password: test1234

The user name, password, and
authentication mode for the emulation
test must be configured on the BRAS.
The entered user name, password, and
authentication mode must be consistent
with those configured on the BRAS.

Call
emulation
parameters

ONT POTS ID: 1

The default values are used. You can run
the display pots emulational
configuration command to check the
parameter values.
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Item

Data Remarks

Multicast Multicast service flow ID: 1 -

emulation MVLAN: 1000
parameters

IP address of the multicast
program: 224.1.1.10

Procedure

®  Verify the Internet access service using PPPoE dialup emulation.

a

In the xPON board mode, run the pppoe simulate start command to start a PPPoE
dialup emulation test. The following test uses GPON as an example:

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #pppoe simulate start
{ portid<U><0,7> }:0

ontid<U><0,127> }:1
eth<K>|untagged<K>|vlanid<U><0,4095> }:eth
ont-portid<U><1,8> }:4
untagged<K>|vlanid<U><0,4095> }:100
priority<U><0, 7>|user-name<K> }:user-name
username<S><Length 1-64> }:test@huawei
user-password<K> }:user-password
password<S><Length 1-64> }:testl234
authentication-mode<K> }:authentication-mode
protocol<E><chap,pap> }:chap

N N N Uy Ul g I PN

Command:
pppoe simulate start 0 1 eth 4 100 user-name test@huawei user-
password
test authentication-mode chap

huawei (config-if-gpon-0/1) #

F/S/P 0/1/0

ONT-ID g 1

ONT ETH Port ID H

ONT Vlan ID : 100

Vlan Priority I

Emluator result : Success

Session ID : 18814

User IP : 192.168.100.101
Gateway IP : 192.168.100.1

® Troubleshooting methods for the Internet access service

a

b.

Check whether configurations are complete on the OLT.

m  Run the display ont info command to query the ONT status to check whether
the ONT is registered successfully.

m  Run the display service-port command to check whether the Internet access
service flow is configured and whether the inner VLAN ID of the service flow
is consistent with that in the data plan.

m  Ifanative VLAN is configured for the Ethernet port on the ONT, run the
display ont port attribute command in the xPON board mode to check
whether the native VLAN is correct.

Check the upstream and downstream ports by checking the MAC address learning
status.
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1. Run the display mac-address vlan command to check the MAC address
learning status of the Internet service VLAN.

O  If'the upstream port does not learn a MAC address, check the network
connections between the upstream port and upper-layer devices and check
the configurations of upper-layer devices.

O  If the downstream port does not learn a MAC address, check whether the
ONT is activated, whether the PC is connected to the right port on the
ONT, and whether the PC is working properly.

ii.  Run the display ont-learned-mac command to check whether the ONT
connecting to the PON port learned any MAC addresses.

If not, check whether the ONT properly connects to the PC or home gateway
(HGW).

®  Verify the voice service using call emulation.

a

Run the ont emulational call command to configure a call emulation test.

huawei (config) #test

huawei (config-test) font emulational call caller-port 0/1/0 1 1 telno
77730020

{ <cr>|caller-stop-time<K> }:

Command :

ont emulational call caller-port 0/1/0 1 1 telno 77730020

The ONT outputs the call emulation result after the test is complete.

huawei (config-test) #

F/S/P 0/1/0

ONT-ID : 0

ONT-POTSID g 1

Test type : caller emulational call test
Detected number : 77730020

Reported number : 77730020

Current status : test end

Test Result : success

® Troubleshooting methods for the voice service.

a

Check whether configurations are complete on the OLT.

m  Run the display ont info command to query the ONT status to check whether
the ONT is registered successfully.

m  Run the display service-port command to check whether the voice service
flow is configured and whether the inner VLAN ID of the service flow is
consistent with that in the data plan.

Check the upstream and downstream ports by checking the MAC address learning
status.

Run the display mac-address vlan command to check the MAC address learning
status of the voice service VLAN.

m  If the upstream port does not learn a MAC address, check the network
connections between the upstream port and upper-layer devices and check the
configurations of upper-layer devices.

m  Ifthe downstream port does not learn a MAC address, check whether the ONT
is activated and whether physical links are normal.

m  If both the upstream and downstream ports can learn the MAC address, record
the MAC address of the ONT and log in to the service router (SR) to check
whether an IP address is allocated to the MAC address.
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C

Check the registration status of the voice service.

m  You can run the display ont port state command on the OLT to query the call
connection status on the POTS port. If Call State is RegisterFail or
Connecting for a long time, check whether the voice configuration on the
MGC/SIP server is consistent with that on the ONT.

m  Ifthe ONT uses the H.248 protocol, you can run the display ont mg status
command on the OLT to query the registration status of the MG interface that
connects to the ONT. If MG Status is UnRegistered or Registering for a long
time, check whether the voice configuration on the MGC/SIP server is
consistent with that on the ONT.

m  You can query the registration status of the voice service on the ONT web
page. If the query result shows that the registration fails or the voice service is
in the registering state for a long time, check whether the voice configuration
on the MGC/SIP server is consistent with that on the ONT.

®  Verify the multicast service using multicast emulation.

a.  Run the igmp static-join command to simulate a multicast user to order a multicast
program.
huawei (config) #btv
huaweil (config-btv) #igmp static-join service-port 1 ip 224.1.1.10 vlan
1000
[(LnoTe
If the multicast program is obtained dynamically, igmp static-join can be executed successfully
only when the range for obtaining the dynamic program is set.
b.  Run the display igmp user command to query the status of the multicast user.
huawei (config-btv) #display igmp user service-port 1
User : 0/1/0/1
State : online
Authentication : no-auth
Quick leave : MAC-based
IGMP flow ID g 1
Video flow ID : 1
Log switch : enable
Bind profiles -
IGMP version : IGMP v3
Current version : IGMP v3
Current IGMP IPv6 version : IGMP IPv6 v2
Available programs : 8
Global leave : disable
User max bandwidth : no-limit
Used bandwidth (kbps) s 0
Used bandwidth
to max bandwidth (%) —
Total video bandwidth -
Mcast video bandwidth -
Active program list
Program name VLAN IP/MAC State Start time
PROGRAM-5 1000 224.1.1.10 watching 2011-10-29
16:33:41+08:00
Total: 1
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c.  Run the display multicast flow-statistic command to query the real-time traffic of
the multicast program.

huaweil (config-btv) #display multicast flow-statistic wvlan 1000 ip
224.1.1.10
{ <cr>|sourceip<K> }:
Command:
display multicast flow-statistic vlan 1000 ip 224.1.1.10

Command is being executed. Please wait...
Multicast flow statistic result: 8736 (kbps)

—End

3.3.3 Configuring the Service by Using U2560

This topic describes how to configure the Internet access service, VoIP service and Wi-Fi
service by using U2560.

3.3.3.1 Prerequisites

Before configuring services on the U2560, plan data of the entire network in a unified manner
and add the ONT to the U2560.

Before adding the ONT to the U2560, complete pre-configuration on the NMS or using
commands to set up Layer 2 service channels. For details, see Table 3-13.

Table 3-13 Pre-configuration

Configuration | Procedure
Method

On the NMS GPON ONT: 3.3.1.1.1 Configuring the GPON FTTH Layer 2
Internet Access Service on the NMS

Using See the following to configure ONTs on the OLT:

commands GPON ONT:3.3.2.1.3 Adding an ONT to an OLT, 3.3.2.1.4
Configuring the Internet Access Service (on a Web Page or the
U2000), 3.3.2.1.5 Configuring the Wi-Fi Access Service (on a Web
Page), 3.3.2.1.6 Configuring the H.248-based Voice Service (on a
Web Page or the U2000) and 3.3.2.1.8 Configuring the SIP-based
Voice Service (on a Web Page or the U2000)

3.3.3.2 Commissioning Interoperation Between the U2560 and the ONT

To configure and issue ONT services using the U2560, you need to add the ONT on the
U2560 so that the U2560 can manage the ONT.

Data Plan

Table 3-14 provides the data plan for commissioning interoperation between the U2560 and
the ONT through the web page.
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Process

Table 3-14 Data plan for commissioning interoperation between the U2560 and the ONT

through the web page
Parameter Data Description
Service type of | TR069 When configuring the U2560 management channel,
the WAN you need to select only TR069 or a combination
interface with TR069. In this example, TR069 is selected.
Connection Route -
mode
VLAN ID of 50 The VLAN ID of the WAN interface must be the
the WAN same as the C-VLAN ID configured on the OLT.
interface
Mode of DHCP There are three modes to obtain an IP address:
ol;;[ialmng an IP ® DHCP: Obtain an IP address dynamically.
address
® Static: Configure an IP address manually.
® PPPoE: Access in the PPPoE dialup mode.
In this example, the DHCP mode is configured.
You can also select the static or PPPoE mode
according to the data plan of the upper-layer
network.
ACS URL http:// It can be the IP address, port ID, domain name of
10.11.11.1:9070 the ACS server.
Periodical 43200 It is the default value of the system.
notification
interval
ACS user name | hgw It is the default value of the system.
ACS password | hgw It is the default value of the system.
User name of a | server It must be the same as that planned on the U2560.
requested
connection
Password of a server It must be the same as that planned on the U2560.

requested
connection

Figure 3-10 shows the flowchart for commissioning interoperation between the U2560 and
the ONT through the web page.
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Figure 3-10 Process for commissioning interoperation between the U2560 and the ONT

through the web page

¢

Configure the parameters of

the WAN interface

Configure the TR-069

parameters

Sawve the configuration

Confirm the ONT

Procedure

Step1 Configure the parameters of the WAN interface.

1. In the navigation tree on the left, choose WAN > WAN Configuration.
2. In the pane on the right, click New. In the dialog box that is displayed, configure the

parameters of the WAN interface as follows:

Enable WAN: enabled
Encapsulation mode: [PoE
WAN mode: Route WAN
Service type: TR069
VLAN ID: 50

802.1p: 6

IP acquisition mode: DHCP
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Basic Information

Enable WAN: [

Encapsulation mode: & |PoE ' PPPoE

Protocol type: |IPV4 LI

WAN mode: | Route WAN =1

Senvice type: | TRO69 Ea|

Enable VLAN: =

VLAN ID: |50 *(1-4094)

802.1p policy: ® Use specified value o Copy from IP precedence

802.1p: |8 -~

MTU: | (1-1540)
IPv4 Information

IP acquisition mode: " Static * DHCP  PPPoE

Vendor ID: | (The vendor ID must be 0—63 characters in length)
User ID: | (option 61, ranging from 0—63)

Apply Cancel

3. Click Apply.

Step 2 Configure the TR-069 parameters.

1. Inthe navigation tree on the left, choose System Tools > TR-069.

2. In the pane on the right, set the TR-069 client parameters (other parameters use the
default values) as follows:

- ACS URL: http://10.11.11.1:9070
- Connection Request User Name: server

- Connection Request Password: server

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 385



EchoLife ONT Configuration Guide

3 Configuring the Gateway-Type ONT

WAN hd
o LAN v
IPvé v
[} WLAN v
Seguranga hd
h
Rota hd
Regras encaminham.
Aplicagies de rede v
Voz hd

Ferramentas de
Sistema

Reinicializagao

Ficheiro de Configuraco
Actualizacio de Software
Configuracio padrio
Diagndsticos
Estatisticas VoIP

Andlise VolP

Protocolo VoIP

Mirror remoto

Registo de atividade
Registo de depuracao

3. Click Apply.

Step 3 Confirm the ONT.

Configuracao ACS

Definicdes de parametros ACS

Ativar gestao ACS:

Ativar Notificacao Periddica:

Intervalo de Notificagao:
Hora de Motificacao:

URL do ACS:
Nome de utilizador do ACS:

Palavra-passe ACS:

Nome de utilizador da
notificagao de ligagao:
Palavra-passe da notificacio
de ligacao:

DSCP:

30 *[1 - 2147483647](s)

0001-01-01T00:00:00;{dd-mm-aaaaHhh:mm:ss (por exempla, 20-12-
2009H12:23:34)

http://172.23.225.27 "
cpe

Cancelar

Ativar certificado de autenticacao e definir palavra-passe de chave privada

Ativar certificado de
autenticacao:

Palavra-passe de chave
privada:

Confirmar palavra-passe:

Importar certificado

Certificado:

(1-32 carateres. A palavra-passe tem efeito apds a
reiniciar o dispositiva.)
(1-32 carateres. A palavra-passe tem efeito apos a

reiniciar o dispositiva.)

Cancelar

Procurar Importar certificado

Log in to the U2560 and then choose Subnet view > TR-069 Subnet from WLAN and
Home Network View in the navigation tree on the left. In the pane on the right, right-click
and choose Refresh from the shortcut menu. The reported ONT list is displayed. Then, select
the ONT list, right-click, and choose Confirm from the shortcut menu.

—--End

Result

On the U2560, you can configure ONT services. For details, see the configuration examples.

3.3.3.3 Data Plan

This topic plans the data in a unified manner for various example networks of connecting
ONTs in an FTTH network. Subsequent examples are configured based on the following data

plan.

Table 3-15 shows the unified data plan for the HSI service, VoIP service and Wi-Fi service in

an FTTH network.
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Table 3-15 Data plan for connecting ONTs in the FTTH network

mode: PPPoE (user name:
iadtest@pppoe, password:
iadtest)

® 802.1p: 1

NAT function: enable

Bound port: LANT (LAN1
is a Layer 3 LAN)

VoIP service

Service type: VoIP

Connection mode: routing

VLAN ID: 20
IP address obtaining mode:
DHCP
® 802.1p: 6
Wi-Fi ® Service type: Internet (not
service configurable)
(Layer 3 ® Connection mode: bridge
bridge)
® VLAN ID: 40
® 802.1p: 1
® Bound port: SSIDI
Wi-Fi ® Service type: Internet
service ® Connection mode: routing
(Layer 3
routing) ® VLAN ID: 40
[ ]

IP address Obtainment
mode: PPPoE (user name:
iadtest@pppoe, password:
iadtest)

802.1p: 1

® NAT function: enable

Bound port: SSID1

Configurat | Data Item | Detailed Data Remarks
ion Item
WAN port HSI service | ® Service type: Internet ® For configuring HSI
data (Layer 3 ® Connection mode: routing service or Wi-Fi
routing) . service, Internet or a
® VLANID: 10 combination
® [P address obtainment containing Internet

must be selected as the
service type. For
configuring VoIP
service, VoIP or a
combination
containing VoIP must
be selected as the
service type.

® The VLAN ID of the
ONT must be the
same as the user-side
VLAN ID configured
on the OLT.

® PPPoE must use the
same user name and
password as the upper-
layer BRAS.

® The HSI service
involves the Layer 2,
Layer 3 bridge and
Layer 3 routing
modes. In the Layer 2
mode, all
configurations are
required only on the
OLT. The application
mode of the Layer 3
bridge mode is similar
to the Layer 2 mode. It
is recommended that
you use the Layer 2
mode.

® The Wi-Fi service
does not support the
Layer 2 mode.
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Configurat
ion Item

Data Item

Detailed Data

Remarks

VoIP service
data

SIP
parameters

® [P address of the primary
server: 10.10.100.10

® Port ID of the primary
server: 5060

® Home domain name:
softx3000.huawei.com

® Digitmap: x.S|x.# (Default)
® User 1:

- Phone number:
88001234

- Authentication user
name:
88001234@softx3000.h
uawei.com

- Password: iadtestl
® User 2:

- Phone number:
88001235

- Authentication user
name:
88001235@softx3000.h
uawei.com

- Password: iadtest2

H.248
parameters

® Primary MGC address:
10.10.100.10

® Primary MGC port: 2944
® MID format: domain name

® MG domain name:
6877687714852901

® TID: A0 and A1l

Wi-Fi
service

SSID1

ChinaNet-huawei

Security
mode

WPA Pre-Shared Key

WPA
encryption
mode

® TKIP&AES

® Key: chinahuawei

3.3.3.4 Configuring the Internet Access Service Through the U2560

This topic provides an example of how to configure the Internet access service through the

U2560.
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Prerequisites

Context

Procedure

Step 1

Step 2

Step 3

® The ONT is auto discovered on the U2560. For details, see 3.3.3.2 Commissioning
Interoperation Between the U2560 and the ONT.

®  The user-side PC must be connected with the LAN port of an ONT by using network
cables.

The Internet access service includes the Layer 2 Internet access service and Layer 3 Internal
access service.

® Layer 2 Internet access service: The PPPoE dialup is performed on the PC. The IP
address is allocated by the upper-layer BRAS. The ONT is connected to the OLT and
then to the upper-layer network in the Layer 2 mode to provide the high-speed Internet
access service.

® Layer 3 Internet access service: The PPPoE auto dialup is performed on the ONT. The IP
address is allocated by the DHCP IP address pool on the ONT. The ONT is connected to
the OLT and then to the upper-layer network in the Layer 3 mode to provide the high-
speed Internet access service.

You do not need to configure the Layer 2 Internet access service on the ONT, but you need to
only enable the Layer 2 service channels between the OLT and ONT. This topic describes
only how to configure the Layer 3 Internet access service.

Every data change must be saved. You can click Save in a window to save data changes. If
you navigate to another node without saving data changes, a dialog box will be displayed
prompting you to save the data changes. In this case, click YES in the dialog box. New data
will be automatically applied to the ONTs after the data changes are saved.

NOTICE

When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.

Log in to the U2560 and choose Subnet View > TR069 Subnet from the navigation tree. In
the terminal list, right-click an ONT and choose Tools > Configure in Real Time from the
shortcut menu.

In the Configure in Real Time dialog box, set Root Node to Internet gateway device.
Configure the working mode of a LAN port.

Choose InternetGatewayDevice > LANDevice > 1 > LANEthernetInterfaceConfig > 1
from the navigation tree. In the right pane, set X HW_L3Enable to 1, indicating that port
LANI1 works in the L3 mode.
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Configure in Real Time

Root Mode| Internet gateway devic) s

= InternetGatewayDevice ~ Parameter Value
- LAliDeves X_HW_L3Enable
¥_HW_WIlanEnable
+ WLANConfiguration
+ LANHostConfighanz
+ Hosts
= LANEthernetInterfa
*
+ 2
£ 3
+ 4
+ ¥X_HW_LANGlobalCc
+ WANDevice
+ Senvices
+ X_HW_DHCPSLVSERVER
+ Time
+ Layer3Forwarding
+ X_HW_Security
+ X_HW_APMPalicy
+ Devicelnfo

-~
b4

oK ][ Cancel ][ Save

(MnoTe

® When X _HW_L3Enable is set to 0, it indicates that the corresponding LAN port works in the L2
mode.

® When X HW_L3Enable is set to 1, it indicates that the corresponding LAN port works in the L3
mode.

By default, X_HW_L3Enable is set to 0.

Step 4 Configure the parameters of the WAN interface.
1.  Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice from
the navigation tree. Click Add in the lower left part to create an instance.

2. Choose 2 > WANPPPConnection from the navigation tree and click Add in the lower
left part. Choose the new 1 branch from the navigation tree. In the right pane, set the
parameters as follows:

= Set Enable to 1, indicating that the WAN connection is enabled.

- Set Connection Type to IP_Routed, indicating that the connection type of the
WAN interface is in routing mode.

- Set NATEnable to 1, indicating that the NAT function is enabled.

- Set Username to iadtest@pppoe and Password to iadtest, indicating that the
PPPoE user name is iadtest@pppoe and the password is iadtest.

- Set X HW_SERVICELIST to INTERNET, indicating that the WAN interface
provides Internet access.

- Set X_ HW_VLAN to 10, indicating that the VLAN ID of the WAN interface is 10.
- Set X_HW_PRI to 1, indicating that the priority level of the WAN interface is 1.

MnoTe

® If the WAN interface obtains IP addresses in static or DHCP mode, choose WANIPConnection to
set the parameters of the WAN interface.

® Ifthe WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to set the
parameters of the WAN interface.
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Result

Configure in Real Time

Internet gateway devio

Enable
ConnectionStatus
ConnectionType
DefaultGateway
Mame
NATEnabled
Username
Passward
ExternallPAddress
DMSEnabled
DHSServers
MACAddress

X_HW_VLAN
b PRI

———

Step 5 Bind a LAN port.

PortMappingMumberQfEntries 0
X_HW_SERVICELIST

X_HW_MultiCastVLAN 4204967295

]
[ ok | Save

e

1
Unconfigured
IP_Routed

wan2
M
Madtest@pppoe

Madtest

28:6E:D4:0D: M

"INTERNET
"0

1

Choose 1X_HW_LANBIND from the navigation tree. In the right pane, set Lan1Enable to 1

to bind the WAN interface to LAN port 1.

Configure in Real Time

Internet gateway devio

Lan1Enable
Lan2Enable
Lan3Enable
Lan4Enable
SSID1Enable
SSID2Enable
5SID3Enable
SSID4Enable

Step 6 Click OK after the configuration.

—-End

® [Layer 2 Internet access:

|

o o o o o o o B

Issue 02 (2019-07-05)

Copyright © Huawei Technologies Co., Ltd.

391



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

Check whether the user successfully gains access to the Internet through dialup on the
PC.

a. The LANI port of the ONT is connected to the Ethernet port of the PC properly.
b. Dial up on the PC using the PPPoE dialup software.
c. The user gains access to the Internet on the PC after the dialup is successful.

® Layer 3 Internet access:

Check whether the user successfully gains access to the Internet through dialup on the
PC.

a. The LANI port of the ONT is connected to the Ethernet port of the PC properly.

b.  After the PC is configured to obtain its IP addresses automatically, the PC can
obtain an IP address allocated by the ONT using DHCP.

c. After automatic PPPoE dialup is performed successfully on the ONT, users can
access the Internet.

3.3.3.5 Configuring SIP-based Voice Service Through the U2560

Prerequisites

Context

Procedure

Step 1

Step 2
Step 3

This topic provides an example of how to configure the SIP-based voice service through the
U2560.

® The ONT is auto discovered on the U2560. For details, see 3.3.3.2 Commissioning
Interoperation Between the U2560 and the ONT.

® Two telephone sets must be available and each must be connected to ports TEL1 and
TEL2 respectively on the ONT.

Every data change must be saved. You can click Save in a window to save data changes. If
you navigate to another node without saving data changes, a dialog box will be displayed
prompting you to save the data changes. In this case, click YES in the dialog box. New data
will be automatically applied to the ONTs after the data changes are saved.

NOTICE

When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.

Log in to the U2560 and choose Subnet View > TR069 Subnet from the navigation tree. In
the terminal list, right-click an ONT and choose Tools > Configure in Real Time from the
shortcut menu.

In the Configure in Real Time dialog box, set Root Node to Internet gateway device.

Configure the parameters of the voice WAN interface.
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1.  Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice from
the navigation tree. Click Add in the lower left part to create an instance.

2. Choose 2 > WANIPConnection from the navigation tree. Click Add in the lower left

part. Choose 1 from the navigation tree. In the right pane, set the parameters as follows:

- Set Enable to 1, indicating that the WAN connection is enabled.
- Set Connection Type to IP_Routed, indicating that the connection type of the

WAN interface is in routing mode.

- Set Addressing Type to DHCP, indicating that the WAN interface obtains IP

addresses in DHCP mode.

- Set X_HW_SERVICELIST to VOIP, indicating that the WAN interface provides
the VoIP access service.

- Set X_ HW_VLAN to 20, indicating the VLAN ID of the WAN interface is 20.
- Set X_HW_PRI to 6, indicating that the priority level of the WAN interface is 6.

MnoTe

® Ifthe WAN interface obtains IP addresses in static or DHCP mode, choose WANIPConnection to
set the parameters of the voice WAN interface.

® If the WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to set the
parameters of the voice WAN interface.

Configure in Real Time

Root Mode| Internet gateway devic

LANDevice
= WANDevice
=1
WANCannectionMNu
= WANConnectionDer
1
=)
= WANIPConne
WANPPPConr
Services
X_HW_DHCPSLVSERVER
Time
Layer3Forwarding
X_HW_Security
X_HW_APMPolicy
DevicelInfo
X_HW_BatteryInfo
X_HW_ALG

=l InternetGatewayDevice ~

X HW MainUPnP ™
>

Parameter | Value |
Enable 1
ConnectionStatus Unconfigured
ConnectionType IP_Routed
MName wan2
NATEnabled i
Addressing Type "DHCP
ExternallPAddress

SubnetMask
DefaultGateway

DMSEnzbled 1
DHSServers
MACAddress 28:6E:04:0D:
PortMappingMumberOfEntries O
X_HW_SERVICELIST "vorp
H_HW_VLAN M20
oweRl e
X_HW_MultiCastVLAN 42040967295

¥_HW_VenderClassID

b ?

[ K ][ Cancel ][ Save

Step 4 Configure the voice protocol parameters.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set the parameters as follows:

®  Sect SignalingProtocol to SIP, indicating that the SIP protocol is used.

® Set Region to CN, indicating the country code of China.

® Sct X HW_PortName to wan2, indicating that the new WAN interface 2 is bound.
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Configure in Real Time

Root Node| Internet gateway davic |

= InternetGatewayDevice
LANDevice
WANDevice
=l Services
= VoiceService
L=l
1= VoicePrafile
PhyInterface
X_HW_RemoteC
X_HW_Dizlsh
X_HW_LineTest
X_HW_InnerCal
X_HW_DHCPSLVSERVER
Time
Layer3Forwarding
X_HW_Security
X_HW_APMPolicy
DeviceInfo
¥_HW_RatteryInfo
FX HW AR
< >

~

Parameter | Value
MHame
Reset ]
SignalingProtocal Mo
Region CH
DTMFMethod InBand
DigitMap X.S|n#

¥_Hw_DigitMapMatchMode | Min

X_HW_PortName wan2

versea\er a
¥_HW_HowlerSendFlag 1
¥_HW_InterfaceState Closed
<
oK ][ Cancel ][ Save

Step 5 Configure the SIP service parameters.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 > SIP

from the navigation tree. In the right pane, set the parameters as follows:

Set ProxyServer to softx3000.huawei.com, indicating that the address of the SIP proxy
server is softx3000.huawei.com.

Set RegistarServer to 10.10.100.10, indicating that the SIP registration address is

10.10.100.10.

Configure in Real Time

Root Node| Internet gateway devic « |

=l Services
= VoiceService
Il
1= WoiceProfile
=1

Name
Reset
SignalingPr
Region
DTMFMeth
DigitMap
X_HW_Dig
X_HW_ Por
X_HW_Owe
X_HW_Ho
X_HW_Int

K_HW_H2:

MGCP

RTP

Tone

FaxT38

< >

L

b

Add

Parameter | Value

r .
ProxyServer sof3000.huawei.com

ProxyServerPort 5060
ProxyServerTransport UDP
X_HW_SecondaryProxyServel
¥X_HW_SecondaryProxyServel 5060
UserAgentDomain

User&gentPort 5060
Qrganization

RegistrationPeriod 600
TimerT1 500
TimerT2 4000
TimerT4 5000
RegisterRetryIntenval 30

InboundAuthUsername
InboundAuthPassword
UseCodecPriorityInSDPRespor 0

DSCPMark a
CTAN i e B b i e VL 1
b4 ¥

oK ][ Cancel ][ Save

Step 6 Configure the information about SIP voice users.
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1. Choose InternetGatewayDevice > Service > VoiceService > 1 > VoiceProfile > 1 >
Line > 1 from the navigation tree. In the right pane, set DirectoryNumber to 88001234,
indicating that the telephone number of SIP user 1 is 88001234.

Configure in Real Time

—_— - n
DirectoryNumber 34

PhyReferencelist

X_HW_RtplLoop

X_HW_Priority

Status

CallState

2. Choose 1 > SIP from the navigation tree. In the right pane, set AuthUserName to
88001234@softx3000.huawei.com and AuthPassword to iadtest1, indicating that the
user name and password of user 1 for authentication are
88001234@softx3000.huawei.com and iadtest1 respectively.

Configure in Real Time

Internet gateway devic
AuthUserlame 88001234 @softx3000. huawei.com

Auth iadtestl

Dekre

3. Set information about SIP user 2 in the same way.

Choose InternetGatewayDevice > Service > VoiceService > 1 > VoiceProfile > 1 >
Line from the navigation tree. Click Add in the lower left part. Choose 2 from the
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Step 7 Restart the voice process.

navigation tree. In the right pane, set DirectoryNumber to 88001235, indicating the

telephone number of SIP user 2 is 88001235.

Choose 2 > SIP from the navigation tree. In the right pane, set AuthUserName to

88001235@softx3000.huawei.com and AuthPassword to iadtest2, indicating that the
user name and password of user 2 for authentication are
88001235@softx3000.huawei.com and iadtest2 respectively.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the

navigation tree. In the right pane, set Reset to 1, indicating that the voice process will be

restarted.

Configure in Real Time

Root Mode| Internet gateway devic

= InternetGatewayDevice ~
LANDevice
WANDevice
=l Services
= VoiceService
=1
= VoiceProfile
=)
Iame
Reset
SignalingPr
Region
DTMFMeth
DigitMap
X_HwW_Dig
X_HW_Por
X_HW_Owe
X_HW_Hom
X_HW_Int
SIP
X_HW_H2:
MGCP b
< >

Parameter

Value |

Name

SignalingProtocol

Region

DTMFMethod

DigitMap
X_HwW_DigitMapMatchMode
¥_HW_PortMame
X_HW_OverseaVer
K_HW_HowlerSendFlag
X_HW_InterfaceState

sIp

CH
InBand
88000000
Min

wan2

i}

1

oK ][ Cancel ][ Save

Step 8 Click OK after the configuration.

—End

Result

Check whether the telephone functions properly. Connect two common telephones phone 1

and phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2.
In normal cases:

3.3.3.6 Configuring the H.248-based Voice Service Through the U2560

This topic provides an example of how to configure the H.248-based voice service through

The caller hears the dial tone after taking the phone off the hook.

When the caller dials the telephone number of the callee, the phone of the callee rings

successfully, and the caller hears the ring back tone.

The caller and the callee communicate with each other successfully.

After the callee hangs up, the caller hears the busy tone.

the U2560.
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Prerequisites

® The ONT is auto discovered on the U2560. For details, see 3.3.3.2 Commissioning
Interoperation Between the U2560 and the ONT.

® Two telephone sets must be available and each must be connected to ports TEL1 and
TEL2 respectively on the ONT.

Context

Every data change must be saved. You can click Save in a window to save data changes. If
you navigate to another node without saving data changes, a dialog box will be displayed
prompting you to save the data changes. In this case, click YES in the dialog box. New data
will be automatically applied to the ONTs after the data changes are saved.

NOTICE

When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.

Procedure

Step1 Log in to the U2560 and choose Subnet View > TR069 Subnet from the navigation tree. In
the terminal list, right-click an ONT and choose Tools > Configure in Real Time from the
shortcut menu.

Step 2 In the Configure in Real Time dialog box, set Root Node to Internet gateway device.

Step 3 Configure the parameters of the voice WAN interface.
1.  Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice from
the navigation tree. Click Add in the lower left part to create an instance.

2. Choose 2 > WANIPConnection from the navigation tree. Click Add in the lower left
part. Choose 1 from the navigation tree. In the right pane, set the parameters as follows:

- Set Enable to 1, indicating that the WAN connection is enabled.

- Set Connection Type to IP_Routed, indicating that the connection type of the
WAN interface is in routing mode.

- Set Addressing Type to DHCP, indicating that the WAN interface obtains IP
addresses in DHCP mode.

- Set X_ HW_SERVICELIST to VOIP, indicating that the WAN interface provides
the VoIP access service.

- Set X_HW_VLAN to 20, indicating the VLAN ID of the WAN interface is 20.
- Set X_HW_PRI to 6, indicating that the priority level of the WAN interface is 6.

MnoTe

® If the WAN interface obtains IP addresses in static or DHCP mode, choose WANIPConnection to
set the parameters of the voice WAN interface.

® Ifthe WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to set the
parameters of the voice WAN interface.
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Configure in Real Time

Root Node| Internet gateway devic v|

= InternetGatewayDevice ~ Parameter | Value |
LANDe\ric_e Enzble 1
= ‘\gAlNDewce ConnectionStatus Unconfigured
WANConnectionMNu! ConnectionType IP_Routed
= WANConnectionDe Name wan2
L NATEnabled a
=12 ) r
= WANIPConne AddressingType DHCP
ExternallPAddress
WANPPPConr SubnetMask
Services DefaultGateway
X_HW_DHCPSLVSERVER _
Time DNSEnabled 1
Layer3Forwarding DNSServers
X_HW_5ecurity MACAddress 28:6E:D4:0D:
X_HW_APMPalicy PortMappinglumberQfEntries| 0
DeviceInfo . , Fu
X_HVY_BatteryInfo X_HW_SERVICELIST '\.- oI
¥_HW_ALG X_HW_VLAN 20
X H/ MainUPnP | X rv_pRI .
< >
X_HW_MultiCastVLAN 4294067295
X_HW_VenderClassID
< >
[ oK ] [ Cancel ] [ Save

Step 4 Configure the voice protocol parameters.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set the parameters as follows:

®  Sect SignalingProtocol to H248, indicating that the H.248 protocol is used.
® Set Region to CN, indicating the country code of China.
® Sct X HW_PortName to wan2, indicating that the new WAN interface 2 is bound.

Configure in Real Time

Root Node| Internet gateway devic v|

1=l InternetGatewayDevica s Parameter | Value |
LANDevi;e Name
WAN Device Rasat a
=l Services
= VoiceService SignalingProtocol H248
=1 Region CH
= VoiceProfile DTMFMethod InBand
DigitMap XS|F

PhyInterface
¥ X_HW_RemoteC X_HW_DigitMapMatchMade | Min

X_HW_DialsN X_HW_Porthame wan2

X_HW_Line Tesﬁ' X_HW_OverseaVer 0

X_HW_InnerCa o =
X_HV/_DHCPSLVSERVER K_HW_How In_arS endFlag il
Time X_HW_InterfaceState Clased

Layer3Forwarding
X_HW_Security
¥_HW_APMPolicy
DeviceInfo
¥_HwW_BatteryInfo
FI¥ HW AIG

?

. >

oK ][ Cancel ][ Save

Step 5 Configure the H.248 service parameters.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 >
X HW_H248 from the navigation tree. In the right pane, set the parameters as follows:
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Set CallAgent1 to 10.10.100.10, indicating that the IP address of the MGC server is

Set Domain to 6877687714852901, indicating that the MG registration address is

[}
10.10.100.10.
[}
6877687714852901.
MnoTe
ONT's SN.
[ )

Set MIDFormat to DomainName, indicating that the MG uses its domain name to

register.

Configure in Real Time

Root Node| Internet gateway devio |

=L

1= VoiceProfile

MName

Reset

SignalingProtocal
Region

DTMFMethod

DigitMap
X_HW_DigitMapMatchh

X_HW_PortName
K_HW_OverseaVer
X_HW_HowlerSendFlac
X_HwW_InterfaceState

SIp

MGCP

RTP

Tone

FaxT38

X_HW_FaxModem

X_HW_Ring

Line

s

Add

Parameter | Value
Callagentl 10.10.100.10
CallagentPortl 2044
Callagent2
CallagentPort2 2544
LocalPort 2944
Dornain ’68776877148529
DeviceMame
CallagentMmIDl
CallagentMID2
DSCPMark u]
< >
oK ][ Cancel ][ Save

Step 6 Configure the TIDs of H.248 voice users.

1.

Domain is ONT's domain name registered on the MGC. It is globally unique. Domain in this example is

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 >
Line >1>X HW_H248 from the navigation tree. In the right pane, set LineName to
A0, indicating that the TID of H.248 voice user 1 is A0. The user telephone number set
on the MGC is 88001234.
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Configure in Real Time

Internet gateway devic s

LineMName

CRefosn o boory (e

2. Configure the TID of H.248 voice user 2 in the same way.

Choose InternetGatewayDevice > Service > VoiceService > 1 > VoiceProfile > 1 >
Line from the navigation tree. Click Add in the lower left part. Choose 2 >

X _HW_H248 from the navigation tree. In the right pane, set LineName to A1,
indicating that the TID of H.248 voice user 2 is Al. The user telephone number set on
the MGC is 88001235.

Configure in Real Time

Internet gateway devic s

LineMName

Delete

s o

Step 7 Restart the voice process.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set Reset to 1, indicating that the voice process will be
restarted.
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Configure in Real Time

Root Mode| Internet gateway devic |«

=l InternetGatewayDevice ~ Parameter | Value |
LANDevice Name
iy
=l Services
= VoiceService SignalingProtaocol H248
=1 Region CH
= Wﬁepmfﬂe DTMFMathod InBand
=l 1 . -
TEnE DigitMap X.S|x#
Reset X_HW_DigitMapMatchMode | Min
SignaingProt X_HW_PortMName wanz
Region
DTMFMetho X_HW_Oversea\Ver ]
)[gigl;rltma%' H X_HW_HowlerSendFlag 1
i .
X_HW_Pogrtl‘ ¥_HW_InterfaceState Closed
X_HW_Owver
X_HW_Howl
X_HW_Inter
SIp
X_HW_H24¢
MGCP -
< >
< >
oK ] [ Cancel ] [ Save

Step 8 Click OK after the configuration.

—End

Result

Check whether the telephone functions properly. Connect two common telephones phone 1
and phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2.
In normal cases:

The caller hears the dial tone after taking the phone off the hook.

When the caller dials the telephone number of the callee, the phone of the callee rings
successfully, and the caller hears the ring back tone.

The caller and the callee communicate with each other successfully.

After the callee hangs up, the caller hears the busy tone.

3.3.3.7 Configuring the Wi-Fi Access Service Through the U2560

This topic provides an example of how to configure the Wi-Fi access service through the
TR-069 server.

Prerequisites
°

Context

The ONT is auto discovered on the U2560. For details, see 3.3.3.2 Commissioning
Interoperation Between the U2560 and the ONT.

A portable computer with the Wi-Fi function must be available.

The Wi-Fi wireless access service includes the Layer 3 bridge Wi-Fi service and the Layer 3
route Wi-Fi service.
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® [ayer 3 Wi-Fi service: Search for the SSID is performed on the PC. After the user passes
the verification, the PPPoE auto dialup is performed on the PC. The IP address is
allocated by the upper-layer BRAS. The ONT is connected to the OLT and then to the
upper-layer network in the Layer 3 mode to provide the high-speed Internet access
service.

® Layer 3 route Wi-Fi service: Search for the SSID is performed on the PC. After the user
passes the verification, the PPPoE auto dialup is performed on the PC. The ONT is
connected to the OLT and then to the upper-layer network in the Layer 3 mode to
provide the high-speed Internet access service.

Every data change must be saved. You can click Save in a window to save data changes. If
you navigate to another node without saving data changes, a dialog box will be displayed
prompting you to save the data changes. In this case, click YES in the dialog box. New data
will be automatically applied to the ONTs after the data changes are saved.

NOTICE

When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.

Procedure

Step1 Log in to the U2560 and choose Subnet View > TR069 Subnet from the navigation tree. In
the terminal list, right-click an ONT and choose Tools > Configure in Real Time from the
shortcut menu.

Step 2 In the Configure in Real Time dialog box, set Root Node to Internet gateway device.

Step 3 Configure the Wi-Fi parameters.
1. Choose InternetGatewayDevice > LANDevice > 1 > WLANConfiguration > 1 from

the navigation tree. In the right pane, set the parameters as follows:

- Set Enable to 1, indicating that the WLAN service is enabled.

- Set RegulatoryDomain to CN, indicating the country code of China.
- Set SSID to ChinaNet-huawei.

- Set BeaconType to WPA and WPAEncryptionModes to
TKIPandAESEncryption, indicating that the encryption mode of the WPA is
TKIP&AES.

- Set WPAAuthenticationMode to PSKAuthentication, indicating that the
authentication mode is Pre-Shared Key.
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Configure in Real Time

Root Node| Internet gateway devic) s

1=l InternetGatewayDevice fad Parameter | Value |
= LE?P;DQ""CE Marne atho ~
X_HV/_\WanEnable || EeblE _ 1
= WLANConfiguration RegulatoryDamain Y
Standard 11ing
LANHustConfighanz TransritPonwer 100
Hosts
LANEthemetinzerfz || Channel L
¥_HW_LANGIlobalCc AutoChannelEnable 1
WANDevice ¥_HW_HT=0 1
SETER S5ID ChinaMet-huawei
X_HW_DHCPSLVSERVER =
e SSIDAdvertisementEnabled | 1
Layer3Forwarding WMENahle 1
X_HW_Security BeaconType WP
X—HW—APMPDHQ“ BasicEncryptionModes Mone
DeviceInfo - —
X_HW_BatteryInfo BasicAuthenticationMade MNaone
X:HWZALG WRAENCryptionModes TKIPandAESERCryption
< X HW MainUPnP - Y| wessuthenticationMode | PSKauthentication
IEEE11EncryptionModes AESEncryption
IEEE1 lituthenticationMode | PSKAuthentication
v
AT T e k!
¢ >
[ 0K ] [ Cancel ] [ Save ]

2. Choose PreSharedKey > 1, 1 from the navigation tree. In the right pane, set
PreSharedKey to chinahuawei, indicating that the WPA encryption key is
chinahuawei.

Configure in Real Time

Root Node Internet gateway devic s

A_HVV_RJUIISPUTC

X_HW_RadiusKey e’ Parameter Value
TomEriossont PreSharedKey
TotalBytesReceived

TotalPacketsSent
TotalPacketsReceived
BSSID
TransmitPowerSupporte
WMMSupported
VWEPKey
1=l PraSharedKey
Stats
WPS
LANHostConfighanagement
Hosts
LANEthernetInterfaceConfig
X_HW_LANGIobalConfiguratior
MNDevice
ices
AW _DHCPSLVSERVER
e ~

< >

‘ ,

[ oK ][ Cancel ][ Save

Step 4 Configure the parameters of the WAN interface.
® Configure the parameters of the WAN interface - Route
1. Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice from
the navigation tree. Click Add in the lower left part to create an instance.

2. Choose 2 > WANPPPConnection from the navigation tree. Click Add in the lower left
part. Choose the new 1 branch from the navigation tree. In the right pane, set the
parameters as follows:
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® Set Enable to 1, indicating that the WAN connection is enabled.

® Sect Connection Type to IP_Routed, indicating that the connection type of the WAN
interface is in routing mode.

® Sct NATEnable to 1, indicating that the NAT function is enabled.

® Sect Username to iadtest@pppoe and Password to iadtest, indicating that the PPPoE
user name is iadtest@pppoe and the password is iadtest.

® Set X_HW_SERVICELIST to INTERNET, indicating that the service type of the
WAN interface is Internet.

® Sct X HW_VLAN to 40, indicating that the VLAN ID of the WAN interface is 40.
® Sect X HW_PRI to 1, indicating that the priority level of the WAN interface is 1.
(Onote

® Ifthe WAN interface obtains IP addresses in static or DHCP mode, choose WANIPConnection to
set the parameters of the WAN interface.

® [fthe WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to set the
parameters of the WAN interface.

Configure in Real Time

Root Node| Internet gateway dewici s

I= InternetGatewayDevice A Parameter | Value |

LANDevi;e Enable 1

g Va\.fAlNDewce ConnectionStatus Unconfigured

WANConnectiontur ConnectionType IP_Routed
= WANConnectionDe DefaultGateway
; Name wanz2
WANPConne || NATEnabled :1
= WANPPPConr Username iadtest@pppoe
Password Fiadtest

Services ExternallPAddress

X_HW_DHCPSLVSERVER

e DNSEnzbled 1

Layer3Forwarding DNSServers

X_HW_SECUF'D’ MACAddress 28:6E:D4:0D: I

X—HW—APMPDHW PortMappingMumberOfEntries 0

DavicaInfo . v

X_HVW_BatteryInfo X_HW_SERVICELIST INTERNET

X_HW_ALG X_HW_VLAN Fa0

X HW ManUPnP | x_Hw_Pri

£ b
X_HW_MultiCastVLAN 4204967295
< >
[ oK ] [ Cancel ] [ Save

® Configure the parameters of the WAN interface - Bridge
a. Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice
from the navigation tree. Click Add in the lower left part to create an instance.

b. Choose 2 > WANPPPConnection from the navigation tree. Click Add in the lower
left part. Choose the new 1 branch from the navigation tree. In the right pane, set
the parameters as follows:

® Set Enable to 1, indicating that the WAN connection is enabled.

Set Connection Type to IP_Bridged, indicating that the connection type of the WAN
interface is in bridge mode.

® Set X_HW_SERVICELIST to INTERNET, indicating that the service type of the
WAN interface is Internet.

® Sct X HW_VLAN to 40, indicating that the VLAN ID of the WAN interface is 40.
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Set X HW_PRI to 1, indicating that the priority level of the WAN interface is 1.

Configure in Real Time

Root Node| Internet gateway devic: v|

=l InternetGatewayDevice A~
LANDevice
= WANDevice
=
WANConnactionMut
= WANConnectionDe
1
=2
WANIPConne
= WANPPPConr

Services
X_HW_DHCPSLVSERVER
Tirme

Layer3Forwarding
X_HW_Security
X_HW_APMPalicy
DeviceInfo
X_Hw_BatteryInfo
X_HW_ALG

[+ X HW MainUPnp A<
>

Step 5 Bind the SSID.

Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice > 1 >

Parameter | Va_lue |
Enable 1
ConnectionStatus Connected
ConnectionType IP_PBridged
Mame wWan2
NATEnabled 0
Addressing Type
ExternallPaddress
SubnetMask
DefaultGateway
DMSEnabled 1
DMSServers
MACAddress 28:6E:D4:6E: mn
PortMappinghumberOfEntries 0
X_HW_SERVICELIST I'INTERHET
X_HVW_VLAN "0
X_HW_MUtICastLAN 4204067295
¥_HwW _venderClassID
< >
oK ] [ Cancel ] [ Save

WANIPConnection > 1>X HW_LANBIND from the navigation tree. In the right pane, set

SSID1Enable to 1, indicating that the WAN interface is bound to SSID 1.

Configure in Real Time

Root Node| Internet gateway devic v|

=1 s
Enable
ConnectionStatus
ConnectionType
DefaultGateway
Name
NATEnabled
Username
Password
ExternallPAddress
DNSEnabled
DNSServers
MACAddress
PortMappingMumbert
X_HW_SERVICELIST
X_HW_VLAN
X_HW_PRI
X_HW_MultiCastV LAl

PortMapping

X_HW_LANBIND
Ees
_DHCPSLVSERVER

< ¥

Add

——-End

Parameter Value

Lan1Enzble
Lan2Enable
Lan3Enable
Lan4Enable
SSID2Enzble
SSID3Enable
SSID4Enable

-.-‘-.-

oK ][ Cancel ][ Save
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Result

Layer 3 bridge Wi-Fi service: SSID radio signals can be searched on the Wi-Fi terminal.
After the user enter the authentication key and pass the authentication, the user can
access the Internet.

Layer 3 route Wi-Fi service: SSID radio signals can be searched on the Wi-Fi terminal.
After the user enter the authentication key and pass the authentication, the Wi-Fi
terminal can obtain the IP address allocated by the DHCP IP address pool on the ONT.
After the PPPoE dialup is successfully performed on the ONT, the user can access the
Internet.

(MnoTe

The security mode and encryption configured on a Wi-Fi terminal must be the same as those of an ONT.
If you cannot find the following encryption modes: TKIP&AES, and AES. The reason may lie in an old
Wi-Fi driver version. If so, replace the old version with a new one.

3.3.3.8 Guide to Configure SoftGRE-Based Wi-Fi Sharing

The following describes how to configure SoftGRE-based Wi-Fi sharing.

Prerequisites

Procedure

The SoftGRE tunnel solution requires the related upper-layer device (BRAS) to support
the EOGRE tunnel protocol. Based on the protocol, GRE packets are encapsulated and
decapsulated.

Currently an ONT is usually interconnected with Huawei ME60. To support SoftGRE,
the MEG60 in a specific version needs to work with a specific service board. If the ONT is
interconnected with a third-party router, make sure that the router supports the EOGRE
tunnel protocol.

Step1 On the ONT web page, configure a TR069 WAN.

1.

On the ONT web page,choose WAN > WAN Configuration from the navigation tree in
the left-side pane of the tab page.

In the right-side pane, click New. In the dialog box that is displayed, set WAN interface
parameters in sequence as follows:

a. Select Enable WAN to enable a new WAN connection.

b. Set Encapsulation Mode to IPoE.

c. Set Service Type to TR069.

d. Set WAN Mode to Route WAN.
Select Enable VLAN.

f.  Set VLAN ID to 45(which must be consistent with the user-side VLAN ID
configured on the OLT).

g.  Set 802.1p to the largest value.
h.  Set IP Acquisition Mode to DHCP.
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WAN = WAMN Configuration

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN port to communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the netwark

equipment.

]

Basic Information

Enable WAN:

Encapsulation Mode:

Protocol Type:
WAN Mode:
Senvice Type:
Enable VLAN:
VLAN ID:
802.1p Palicy:
802 1p:

MTU:

IPv4 Information
IP Acquisition Mode:
Wendor ID:
UserID:

MNew Delete
Connection Name VLAN/Priority Protocol Type
1_TROG9_R_VID_45 45/0 IPvd

@ IPoE ' PPPoE

IPva

Route WAN -

TROGS

45 *(1-4094)

@ Use the specified value ) Copy from IP precedence
0 -

1500 (1-1540)

(© Static @ DHCP ' PPPoE

(The ve

dor ID consists of 0-64 characters.)
(Option 61, ranging from 0—G4)

Apply Cancel

Step 2 Configure TR069 management information, so that the ONT can be managed through the
TRO69 channel.

1.

On the ONT web page,choose System Tools > TR-069 from the navigation tree in the
left-side pane of the tab page.

In the right-side pane, set ACS parameters in sequence as follows:

a.

Set the ACS URL to the IP address of the ITMS server.

Set ACS User Name and ACS Password according to the settings on the ITMS
server.

Set Connection Request User Name and Connection Request Password
according to the settings on the ITMS server.
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System Tools = TR-069

ACS Parameter Settings

If TROGY auto-connection is enabled, you can setthe ACS parameters of the terminal.

Enable Periodic Informing:

Informing Interval: 43200 *[1 - 2147483647](s)

Informing Time: yyyy-mm-ddThh:mm:ss (for example, 2009-12-20T12:23:34)
ACS URL: ht‘lp:ﬁ‘l?2.23.225.20:905}

ACS User Name: haw e

ACS Password: CTTTTTTTTYYTY YT PY I

Connection Request User Mame: itms *

Connection Request Password: sesssssssRRRRRRL ¢

DSCP: 0 (0~B3)

Apply Cancel

Enable Certificate Authentication and Set Private Key Password

To allow the device to connect to the ACS in 5L mode, you can enable cerificate authentication, set the private key
password, and import the cerificate provided by the carrier.

Enable Ceificate Authentication: &}

) (1-32 characters. This password takes effect after a device
Private Key Password:
restart.)

(1-32 characters. This password takes effect after a device
Confirm Password:
restart.)

Apply Cancel

Import Certificate

Cerificate: Browse... Import Certificate

Step 3 Create a route WAN with service type being Internet, as the upstream channel for carrying
public Wi-Fi services.

1. Onthe ONT web page,choose WAN > WAN Configuration from the navigation tree in
the left-side pane of the tab page.

2. In the right-side pane, click New. In the dialog box that is displayed, set WAN interface
parameters in sequence as follows:

a. Select Enable WAN to enable the new WAN connection.
b. Set Encapsulation Mode to IPoE or PPPoE.

c. Set WAN Mode to Route WAN.

d. Set Service Type to OTHER or INTERNET.

e. Set VLAN ID to 200(which must be consistent with the user-side VLAN ID
configured on the OLT).

f.  Set MTU to 1500.
g. Select Enable VLAN.

3. onfigure IPV4 information.

a. Set IP Acquisition Mode to DHCP.
b. Select Enable NAT.
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WAMN = WAN Configuration

On this page, you can configure WAM port parameters. The ONT (home gateway) uses a WAN port to communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the OMT and the netwaork

equipment.
New Delete
Connection Name VLAN/Priority Protocol Type
] 1_TROGI_R_VID_45 4510 IPv4
1 2_INTERNET_R_VID_200 200/0 IPvd
Basic Information
Enable WAN:
Encapsulation Mode: @ IPoE PPPoE
Protocol Type: IPvd
WAN Mode: Route WAN -
Senvice Type: INTERMET
Enable VLAN:
VLAM 1D: 200 *(1-4094)
802.1p Policy: @ Use the specified value (©) Copy from IP precedence
802 1p: 0 -
MTU: 1500 (1-1540)
Binding Options: [CTLant [F]eanz [Cians [C]eang [Clssipt [Cssipz [ ssipa [ ] ssiDg
IPv4 Information
IP Acquisition Mode: () Static @ DHCP  PPPoE
Enable NAT:
MAT type: Port-restricted cone NAT -
Wendor ID: (The vendor ID consists of 0—64 characters.)
UserID: (Option 61, ranging from 0-64)
Multicast VLAN 1D: (1-4094)
DIMNSv4 for IPvE: ]

Apply Cancel

Step 4 Configure two SSIDs.

1.

On the ONT web page,choose WLAN > WLAN Basic Configuration from the
navigation tree in the left-side pane of the tab page.

In the right-side pane, click New In the dialog box that is displayed, set WAN interface
parameters in sequence as follows:

a. Set SSID Name to private_ssid_totalplay.
b. Set Authentication Mode and Encryption Mode.
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WLAMN = WLAN Basic Configuration

On this page, you can set basic WLAN parameters(When the WLAN function is disabled, this page is blank).
Iy Caution:
Wireless network services may be interrupted temporarily after you modify wireless network parameters.

1.
2 ltis recommended that you use the WPAZ2 or WPAMWPAZ authentication mode for security purposes.

Enable WLAN

MNew Delete
SSID Index S5ID Name 551D Status Number of Associated Devices Broadcast SSID Security Configuration
1 private_ssid_totalplay Enabled 32 Enabled Unconfigured
[ 2 public_ssid_totalplay Enabled 8 Enabled Unconfigured

S5ID Configuration Details

S5ID Name: private_ssid_totalplay *(1-32 characters)
Enable SSID:
Mumber of Associated
32 *(1-32)
Devices:
Broadcast SSID:
Enable WMM:
Authentication Mode: Open -
Encryption Mode: Mone -

Apply Cancel

Step 5 On the TR069 server, configure ISP SSID (SSID2 as the ISP SSID).

1.

Navigate to the following node path: InternetGatewayDevice.LANDevice.
1.X HW_WLANForISP.

Create an instance and set parameters in sequence as follows:

a.
b.

C.

d.

Set SSID_IDX to 2 (corresponding to SSID INDEX in Step 4).
Set SSID to a public hotspot name.

Set AuthenticationMode to 802.1x-EAP.(If the WebPortal authentication is
required, set AuthenticationMode to WebPortal for the ISP SSID)

Set RadiusServer to RadiusKey.

Step 6 Configure the SoftGRE tunnel.

1.
2.

Navigate to the following node path:InternetGatewayDevice. X HW_GRETunnel.

Create an instance and set parameters in sequence as follows:

Set EgressInterface to the WAN port node path, that is,
InternetGatewayDevice. WANDevice.1.WANConnectionDevice.
2.WANIPConnection.1 (or WANPPPConnection if Encapsulation Mode is set to
PPPOE).

Set Remoteaddress to the peer IP address (also the router IP address that can be
obtained according to the router settings).

Configure the ingress interface of the SoftGRE tunnel.

Navigate to the following node path: InternetGatewayDevice.X HW_GRETunnel.
1.IngressInterface.1.

Create an interface instance and set InterfaceName to a public SSID path such as
InternetGatewayDevice. LANDevice.l. WLANConfiguration.2.

Configure a static route that supports 802.1x-EAP(or WebPortal) authentication, and
enable authentication packets to pass through the WAN through the egress interface of
the SoftGRE tunnel.

Issue 02 (2019-07-05)

Copyright © Huawei Technologies Co., Ltd. 410



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

® Navigate to the following node path:
InternetGatewayDevice.Layer3Forwarding.Forwarding.

Create a static route instance and set parameters in sequence as follows:
Set DestIPAddress to the IP address of the RADIUS server.
Set DestSubnetMask to 255.255.255.255.

Set Interface to the WAN port node path, that is, InternetGatewayDevice. WANDevice.
1.WANConnectionDevice.2. WANIPConnection.1 (or WANPPPConnection if
Encapsulation Mode is set to PPPoE).

® Sct X HW_WanName to wanl.2.ip1 (corresponding to the WAN port node path).

——-End

3.4 IPv6 Scenarios

This topic describes configurations on the U2000, OLT, and ONT for the FTTH IPv6 solution
which is part of Huawei fixed broadband network IPv6 solutions. For configurations on
upper-layer devices, refer to the FBB solution configuration guide.

Context

MnoTe

® This topic uses the HG8245H as an example, and the OLT V300R019C00&V500R019C00 and
U2000 V200R015C50 are used. Screenshots may be different for various versions but the
configuration procedures are similar. For details about the configuration, see the NMS configuration
manuals.

® Gateway ONTs and bridging ONTs support different IPv6 application scenarios. For example, a
bridging ONT does not support NAT444. For details, see 3.4.1 IPv6 Solutions and Application
Scenarios.

3.4.1 IPv6 Solutions and Application Scenarios

This topic describes the IPv6 solutions and application scenarios.

Currently, IPv6 mainly has the following solutions: IPv6 Rapid Deploy (6RD) and its
correlative solution 6RD+NAT444, dual stack and its correlative solutions (NAT444, dual
stack+NAT444, dual stack+L2TP, and L2NAT), and Dual-Stack Lite (DS-Lite). The following
describes the widely used and recommended Huawei fixed broadband network IPv6 solutions,
as shown in Table 3-16. You are advised to select a solution based on actual network
conditions.
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Table 3-16 IPv6 solutions and application scenarios

IPv6 Advantage Disadvantage Application Scenario
Soluti
on
Dual ® A mature future- ® This solution ® [Pv4 addresses are
stack oriented technology cannot relieve the sufficient.
supports IPv4 and shortage of IPv4 ® Smooth evolution to
IPv6 services at the addresses. IPV6 in large-scale is
same time. ® All devices on the required in the future.
® Network Address network need to be
Translation (NAT) is upgraded to support
not used, free of dual stack, which is
source tracing and costly.
service traversal
issues.
NAT44 | The NAT technology is ® Two-level NAT ® Demand for IPv6 is
4 mature and saves [Pv4 translation needs to weak.
addresses. be performed, ® NAT444 can solve the
which affects problem of IPv4
services, for. address exhaustion.
example, point-to-
point (PTP)
application and
ALG traversal.
® The IPv6 is not
deployed, and
devices need to be
upgraded to support
IPvo.
Dual ® A future-oriented ® All devices on the ® [Pv4 addresses are
stack solution supports network need to be insufficient.
+NAT4 IPv4 and IPv6 upgraded to support | @ Smooth evolution to
44 services at the same dual stack, which is IPV6 in large-scale is
time. costly. required in the future.
® Only small changes ® Two-level NAT
need to be made to translation needs to
devices on the be performed,
network. which affect
® This solution saves Services.
IPv4 addresses and
has a strong service
traversal capability.
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IPv6 Advantage Disadvantage Application Scenario
Soluti

on

DS- ® A mature future- All devices on the ® There is a strong
Lite oriented technology network need to be demand for IPv6.

supports IPv4 and
IPv6 services at the
same time.

Only one-level NAT
translation is
performed, which has
little impact on
services.

® No planning or

analysis is required
for IPv4 addresses,
and the network

deployment is simple.

upgraded to support
dual stack, which is
costly.

NAT performed on
the CGN side has
considerable impact
on services.

IPv4 service flows
are carried over
IPv6 channels,
which has the
following
disadvantages due
to the immature
[Pv6 technology:

- Fragmentation
is performed on
[Pv4 packets,
which lowers
the forwarding
efficiency.

- The IPv4
gateway
application
mode is
changed, which
affects existing
IPv4
applications.

® [Pv4 addresses are
insufficient, and IPv6
reconstruction on the
network is difficult.

Service configuration in the FTTH IPv6 solutions mainly involves configuration of the
Internet access service. In the configuration, the bridging ONT and gateway ONT process
IPv6 in different ways. Specifically, the bridging ONT forwards IPv6 packets at Layer 2 and
the gateway ONT processes IPv6 packets according to actual scenarios. For details about
ONT types, see Reference of GPON ONT Capability Sets. Table 3-17 describes the service
(Internet access service) processing mode of access devices in different IPv6 networking

scenarios.

MnoTe

The OLT implements Layer 2 forwarding on IPv6 packets. Therefore, service flows need to be
configured for IPv6 services on the OLT to forward the services to the corresponding IPv6 server.

Currently, the TR-069 management service, voice service, and IPTV service are still implemented
through IPv4. IPv6 is not involved. Therefore, the service configurations are the same as those for [Pv4.

For details, refer to 3.4 IPv6 Scenarios.
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Table 3-17 Service processing mode of devices in different IPv6 solutions

Netwo | IPv6 OLT ONT Remarks
rking | Solution
FTTH | NAT444 NA NA Bridging ONTs do not support
(Bridgi this scenario.
ng-type
ONT) Dual stack Layer 2 Layer 2 -
forwarding | forwarding
Dual stack NA NA Bridging ONTs do not support
+NAT444 this scenario.
DS-Lite Layer 2 Layer 2 A software needs to be
forwarding | forwarding installed on the PC to support
DS-Lite.
FTTH | NAT444 Layer 2 The ONT uses Only the basic function of
(Gatew forwarding | the IPv4 single | two-level mapping is
ay-type stack. The NAT | supported. The UPNP function
ONT) function needs is not supported, because it
to be enabled on | may cause unavailability of
the WAN port. some applications.
Dual stack Layer 2 The ONT uses -
forwarding | dual stack. IPv4
and [Pv6 must
be enabled on
the WAN port at
the same time.
Dual stack Layer 2 The ONT uses -
+NAT444 forwarding | dual stack. IPv4
and IPv6 must
be enabled on
the WAN port at
the same time.
DS-Lite Layer 2 The ONT uses -
forwarding | DS-Lite. IPv4

and IPv6 must
be enabled on
the WAN port at
the same time.

3.4.2 IPv6 Data Plan

This topic describes the IPv6 data plan.
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Table 3-18 Plan of key data

Item Data
DBA Profile name: ftth_dba
profile DBA Type: assured bandwidth/maximum bandwidth (Type 3)
Assured bandwidth: 8 Mbit/s
Maximum bandwidth: 20 Mbit/s
ONT line Profile name: ftth
profile T-CONT ID: 4
GEM port ID for the internet access service: 14
ONT Profile name: ftth
service Number of POTS ports: Adaptive
profile .
Number of ETH ports: Adaptive
Number of CATV ports: Adaptive
Networkin | Upstream port: 0/19/0
g data PON port: 0/1/0
ONTID: 1
VLAN Double VLAN tags
plan ® S-VLAN ID: 100
® S-VLAN type: smart
® S-VLAN attribute: stacking
® C-LAN ID: 1001
® C'VLAN ID: 1010
NOTE
VLAN translation policy:
® ONT: uses the same VLAN configurations and adds C-VLAN tags to packets. All
ONTs use the same C-VLAN.
® OLT: performs VLAN translation: C<->S+C'. C'VLANSs for ONTs differ from each
other.
ONT Profile name: ONT-HSI
value- WAN VLAN ID: 1001
added ]
service Service type: INTERNET
configured | Connection type: route
using the IP address acquisition mode: PPPoE (user name: iadtest@pppoe, password:
NMS iadtest)
(Layer 3 o
route Priority: 0
mode) Binding port: LAN1 (Layer 3 LAN)
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Item Data

WAN port | Service list: INTERNET

configured | connection type: route
on the Web . . . .

VLAN ID: 1001 (which must be consistent with the user-side VLAN ID
page
(Layer 3 configured on the OLT)
route IP address acquisition mode: PPPoE (user name: iadtest@pppoe, password:
mode) iadtest)

802.1p priority: 0
Binding port: LANI1 (Layer 3 LAN)

3.4.3 Configuring IPv6 Services Using the NMS

This topic describes how to configure IPv6 services using the NMS.

3.4.3.1 Configuring the IPv6 Internet Access Service Using the NMS (NA)

This topic describes how to configure the IPv6 Internet access service using the U2000 when
the NAT444 solution is used and the ONT is a gateway-type ONT.

Application Context

Networking description:

® The BRAS assigns an IPv4 private address (for example, 10.*.*.*) to the ONT. The ONT
is enabled with the NAT function and assigns another IPv4 private address (for example,
192.168.%.*) to the PC.

® NAT44 translation is performed twice on IPv4 packets, first on the ONT and then on the
CGN.

® The OLT implements Layer 2 forwarding, and the ONT implements Layer 3 forwarding.
Device reconstruction:

®  The IP address pool on the BRAS needs to be replanned to support private IP addresses.
® The CGN device supporting NAT44 needs to be deployed on the network.

® The RADIUS needs to be upgraded or a log recording device needs to be deployed to
address source tracing of private IP addresses.

Figure 3-11 shows the NAT444 networking diagram.

Figure 3-11 NAT444 networking diagram
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Procedure

® Configure the Layer 3 Internet access service.

MnoTe

In the NAT444 solution, the ONT needs to perform a NAT translation. In the IPv4 configuration, the
NAT function also needs to be enabled on the ONT side. Therefore, all configurations on the OLT and
ONT are the same as those for the IPv4 Layer 3 Internet access service. For details, refer to 3.3.1.1.2
Configuring the GPON FTTH Layer 3 Internet Access Service on the NMS.

3.4.3.2 Configuring the IPv6 Internet Access Service Using the NMS (Dual Stack/
Dual Stack+NA)

This topic describes how to configure the IPv6 Internet access service using the U2000 when
the dual stack or dual stack+NAT444 solution is used and the ONT is a gateway-type ONT.

MnoTe

The OLT implements Layer 2 transparent transmission in the dual stack or dual stack+NAT444 scenario.
Configurations on the OLT are the same as those for IPv4.

The FTTH configuration difference between the dual stack solution and the dual stack+NAT444 solution
lies in NAT configuration on the ONT.

® In the dual stack solution, if the IP address of the PC on the internal network is a private address, the
NAT function must be enabled, that is, dual stack+NAT44. The NAT function is disabled when it is
not required.

® In the dual stack+NAT444 solution, the NAT function must be enabled.

Dual Stack Application Context
Networking description:

®  All NEs on the network must support [IPv4 and IPv6 dual stacks.

® The BRAS assigns IPv4 and IPv6 addresses to ONTs. The ONT assigns [Pv4 and IPv6
addresses to PCs.

® PCs use IPv4 and IPv6 addresses to access the IPv4 Internet and IPv6 Internet
respectively.

® The OLT implements Layer 2 forwarding. Only IPv6 service flows need to be added.

Device reconstruction: All NEs on the network need to be upgraded to support IPv4 and IPv6
dual stacks.

Figure 3-12 shows the dual-stack networking diagram.
Figure 3-12 Dual-stack networking diagram

FTTH
pvay [
[ T
PC ONT

IPvd

|
|
|
]
| Router
|
]
|
|
[}

—.

e i)

Qplical oLt

splitter
IPval | —
IPv6 _-,]_ 4
PC ONT

Router

IPvd service path
IPvE service path

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 417



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

Dual Stack+NAT444 Application Context

Networking description:

All NEs on the network must support [Pv4 and IPv6 dual stacks.
The CGN device supporting NAT44 needs to be deployed on the network.

The BRAS assigns an IPv4 private address (for example, 10.*.*.*) and IPv6 address to
the ONT. The ONT is enabled with the NAT function and assigns another IPv4 private
address (for example, 192.168.*.*) to the PC.

NAT44 translation is performed twice on IPv4 packets, first on the ONT and then on the
CGN. IPv6 packets are forwarded directly.

The OLT implements Layer 2 forwarding. Only IPv6 service flows need to be added.

Device reconstruction:

All NEs on the network need to be upgraded to support IPv4 and IPv6 dual stack.
The IP address pool on the BRAS needs to be replanned to support private [P addresses.
The CGN device supporting NAT44 needs to be deployed on the network.

The RADIUS needs to be upgraded or a log recording device needs to be deployed to
address source tracing of private IP addresses.

Figure 3-13 shows the dual stack+NAT444 networking diagram.

Figure 3-13 Dual stack+NAT444 networking diagram
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Typical Configuration

Table 3-19 describes the typical IPv6 prefix and address configuration. This configuration has
the best compatibility and can be applied to any scenarios.
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Table 3-19 Typical IPv6 prefix and address configuration

Item Parameter on Recommended | Remarks
NMS Value
IP address Mechanism via AutoConfigured | -
acquisition mode on | which the IP
the ONT WAN side | address was
assigned
Prefix acquisition Mechanism via DHCPv6-PD -
mode on the ONT which the prefix
WAN side was assigned
Address/prefix M flag 0 (that is, When the value is 1,
assignment mode SLAAC) addresses/prefixes are
for the LAN-side assigned in the DHCPv6
PC mode. Currently, the
Windows XP OS does not
support this assignment
mode.
Other information O flag 1 (that is, Other information refers
assignment mode DHCPv6) to the IPv6 address in

for the LAN-side
PC

payloads of packets such
as DNS packets. When
the value is 0, the
information is assigned in
the SLAAC mode.
Currently, no OS supports
the SLAAC mode.

Procedure

® Configure the OLT.
(Lnote

The OLT implements Layer 2 transparent transmission. The procedure for configuring the OLT on the
U2000 is the same as that for IPv4. For detailed configuration procedure, refer to "Implement pre-
configurations", "Add an ONT" and "Add a service virtual port on the OLT side" in 3.3.1.1.2
Configuring the GPON FTTH Layer 3 Internet Access Service on the NMS.

(Optional) Configure the DHCPv6 option.

When the access mode of IPv6 users is IPoE and the BRAS uses the binding
authentication mode, users do not need to enter user names or passwords for
authentication because the BRAS performs authentication based on users' physical
information. In this case, DHCPv6 Option18 needs to be configured on the OLT. For the
mapping relationship between DHCPv6 Option and the BRAS, see 3.4.3.2 Configuring
the IPv6 Internet Access Service Using the NMS (Dual Stack/Dual Stack+NA).
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Table 3-20 DHCPv6 Option mapping

DHCPv6 Option OLT BRAS

Optionl7 N/A Optional

Optionl18 Mandatory Mandatory

Option37 Optional Optional
(Onote

By default, the global DHCPv6 Option configuration is disable, the VLAN-level DHCPv6 Option
configuration is enable, and the upstream/cascaded port-level DHCPv6 Option configuration is enable.
Therefore, you only need to enable DHCPv6 Option globally.

After DHCPv6 Option is enabled, the OLT inserts Option18 and Option37 into DHCPv6 packets for
authentication by the BRAS.

In the Main Topology, double-click the required OLT in the Physical Root navigation
tree; or right-click the required OLT and choose NE Explorer from the shortcut menu.

Choose GPON > GPON Management from the navigation tree.
On the GPON ONU tab page, set the filter criteria or clic to display the GPON
ONUs.

Right-click a required ONT and choose Configure DHCPv6—Option Permit-
Forwarding.

In the dialog box that is displayed, select Enable.

e Configure DHCPYE-Option Permit-Forwarding x

DHCPvE-Option Permit-Forwarding
i Enable 1 Disable

OK || cancel |

Apply

1. Click OK.

® Configure and bind a general value-added service (VAS) profile for the ONT.

a. Configure a general VAS profile for the ONT.
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— GPON Profile
-~ EPON Profile
- Optical Alarm Profile
JRONT VAS Profie]

-~ ONU Senvice Lm-or'mh
- PQMapping Profile

" Power Shedding Profile

- VLAN Profile

~ Senvice Provisioning Profile
|~ ACL Profile

-~ RAIO Profile b
" MPLS TC Field Mapping Profile |-
~ SNUP Profile

- System Parameter Profile

-~ ETH Alarm Profile
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«- LAN Device
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4 Access Management

ALG Ability

- Security
#1- Layer 3 Forwarding
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Queue management configuration

[GeneralType  ~ |§
o | perametertame | |

LAN Ethernet Configuration 4
- LAN-related device information
-~ RA

— WLAN Configuration

— WLAN Configuration for ISP

— LAN Senvices Configuration

— LAN IPv6 Global Config

& Properties for Domain Name Sendce (DN
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HWTC bt General Type bl VIR003CO0 ~ ZZ -

= General Type Config Info.
Time
User Interface
ACS parameter Info
Senices
WAN Device
LAN Device
IPvis Layer 3 Forwarding
Properties for Domain Name Seanvice
Access Management
ALG Ability
Security
Layer 3 Forwarding

Plmaseme Bl =

HWTC i General Type h v

= General Type Config Info.
Time Soul =
User Interfaca
ACS parameter Info
Senices
WAN Device o
LAN Device
IPvE Layer 3 Forwarding
Properties for Domain Name Senvice (DNS).
Access Management
ALG Ability
Security
Layer 3 Forwarding e
Tmé Route
Power Management Policy
ARP Ping
ETH OAM
Customer senice info
Queue management configuration

(MnoTe

The ONT supports only one IPv6 (single-stack or dual-stack) Internet WAN port.
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Parameters Description

Mechanism via The ONT address mode can be Numbered or

which the IP Unnumbered. In Numbered mode, the ONT WAN port
address was has its own IPv6 GUA address. In Unnumbered mode,
assigned the ONT WAN port has an LLA address but no GUA

address, which is not good for network management and
fault location. Therefore, the Numbered mode is
recommended.

® When the Numbered mode is used, the setting of
Mechanism via which the IP address was assigned
is as follows:

- When M=1 is set for the RA packet on the BRAS,
IP addresses are obtained in DHCPv6 mode on the
WAN side. Then, Mechanism via which the IP
address was assigned can be set to DHCPv6 or
AutoConfigured. AutoConfigured is
recommended.

- When M=0 is set for the RA packet on the BRAS,
IP addresses are obtained in ND (stateless address
allocation) mode on the WAN side. Then,
Mechanism via which the IP address was
assigned can be set to AutoConfigured.

® When the Unnumbered mode is used, Mechanism via
which the IP address was assigned can be set to

None.
Mechanism via ® [f Mechanism via which the prefix was assigned is
which the prefix set to DHCPv6-PD, the BRAS assigns prefixes to the
was assigned ONT in DHCPv6 mode.

® [f Mechanism via which the prefix was assigned is
set to None, no prefix will be obtained. If no prefix is
obtained, services may be unavailable. Usually,
Mechanism via which the prefix was assigned is set
to None during TR-069 or management channel
configuration. It cannot be set to None for the Internet
access service.

® The RouterAdvertisement or AutoConfigured mode
is an extended mode which is not supported by current
standards/protocols. Therefore, it is not recommended.
The DHCPv6-PD mode is recommended.

M flag M flag indicates the IP address and prefix assignment
mode on the LAN side. 1 indicates that addresses/prefixes
are assigned in the DHCPv6 mode which corresponds to
the DHCPv6 mode (stateful) on the Web page. 0 indicates
that addresses/prefixes are assigned in the ND mode which
corresponds to the SLAAC mode (stateless) on the Web
page. The SLAAC mode is recommended.
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Parameters Description

O flag O flag indicates the assignment mode of other information
on the LAN side. 1 indicates that the information is
assigned in the DHCPv6 mode which corresponds to the
DHCPv6 mode (stateful) on the Web page. 0 indicates that
the information is assigned in the ND mode which
corresponds to the SLAAC mode (stateless) on the Web
page. The DHCPv6 mode is recommended.

b. Bind the general VAS profile.

c. Configure the ONT VAS service.
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3.4.3.3 Configuring the IPv6 Internet Access Service Using the NMS (DS-Lite)

This topic describes how to configure the IPv6 Internet access service using the U2000 when
the DS-Lite solution is used and the ONT is a gateway-type ONT.

Application Context
Networking description:
® The BRAS assigns an IPv6 prefix (not an IPv4 address) and the URL address of the DS-
Lite CGN gateway to the ONT.
® The ONT assigns an IPv4 private address and IPv6 address to a PC.
® [Pv6 packets are forwarded directly by the ONT, OLT, and BRAS.

®  [Pv4 packets are encapsulated into IPv6 packets on the ONT and sent to the DS-Lite
CGN. The DS-Lite CGN decapsulates the packets, performs NAT44 translation on the
packets, and then forwards them to the IPv4 Internet.

® The OLT implements Layer 2 forwarding. Only IPv6 service flows need to be added.

Device reconstruction:
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® The ONT needs to be upgraded to support DS-Lite.

® Devices such as OLT and BRAS in the downstream of the DS-Lite CGN need to be
upgraded to support the IPv6 single stack.

® The DS-Lite CGN device needs to be deployed.

Figure 3-14 shows the DS-Lite networking diagram.

Figure 3-14 DS-Lite networking diagram
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Typical Configuration

Table 3-21 describes the typical IPv6 prefix and address configuration. This configuration has

the best compatibility and can be applied to any scenarios.

Table 3-21 Typical IPv6 prefix and address configuration

Item Parameter on Recommended | Remarks
NMS Value
IP address Mechanism via AutoConfigured | -
acquisition mode on | which the IP
the ONT WAN side | address was
assigned
Prefix acquisition Mechanism via DHCPv6-PD -
mode on the ONT which the prefix
WAN side was assigned
Address/prefix M flag 0 (that is, When the value is 1,
assignment mode SLAAC) addresses/prefixes are
for the LAN-side assigned in the DHCPv6
PC mode. Currently, the
Windows XP OS does not
support this assignment
mode.
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Item Parameter on Recommended | Remarks
NMS Value
Other information O flag 1 (that is, Other information refers
assignment mode DHCPvo6) to the IPv6 address in

for the LAN-side
PC

payloads of packets such
as DNS packets. When
the value is 0, the
information is assigned in
the SLAAC mode.
Currently, no OS supports
the SLAAC mode.

Procedure

® Configure the OLT.
(Lnote

The OLT implements Layer 2 transparent transmission. The procedure for configuring the OLT on the
U2000 is the same as that for IPv4. For detailed configuration procedure, refer to "Implement pre-
configurations", "Add an ONT" and "Add a service virtual port on the OLT side" in 3.3.1.1.2
Configuring the GPON FTTH Layer 3 Internet Access Service on the NMS

(Optional) Configure the DHCPv6 option.

When the access mode of IPv6 users is IPoE and the BRAS uses the binding
authentication mode, users do not need to enter user names or passwords for
authentication because the BRAS performs authentication based on users' physical
information. In this case, DHCPv6 Option18 needs to be configured on the OLT. For the
mapping relationship between DHCPv6 Option and the BRAS, see Table 3-22.

Table 3-22 DHCPv6 Option mapping

DHCPv6 Option OLT BRAS

Optionl7 N/A Optional

Optionl18 Mandatory Mandatory

Option37 Optional Optional
(Onote

1.

2.

By default, the global DHCPv6 Option configuration is disable, the VLAN-level DHCPv6 Option
configuration is enable, and the upstream/cascaded port-level DHCPv6 Option configuration is enable.
Therefore, you only need to enable DHCPv6 Option globally.

After DHCPv6 Option is enabled, the OLT inserts Option18 and Option37 into DHCPv6 packets for
authentication by the BRAS.

In the Main Topology, double-click the required OLT in the Physical Root navigation

tree; or right-click the required OLT and choose NE Explorer from the shortcut menu.

Choose GPON > GPON Management from the navigation tree.
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3. Onthe GPON ONU tab page, set the filter criteria or clickE to display the GPON
ONUs.

4. Right-click a required ONT and choose Configure DHCPv6—Option Permit-
Forwarding.

5. In the dialog box that is displayed, select Enable.

1. Click OK.
® Configure and bind a general value-added service (VAS) profile for the ONT.

a. Configure a general VAS profile for the ONT.

% DSL Profile
- PON Profile
- GPON Profile

— Optical Alarm Profile Add(Senvice Config 1 Type, -
oI vis Profie
—DMJBIMHLMleMII
- PQ Mapping Profile

" Power Shedding Profile
[+ Voice Profile

& VLAN Profile

— D-CNTS Profile

- IPDR Server Profile
I~ EQAM Profile

- Traffic Profile

-~ WRED Profile

- COS Group Profile

- IGMP Profile

~ Profile Set

- Senice Provisioning Profile
i~ ACL Profile

- RAIO Profile

" MPLS TC Field Mapping Profile |-
 SNMP Profile

- System Parameter Profile.
-~ ETH Alarm Profile.

- QoS Policy Profile

- QoS Profile
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- LAN Device
- IPvE Layer 3 Forwarding
Properties for Domain Name Senice (DNS).
Access Management

- Layer 3 Forwarding
& Power Management Policy
ARF Ping

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 433



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

o[ ViRO03C00-2Z v |

1460
1500

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 434



EchoLife ONT Configuration Guide 3 Configuring the Gateway-Type ONT

(- LAN Ethemet Configuration
device information
Configuration

WLAN Configuration for ISP

LAN Sendces Configuration

LAN IPvé Global Config

+- IPvE Layer 3 Forwarding

Properties for Domain Mame Senvice (DNS).
Access Management

‘Queus management configuration

— WLAN Configuration for ISP
— LAN Senvices Configuration
 LAN IPvé Global Config

Issue 02 (2019-07-05) Copyright © Huawei Technologies Co., Ltd. 435



EchoLife ONT Configuration Guide

3 Configuring the Gateway-Type ONT

HWTC -

= General Type Config Info.
Time
User Interface
ACS parameter Info
Senices
WAN Device
LAN Device
IPvis Layer 3 Forwarding
Properties for Domain Name Seanvice
Access Management
ALG Ability
Security
Layer 3 Forwarding

Plmaseme Bl =

HWTC i

= General Type Config Info.
Time
User Interface
ACS parameter Info
Senvices
WAN Device
LAN Device
IPvE Layer 3 Forwarding

Properties for Domain Name Senvice (DNS),

Access Management

ALG Ability

Security

Layer 3 Forwarding @

T PoIE Route

Power Management Policy

ARP Ping

ETH OAM

Customer senvice info

Queus management configuration

(MnoTe

General Type bl VIR003CO0 ~ ZZ -
General Type h
Soul =
1!
-
Import., Export.. OK Cancel

The ONT supports only one IPv6 (single-stack or dual-stack) Internet WAN port.
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Parameters Description

Mechanism via The ONT address mode can be Numbered or

which the IP Unnumbered. In Numbered mode, the ONT WAN port
address was has its own IPv6 GUA address. In Unnumbered mode,
assigned the ONT WAN port has an LLA address but no GUA

address, which is not good for network management and
fault location. Therefore, the Numbered mode is
recommended.

® When the Numbered mode is used, the setting of
Mechanism via which the IP address was assigned
is as follows:

- When M=1 is set for the RA packet on the BRAS,
IP addresses are obtained in DHCPv6 mode on the
WAN side. Then, Mechanism via which the IP
address was assigned can be set to DHCPv6 or
AutoConfigured. AutoConfigured is
recommended.

- When M=0 is set for the RA packet on the BRAS,
IP addresses are obtained in ND (stateless address
allocation) mode on the WAN side. Then,
Mechanism via which the IP address was
assigned can be set to AutoConfigured.

® When the Unnumbered mode is used, Mechanism via
which the IP address was assigned can be set to

None.
Mechanism via ® [f Mechanism via which the prefix was assigned is
which the prefix set to DHCPv6-PD, the BRAS assigns prefixes to the
was assigned ONT in DHCPv6 mode.

® [f Mechanism via which the prefix was assigned is
set to None, no prefix will be obtained. If no prefix is
obtained, services may be unavailable. Usually,
Mechanism via which the prefix was assigned is set
to None during TR-069 or management channel
configuration. It cannot be set to None for the Internet
access service.

® The RouterAdvertisement or AutoConfigured mode
is an extended mode which is not supported by current
standards/protocols. Therefore, it is not recommended.
The DHCPv6-PD mode is recommended.

M flag M flag indicates the IP address and prefix assignment
mode on the LAN side. 1 indicates that addresses/prefixes
are assigned in the DHCPv6 mode which corresponds to
the DHCPv6 mode (stateful) on the Web page. 0 indicates
that addresses/prefixes are assigned in the ND mode which
corresponds to the SLAAC mode (stateless) on the Web
page. The SLAAC mode is recommended.
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Parameters Description

O flag O flag indicates the assignment mode of other information
on the LAN side. 1 indicates that the information is
assigned in the DHCPv6 mode which corresponds to the
DHCPv6 mode (stateful) on the Web page. 0 indicates that
the information is assigned in the ND mode which
corresponds to the SLAAC mode (stateless) on the Web
page. The DHCPv6 mode is recommended.

b. Bind the general VAS profile.

c. Configure the ONT VAS service.
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3.4.4 Configuring IPv6 Services Using OLT Commands

This topic describes how to configure IPv6 services using OLT commands.

3.4.4.1 Configuring the IPv6 Internet Access Service Using OLT Commands (NA)

This topic describes how to configure the IPv6 Internet access service using OLT commands
when the NAT444 solution is used and the ONT is a gateway-type ONT.

Prerequisite

® The Layer 2 service flow channel between the OLT and ONT is available by running the
OLT command.

® The OLT is connected to the BRAS.

® Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configurations, see the
configuration guide.

® The VLAN of the port on the LSW that connects to the OLT must be the same as that of
the upstream port on the OLT.
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Application Context

Networking description:

® The BRAS assigns an [Pv4 private address (for example, 10.*.*.*) to the ONT. The ONT
is enabled with the NAT function and assigns another IPv4 private address (for example,
192.168.*.*) to the PC.

® NAT44 translation is performed twice on IPv4 packets, first on the ONT and then on the
CGN.

® The OLT implements Layer 2 forwarding, and the ONT implements Layer 3 forwarding.

Device reconstruction:

® The IP address pool on the BRAS needs to be replanned to support private [P addresses.

® The CGN device supporting NAT44 needs to be deployed on the network.

® The RADIUS needs to be upgraded or a log recording device needs to be deployed to
address source tracing of private IP addresses.

Figure 3-15 shows the NAT444 networking diagram.

Figure 3-15 NAT444 networking diagram
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Procedure
® Configurations on the ONT:

a. Configure the working mode of a LAN port.

The LAN port bound to the WAN port must work in the Layer 3 mode. Therefore,
set the working mode to Layer 3 for the LAN port connected to the PC.

AN AN Porl Work Mode () Sl TN T S L

On this page, you can configure LAN ports as Laver 3 ports by selecting the corresponding check boxes. The Layer 3 poris
will be assigned as HG ports Sele AN 1 and set LAN 1 to work

[ LAN1 [ Lan2 [ Lanz [ Lang ]

9 Appuk Cancel

b.  Configure parameters of a WAN port.
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W O S

On this page, you can configure WAN port parameters. The ONT (home gateway) uses a WAN portto communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network

equipment
9New Delete
Connection Name VLAN/Priority Protocol Type

Basic Information

Enable WAN ¥l

Encapsulation Mode ) IPoE © PPPoE

Protocol Type: IPv4

‘WAN Mode: Route WAN

Semvice Type: INTERNET

Enable VLAN

VLAN ID. 1001

802.1p Policy: © Use the specified value ) Copy from IP precedence

802.1p: 0

MRU:

User Name: iadtest@pppoe

Password: LITTTTTY TR

Enable LCP Detection: B
[Binding Oplions: LANT L LAN2 _JLAN3 lJ-\N:tD SSID1L_SSID2| SSID3 L SSID4
IPv4 Information

IP Acquisition Mode: Static’ ' DHCP @ PPPoE

Enable NAT:

NAT type: Portresticted cone NAT[ =]

Dialing Method: Automatic B

Multicast VLAN ID: (1-4094)

DNSv4 for IPV6: &

Applk Cance|

MnoTe

In the NAT444 solution, a NAT translation must be performed on the ONT. Therefore, the
NAT function must be enabled for the ONT.

c. Check the ONT connection status.

se Status > WAN Information.

Slalus > WAN Information

On this page, you can query the conneclion and line status of the WAN port.

Connection Status is Connected.

1Pv4 information
2 P
Connection
WAN Name Statu Acquisition IP Address Subnet Mask VLAN/Priority MAC Address Connecte
s
Mode

1_INTERNET_R_VID_1001 Connected PPPoE  10.2.50.212 255.255.255.255 1001/0 70:54:F5:5ACEE TH AlwaysOr

IPv6 Information

WANName  Connection Status Prefix Acquisition Mode  Prefix VLAN/Priority =~ MAC Address  Gateway

WAN Name IP Acquisition Mode IP Address IP Address Status DNS

< | 0 B

3.4.4.2 Configuring the IPv6 Internet Access Service Using OLT Commands
(Dual Stack/Dual Stack+NA)

This topic describes how to configure the [Pv6 Internet access service using the OLT
commands when the dual stack or dual stack+NAT444 solution is used and the ONT is a
gateway-type ONT.
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(MnoTe

The OLT implements Layer 2 transparent transmission in the dual stack or dual stack+NAT444 scenario.
Configurations on the OLT are the same as those for IPv4.

The FTTH configuration difference between the dual stack solution and the dual stack+NAT444 solution
lies in NAT configuration on the ONT.

® In the dual stack solution, if the IP address of the PC on the internal network is a private address, the
NAT function must be enabled, that is, dual stack+NAT44. The NAT function is disabled when it is
not required.

® In the dual stack+NAT444 solution, the NAT function must be enabled.

Prerequisite

® The Layer 2 service flow channel between the OLT and ONT is available by running the
OLT command.

® The OLT is connected to the BRAS.

® Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configurations, see the
configuration guide.

® The VLAN of the port on the LSW that connects to the OLT must be the same as that of
the upstream port on the OLT.

Dual Stack Application Context
Networking description:

®  All NEs on the network must support [Pv4 and IPv6 dual stacks.

® The BRAS assigns IPv4 and IPv6 addresses to ONTs. The ONT assigns IPv4 and IPv6
addresses to PCs.

® PCs use IPv4 and IPv6 addresses to access the IPv4 Internet and IPv6 Internet
respectively.

® The OLT implements Layer 2 forwarding. Only IPv6 service flows need to be added.

Device reconstruction: All NEs on the network need to be upgraded to support IPv4 and IPv6
dual stacks.

Figure 3-16 shows the dual-stack networking diagram.

Figure 3-16 Dual-stack networking diagram
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Dual Stack+NAT444 Application Context

Networking description:

All NEs on the network must support [Pv4 and IPv6 dual stacks.
The CGN device supporting NAT44 needs to be deployed on the network.

The BRAS assigns an IPv4 private address (for example, 10.*.*.*) and IPv6 address to
the ONT. The ONT is enabled with the NAT function and assigns another IPv4 private
address (for example, 192.168.*.*) to the PC.

NAT44 translation is performed twice on IPv4 packets, first on the ONT and then on the
CGN. IPv6 packets are forwarded directly.

The OLT implements Layer 2 forwarding. Only IPv6 service flows need to be added.

Device reconstruction:

All NEs on the network need to be upgraded to support IPv4 and IPv6 dual stack.
The IP address pool on the BRAS needs to be replanned to support private IP addresses.
The CGN device supporting NAT44 needs to be deployed on the network.

The RADIUS needs to be upgraded or a log recording device needs to be deployed to
address source tracing of private IP addresses.

Figure 3-17 shows the dual stack+NAT444 networking diagram.

Figure 3-17 Dual stack+NAT444 networking diagram
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Typical Configuration

Table 3-23describes the typical IPv6 prefix and address configuration. This configuration has
the best compatibility and can be applied to any scenarios.

Table 3-23 Typical IPv6 prefix and address configuration

Item Parameter on Recommended | Remarks
Web Page Value

IP address IP acquisition Auto -

acquisition mode on | mode

the ONT WAN side
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Procedure

Item Parameter on Recommended | Remarks
Web Page Value
Prefix acquisition Prefix acquisition | DHCPv6-PD -
mode on the ONT mode
WAN side
Address/prefix Address/Prefix SLAAC Currently, the Windows

assignment mode
for the LAN-side
PC

assignment mode

XP OS does not support
the DHCPv6 address/
prefix assignment mode.

Other information
assignment mode
for the LAN-side
PC

Other information
assignment mode

DHCPv6

Other information refers
to the IPv6 address in
payloads of packets such
as DNS packets.
Currently, no OS supports
the SLAAC assignment
mode.

® Configurations on the ONT:

a. Configure the working mode of a LAN port.

The LAN port bound to the WAN port must work in the Layer 3 mode. Therefore,
set the working mode to Layer 3 for the LAN port connected to the PC.

LAN > LAN Port Work Mode @)

On this page, you can configure LAN ports as Lay
will be assigned as HG ports e

Sele
inth

['5“'? LAN1

Choose LAN > LAN Port Work Mode

[ LaN4 ]

b. Configure parameters of a WAN port.

(2]
A;:)p\yK Cancel
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L O

On this page, you can configure YWAN port parameters. The ONT (home gateway) uses a WAN portto communicate with
upper-layer network equipment. Therefore, these parameters must be consistent between the ONT and the network
equipment.

Newyl Delete

Connection Name WLANPriority Protocol Type
Basic Information
Enable WAN:
Encapsulation Mode: 7 IPoE @ PPPOE
Protocol Type: [Pv4/IPvE
t INTERNET or atio h INTERNET
WAN Made Route WAN tern et

Service Type: INTERNET

Enable VLAN:

VLAN ID 1001

802.1p Palicy © Use the specifiglt

802.1p 0

MRU: (1280-1540)
User Name iadtest@pppoe

Password sssssas

Enable LCP Detection: B
Fliant 7 Lan? 7] Lana 1 Lang

Binding Options:
[Csaip1 [ ssinz[ | ssip3l ssipa [ ssins [ ssioe [ ssio7 [ ssioa

IPv4 Information

IP Acquisition Mode: Static DHCP © PPPOE

Enable NAT:

NAT type: Port-restricted cone NAT[+]

Multicast VLAN ID: (1-4084)

DNSv4 for IPvE (&)

IPv6 Information

Prefix Acquisition Mode @ DHCPvE-PD ) Static ) None

IP Acquisition Mode . ) DHCPvE ©@ Automatic ©) Static © None

refix Mask (IP¥G addressicd)

Multicast VLAN ID: (1-4084)

eAp;‘\v Cancel
(LnoTe

The ONT supports only one IPv6 (single-stack or dual-stack) Internet WAN port.

Parameters Parameters

NAT ® When the dual stack solution is used, the NAT function
must be enabled if the IP address of the PC on the
internal network is a private address. In this case, select
NAT; that is, dual stacktNAT44. You do not need to
select NAT if the NAT function is not required.

® When the dual stack+NAT444 solution is used, select
NAT.
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Parameters Parameters

Prefix acquisition | ® When Prefix acquisition mode is set to DHCPv6-PD,
mode the BRAS assigns prefixes to the ONT in DHCPv6
mode.

® When Prefix acquisition mode is set to None, no
prefix is obtained. If no prefix is obtained, services
may be unavailable. Usually, Prefix acquisition mode
is set to None during TR-069 or management channel
configuration. It cannot be set to None for the Internet
access service.

® The RA or Auto mode is an extended mode, which is
not supported by current standards/protocols.
Therefore, it is not recommended. The DHCPv6-PD
mode is recommended.

IP acquisition There are two ONT address modes: Numbered and
mode Unnumbered. In Numbered mode, the ONT WAN port
has its own IPv6 GUA address. In Unnumbered mode,
the ONT WAN port has an LLA address but no GUA
address, which is not good for network management and
fault location. Therefore, the Numbered mode is
recommended.

® When the Numbered mode is used, the setting of IP
acquisition mode is as follows:

- When M=1 is set for the RA packet on the BRAS,
IP addresses are obtained in DHCPv6 mode on the
WAN side. Then, IP acquisition mode can be set
to DHCPv6 or Automatic. Automatic is
recommended.

- When M=0 is set for the RA packet on the BRAS,
IP addresses are obtained in ND (stateless address
allocation) mode on the WAN side. Then, IP
acquisition mode can be set to Automatic.

® When the Unnumbered mode is used, IP acquisition
mode is set to None.

c. Configure the LAN-side address.
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M,memsmrﬁmo Choose IPv6 > LAN Address Configuration.

On this page, you can configure Pvé-related feature parameters.

Interface Address Information:

IPvé Address fe80::1

Method of obtaining prefixes: WAN agent El

Parent Prefoc E‘

Child Pre foc Mask: B4 *(IPv6 address/64
DNS Information:

DNS source on the LAN side; DNS agent E
Resource Allocation Information:

Address/Pre fix Assignmeant

DHCPvE ® SLAAC
Mode:

Other Information Assignment

® DHCPv6 SLAAC
Wode:

ULA information:

ULA Mode: Disabled [+]

9 Apply | Cancel

MnoTe

® Address/Prefix assignment mode indicates the IP address and prefix assignment mode
on the LAN-side host. Set it to DHCPv6 when the assignment mode is DHCPv6

(stateful); set it to SLAAC when the assignment mode is ND (stateless). The SLAAC
mode is recommended.

® Other information assignment mode indicates the assignment mode for the IPv6
address in payloads of packets such as DNS packets. Set it to DHCPv6 when the
assignment mode is DHCPv6 (stateful); set it to SLAAC when the assignment mode is
ND (stateless). The DHCPv6 mode is recommended.

d. Check the ONT connection status.

Choose Status > WAN Information.
Status = WAN Information

On this page, you can query the connection and line status of the WAN port

IPv4 Information

P
Connection
VAN Name Stat Acquisition IP Address Subnet Mask VLAN/Priority MAC Address Connecte
atus
Mode
1_INTERNET_R_VID_1001 Connected PPPoE 10250208 255.255.255.2551001/0 T0:54 F5:5AE5 T AlwaysO
IPv6 Information
- Prefix
Connection -
WAN Name e Acquisition Prefix VLAN/Priority MAC Address Gateway
atus
Mode

1_INTERNET_R_WID_1001 Connected PrefixDelegation 2001:db8::/60 1001/0 T0:54:F55A10 IS feB0:2abe: d4fffedd]

WAN Name IP Acquisition Mode 1P Address IP Address Status DNS
AutoConfigured fc00:2012::7254'f500:985a°cc75 Preferred 2001:db8::10:1
1_INTERNET_R_VID_1001 )
LinkLocal feB80:7254./500:985a.cc75 Preferred 2001:db8::10:2

« [ »

3.4.4.3 Configuring the IPv6 Internet Access Service Using OLT Commands (DS-
Lite)

This topic describes how to configure the IPv6 Internet access service using OLT commands
when the DS-Lite solution is used and the ONT is a gateway-type ONT.

Prerequisite

® The Layer 2 service flow channel between the OLT and ONT is available by running the
OLT command.
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® The OLT is connected to the BRAS.
® Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configurations, see the
configuration guide.
® The VLAN of the port on the LSW that connects to the OLT must be the same as that of
the upstream port on the OLT.
Application Context

Networking description:

The BRAS assigns an IPv6 prefix (not an IPv4 address) and the URL address of the DS-
Lite CGN gateway to the ONT.

The ONT assigns an IPv4 private address and IPv6 address to a PC.
IPv6 packets are forwarded directly by the ONT, OLT, and BRAS.

IPv4 packets are encapsulated into IPv6 packets on the ONT and sent to the DS-Lite
CGN. The DS-Lite CGN decapsulates the packets, performs NAT44 translation on the
packets, and then forwards them to the IPv4 Internet.

The OLT implements Layer 2 forwarding. Only IPv6 service flows need to be added.

Device reconstruction:

The ONT needs to be upgraded to support DS-Lite.

Devices such as OLT and BRAS in the downstream of the DS-Lite CGN need to be
upgraded to support the IPv6 single stack.

The DS-Lite CGN device needs to be deployed.

Figure 3-18 shows the DS-Lite networking diagram.

Figure 3-18 DS-Lite networking diagram

splitter
1Pvdf |
IPvG =

FTTH
.. 1Pv4 in IPv6
Pyl | tunnel
Pvg - _,]_ -7
ONT

PC

e o) [

Optical OLT

IPv4 service path

PC ONT IPvE service path

Typical Configuration

3.4.4.3 Configuring the IPv6 Internet Access Service Using OLT Commands (DS-Lite)
describes the typical IPv6 prefix and address configuration. This configuration has the best
compatibility and can be applied to any scenarios.
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Procedure

Table 3-24 Typical IPv6 prefix and address configuration

Item Parameter on Recommended | Remarks
Web Page Value
IP address IP acquisition Auto -
acquisition mode on | mode
the ONT WAN side
Prefix acquisition Prefix acquisition | DHCPv6-PD -
mode on the ONT mode
WAN side
Address/prefix Address/Prefix SLAAC Currently, the Windows

assignment mode
for the LAN-side
PC

assignment mode

XP OS does not support
the DHCPv6 address/
prefix assignment mode.

Other information
assignment mode
for the LAN-side
PC

Other information
assignment mode

DHCPv6

Other information refers
to the IPv6 address in
payloads of packets such
as DNS packets.
Currently, no OS supports
the SLAAC assignment
mode.

® Configurations on the ONT:

a. Configure the working mode of a LAN port.

The LAN port bound to the WAN port must work in the Layer 3 mode. Therefore,
set the working mode to Layer 3 for the LAN port connected to the PC.

LAN > LAN Port Work Mode @)

will be assigned as HG pors

['«“ LAN1

Choose LAN > LAN Port Work Mode

ding check boxes. The Layer 3 poris

| LANg ]

b. Configure IPv6 parameters for a WAN port.

gApphk Cancel
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C.

Ll L v v i

On this page, you can configure WAN part parameters. The ONT (home gateway) Uses a ¥AN port to communicate with
upper-layer network equipment. Therefore, these parameters must be congistent between the ONT and the network

equipment.

Connection Name

Basic Information

VLAN/Priority

New, Delete

Protocol Type

Enable YWAN

Encapsulation Mode: @) IPoE @ PPPOE

Protocol Type: IPvB

WAN Mode: Route WAN

Service Type: INTERNET

Enable YLAN

VLAN ID: 1001

802.1p Policy, @ Use the specif o

802.1p 0 [+]

MRU: (1280-1540)

User Name iadtest@pppoe

Password sesence

Enable LCP Detection: B

Binding Options (] Lan Eeanz T Lana [Cluand

[Issin1 ssi02| 1gsi03| Issipa[Cgsi0s | |ssiDe| |gsi07 | |SsiDs

IPvG Information

Prefix Acquisition Mode: ® DHCPYG-PD © Static © None

IP Acquisition Mode O DHCPvE @ Automatic © Static © None

Prefix Mask: (IPv6 address/6d)

Multicast VLAN 1D (1-4094)

[DS-LitE Warking Mode © off © Automalic © Static

AFTR Mame
GApply Cancel

(MnoTe

The ONT supports only one IPv6 (single-stack or dual-stack) Internet WAN port.

In the DS-Lite solution, the setting rules for Prefix acquisition mode and IP acquisition
mode are the same as those for the dual stack solution, except that the DS-Lite function
needs to be enabled. When DSLite work mode is set to Static, you need to manually
configure AFTR Name which must be the same as that configured on the BRAS.

Configure the LAN-side address.

M,wmm"mo Choose IPv6 > LAN Address Configuration.

On this page, you can cenfigure IPvE-related feature parameters.

Interface Address Information:

IPv6 Address feB0:1
Method of obtaining prefixes: WAN agent E|
Parent Prefoc =
Child Prefoc Mask: 464 *(PVG address/Gé)
DNS Information:
DNS source on the LAN side; DNS agent E
Resource Allocation Information:
‘Address/Preftx Assignment N ]
© DHCPvE @ SLAAC
Wode:
Other Information Assignment N
® pHCPv © SLAAC
Wode:
ULA information:
ULA Mode: Disabled =
9 Apply | Cancel
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(MnoTe

® Address/Prefix assignment mode indicates the IP address and prefix assignment mode
on the LAN-side host. Set it to DHCPv6 when the assignment mode is DHCPv6
(stateful); set it to SLAAC when the assignment mode is ND (stateless). The SLAAC
mode is recommended.

® Other information assignment mode indicates the assignment mode for the IPv6
address in payloads of packets such as DNS packets. Set it to DHCPv6 when the
assignment mode is DHCPv6 (stateful); set it to SLAAC when the assignment mode is
ND (stateless). The DHCPv6 mode is recommended.

Check the ONT connection status.

In the right pane, only the IPv6 information is displayed. No IPv4 address is
obtained. The IPv6 connection status is connected, and the obtained IPv6 address is
displayed in the IP Address column.

e Status > WAN Information

Status = WAN Information

On this page, you can query the cannection and line status of the WAN port

IPv4 Information
WAN Name Connection Status IP Acquisition Mode [P Address Subnet Mask VLAN/Priority MAC Address Connected

[ - = = = = = = =

IPv6 Information

Prefix
Connection = =
WAN Name o Acquisition Prefix VLAN/Priority MAC Address Gatews
us
Mode

[17INTERNET7R7VID?1001 Connected PrefixDelegation 2001:db8:0:10::/60 10010  70:54 F55A L% [ fe80::2abe d4f,

WAN Name IP Acquisition Mode IP Address IP Address Status DNS
AutoConfigured fc00:2012::7254:/500.995a.cc75 Preferred 2001:db8::10:1
1_INTERNET_R_VID_1001 :
LinkLocal 1e80:7254:1500:995a:cc75 Preferred 2001:dbB::10:2

4 m 3
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